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1. O6wue cBegeHun o «Mnarcpopme Pagap»

Cnenyau3MpoBaHHoe TporpaMMHoe oOecneyeHue «Ilnardpopma Papap» (mamee — CIIO
PAJIAP, Ilnardopma Pagap, niardopma) siBasieTcst TPOrpaMMHBIM CPe/ICTBOM 0011lero Ha3HaueHUsl CO
BCTPOEHHBIMU CPeJICTBAMU  3all[UThl OT HECAHKIIMOHUPOBAHHOTO [JIOCTyNa K wuHboOpMaluu, He
cofiep>Kallieil CBefieHusl, COCTABJISIFOLIME TOCy/JapCTBEHHYIO TaliHY, W MpejHa3HaueHo [jisi aBTOMAaTH3al|uu
TIpo1ieccoB cOopa, 06pabOTKU U KOPPeJSIU COObITHI MHPOPMaIMOHHOM Oe3omacHocTy (fanee — UB) ¢
1eJ/IbI0 BBISIB/IEHUS] MHI[U/IEHTOB Y OpPraHU3aly pearpoBaHus Ha HUX.

[Tnatdopma obecrieurBaeT pelieHre CIeAYIOMINX 3a/ay:
e cbop uHpopmaLuu 006 aKTHBaX, UX yUeT U yIpaB/eHHe 3anucsiMu 00 akTHBaXx;
e cbop cobwiTuii IB OT aKTUBOB W/W/TK OT YCTaHOB/IEHHOTO Ha akTuBax [10;
e aBTOMaTHuecKasi 00paboTKa MOCTYNMUBIIMX COOBITHI (HOpMasr3alus, oboralieHue);
e 3arpy3sKa U aHaju3 pe3y/bTaTOB pabOThl CKAHEPOB YSI3BUMOCTeNH;
e KOppeJIsiLiusi COOBITHM, CO3/jaHKe 3amuceld 00 MHLIMEHTaX U yIipaBjieHre UMU;
e ABTOMATH3WPOBAHHBIN KOHTPOJ/Ib PearupOBaHMs Ha MHLU/I€HThI, KOHTPOJIb yCTPaHEeHNSsT;
e TIONyuYeHHe, 0OHOBJIEHNE U UCTI0/b30BaHUe MH(opMaLu 006 yrpo3ax;
e pyuHOU aHanu3 cobbiTuii VIb mipu paccieoBaHUY UHIU/IEHTOB;
e (opMHpOBaHUE OTUETOB, B TOM UKCJ/ie B rpaduueckoM Bujie (paboure CToJIbI).

CIIO PAJAP umeer ceptudukar coorBerctBusi ®CTOK Poccum Ne 4210 ot 05 despans 2020 r.
(nepeodopmiien 22 mapta 2022 r.), CPOK A€WCTBUS: MSATh JIeT.



2.
2.1

OGpaboTKa COObITUM

O6wue ceBegeHus

O6pabotka cobwituii b B I1natdopme Pagap cocToUT U3 CeyIOIIUX ITAIlOB:

COop coObITHI.

OTar, Ha KOTOPOM COOMPArOTCsl COOBITUSI OT UICTOUHUKA OJJHUM K3 METO/IOB COOpa: aKTUBHBIM WJ/IH
MaCCUBHBIM.

3a stan otBevaet cepBuc Pangeoradar-Logcollector (ganee nor-kosnekTop).

[TogpoGHee o paboTe 1 HACTPOMKe JIOT-KOJIJIEKTOPA CM. pa3zien «JIor-KoJiieKkTop».

Pa306op coObITHIA.

[Tpeo6Gpa3oBaHue BXOSAIIEro COOBITHS Ha Taphl «Kimtou-3HaueHre» COTJlacHO MpaBuiaM pa3dopa.

[TogpobHee o paboTe ¢ mpaBUIaMu pa3bopa cM. paszen «IIpaBusia pazbopar.

HopMmau3anusi coObITHIA.

[Tepeaua mosyueHHBIX Ha 3Tarie pa3dopa mapbl «Kirou-3HaueHWe» B TaKCOHOMHIO, COTJIACHO
npaBuiaM pa3bopa. HacTpoiika TaKCOHOMUM BBITIONHSETCS B pa3zesne «I1o/si coObITHs».

ITosist TAKCOHOMMH TI0 YMOJ/TUAHHIO TIPUBe/IeHbI B pasjiesie VIcTouHUKH — IT10/isi COOBITHS».
Oo6oraienne cOObITHH.

HamonHeHue HOpManu30BaHHBIX COOBITHH /IOTIONTHUTEILHOW WHGOpMaLyel (HampuMmep, Teo ip,
dns, Tab/MYHbIe CMIUCKY U T.[.) COTIACHO TIpaBU/IaM 00OTallleHusl.

[TogpobHee o paboTe c mpaBWIamMu oboraltieHus: M. paszesn «OboraiieHe».
Koppensaunusi cOObITHIA.

I[Mpouiecc oOHapy)KeHUs WHIMJEHTOB WH(POPMAIMOHHOW 6e30MacHOCTH MyTeM aHajM3a MOTOKa
HOpPMaJIM30BaHHBIX COOBITHI COT/IACHO TTPABU/IaM KOPPeJISLIUH.

KoppensaTop BbISIBISIET MOC/TeA0BAaTeIbHOCTH B NTOTOKe COOBITHH, OT(HWIBTPOBAHHBIX C MTOMOIIBIO
(GUIBTPOB NOTOKA COOBITHI U YIOBIETBOPSIOLIMX YC/IOBHSIM, OITMCAHHBIM B ITPAaBHJIe KOPPEJISLAH.

Pe3ysiibTaTOM paboThl KOppensTopa siBisercs "cpaboTka' mpaBuia KOPpeJSuK, Ha OCHOBaHUM
KOTOPOU MOXKeT OBITh CO3/laH MHIM/EHT U TIPOBEJIeH aHa/u3.

Cxema 00pabOTKM M KOppessiiiuy COOLITHM TIpuBe/ileHa B pasjene «CxeMa 006pabOTKU U KOppPeJsn

COOBITUT.

2.2

Cxema o6paboTKU U Koppensunum coobiTui

CxeMa B3aMO/IEHICTBUSI TIOJCUCTEM, OTBEYAIOIIMX 3a cOOp, 00paboTKy ¥ KOppessiuyio COOBITUI
rpvBezieHa Ha «Puc. 1».
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Puc. 1 — Cxema 00padoTKH ¥ KOppeIsALMH COObITHI

[TpuHOUMn paboTsr:

1.

Hcrounnku codbiTuii Ub — 310 /1000 aKTWB, yCTPOKMCTBO, TPOTPaMMHOe obecrieueHue B
MH(PaCTPyKType OpraHu3aliiii, KOTOPOe MOKEeT CO3/jaBaTh KyPHAsIbI pabOTHI.

Log-Collector (nor-konnekTop) ocyujecTBisier c60p coOBITHIA OT HUCTOYHUKOB. COOp MoKer
BBITIOJTHSATHCS IBYMSI CII0OCOOaMu:

e AKTHBHBIN cOOp — JIOT-KOJI/IEKTOP 0OpalljaeTcst K MCTOUHHMKY [i/1si cOopa coOBITH;
o IlaccuBHbIM cOOp — UCTOYHHK CAMOCTOSTE/ILHO OTIPAaB/IsieT COObITHS B JIOr-KOJJIEKTOP.

Log-proxy o6pabaThIBaeT MoJiyyeHHbIe COOBITHSI M ONMITUMHU3UPYET UX AJIs1 OBICTPOU MepeCchUTKU B
cepuc Kafka.

Kafka HanpaBsisieT mosryueHHbIHM MOTOK COOBITHI B 06paboTurk Termit.



5. Termit obpabaTbiBaeT COOBITHSI COTJIACHO TpaBWIaM pa3bopa M pacrpefesnsieT WX I0 TpPeM
TOTHUKAaM:

e Error — B xo7ie pa3bopa coObITHSI BO3HHK/IM OIIMOKK U ero He YAaa0Ch pa3o0pars;
e Parsed — cobbiTHe pa3oOpaHo Ha napsl «Kimou-3HaueHue»;

e Normalized — nonyueHHble napbl «Karou-3HaueHHe» TIOATOTOB/EHbI [/ Tiepefaud B
TaKCOHOMUIO.

6. Tomuku Error, Parsed u Normalized Bo3Bpamjatorcs B Kafka. IIpu 3tom Tomuk Normalized
JIOTIOJTHUTEJTBHO TIPOXOIUT TIpoLielypy oborairenus cepercoM Enricher.

7. BanmancupoBuuk Beaver 3abupaer Bce Tormku u3 ceppuca Kafka m nampaBnser ux B 6a3y
nanHeix OpenSearch. IIpu 3Tom Beaver mo MeTkaM BpeMeHM pack/iafiblBaeT COOBITHS B
uHaekcsl OpenSearch.

8. banancuposiuk FlowBalancer paboraer napasiesHO Beaver u 3abupaet u3
cepuca Kafka tomeko cobwitusi u3 Tormka Normalized. 3artem ¢uibTpyer uX coryiacHO
¢bunbTpaM MOTOKAa COOBITHH U ec/id COObITHe TIOAXOAUT T0J YCIOBHE, TO OHO TepechliaeTcsl B
KoppensTop (cepsuc Logmule).

9. Logmule ocyiiecTBisieT KOppesisiliui0 COOBITHUI COTJIACHO TMpaBWIaM KOppPeJSUH. Pe3ysbTaThl
Koppesisituu Bo3Bpaitatotcs B cepsuc Kafka.

10. banancuposiiuk FlowBalancer 3abvpaer  pe3ysibTaThl ~ KOppesisilid U4 4epe3  LIEHTP
yripaByieHusi API oHu otnipaB/sitoTcs B 6a3y JaHHBIX M1aT(QOPMBI.

2.3 NCTOUYHUKU

2.3.1 OnucaHve

IIpumeuanue: mepes; paboOTOM C pa3/lesioM O03HAKOMbTECh CO pasfenioM «Cxema 00pabOTKM M
KODDEJISIUHA COOBITH».

Hcrounnku cobbituit b — 5T0 /m000M aKTWB, YCTPOWCTBO, TMpOrpaMMHOe obecrieueHue B
WHGPACTPYKType OpraHr3al[iy, KOTOPOe MOXKET CO3/laBaTh )KYPHAa/Ibl paOOTHI.

B IInatdopme Pagap WCTOUHMKH [eATCS HAa TUTIOBLIE U HETUIIOBbIE:

e TunoBbie — HNCTOYHUKH, CBEEeHHSA O KOTOPbLIX HACTPOEHLI B HJ'IEIT(bOpMe Mo yMOJ/T4YaHHUIO. Co
CIMMUCKOM THUIIOBBIX UCTOUHHMKOB MO>XHO O3HAKOMHUTLCA B pa3zesie «IlepeueHb NOJ/1ePKUBAEMBIX

HCTOYHHUKOB».

e HerunoBble — WCTOYHMKM, CBeleHMS O KOTOPbIX HeoOXoAauMo mA00aBUTh B TuiaTdopmy
CaMOCTOSITEJTBHO.

7151t KOppeKTHOM 00pabOTKM [JaHHBIX, MOCTYMAIOLMX OT UCTOYHHKOB, K&XKJbII UCTOYHUK B TiaTopme
o0saziaeT yHUKaabHBEIM HOMepoM. Homep ncrounnka — 31o Message ID (YHUKa/mbHBIN WIEeHTH(PUKATOD
coo011jeHUs1), KOTOpPBIM MPUXOAUT OT JIOT-KOJJIEKTOpa, M T0 KOTOPOMY BCe COOBITHSI OT [JaHHOTO
VCTOYHMKA Oy/yT MOoMelaThCsl B OJUH TOMUK /15 JanbHelineld o6paboTku. OObIMHO, HOMep UCTOYHMKA
U/IeHTUYeH MOPTY, KOTOPbIM He0OX0AMMO OTKPBITh B I/IaT(opMe /1St TpreMa COObITUM OT UCTOYHHKA.

,Z[J'IH HCTOUYHHUKOB MO>XHO BbI6paTB OOWH M3 OBYX croco6oB Hp606p830BaHI/Iﬂ JaHHBIX:



e RAW-JSON - cepeuc Log-proxy obepHeT BXOASIIUN TMOTOK cCOObITUH B dopMaT json u
JIOTIOJIHUT TeXHWYeCKol nHpopMarueid;

e JSON-JSON - cepBuc Log-proxy [OMO/JHUT BXOASAIIUA ITOTOK COOBITUH [OTIOJTHUTETbHBIMU
TO/ISIMU C TeXHUUeCKOoW nH(opMaljrel.

ITogpobHee o pabote cepeuca Log-proxy cMoTpute paszen «Hactpoiika cepBuca Log-proxy».

1711 KaXK/I0TO0 MCTOYHUKA MOKHO HAaCTPOUTH om0 He coxpaHSTh chipoe cOObITHE:

e  e(JIM OMLMS BK/FOUEHa, TO ChbIpoe COOBITHE He OyZieT COXPaHSAThCS B TOTOKe TIPH Tepejade OT JiOoT -
KOJJIEKTOpA B T/IaTGopMy;

e eCJIM OMLUS BBIKJFOUEHA, TO KaXK/[0€ ChIpoe COObITHe Oy/IeT COXPaHEHO B MOTOKe /ISl Aa/bHenIIeH
06paboTKy.

Pabora ¢ ncrounrkamu cobeituii 1B BKItouaeT B cebsi cieyrolijyie MpoLiecchl:

1. «Bx/IOUeHHe UCTOUHUKA».

«JTobaBieHre UCTOUHUKAY.

«PejakTUpOBaHKE UCTOUYHHKAY.

«/IMIIOPT MCTOYHUKOB».

2
3
4., «IKCHOPT UCTOYHUKOBY.
5
6

«Y a/leHue UCTOYHUKOBY.

[Inst paboThI ¢ MCTOUHMKaMU TiepeliuTe B pa3zes Vicrounnku — Wcrounuku (cM. «Puc. 2»).

2.30.254.97 | WCTOUHWMKH Ninenann axTvana no: 2027-11-16 © Roxymenrauwn | (@) admin v
&}
UcTouHukn OnySnukoeaTs
Q
CTporHA Mowexk
@ v 3naTE ‘ YOANWTE BCE | DKCNOPTMPOBATE  MMNOPTHDOBATE: BubpaHo: 0 O @

Bl Home.. T Bempop Tun weTounnKa He... @opmar McTounuk axTusen Mpasuna pasGopa Monwoe... KomTp... Mopo... KoMT... Mopo...

1511 Microsoft Endpoint Protection Het Json-json @ Axveen 1511 Microsoft Defender Her 0 He o @ F @

1512 Microsaft Firewall Het json-json @ Axtveen microsoft_firewall_receive 1512 Microsaft Firewall Her ) Het 0 @ & M
1513 Microsoft 08 Security Monitoring Ha json-json @ Acveen 1513 Microsoft Windows. Her 0 Her o ® S W
1514 Microsoft System Log Her json-ison @ Axmsen

1514 Microsoft Windows...  Her 0 Her [} @ & @

1515 Microsoft DHCP Server Het json-json HeakTnees 1515 Microsoft Windows...  Her o Her o ® 2@

1518 Wicrosaft ONS Server oo jsomfson S—— dndnaroot 1516 Mcroseft Windows.. Her 0 Her o ©om
Puc. 2 — Pazden "Hcmounuku"
B pa3geie 0T06pa)KaeTCH C/1eayroras I/IH(bOpMaL{I/ISI:
(] HOMep HNCTOYHHUKA — yHHKaJ’IBHBIﬁ HOMED NCTOYHHKA B nnaT(bopMe;
(] BEH,I[Op — HaMeHOBadHIMe I[MOCTaBIIMKad NCTOUYHHKA,

e Tun HMCTOYHHKA — JIOTIONHUTE/bHAS KacCU(UKALMs HWCTOYHUKOB BHYTPU IIATPOPMBI. ITO
MOryT OBITH KaK CHCTEMBbI, HallpuMep, OreparviOHHbIe, aHTUBUPYCHbIE, TaK W CEPBUCHI, TaK U
yCTPOUCTBa;

e He coxpaHATb CbIpoe COObITHE — OII[US, HEe COXPaHATh ChIpble COOBITHS /i1 Aa/bHEHIIen
00paboTKu: fia, HeT;



2.3.2

®opmar — dhopmat rpeobpa30BaHus BXOASIIETO ITOTOKA COOBITHIA;
VICTOUYHMK aKTHBEH — aKTHBEH JIM UCTOUHUK: /14, HET;

ITpaBuia pa3bopa — CIIMCOK MCMO/b3yeMbIX MpaBui pa3bopa;
ITosTHOe HaMMeHOBaHMe — HaMEHOBaHWe U HOMep UCTOUYHHKA,;

KoHTpP0/1b MHUHMMAJILHBIX MNOCTYIJIEHMH — OTIPAaB/ATh JIA OMNOBELeHUs] TPU AOCTHXKEHUH
Topora MUHUMA/TbHBIX TTOCTYTI/IEHUH COOBITHI: [a, HET;

ITopor MUHHUMAa/IBHBIX NOCTYIJ/IEHUI — MIOPOT MUHKMAJbHBIX TOCTYIUIEHWH, TIPU [OCTHXKEHUH
KOTOPBIX OYZyT OTIPAaB/STbCS YBEJOMJIEHUST;

KOHTpOJ’[b MAKCHMAJ/IBHBIX HOCTyr[J'lEHPIﬁ — OTIIPABJIATL JIM OIIOBEIIEHUA TIpU OOCTHKEHUU
rmopora MakCUMdJ/IbHBIX HOCTyHHEHI/Iﬁ COOBITHIA: Jda, HET;

HOpOI‘ MdKCHMaAJ/IBHBIX l'lOCTyrlJ'lEHPIﬁ — INOPOI' MAKCUMaJIbHBIX HOCTyHHeHHﬁ, TMpH JOCTUXKEHNHN
KOTOPBIX 6YAYT OTIIPaBJ/IATHCA YBEJOMJ/IEHUS.

BknroyeHne NCTOYHUKA

,Z[J'IH TOTO, yTOOBI UCTOUHHUK OBIT BK/IIOUE€H, 4 MMEHHO IIOTOK COOBITMM OT MCTOUHMKA O6pa6aTBIBaJ'ICH

Ilnardopmoii Pajap, J0/DKHBI ObITE COOTIOAEHBI CIeAYIOIIHe YCIOBUS:

1.

VcToyHMK HACTpPOEeH Ha OTIPaBKy COOBITHM B JIOT-KOJUIEKTOP. K onucaHWi0 HACTPOEK THIIOBBIX
WCTOYHUKOB MOJXKHO TIepelTH 10 COOTBeTCTBYIOIIMM CChlIKaM U3 pasjena «[lepeueHb
10/1/1eDP’KMBAaeMbIX UCTOUYHUKOBY.

B ciyuae ucriosnib3oBaHus TUIaTGOPMBI B peXUMe MY/IbTHAPEHAHOCTH, HaCTpOeHa repechiiKa
coObITH (CM. pa3zien «BK/toueHe repechiIKy COOBITHI Yepe3 cepBUC LLog-proxy»).

VcTouHuk no0aB/ieH W HaCTpOeH uepe3 BeO-uHTepdeiic maardopmel (cM. paszgen «llobaBieHue
VICTOUHUKA»).

/151 “CTOUHMKA HaCTPOEeHbI U OIy0/IMKOBaHbI poduiu coopa (cM. pasgen «[Ipoduau cbopar).

[l MCTOYHKMKA HACTPOeHbI 0e3yC/I0BHBIE U yC/IOBHbIE NpaBuaa pasbopa (cm. pasgen «I[lpasuna
pa3zbopa»).

17151 “CTOYHMKA HaCTPOeHbI MpaBu/a oboraiieHus (cM. pasgen «OborareHue»).
[TapameTp ncTouHrKa ICTOYHHMK aKTHBEH yCTaHOBJIEH B COCTOsiHUe "BraoueH".

OnybMKoBaHBl ~ BCe  M3MEHEHWs, BHeCeHHble B  HCTOUHHMKMA  (Ha)kaTa  KHOTKa
CHUHXPOHU3UPOBATh).

KoppekTtHocTh paboThl mpaBui pa3bopa W oboraieHHss MOXKHO TIPOBEPUTH C TIOMOIIBbI0 MeXaHH3Ma
«OT/na1Ka UICTOYHUKOBY.

[17151 TpOBepKY Ha/IMUMsi TOTOKA COOBITHI OT MCTOUHHKA BBITO/THUTE CIeYIOIINe /1eCTBUS:

1.

[TepeiiguTe B pa3gen AAMHHHCTPUPOBaHHE — MOHHMTOPHMHI U OTKpoiiTe pabounii cton IToTok
COOBITHH.

Halijure TONMMK C COOTBETCTBYHOIMM HOMepoM (B mpumepe 1514) U yAo0CTOBepbTeCh, UTO
TTOSIBUJICS TIOTOK COOBITHM OT MCTOUHMKA (CM. «Puc. 3» - «Puc. 5»).
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2.3.3

Puc. 5 — IIpoBepka moToKa co0bITHI1 OT HcTOYHHKA. YacTb 3

Job6aBneHne NCTOUHUKA

1. Haxwmwure kHornky Co3aarb. OTKpoeTcsi okHO Co3/jaHue HCTOYHUKA (CM. «Puc. 6»).

@ LastSminutes v @

CyMMapHsit NOTOK CoBbIT
2K
1 /
PY—

TS T30 MA4S  NAOG NNIS M0 M5 MO0 NS MII0 AL TAROO TS MO0 MUAE MU0 a5
— Cymmopori noroK coBtTwi Last % 260 K
MoTox cofermmii - 151d-microsaft_windows_eventiog

0I5 M3 WIS TI0O TS T30 TNAS  MI200 S MI230  TA24S N300 14135 TA330 MBS MAA00 A5 11430
= 151d-microsoft windows eventiog Mean: 16K Last*: 17K

TH1a:45

55 v

N15:00

n15:00



¢ Co3paHue UCTOYHMKA e
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json-json
He coxpaHaTk cbipoe cobbiThe
KOHTpONb MUHUMaNBHBIX NOCTYNNEHWH
Mopor MUHUMAaNBHBIX NOCTYNNEHNH
0 -+
KOHTpOoNb MakCUMansHbIX MOCTYMNEHNIA
Mopor MakcHMansHbIX NOCTYNAeHUA
0 -+

MCTOYHMK aKTUBEH

Puc. 6 — ®opma "Co3paHue HCTOUYHHKA"

2. Ykaxwure Ha opme MH(DOPMALIHIO 00 UCTOUHHKE:
o HaumeHoBaHHe — yKa)XnTe HaMMeHOBaHHe NCTOYHUKA;
o Homep ucrouHnKa — yKa)kuTe YHUKa/IbHbIN HOMep UCTOYHUKA;
e BeHjop — yKa)KuTe NoCTaBI{Ka UCTOUHUKA,;
e TuHN HCTOYHHKA — YKa)KUTE TUIT ICTOYHHKA,;

e @opmar — U3 BHINAJAOIIETO CMUCKA BbIOepuTe (opMar MpeodOpa3oBaHUs TOTOKA
cobprTii: RAW-JSON wnmu JSON-JSON;

e He coxpaHATh cbIpoe COOBbITHE — TP HEOOXOAMMOCTH OTK/TIOUMTE COXPAHEHHE ChIPBIX
COOBITHI OT JAHHOTO UCTOYHUKA;

o Hactpoiika oroBelieHui 0 MOCTYMal0LLeM MOTOKe COOBITHIA:

¢} KOHTpOJ’[b MMHHHUMAJ/IBHBIX l'lOCTyl'[J'lEHPIﬁ— BKJ/IOUEHHME OTIIPABKHW OIIOBEIeHHA
MpHU 1OCT>KE€HWKW MUHHUMAJ/IBHOT'O ITOpOora l'IOCTyTIJ'IEHI/Iﬁ COGBITHﬁ;

o HOpOI‘ MHWHHMaJ/JIBHBIX l'[OCTyHJ'lEHI/Iﬁ — YKaXKuTe TII0por MHHHMAJIbHBIX
HOCTyl’I]’IEHHfI, pyu JOCTHXXKEHHUH KOTOPOI'0 HY?>KHO OTITPABJ/IATH OITOBEILIEHNA;

o KoHTposp MakcMMaIbHBIX MOCTYIUIEHMH — BK/IFOUEHHe OTIIPABKU OIOBeLeHUs
TP TOCTHPKeHUH MaKCUMaJIbHOTO TIOPOTa MOCTYTI/IEHHH COOBITHL;



¢} HOpOl" MaAdKCHUMaJ/IbHBIX l'[OCTyl'lJ'IEHI/Iﬁ — YKaXWTe TIIOpor MdaKCHUMaJ/IbHBIX
HOCTYHJ'IEHI/Iﬁ, MpU JOCTHMXXKEHHUH KOTOPOI'0 HY>KHO OTITPABJ/IATH OITOBEIlIeHMA.

e MCcTOUHMK aKTHUBEH — BK/IIOUUTE UCTOUHUK.

IIpumeuaHue: 0e3yC/IOBHO WCIIOMHsSEMOe TIPAaBU/IO [/ UCTOYHMKA [JO/DKHO OBITH CO3[jaHO U
HACTPOEeHO B pazzene «IIpaBuia pazbopa».

3. Haxxmute kHONKY COXpaHUTh.

4. Haxwmurte KHONKY CHHXPOHU3UPOBATh.

2.3.4 PepakTtnpoBaHue NCTOUHUKA

B CTPOKE€ HY>KHOI'O NICTOYHHMKA HAXKMUTE KHOIIKY ﬁ?
Buecute H806XOAHMbIe HN3MeHeHU .

Haxmute kHONKy COXpaHMUTh.

LW

Ha rnaBHOM cTpaHulie pa3zesa HaKMUTe KHONKY CHHXPOHU3UPOBATh.

2.3.5 JKCNOPT NCTOYHUKOB

[Ons  MaccoBoro  9KCIoOpTa  WCTOYHUKOB ~ YCTAaHOBUTE  HY)KHble  (iari U HaKMUTe
KHOIKY JKCHOPTUPOBaTh. byeT chopMrpoBaH apxvB C UCTOYHMKaMH B ¢opMmare .Zip.

7151 3KCriopTa Bcex UCTOUHHUKOB HXKMUTE KHOTIKY JDKCIIOPTHPOBAaTh BCe.

[ns skcriopra MCTOUYHUKOB B opMaT CSV Ha)KMHUTe KHOIIKY JKCIIOPTHPOBATh B CSV.

2.3.6 MMnopT NCTOYHUKOB
Haxxmute kHOonky IMnopTupoBars.
B OTKPBIBIIEMCSH OKHE YKaXKUTE IMIYTh K dpXKUBY C UICTOYHUKAMU.

Haxxmute KHOINKY OTKPBITB.

H Lo

YT0oOBI BCE U3MEHEHHS BCTYIINJ/IK B CUJTY HAXKMHUTE KHOIIKY CI/IHXPOHI/BI/IPOBHTB.

2.3.7 YaaneHne UCTOYHUNKOB

ITpumeuanue: 015 koppekmHoll pabombl Ilnamgopmbi Padap He pekomeHOyemcst yOansimb UCMOUHUKU,
YCMAHo8/1eHHble NO YMOMUAHUIO.

HHH yAa/leHNd HCTOUHHUKA HAXKMUTE KHOIIKY IE B COOTBETCTByI-OU_[eﬁ CTPOKe.
,Z[J'IH MaCCOBOI'o ya/ieHUAA NCTOYHUKOB YCTAHOBUTE HY>KHbIE (1)]181"1/1 N HOXKMHUTE KHOIIKY yanII/ITb.
'HJ'IH yAanieHne BCeX UCTOUHHUKOB HAXKMHUTE KHOIIKY Y,E[HJII/ITB BcCe.

YTo6bI BCe U3MeHeHHs BCTYTW/IN B CUTYy H&KMUTe KHOTIKY CHHXPOHH3UPOBATh.

2.4 OTnagka UCTOYHUKOB

Ilnardopma Papap 103BO/sieT KOMIUIEKCHO TpPOBepUThb paboTy TipaBuUa pa3bopa U oboraiijeHus,
HACTPOEHHBIX [I/isi UCTOYHHKA COOBITHIA.

,Z[J'IH BBITIO/THEHHS TIDOBEPKHU BBITIOJIHHUTE C/IelyIOIIe ,qeﬁCTBHHI



1. Tlepeligute B pasgen Uctounnku — OTaajKa HCTOUHUKOB (CM. «Puc. 7»).

E ‘L‘;g;ﬁ° 17230254154 v | OTnapKa UCTOYHUKA NMyeH3us akTvBHa Ao: 2025-08-20 D fokymentaumn |

@ Pabouwi cTon

UCTOYHUKMN

Q Cobbitus
@ WHuMpeHTs! v
CobbiTve Ansa TecTMpoBaHua
ol AkTuebl v UeTosmi
B Coorsercraue NO v 4008 1C-Enterprise-8
# Koppenstop v Cuipoe cobbiTne
26/2023 2:39:42 PM pgr-1c-00 {\'Event\":{\"Level\"\'Information’,\"Date\"\"2023-07-
ationName\"\"BackgroundJob\" \"ApplicationPresentation\" nd job\",\"Event\"\"_S$Data$_.Update\"\"EventPresentation\"\"Data.
000000-0000-0000-0000
NCTONHUKIA nstant. MocnepMee obGHoBNeHKe
2 tted\",\"TransactionID\"\"7/26/2023
4998-a301-
Npasuna pasbopa 4
Grok naTTepHbl BrnounTts oborauiexue

rons cobbiTus

O6orawenne
i Napamerps: v

® AQMUHMCTDUDOBaHUME v

Puc. 7 — Pasgen "Ot1nagka uCTOUHHKA"

2. B mosie UCTOYHHUK U3 BBINAJAIOIET0 CITHMCKA BhIOEPUTE UCTOUHHUK. ByneT mpoBepsAThcs paboTta
BCeX TIpaBU/I pa30b0pa, HACTPOEHHBIX A1JIsl BBIOPaHHOTO MCTOUHUKA.

3. B mone Cepipoe coObITHE yKa)KUTe TIPUMED CHIPOTO COOBITHS, KOTOpOe OyZeT MPUXOAUThH OT
WCTOUHMKA (CM. pa3zien «I1o/yueHre ChIDOro COOBITHUSI» ).

4. Ecm Bo Bpems TIpOBepKM HeoOXOJMMO TIPUMEHWTh TipaBWa oboraijeHus, TO YCTaHOBUTe
COOTBETCTBYIOLLMH (ar.

5. Haxmwute kHOIKy TecTMpOBaTh.

6. MexaHU3M MMPUMEHHUT K COOBITHUIO OT MCTOYHMKA BCe HACTPOEHHBIE [jIs Hero mpaBuia pa3bopa u
oboratreHus!.

[Tpumep pe3y/bTaTa NpoBe/jeHUs1 TECTUPOBAHUS MpUBeZieH Ha «Puc. 8».



PesynbtaT 06paboTku ul COBbITHE HOPMANW30BaHO

TakcoHoMuA TecToBoe 3HaYeHUe
@timestamp 2023-07-26T14:39:42+03:00
action nocnegHee oBHOBNEHVE [oCTYNa

event.application.na

BackgroundJob
me
event.category Data_Update
event.input.source 4008 1C-Enterprise-8
event.logsource.inp smb

ut

event.logsource.na

1C:Enterprise 8

YAVAVAVAVAVAVAVAVAVEAVAVAVAVAVAVAVAVAVAVAVAVAVA

target.task.id 2934007
target.task.status.n Committed
ame

target.threat.id 3

cobbITUE HOPManU3oBaHo

MpaBuna pas6opa

Mpaewno

Bes ycnosHoe: 1c-enterprise-8_root
1c-enterprise-8_session
1c-enterprise-8_job

1c-enterprise-8_data

MpaBuna oboralenun

Mpaewno

DNS observer.host

DNS event.dns.answer.host
DNS event.dns.query.host

1c-enterprise-8_data_subcategory

Co3spaHo

2024-11-07T12:46:09.952031Z

2024-11-08T10:49:24.664182Z

2024-11-08T11:02:02.356265Z

2024-11-07T14:33:35.527615Z

CoszpaHo

2024-11-10T17:11:33.576804<Z

2024-11-05T11:20:03.411252Z

2024-11-05T11:57:37.638846Z

2024-11-22T09:54:21.8738062Z

O6HoBNEHO

2024-11-21T06:55:30.500537Z

2024-11-22T09:46:25.573883Z

2024-11-08T11:17:11.875953Z

2024-11-22T09:54:53.769243Z

O6HoeneHo

2024-11-11T07:53:36.253701Z

2024-11-06T14:30:47.69027Z

2024-11-06T14:31:21.762353Z

2024-11-22T10:05:31.950935Z

Puc. 8 — IIpumep pe3y/bTaTa NpoBe/eHUs TeCTHPOBAHUA

Pe3ynbTaT NpoBeZieHNs1 TECTUPOBAHUS COZIEPXKUT CIeAYHOLYI0 HH(OPMALMIO:

CocTofHue

BknroveHo

BknroueHo

BknroyeHo

BknroueHo

CocTosAHue

BkntoyeHo

BknoyeHo

BxkntoyeHo

BrntodeHo

e Undopmauyro o coctosiHnu pazdopa cobbiTHs. MOXKeT MpUHUMATh CIeAyIoIIye 3HaUeHus:

o CoObITHe HOPMAU30BAHO — O3HAUaeT, UTO COObITHE ObUIO yCIlemHo rmpeobpa3oBaHO Ha

napbl «Kiou-3HaueHue»,
(TakcoHOMMIO);

KOTODbIE ObLTH YCIIelIHO TIiepeddaHbl B I10JIA COOBITHS

o coObITHe pa300paHo — O3HauaeT, uTOo COOBITHe OBUIO YyCHeIHO IpeoOpa3oBaHO Ha

MapsbIl «KJIIO‘-[—BH&'-[EHI/IE», HO OHU He OBUIH rnepegaHbl B TAKCOHOMMUIO,



o coObITHEe He pa300paHO — O3HAuaeT, uTO COObITHE He yZAaaoCh IpeoOpa3oBaTh Ha
napel «Kimrou-3HaueHue», MCIo/Ib3Yst TeKYIIHe IpaBuIa.

e bsiok Pe3ysibTaT 00padoTKHU COZep)XKUT MHGMOPMAILIHMIO O TI0JyUeHHBIX Tlapax "Kitou-3HaueHve" B
pe3ysibTaTe pa3bopa coObITHS:

o TakcoHoMHsI — HaMMeHOBaHMe I10JIs C06bITI/IH, B KOTOpOe 6y,£[€T IMMOJCTaBJ/IEHO 3HAYEHUE,

o TecroBoe 3HaueHHe — 3HaueHNe, KOTOpoe Oy/JeT MO/CTaB/IeHO B pe3y/bTaTe UCIIOTHeHUs
TpaBuIL.

e bnok IlpaBuina Pa3bopa coiep>KUT CITUCOK CO3JaHHBIX TIpaBW/ pa3bopa [y BbIOpPAHHOTO
HCTOYHHUKA:

o [IIpaBmio — HauMeHOBaHMe NpaBusia pa3bopa;
ITpumeuanue: "KupHbiM" mipudTOM OyZeT BbiAeneHO cpaboTasiiee MpaBuso pasdopa.
o Co3aaHo — faTa ¥ BpeMs CO3/laHus TipaBu/a pa3bopa;
o OOHoOBI/IeHO — /laTa ¥ BpeMs U3MeHeHHsI THpopMaluy o rpaBuse pa3bopa;
o CocrosiHHe — TeKylljee COCTOsIHHe TIpaBu/ia pa3bopa: BK/IFOUEHO, BHIK/TIOUEHO.

e bnok IIpaBuia OO0orameHus COAEP)XUT CITUCOK CO3JAHHBIX TIpaBWI OOOTaIlleHusl ISt
BbIOpAHHOT'0 MCTOYHHKA:

o IIpaBmio — HaMeHOBaHUe MpaBusIa oborareHus

IIpumeuaHnue: eciu npasuno obozaujeHue nonaao 8 CNUCOK, MO CUUMAemcsi, Ymo OHO
6bL10 NPUMEHEHO.

o Co3paaHo — Jjata ¥ BpeMsi CO3/IaHsI TIpaBuia 00OoTalleHusT;
o OOHOBJ/IeHO — JjaTa ¥ BpeMsi U3MeHeHHs1 TH(OPMaI|H O IpaBu/ie 000Tall|eHusT;
o CocTosiHHe — TeKyIl[ee COCTOsTHHe TTpaBU/ia 000TallleHus: BKJTFOUeHO, BBIK/IIOUEHO.

Pe3ynbTaThl TIPOBEPKU COOBITHS, KOTOPOe ObI0 HOPMaM30BaHO, MOYKHO CKOMUpPOBaTh Kak JSON. [lns
3TOT0 HAXKMHTe KHOTKY [F .

[Ipumep pe3y/ibTaTOB TeCTUPOBaHUS, CKOMMPOBAHHBIX B jSON:



{"@timestamp":"2023-07-26T14:39:42+03:00", "action":"nocyenHee OBOHOBJIEHUE

nocrymna","event": {"application":{"name":"BackgroundJob"}, "category":"Data Update","
input":{"source":"4008 1C-Enterprise-
8"}, "logsource": {"input":"smb", "name":"1C:Enterprise

8", "product":"ERP", "vendor":"1C"}, "session":{"id":"34"}, "severity":7, "subcategory":

"OBOTAIIEHME if \"gmocTtyn\" in Data => \"access\", else \"other\"","uuid":"c9a7cb96-
9c0c-43a5-9240-42e1e2902b%e"},"1d":"c9%9a7¢cb96-9c0c-43a5-9240-
42e1e2902b%e", "initiator": {"command": {"executed" : "BHIIOJHUTEL

obuoryieHue" }, "host": {"hostname":""}, "user": {"id":"00000000-0000-0000-0000~-
000000000000", "name":""}}, "observer":{"host":{"hostname" :"pgr-1c-
00"}},"raw":"{\"Message\":\"<7> 7/26/2023 2:39:42 PM pgr-1c-00

{N\\"Event\\\": {\\\"LeveI\\\":\\\"Information\\\", \\\"Date\\\":\\\"2023-07-
26T14:39:42\\\",\\\"2pplicationName\\\":\\\"BackgroundJob\\\", \\\"2ApplicationPresen
tation\\\":\\\"Background

Job\\\N", \\\"Event\\\":\\\" s$Data$ .Update\\\",\\\"EventPresentation\\\":\\\"Data.
Change\\\", \\\"User\\\":\\\"00000000-0000-0000-0000-

000000000000\\\", \\\"UserName\\\": \\\"\\\", \\\"Computer\\\" : \\\"\\\", \\\"Metadata\\
\":\\\"Koucraura.llocnenueeObuosneHneJocTyna\\\", \\\"MetadataPresentation\\\":\\\"Co

nstant. [locnenHee OOHOBJIEHME
nocryna\\\", \\\"Comment\\\":null, \\\"Data\\\":\\\"something KomaHIa : BEIIOJIHUTH
obuossenme\\\", \\\"DataPresentation\\\":\\\"\\\", \\\"TransactionStatus\\\":\\\"Comm
itted\\\",\\\"TransactionID\\\":\\\"7/26/2023 2:39:42 PM

(2934007)\\\",\\\"Connection\\\":\\\"3\\\", \\\"Session\\\":\\\"34\\\", \\\"ServerNam
NN NN, AN Por E NN NN NN, N\ "SyncPortE NN\ s NNN"ONNN" 1 3\", \"a\":\"a7e4d2e2
0-03a1-4998-a301-

c97fa77cbe73\",\"a_c\":\"\",\"a src ip\":\"172.30.250.141\",\"a_src_o\":\"445\",\"a

_src_r\":\"smb\",\"a src t\":[],\"a ts\":\"2024-10-

21T12:41:44.993Z\"}", "reportchain":{"collector":{"host":{"ip":"172.30.250.141"},"t1
mestamp":"2024-10-21T12:41:44+03:00"},"reciever":{"timestamp":"2024-12-
17T18:23:42+03:00"}},"target":{"host":{"hostname":""}, "socket": {"port":""}, "task":{
"id": ,"status": {"name" :"Committed"}}, "threat":{"id":"3"}}}

2.5 NMpaBuna pasdopa

2.5.1 OnucaHuve

IlpuBuia pa3dopa ornpezerssiOT TMapaMeTpbl 3TarnoB pa3bopa W HOpMaaM3alMU BLIOPAHHOTO CBIPOTO
COOBITHSI OT KOHKPETHOTO MCTOYHHKA.

ITpaBusio pa3bopa MokeT ObITH 6€3yC/IOBHO TIPUMEHSIEMBIM U OOBIYHBIM.

BE3YCJIOBHO npuMmeHsgemMoe nmpaBuio 6y,£[€T MMPpUMEHATBCA OJId BCeX CO6BITI/II>i, KOTODbIE€ TTOCTYIAKOT OT
HCTOYHHMKA. Be3YCJ'IOBHO MMpuUMeHsieMoe TIpdBUJIO OIS UCTOYHUKA MOXXET OBITh TOJILKO OJHO.

I[TpaBusio pa3bopa COCTOMUT U3 [IBYX UacTei:

o Ilpouenypa pa3bopa — mapameTpsl MpeoOpa3oBaHUsl BXOAsIero coObiTHs Ha mapbl «Kmou-
3HaueHHe»;

o [Ilpoueaypa HOpManu3alud — TIapaMeTpbl Tiepejaud ToyueHHBIX map «Kmou-3HaueHue» B
TakcoHOMUIO. MHpopmaiusi o pabore ¢ rmosnssMd COObITHs (TaKCOHOMMel) TipUBeJileHa B
pazgene «I1oJis COOBITHSI».




[nst MakcManbHON 3((eKTUBHOCTH MCMOMb30BaHUs M1aT(OPMbI PeKOMEHZYeTCsl HaCTPOUTh TpaBH/ia
pa3zbopa AJist KayKI0To UCTOUHHKA, COOBITHSI OT KOTOPBIX OyayT 00pabaThiBaThCs MIaTGOPMOH.

PaboTa ¢ mpaBuIaMu pa3bopa BK/ItOUaeT B Ce0s1 C/ieIyIoIIue TpOoIiecChl:
1. /lobGaBneHue mpaBuia pa3bopa.
2. PepakTupoBaHUe TipaBusa pa3bop.

3. YpmaneHue ripaBuia pa3bopa.

HOns pabotel c mpaBuaamMu pas3bopa mepeiigute B paszgen Mcrounumku — IIpaBuia pa3dopa
(cm. «Puc. 9»).

172.30.254154 ~ | paBuna pasGopa JIALeH3MA aKTHBHE go:  2025-08-20 @© [okymertauns |

@
Mpaewna pas6opa
Q
. S
v spate YpanuTs sce BoiGparo: 0 C B

@ | =

Haumenosanne Be3sycnosHo npumMeHsemoe Npasuno pasbopa HeTounnk BxoyuTL NpaBuno Co3paHo OGHoBneHo
=+

1c-enterprise-8_data Het 4008 1C-Enterprise-8 fa 17:33:35 07.11.2024 12:54:53 22.11.2024 o u
B 1c-enterprise-8_job Het 4008 1C-Enterprise-8 [a 14:02:02 08.11.2024 14:17:11 08.11.2024 & m
# 1c-enterprise-8_root Na 4008 1C-Enterprise-8 fa 15:46:09 07.11.2024 09:55:30 21.11.2024 o o

1c-enterprise-8_session Het 4008 1C-Enterprise-8 fa 13:49:24 08.11.2024 12:46:25 22.11.2024 o m

ansible_nodes_json Het 1616 Ansible_RedHat_Infrastructure Her 12:54:07 18.11.2024 12:44:22 20.11.2024 & m
1)

ansible_nodes_unreachable Het 1616 Ansible_RedHat_Infrastructure Het 15:41:06 13.11.2024 12:48:42 20.11.2024 & m
@ ansible_notification Het 1616 Ansible_RedHat_Infrastructure Her 09:25:43 14.11.2024 14:13:23 19.11.2024 o m

ansible_playbook Het 1616 Ansible_RedHat_Infrastructure Het 16:32:59 08.11.2024 17:00:25 08.11.2024 o m

ansible_root Aa 1616 Ansible_RedHat_Infrastructure fa 14:45:42 08.11.2024 16:00:50 20.11.2024 & m

apache-access-log Het 2830 Apache-Http-Server Oa 14:23:45 22.10.2024 13:29:49 28.10.2024 & o

2 3 4 5 6 7 - 44 > 10/ cTpanmua

Puc. 9 — Pa3gen "IIpaBusa pa3gopa"

B pazgesne orobpaxkaeTcst ciiezyroiasi “HGOPMAaLHst:
o HaumeHoBaHHe — HaMeHOBaHKe TIpaBU/Ia pa3dopa;

e bBe3ycioBHO mpuMeHsieMoe MPABWJIO — SIB/ISIETCS JIM TIPAaBU/IO 0€3yC/IOBHO TIPUMEHSIEBIM [IIsI
HMCTOYHMKA: Ja, HeT;

e UHcTouyHuK — HaMeHOBaHKEe UCTOYHHUKA, K COOBITHSM OT KOTOPBIX PUMEHSIETCS TTPAaBUIIO;
e Bk/IHOUMTH MPABHJIO — UCIIO/B3YETCS JTA TIPABUJIO /1711 pa3bopa coObITHI: /13, HET;
o Co3paHo — jaTa ¥ BpeMsl CO3/jaHUs N1PaBUIa;

o OOHOB/IEHO — /]aTa ¥ BpeMsi U3MeHeHHs1 TH(POPMAaL[|H O IpaBuie.

2.5.2 [lo6aBneHne npaBuna

Onst co3manust mpaBuia pa3bopa Hakmute KHOMKY Co3pgarh. HauHercst mporiecc co3JaHusi MpaBUIIa,
KOTOPBIM COCTOUT U3 CIEAYIOIIUX IIIaroB:

e «lIlar 1. OcHOBHBLIE HACTPOUKU»;

e «lIIIar 2. HacTpoiika yciaoBui hUILTpALUN»;

e «lllar 3. HacTpolika mapaMeTpoB IpoLielyphl pa3dopar;

e «lIar 4. HacTpoiika napamMeTpoB IpoLeyPbl HOPMaJIH3aLuN»;




o «Ilar 5. TecTupoBaHue IIpaBU/a»;

o «lllar 6. BkiroueHue rpaBuia».

[Tpumep dopmbl co3manus rpaBuia pa3dopa npuBegeH Ha «Puc. 10».

¢ Cospanve npaeuna pas6opa Copocnts | Tec

HavmeHosaHKe *

Tb CoxpaHuTb

Tc-enterprise-8_job

MeTouHMK *

4008 1C-Enterprise-8

Cbipoe cobbiTue *

{"Message":"<7> 7/26/2023 2:40:49 PM pgr-1c-00 {\"Event\":{\"Level\"\"Information\",\"Date\"\"2023-07-

26T14:40:49\" \"ApplicationName\"\"BackgroundJob\",\"ApplicationPresentation\":\'"Background job\"\"Event\"\"_$Job$_.Start\" \"EventPresentation\":\"Background job.
Start\"\"User\"\"ad1db191-f680-42fd-8465-ab078a9f6f2f\",\"UserName\"\"Agmunnctpatop\",\"Computer\":\"pgr-1c-
00V"\"Metadata\"\"\"\"MetadataPresentation\":\"\",\"Comment\":null,\"Data\":\"O6HoBNeHne uHaekca MNMNAO\"\"DataPresentation\":\"\" \"TransactionStatus\"\"No
Transaction\"\"TransactionID\"\"\", \"Connection\":\"3\"\"Session\"\"40\"\"ServerName\"\"\" \"Port\"\"\"\"SyncPort\"\"O\"}}","a":"a7e4 2e20-03a1-4998-a301-
c97fa77che73""a_c":"""a_src_ip":"172.30.250.141" "a_src_o":"445" "a_src_r""smb","a_src_t":[],"a_ts":"2024-10-21T12:41:44.993Z"}

BesycnoBHO NpUMeHAeMOE NpaBuno pasbopa

Ycnosusa dunbTpauum B + [obaeuTb | [ = TecTuposaTb
Mone MapameTpbl
job_type paeHo Job (Bes yueTa perucrpa) €] T o)
MpaBuna pas6opa a B + [o6asuTb I [ = TecTupoBatb
MexaHuam Mone MapameTpbl
GROK natTepH Level %{DATA:Level} @ T o]
MpaBuna HopManusauum [ B + [obaeuTb I [ = TecTuposaTb
TakcoHOMUA Mpaeuno TecToBoe 3HayeHUe ObasaTenbHo
event.category CTpoka execution @
event.subcategory Crpoka task o
initiator.command.executed Mone pasbopa command W

(:) BKoYNT Npaemno

Puc. 10 — dopma co3jaHus npaBuia pasdopa
2.5.2.1 LWar 1. OCHOBHbI€ HACTPOWKK

[TprMep OCHOBHBIX HAaCTPOEK IpaBusia pa3bopa rpuBeeH Ha «Puc. 11».



HaumeHoBaHKe *

1c-enterprise-8_root

MCTOYHMK *

4008 1C-Enterprise-8

Chblpoe cobbIThe *

{"Message":"<7> 7/26/2023 2:39:42 PM pgr-1c-00 {\'"Event\":{\"Level\":\"Information\",\"Date\"\"2023-07-

26T14:39:42\"\"ApplicationName\":\"BackgroundJob\" \"ApplicationPresentation\":\"Background job\" \"Event\"\"_$Data$_Update\" \"EventPresentation\"\"Data.
Change\" \"User\"\"00000000-0000-0000-0000-

000000000000V \"UserName\"\"\"\"Computer\"\"\"\'"Metadata\":\"KoHcTaHTa.MocnegHeeObHosneHreJocTyna\",\"MetadataPresentation\":\"Constant. MocnegHee
obHosneHue gocTynal',\"Comment\":null,\"Data\"\"something KomaHpa: BeINnonHUTL

obHoeneHue\" \'DataPresentation\"\"\",\"TransactionStatus\"\"Committed\" \" TransactionID\":\"7/26/2023 2:39:42 PM

(2934007)\" \"Connection\"\"3\" \"Session\"\"34\" \"ServerName\"\"\" \"Port\"\"\" \"SyncPort\"\"O\"}}" "a":"a7e42e20-03a1-4998-a301-
c97fa77cbe73""a_c":"""a_src_ip":"172.30.250.141","a_src_o":"445""a_src_r":"smb","a_src_t":[],"a_ts":"2024-10-21T12:41:44.993Z"}

D BesycnoBHo npumeHsemMoe npasuno pasbopa
Puc. 11 — dopma co3panus npaBusia pa3oopa. OCHOBHBbIE HACTPOUKH

BoinoniHuTe criepytolye 1eldCTBUs:

1. B none HaumeHoBaHMe yKa)KUTe HallMeHOBaHUe IpaBUia.

2. B mone UcTouHHK U3 BbIITd4alolero CriiCka BbI6epI/ITe HNCTOYHUK, CbIpbI€ COOBITHS OT KOTOpOro

OyZyT IPOXOAUTH MPOLeCCh pa3bopa U HOPMa3aLuH.

3. B nosie Ceipoe codbiTHe (CM. pasgen «IlosiyueHre ChIDOTO COOBITHS») YKaXKUTE TIPUMEpP ChIPOTO

COG]:ITI/IH, KOTOpoe 6y,[[eT MpUXOIUTh OT NCTOYHHMKA.

4. Ecmm npaBwiIo A0/DKHO 0e3yC/IOBHO TIPUMEHSITHCS /IJisi BHIODAHHOTO MCTOYHUKA, TO YCTaHOBUTE

COOTBETCTBYHOLLMM MepeK/IryaTesib B M0J10KeHe BKiroyeH.
2.5.2.2 Lar 2. HacTtpoiika ycnosuin counbTpauum

[Tpumep 6s10ka Y cs1oBusA (pUABTPALIMU TIPHBeZieH Ha «Puc. 12».

Yenosus punbTpaLum 3 B + [obaeutb I = TecTupoBaTb
Mone MapameTpbl
job_type pasHo Data (Besyueta perucrtpa) @
action Kniou-3HaueHWe  PasfenuTenb Napbl KAOU-3HaueHWe: 1 PasgenuTenb CTPoOK:  IKPaHMPOBaHWe 3HAUEHMWil: @

Puc. 12 — ®opma co3aanus npaeuia. biaok "YcioBusa punbTpanun"

B 610ke oTobpaskaercsi ciefyroias HHGpopMaLys:
o Tlosie — HaUMeHOBaHWe M0Jisl, TI0 KOTOPOMY Oy/eT MPUMeHSITbCS (PUIBTP;
o Tlapamerpsbl — UCIO/b3yeMast GYHKIIMS CDABHEHUS U ee TapaMeTphl;
e UHdopmanys o TeCTUPOBaHUHY YCIOBHH, ITPeJCTaBIeHHAs B BU/|e CIIeLIaTbHBIX CUMBOJIOB:
e ' — yCJIOBHe IPUMEHHMO;
e X — yCI0BHE TPUMEHUTb HEBO3MOXKHO;
o (@ — TecTupoBaHue He BHITIOMHAIOCH.

[TompobHee o MexaHH3Me TecTHPOBaHHUs cM. «Lllar 5. TecTrpoBaHue TIpaBUIa».




YcnoBus ¢unbTpaLyy 3aar0TCsl OJHOM U3 CieytonX (yHKIMM CpPaBHEHUS:

GROK IlaTtTepH — GuibTparys OyJeT BBIMOMHATLCS COTIAacHO 3aaHHOMY « GROK maTTepH»;

IIpoBepUTH PAaBEHCTBO BhIPa)XKeHUH — Oy/1eT BBITOJHATHCS CPaBHEHUE 3HAUEHUs T10J1s1 COOBITHS,
C YKa3aHHbIM B yCJIOBUSIX (PUIbTPALIK;

IIpoBepuTh Ha/IMuHe 3HaUEHHA — Oy/IeT TIPOBEPSTHCS HaMuKe 3HaueHus1 (oTmuHoe ot "0") B
T10JIe COOBITUSA;

IIpoBepuTh Ha/MMUKe B MaccuBe — OyZleT MPOBEPATHCS HalWyye 3HaueHUs B 11osie COOBITUS U3
yKa3aHHOTO MacCHBa 3HayeHWM B yC/IOBUAX (QuibTpaljuu. IIpoBepka BBIMOJHSETCS /10 ME€PBOT0
BXOJK/JeHUsI 3HAUeHUsI B MaCCUB;

ITouCK MOACTPOKH B CTPOKe — Oy/1eT MPOBEPSTCS Ha/lMuMe yKa3aHHOTO 3HAUeHUs B MOZCTPOKe
T10/151 COOBITHS;

Knwu-3HaueHue — GwibTpalyss OyJeT BBIMOJHATBCI COTJIACHO 3a/laHHBIM — TapaMeTpaM
MexaHM3Ma «K/rou 3HaueHue»;

dyHkuusa mnpeodpa3oBanusa — GuiabTpauus OyJeT BBIMOMHATBCS COTVIACHO — 3a/laHHBIM
rapaMeTpam MexaHH3Ma «DYHKIUS MpeoOpa3oBaHuUsI».

HononnurensHo, fis ¢yHkyuii cpaBHeHuss GROK Ilarreph v Kimou-3HaueHue MOXKHO HaCTPOUTh
C/lefiyroliye rapameTpsbl:

[pedukc (cm. pazgen «MexaHn3M paboTel ipeduKkcar);

I'pymina pe3sysbTata (cM. paszen «MexaHn3M paboThl HYHKIMY TPYIITUDOBKU»).

Hnst GyHKLMM CpaBHeHUSs! IOCTYMHbBI C/IeAYIOIe HaCTPOMKU:

0e3 yuera perucrpa — ecyii (GyHKLMS BK/IIOUEHa, TO TIPY BBIMOJIHEHUH (DYHKI[UM CDaBHEHUsI He
OyZieT YUMTBIBAaTbCS PETUCTD;

mon

JU1S1 KaK/10M (PYHKLIMKA MOYKHO BK/TFOUMTH OTPHIIAHMe: "He paBHO'", "He CyllleCcTByeT".

Co3gaHHble yC/10BUsT (PUIBTPALIMK MOXKHO CKOTIMPOBATh, a 3aTeM MPUMEHHUTh B PyrOM MpaBuJie:

[} — cKONMPOBATh YCIOBUS (HIbTPALIN;

E— BCTdBUTb CKOIIMPOBAHHbIE YCJ/IOBUSA (I)I/I]'IpraL[I/II/I. CKOHI/IPOBHHHbIe ydjioBus (1)I/I]'IBTpaLII/II/I
MO>KHO BCTaBUThH TOJILKO B 0/I0K Y C/1I0BHA q)ﬂﬂpra]_[I/ll/l.

B npaBuno MoxkeT ObITh j0OaBIeHO HECKOBKO YCIOBUM (UIBTPAL[UU. Y C/I0BUSL OyAyT UCTIOMHATHCS T10
TIOPSIZIKY.

17111 u3MeHeHuUsl IOPsi/iIKa UCTIO/IHEHUS YCI0BUM (PUIbTPALiUU UCTIONb3YHTe KHOMKY | / T.

Buumanme! Ecau He cpabomano kakoe-mo u3 ycnoeuil ¢uabmpayuil (npu mecmuposaHuu nosyyeH
aae * ), 00b6asneHHbIX 8 NPABUIO, MO NPABUAO UCNOAHAMBCS He Gydem.

Inst no6aBneHyst yCI0BUA GUIBTPALIMY BBITIOIHUTE C/IeYIOIIHe 1eHCTBUS:

1. B 6noke YoioBusa (uabTpanuu HakMUTe KHOTKY Jlo6aBuTh. OTKpoeTcsi okHO "[Io6aBUTH

ycioBue uabtpaiuu’ (cM. «Puc. 13»).



Hdo6aBuTb ycnoeue punsTpayum x

Mone cobbITKA *

job_type

DYHKUMA CpABHEHWA *

MPOBEPUTE PABEHCTBO BbIPaXKEHUI

6es yyeTta perucrtpa oTpuLlaHe

3HaveHue

Job

Puc. 13 — OkHo "[lo6aBuTh yciioBue punbrpanuu’

2. BbInosHUTe B OKHE C/ieyrolue JeUCTBUs:

ITose coOBITHSA — U3 BbIITaZldatoiero CriicCka BLIﬁepI/ITe I1ojie CO6LITI/IH, 10 KOTOpOMY 6y,£[€T
BBITIO/THATBCSA (l)I/I]'IpraL[I/IH;

DyHKIMsA CPAaBHEHMsS — U3 BbIMAAIOIIEr0 CIHUCKa BbIOEpUTE (YHKIMIO CpaBHeHUs. B
3aBUCUMOCTH OT BBIOpaHHOW (YHKUUM CpPaBHEHUS, YKa)KUTe [OTOJHUTETHHYIO
rMH(bOpMaLIUIO:

o GROK IlarTepH:
o B noJie IlarTepH ykaxure Tesjo GROK mnarrepHa;

e B nosie IIpedukc ykaxkute rperKc, KOTOPbIN OyeT UCIIO/Ib30BaThCS ISt
TMOJIyYMBLLIMXCS 3HAUEHU;

e B nosie I'pynna pe3ynbTaToOB YKa)KWUTe TPYIIy pe3y/bTaTOB, K KOTOPOM
Oy/leT OTHOCUTCS TIOJTYUMBILHI pe3y/bTaT paboThl YCIOBUH.

o IIpoBepuTh paBeHCTBO BblpakeHUU. B none 3HaueHune yKaxuTe 3HaYeHUe T10J1s, 10
KOTOPOMY OyZieT BBITIOHATHCS (DYHKL[MSI CDAaBHEHUSI:

e eC/IM 3HaueHWe, MpHILe/IIee B Tose, OyJeT paBHO YKa3aHHOMY B YC/IOBUH
¢bunbTpaLyy, To yc/I0BUe IPUMEHUTCS;

e B O0DOpaTHOM Ciiyyae ycioBHe (HUIbTPALK IPUMEHEHO He OyzerT.

o [IlpoBepuTh Hamuuue 3HaueHusi. J[IOMOJIHUTENBHBIX [JeNCTBUN He TpeOyeTcs.
®ynK1Ms Oy1eT MpoBepsTh UTO B MPHUILIE/IIEM TT0Jie IPUCYTCTBYeT 3HaUeHue:

e eC/IM 3HAaUeHHe B TI0JIe eCTh, TO YCIOBHE TIPUMEHUTCS;
e B 0OpaTHOM cilydae ycioBue GpUuibTpalu IpUMeHeHo He Oy/eT.

o IlpoBepuTh HamMume B MaccrBe. DyHKLMS cpaBHEeHHs Oy/ieT IPOBEPSATH 3HAUEHMS,
TpULLIeJIIe B TIOJIe, C YKa3aHHbIM MaccuBoM. Ilocre mepBOro BXOXAeHHUS



@)

@)

3HaueHWsT B MacCUB, ycjoBue (uiabTpariu OygeT BbINOJHEHO. BbIOIHUTE

cienyrolve JerCTBUS:

B 1ojie 3HayeHue HaxxmuTe KHOMNKY Co3parb. [losgBurca mone s
yKa3aHUs 3HaUeHUs;

co3/laliTe MacCHMB 3HAUeHWM A00aBUB U yKa3aB HeoOXOAWMOE KOJMUeCTBO
TI0JTeH.

[Touck mozcTpoku B CcTpoke. B mose 3HayeHHWe yKa)kuTe 3HaueHHe IOJCTPOKU
T0J1s1, TIO KOTOPOMY Oy/1eT BBITTOTHATHCS (PYHKLIVS CDABHEHMST:

eCJ/Id 3HaueHHe, yKa3aHHOe B yC/IOBUM (DUIbTPALIWU, SBJSETCS YacThio (WU
MOJIHOCTBIO PaBHO) TIpUIIeJileMy TeKCTOBOMY TIOJI0, TO YCJIOBHe
TIPUMEHUTCS;

B 00paTHOM c/iy4ae ycaoBHe GUIbTPALUy IIPUMeHeHO He Oyer.

Kinrou-3Hauenue. 3anosHuTe caeAyroLye roJs:

Paanenn'renb Iapbl K/INY-3HAYEHHE — YKAKHUTE CHMMBOJI, KOTOprﬁ 6y,q€T
SABJIATBHCA pa3fe/InTesIeM BHYTPU ITapbl K/IFOU-3HAUEHUE,

Pa3fenurennb CTPOK — YKaXWTe CHUMBOJ, KOTOPBIA OyjeT sBISTbCS
paszienuresieM CTPOK;

BKpaHuposaHne 3HAUEeHHH — YKaXXUTe crocob SKPdHHUPOBaHUA 3HHQEHHﬁ;

IIpeduxc — ykaxute npepuKC, KOTOPbIA OyJeT HCIOoMb30BaThCs ISt
TMOJIyYMBLLIMXCS 3HAUEHU;

I'pynna pe3y/ibTaToOB — YKa)KUTe TPYIITy pe3yabTaToB, K KOTOPOU Oyzer
OTHOCHUTCS TIO/TyYHBIIMNA Pe3y/bTaT paboThl YCIOBUI

dyHkius npeobpazoBaHus. Ha [JaHHBIE MOMEHT JOCTYITHA TOJBKO (DYHKIHsS
HEX to Text, KoTopasi UCMOb3yeTCs /s peoOpa30BaHUs 1IeCTHAALIATePUUHOM

CTDOKHU B TEKCT.

ITpu HeobxogUMOCTH BK/IHOUMTE HacTpoMKu Be3 yuera perucrpa u OTpuinianue,

yCTaHOBMB COOTBETCTBYHOIIME (h/1ary.

3. Haxmure KkHONKy COXpaHHMTb.

2.5.2.3 Llar 3. HacTtpoiika napamMeTpoB npouenypbl paséopa

[Tpumep 6s10ka IIpaBuIa pa3dopa npuBezieH Ha «Puc. 14».

Mpasunna pas6opa

Mexanusm

GROK narTeps

json

GROK narTeps

GROK natrepH

GROK natrepu

GROK narTeps

GROK natrepH

Mone

Napawmerpbi

»<%{NUMBER:prio}>\s+(? <date> %{DATANs + % (HOUR): %{MINUTE}:%(SECOND}\s+ %{WORDH\s+ %({HOS TNAME hostname}s +{%{DATA:_}:%(GREEDYDATA:message}} L@

* \S%HIWORD:job_type)\$_. %{WORD:job_status} L@

%{WORD:_} \s+%{GREEDYDATA:MetadataPresentation} L@

(.*s+)7%{GREEDYDATA:command}$ Tpynna peaynsrata: group_1 @

“\(%{NUMBER:TransactionlD}U$  Tpynna pesynstata: group_1 A

“%{GREEDYDATA.parsed_messag

Puc. 14 — ®opma co3ganus npaBuia. biok "IIpaBuia pasdopa”



B 6s10ke oToOpaXkaeTcs cieyroiias HHPOpMarus:

e MexaHHu3M — HCIIO/b3yEeMbIM MeXaHHU3M pa3bopa (mospobHee 0 MexaHW3Max pa3bopa CM. paszen
«MexaHu3MbI pa3bopar);

o Ilosie — HaiMeHOBaHUe TIO/ISI, K KOTOPOMY TIPUMeHsIeTCsl MexaHU3M pa30opa;
o Ilapametpsl — mapameTpbl MexaHU3Ma pa3bopa;

e UHdopmalss o TecTMpOBaHMHW TpoLieAyp pa3bopa, MpejcTaB/ieHHass B BUJE CrelraabHbIX
CUMBOJIOB:

e ' —IpaBUJIO NPUMEHUMO;
e X —MpaBWIO MPUMEHUTb HEBO3MOIKHO;
. @- TeCTUPOBaHUe He BBINOJIHAIOCH.
[TogpoGHee 0 MmexaHu3Me TecTupoBaHus cM. «IIlar 5. TecTupoBaHUe MpaBU/Ia».

[ononmHuTenbHO, [Ji KaKZAOro MexaHu3ma pa3bopa, 3a uckmodeHneM PyHKOHMHM mpeodpa3oBaHMs,
MO>KHO HaCTPOUTH C/ie/lyIOIlHe rapameTphbl:

e Tlpedukc (cM. pa3gen «MexaHu3M paboThl ITpeduKca);

e ['pymma pe3ynbraTa (cM. pa3zen «MexaHu3M paboThI QYHKIUM TPYTIITUDOBKU» ).

Co3paHHbIe TIpoLieypbl pa36opa MO>KHO CKOTTMPOBATh, a 3aTeéM IMPUMEHHUTH B [PYTOM IpaBUIe:
« [ - ckonmpoBaTk mapaMeTphl NpoLeAypsI pa3topa;

o [E- BcraBuTh CKOMMpOBAHHBIE MapaMeTpbl MPOLAYPhI pa3bopa. CKOMMPOBAHHBIE MapaMeTpbI
pa3bopa MOXXHO BCTaBUTh TOJILKO B O/10k IIpaBusia pa3oopa.

715t u3MeHeHus1 MOpsiIka UCTIO/THEHUS TPorieyp pa3bopa UCIosb3yiiTe KHOMKY | / 1.

B mpaBwio moxer ObITh [00aBreHO HeCKONbKO TMpoueayp pasbopa. Ilpoueaypbl pa3bopa OyayT
UCTIONHATBCSL TI0 TOpsiIKy. Ecmu Bce 3asaHHbIe TIporieqypbl pa3bopa ObUTH yCHENHO TpUMeHeHbI
(mosmyueH ¢iar ~ TIpU TECTUPOBaHWM) TOrja COObITHE OyJeT CUUTaThCs pPa300paHHBIM U TIOMAZIET B
COOTBETCTBYIOIIMN "TOIUK'".

TTporeaypsl pa3bopa MOXXHO CIPYNIIMPOBATh. [1/1s 3TOr0 HEOOXOMMO BBICTABUTE I10C/IE0BATEIHHOCTE
TdaK, YTOOBI NMpUMEHEHHE MEXdHHU3MOB p3360pa Ha OJHO KW TOXe II10/ie IIJI0 IT0C/j1eA0BATE/IbHO
(cm. «Puc. 15»).

EIVHCTBEHHBIM [IONIyCTUMBIM MEXaHW3MOM, KOTOPbIi MOJXKeT [JaTb OTPHULATe/bHbIM pe3y/bTar
TecTupoBanusi (mosyueH (iar ) W TpU 9TOM TpaBWwiIo pasbopa OyAeT CUMTaTbCs  YCIIEIIHO
npuMeHeHHBIM — 3T0 GROK-ITartepH. [Ipu 3TOM 0/mKHO OBITE CObs0zieHo ycnoBue: GROK-ITarTepHbI
Ha KOHKPEeTHOe TI0JIe JI0JDKHBI ObITh CTPYNMUpPOBaHbI (CM. «Puc. 15»).



B aToM ciyyae KaXKablii MeXaHU3M pa360pa LOMKEH Moy4uTb NOMOXKUTENbHbIN pe3ynbTar:

MNpaeuna pasdopa ] NobasuTs ‘ = Tectuposats
Mexaruam MNone MapameTpst

GROK nartep <% {NUMBER:prio}»\s+(? <date> %{DATAN s+ %{HOURK %{MINUTE}:5{SECOND}s + % (WORD})\s+%{HOSTNAME:hostname}\s+{%{DATA:_}:%{GREEDYDATA:message}} v ] |
json v Tty m
GROK natTepH Event 2 \$%{WORD:job_typeH$_ %{WORD:job_status} v O 1 |
GROK nartepH ;’:?'ad"”‘P'”ic"““‘ %{WORD:_} \s + %{GREEDYDATA:MetadataPresentation} v R |
GROK nattepH Data (-*:\s+)?%{GREEDYDATA:command}$ v SO |
GROK nartepH M(%{NUMBER:TransactionID}\)$ v L m
GROK natTepH “%{GREEDYDATA:parsed_message}$ v Tt o |
B aToM cny4yae AOCTaTOYHO UcMofiHEeHUA oaHoro GROK naTtTepHa Ha none Message:

Mpaeuna pasGopa el [lo6asuTh ‘ ‘ < TectupoBaTh ‘
Mexarmam None Mapametpo

GROK natTep Message <%{NUMBER:prio} >\s +(? <date> %{DATANs+%{HOUR}: %{MINUTE}:%{SECOND}\s + % (WORD}\s+%{HOSTNAME hostname}\s+{%{DATA:_}:%{GREEDYDATA: message}} 4 ]
GROK natTep Message % {GREEDYDATA:parsed_message}$ v ry @
json message o PR
GROK narrepH Event “\$%{WORD:job_typeNS$_. %{WORD:job_status} v e m
GROK nartepk MetadataPresentall o wORD: ) \s+ %{GREEDYDATAMetadataPresentation v LN |
GROK narTepH Data (-*:\s+)?%{GREEDYDATA:command}$ v IO 2 - |
GROK nartepH TransactionlD A(%{NUMBER: Transactien|D}\)$ v + @

Puc. 15 — IIpumep rpynnupoBKH MexaHu3Ma pa3dopa Ha KOHKPeTHoe IoJie

Inst mobaBneHus ipoLieiypbl pa3dopa BBITIONHUTE C/leIyOLHe AeHCTBYS:

1. B 6soke IIpaBuia pa3bopa Haxxmute KHOTIKY Jlo6aBuTh. OTKpOoeTCst OKHO "/[06aBUThH MpaBUIO
pazbopa" (cm. «Puc. 16»).

[do6aeutb npasuno pasbopa X

[Mone cobbITUA *

Event

MexaHusm pazbopa *

GROK natTepH

[MaTTepH

" \$%{WORD:job_type\$_. %{WORD:job_status}

Mpeduke

Mpynna pesynsTara

Puc. 16 — [lo6aBieHune npaBuia pasdopa. Mexanusm "GROK-narrepH"

2. B OTKPBIBIIEMCA OKHE BBITIO/IHHUTE C/IeAYHOIIre AEﬁCTBHHI

e Ilosie coObITHA — 13 BBINAZAIOLIETO CMIMCKA BbIOepuTe 1oJie COOBITHS, K KOTOpOMY OyeT
BBITTOJTHATHCSI MeXaHU3M pa3bopa;



e Mexanu3m pa3bopa — 13 BBINAZAIOIIETO CMHMCKA BhIOEpUTE MeXaHW3M, KOTOpbIi Oyzer
NIPUMEHSATBCS /i1 pa3bopa BbIOpaHHOTO TOMsA. B 3aBHCMMOCTM OT BBIOPAHHOTO
MeXaHU3Ma, YKa)KUTe [JOTI0THUTE/IbHYI0 HH(OpMaLIMIO:

¢ «GROK mnarrepn»;

o «CEF»;
¢ «EXECVEDn»;

o «Kirou 3HaueHUe»;

e «SYSLOGv»;
e «JSON»;

o «DyHKIMS Tpeobpa3oBaHUsI».

IIpumeuaHue: B 0OCHOBHOM, 6Ce UCMOUHUKU NOCbLiarom cobbimusi 8 popmame RAW-
JSON. Ilpu paszbope cobbimuli 8 s3mom ¢opmame HeobXoO0uMo @ Kauecmee nepeotl
npoyedypbl pasbopa ucnonbzoeamb MexaHusm «JSON», a nomom nawbble u3
docmynHbIX 8 niameopme, 8 3agucumMocmu om munda OaHHbIX 8 UCXOOHOM COObImMuU.

3. Haxmure KkHONKy COXpaHMTb.
2.5.2.4 LWar 4. Hactpoiika napameTpoB npoueAypbl HOpMausauum

Ha panHOM »STame BBINO/HSETCS HACTPOMKAa I1apaMeTpoB Mepejaud MoJaydeHHbIx map «Kirou-
3HaueHHue» B TAKCOHOMUIO.

ITpumep 6/10ka IlpaBu/Ia HOpMa/IU3aLKuU TIPUBeieH Ha «Puc. 17».

I'Ipasvma HOpManusaumu (&) E + [obasutb ‘ | = TecTuposaTb

TakcoHoMUs MNpasuno TecToBOE 3HaueHne ObnzaTencHo
dyHKUMA NpeobpasoBaHnA  VisMeHeHre BpeMeHn B HeoBXoauMbIid dopmat

@timestamp 2024-11-07T17:52:00+03:00 v o

Gdopwmatbl gat [ "%Y-%m-%d %H:%M:%S"] TNone pasbopa timestamp
event.logsource.application ~ Mone pasGopa process_name ansible o |mf
event.logsource.name Ctpoka infrastructure infrastructure / of
event.logsource.vendor Ctpoka redhat redhat 7 o}
event.execution.process.id ~ Mone pasbopa pid 2178 / of
initiator.user.name Mone pasbopa username root v o

initiator.object.name MNone pasbopa module o
Puc. 17 — ®opma co3panusa npasuia. biok "IIpaBuia Hopmanusanun"

B 6s10ke oTobpakaeTcsi ciiefiyroiias MHQpopMaLusi:

e TakcoHoMHs — HavMEHOBaHME MO/ COOBITHS, B KOTOpOe Oy/leT TO/CTaB/AeHO 3HaueHHe.
WNudopmanys o pabore ¢ monsMu coOBITHS (TaKCOHOMMEH) TIpWBe/ieHa B paszesie «lloss
COOBITHUSI»;



e [IIpaBuno — mapameTpsl TMpoleAypbl HOpManu3anuu. [Ipoljefypa HOpMa/lU3al[id MOJKET
WCIIO/Ib30BaTh  CAeAyIOe MeTOoAbl Tepefaun (mozacTaHOBKH) mapbl «Kimou-3HaueHune» B
TaKCOHOMMIO:

o «DYHKIUHU ITpeoOpa30BaHUS»;

o «CTtpoka»;
o «ITone pa3bopa».

e TecroBoe 3HaueHHe — 3HaUeHHe, KOTOPOe Oy/ieT MOACTaB/IeHO B TAKCOHOMHIO. [laHHOe 3HaueHue
oTtobparkaeTcst TI0C/Ie TIPOBe/IEHUsT TIPOLIeyPhl TECTUPOBAHMUS TTPABUJIa;

e OO0s3aTe/bHO — SIB/IIETCS /M Tojle  00sA3aTe/lbHBIM K 3allOJTHEHWIO TIPU  BBITTOJIHEHUU
HOpManu3auuu: fAa HeT. [Ipu3HaK 00si3aTeNbHOCTH OTOOPaKAeTCs C TOMOLIBIO CIeAYIOIINX
¢naros:

o ' —mose 0bs3aTeIbHO [I/Is1 3arI0/THEeHMS];
o — T1071€ He 00s13aTe/IbHO.
Co3paHHbIe TPoLielypbl HOPMa/IH3al[id MOXXHO CKOTIMPOBATh, a 3aTeM MPUMEHHUTH B IPYTOM TpaBUJIe:
« [ — ckonmpoBatk TapamMeTphl MpOLeyPhl HOPMaTH3ALHK;

o [El— BcraBuTh CKOMMpOBaHHBIE TApaMeTphl MPOLiE/yPbl HOpPMaIM3arii. CKOMMPOBaHHBIE
rapaMeTpbl HOpMaM3al[ii MOYKHO BCTaBUTh TOJILKO B 610k IIpaBu/ia HOpMaIu3amuu.

Hnst nobaBieHus Mporielypbl HOPMa/IM3alluy BLITIOJTHUTE CIeIyIOIe 1eHCTBUS:

1. B 6noke IIpaBuia HopMaiu3anuu HakMUTe KHOTKY JJlo6aBuTh. OTKpoeTtcst okHO "/lo6aBUTH
rpaBu/io HopManusauuu" (cMm. «Puc. 18»).



[ o6aBuTb NpaBUNO HOpManusauum X

MNone TakcoHOMWK *

@timestamp

ObsizaTensHo

MeTon NoacTaHOBKK *

QyHKUMA Npecbpa3oBaHuA

QYHKLMA HOpManu3ayum *

MN3meHeHWe BpeMeH B Heobxoaumsin dopmart

Mone pasbopa *

Date

dopmaTtel gaTt *

%Y-%m-%dT %H: %M:%S +

Puc. 18 — [lo6aB/ienne npapuia HopMaausanuu. Mero nojcraHoBky " @yHKiusa npeodpaszoBanus"”

2. B OTKPBIBIIEMCS OKHE BBITIOJIHHUTE C/IeAYHolIre AEﬁCTBHHI

¢ Ilone TakcOHOMMM — U3 BbITTaldOIIEero CrimCkd BBIGepI/ITe rnojie TAKCOHOMMH, Ha KOTOpOe
6y,[[6T BBITTO/IHATHCA ME€XdHWU3M HOPMAJIN3dlUH;

e Ecm 3anonHeHWe BBIOPAHHOTO TIOJS TAaKCOHOMWH [IOJDKHO OBITh 00sI3aTe/IbHBIM, TO
ycraHoBute ¢uiar Ofsi3aTe1bHO;

e Mertoa MOACTAaHOBKM — 13 BBITIA/IAIOIIETO CITHMCKA BbIOepHUTe Criocob TOACTAaHOBKH I1ap
"Kntou-3HaueHre" B TaKCOHOMMIO. B 3aBUCHMOCTH OT BBIOpPAaHHOTO MeXaHH3Ma, YKaKUTe
JIOTIOJIHUTE/IbHYI0 UH(OPMALIHIO:

o «DYHKIMHU ITpeoOpa30BaHUS»;

o «CTtpoka»;
o «IloJsie pa3bopa».

3. Haxmure KkHONKy COXpaHHMTb.
2.5.2.5 LWar 5. TectTupoBaHue npasuna

@OyHKIUS TECTUPOBAaHUS TI03BOJIIET TIPOBEPUTH KOPPEKTHOCTh CO3/IaHHBIX TIporieyp pa3bopa wu
HOpMaJIM3al[uM, a TakKe ycaoBui ¢uibTpauuu. OHa HarJIsiHO IeMOHCTPUPYeT Tipeobpa3oBaHue ChIPOTOo
coObITHs Ha Tiaphl "Kitou-3HaueHue".



Onst satoro B Osokax YcnoBus Punbrpanuu, [IpaBuna Pa3bopa v IIpaBuia Hopmanusanuu ectb
kHorka TectupoBarb. MexaHNW3M TeCTUPOBaHUS SB/SETCS L|eHTPalUu30BaHHBIM, I[103TOMY He HUMeeT
3HaueHus U3 Kakoro 6s10ka oH OyzeT 3amyirieH. [Ipoiiecc TecTpoBaHus 110C/IeA0BaTeIbHO IIPUMEHHUT BCe
rapaMeTphl MpaBU/a U BbIAACT pe3y/bTaThl B COOTBeTCTBYOIMe O0Ku. locsie yero B 6/10kax cTaHeT
JoctyrHa KHorka ITokasaTes pe3y/ibTaThl.

[TockobKy 0€3yC/IOBHO TIPUMEHsieMOe T[IPAaBW/IO BBIMOJHSETCS B TEPBYI0 Ouepesb, TO U TIPH
TECTUPOBAHUHM TTPABHJI, KOTOPbIE He SIBJISAIOTCS 6e3yC/I0BHBIMH, 3TO OyeT yuuThIBaThCS. [Ipy pocMoTpe
pe3y/JbTaTOB Y TaKWX MpaBui OyzeT oToOpakeHa wH(popManyu 0 paboTe "Be3yC/IOBHO MPUMEHSEMOTO
rpaBu/a pa3bopa'.

2.5.25.1 TecTupoBaHue ycsoBus

[Tpu mpocMoTpe pe3y/bTaTOB TECTUPOBAHHUS yCAOBUM (UIbTpaLMK, WHGOpPMaLus OyAeT pasjesieHa Mo
C/1eyIOIIMM BK/IaJiKaM:

e "CnbIpoe cobbITHe" — MH(pOpMaIus 0 napax Kirou-3HaueHue Npuxosiiasi OT ChIPOro COOBITHS;

e "Be3yc/OoBHO MpUMeHsieMoe TMpaBWIO pa3bopa" (TOMBKO [yis He 0e3yC/IOBHO NpPHUMeEHSIeMbIX
npaBwi1) — wuHbopMauusa o mnapax Kimou-3Hauenue copMHpOBaHHBIX T10C/Ie  CPabOTKH
6e3yC/I0BHO TIPUMEHSIeMOT0 MpaBu/ia pa3bopa it JAHHOTO WCTOYHUKA;

e '"llonsa Tekyujero ycnoBusi QuapTpauuu” — wuHbopManuss o mnapax Kirou-3HaueHue
chOpMHPOBaHHBIX T0C/Ie TPUMEHEeHHs yC/I0BUM (PUIbTPALIUU.

[Tpumep pe3y/bTaTOB TeCTUPOBaHUS YCI0BUM (PUIbTPALIUK TIpUBesieH Ha «Puc. 19».

Mons ycnoeuii unsTpaumia
Coipoe cobbiTue BesycnosHo NpruMeHAeMoe Npasuno pasbopa A TeKyLe BUS DKL v

Kntoy 3HaveHne

Message 2024-11-15 12:15:15,690 p=1350 u=root n=ansible | node1 | FAILED! # {"changed™: false,"msg": "src (or content) is required"}

a 464fc673-232a-49f9-9bf7-8d04e6d921a9

a_ts 2024-11-18T09:11:42.920.920417451+00:00

message node | FAILED! = {"changed": false,"msg": "src (or content) is required"}
milliseconds 620

nodes__node_answer FAILED! = {"changed": false,"msg": "src (or content) is required"}
nodes__node_name node’

pid 1350

process.name ansible

timestamp 2024-11-15 12:15:15

username root

Yenoeus dunbTpauumn a =] [oBasu TecTuy

Mone MapameTpbl

cywecTayet

Puc. 19 — IIpumep pe3y/1bTaToB TeCTUPOBAaHMA YCI0BHI (puibTpanuu

2.5.25.2 TecTtupoBaHue npoueaypbl pasdoopa

[Tpu mpocmoTpe pe3ynbTaToB paboThl TipoLieAyp pa3bopa, nHbopmarus OyzeT pa3zerneHa 1o CIeAyImIM
BKJIa/IKaM:

e "Cripoe cobbiTHe" — nHpopMalus o napax Kiarou-3HaueHue npuxopsiijasi OT CbIPOro COObITHS;



e "Be3yc/oBHO MpuUMeHsieMoe TpaBWIO pa3bopa" (TOMBKO [yis He 0e3yC/IOBHO TPHUMEHSIeMbIX
npaBwi) — wuH(opmalusg o mnapax Knwou-3HaueHne chOpMUPOBAHHBIX TI0C/e TIPUMEHEeHUs
0e3yC/I0BHO UCIIO/THSIEMOTO TIpaBr/ia pa3bopa //isi JaHHOTO UCTOUHHKA;

e '"Tlomss Tekymiero ycioBus uibTpaluu” — wuHbopmalusi o Tnapax Knwu-3HaueHue
chopMHPOBaHHBIX MOC/Ie TIPUMeHeHHs1 YCI0BUM (PUIbTpaLiu.

[TpuMep pe3ynbTaTOB TeCTUPOBAHKS TIPOLIeAyp pa3bopa npuBeieH Ha «Puc. 20».

Mons pas6opa cobbiTHA
Chiooe COGLITAE  GESyCMOBHO NDUMEHAEMOE NDABMND PasGopa EKyILEE IPABANG pa3topa

Knioy Inauenne
Message 2024-11-15 12+15:15,690 p=1350 u=root n=ansible | noda1 | FAILED! % {"changed™: false,'msg™ "src for content] is required

2094-11-18T0811:4:

20417451+00:00

node | FAILED! = (e

690

FAILED!  ["changed": false, ‘msg": *src for content) is required'}

pid 1350

process_name ansible

2024-11-15 121515

Mpasuna pasBopa a = posasu. | |

ara\s + = |!)\s+ %(GREEDYDATA=nsible_facts) x )

NAME%(GREEDYDATA

Puc. 20 — IIpumep pe3y/IbTaTOB TeCTUPOBaHUSA NMpoLeAyp pa3dopa

2.5.2.5.3 TecTupoBaHue npoueaypbl HOpMmasinsayum

B 6/10Ke TIOKa3bIBaeTCst pe3y/ibTaT MpUMeHeHHs 6e3yC/I0BHO MpUMeHsieMoro TrpaBuia pa3bopa. [Toatomy
uHpopMarus B 6sioke OyZeT oToOpaXkaTbCsl TOJBKO [jisi TIPAaBWJI, KOTOpble He SIBJSIOTCS 0e3yC/I0BHO
VCTIO/THSIEMBIMHU.

ITpu TOTIBITKe TeCTUPOBaTh 6€3yC/TIOBHO MCITO/THSIEMOe TIPABU/IO OYAYT BBIZAHBI ITyCThie 3HaUeHUsl.

[Tpumep TecTHpOBaHUs MpoLieAypPbl HOpMany3alyy MpuBesieH Ha «Puc. 21».

BesycnoBHo npuMeHsieMoe npaeuno paséopa

TakcoHoMuA TecToBoe 3HayeHHe
target.host.hostname v-stand-05

@timestamp

event.logsource.application audispd
event.logsource.name o0s
event.logsource.product linux

event.timestamp
event.logsource.vendor unix

event.severity

Puc. 21 — IlpuMep pe3y/1bTaTOB TeCTUPOBAHMA NpoLelyp HOpMa/M3aluu



B 6s10ke oToOpaXkaeTcs cieyroiias HHPOpMarus:
o TakcoHOMHA — HaUMEHOBaHHKe TI0JIsE COOBITHS, B KOTOPOe Oy1eT M0/|CTaB/IeHO 3HAUeHHE;

e TecroBoe 3HaueHWe — 3HaueHHe, KOTOpoe Oy/eT TIOACTaB/leHO B pe3y/bTaTe WCIIOTHEHUS
rpaBUJIa.

2.5.2.6 LWWar 6. BknioueHue npasuna

[Tocne HaCTPOWMKH BCEX MAapaMeTPOB U JOCTH)KEHUSI HEOOXOMMBIX Pe3y/IbTaTOB TeCTUPOBAHUS BK/TFOUHTE
rnpaBwio. [ljig 3TOro yCTaHOBHUTe Tepek/rouyaTe/ b BKIOUMTE NpaBHJ/IO B TI0JI0JKeHWe "BK/IIOUeH", a 3a
TeM Ha)KMUTe KHOTKY COXpaHMTb.

ITocne HaCTpOWKM BceX HeOOXOAMMBbIX TIpaBUM [JJii HCTOYHMKA PEKOMEHAYEeTCsS BBIMOHUTh
nipoueaypy «OT/1ajKa MCTOUHUKOBY.

2.5.3 PepakTupoBaHue npasuna pasoopa

B CTPOKE€ HY>XHOI'O ITIpABW/Id HAX)KMHUTE KHOIIKY ﬁ?
Bnaecute H806XOAHMbIe HN3MeHeHUus.

BrinomaHuTte TeCTUPOBaHHE TIPpABWJIA.

A Lo

ITocne AJOCTHXXEeHUA HEO6XOAHMLIX Pe3y/IbTAaTOB, HAXKMUTE KHOIIKY COXpaHI/ITb.

25.4 YpaneHune npasuna pasboopa

IIpumeuanue: 015 KoppekmHoli pabombi Ilnamgpopmbl Padap He pekomeHdyemcsi yoaasimb npasuad
pasbopa, ycmaHog/neHHble N0 YyMOAUYAHUIO.

[ns ynaneHusi mpaBuia HA)KMUATE KHOTIKY | B COOTBETCTBYHOIIIEN CTPOKE.
st MaccoBoro yzaneHusi MpaBU/l yCTaHOBUTE HY>KHbIEe ()jlarvl U HAXKMUTE KHOTIKY Y Ja/IUTh.

[ns ynaneHue Bcex MpaBU/l HAXKMUTE KHOTIKY Y Aa/IUTh BCe.

2.6 OGoratlieHue

2.6.1 OnucaHuve

OOorameHue COOBITHI — 3TO TIPOIECC 3arloJHEHUs TI0Jiel HOpPMa/IM30BaHHBIX COOBITHI COTJIACHO
TpaBU/IaM oborarreHusl.

B Ilnardgopme Pajap npaBusia MOTyT ObITH HACTPOEHBI 110 CJIeIYIOIIMM TUIIaM 00OTall|eHUs:

e «OO0oraiieHye 10 MPOM3BOJLHOMY CKDUITY». HaronHeHHe COOBITMM — JOMOJHUTEIBbHOM

I/IH(I)OpMaL[I/IEI‘/Jl Ha OCHOBEe I10/1b30BaTE€/IbCKOT'O CKPUIITA,

e «DNS ob6oramenue». HarmonmHeHre COOBITHIA 1OTIOHUATEIbHOM MH(OpPMaIMell Ha OCHOBEe JJaHHBIX
DNS-cepgepa;

e «GeolP-oboramienve». [lobaBneHre WHpOpPMan O reorpaguueckoM MeCTOmoaoKeHnn IP-
a/IpecoB, HarpuMep, O CTpaHe U TOPOJie PacIioIoKeHNs;

e «OO0orarienue 110 TaOMMYHOMY CITUCKY». HaroyHeHre cOObITHI TOTIOTHUTE/TLHOU MH(OpMaIuei
Ha OCHOBE JIaHHBIX TabJUYHBIX CITHCKOB, N00AB/I€HHBIX B TUIAaTHOPMY;




«OborameHye 1Mo CrpaBOUHWKY». HariosHeHre COOBITHI JOTIOMHUTENTBEHON WHQOpMarell Ha

OCHOBe€ [1aHHBIX JIOKA/IbHBIX CIIPDABOYHHKOB;

«Ob6oraiieHye Mo JioKasibHOMY anpecy». Ob6oraijeHre AaHHbIX 00 IP-azpece: BXOAWUT /1 OH B

JIOKA/IbHYIO CeThb WJIK HET;

«KoppekTpoBKa BpemeHu». [lobaBiieHre WH(POPMAL[MH O CMeIleHWM BpeMeHU B BbIOPaHHOM

r10J1e COOBITUA.

IToToK coObITHII Tiepef; 0OpabOTKOM TIpeBapUTE/IbLHO (HUILTPYETCS C TIOMOIIBIO YC/IOBHM. Y CIOBUSA

HAaCTPanBalOTCA O/ KaXKI0Iro IpaBr/Ia.

Ilnardopma Papap no3BossieT [OIMOJHATE COOBITHE TeraMu Mpu "cpaboTKe" mpaBWia OOOTraIeHusl.
Teru c1y>KaT A1 OTCIAEeXUBaHWS CpabOTaBIIMX TMpaBWI OOOraieHus MpH TPOCMOTPe W aHaIu3e
COOBITHM, TIPY TIOCTPOEHUH pabouuX CTOJIOB, a TaKXKe MOTYT WCII0/Ib30BaTbCsl [jisi HAaCTPOWKW TIPaBUJI

KOppeJIsILIvH.

[TpaBuna oboraieHUsi WCIIOJHSIOTCS B OMpeJesieHHOM rmopsigke. [locienoBaTelbHOCTh HWCTIOTHEHUS

TIpaBU/ 00OTalleH!s BBITVIAUT CIeYIOLMM 0Opa3oM:

1.

6.

[TpaBuna oboraieHUsi HUCTIOMHSIOTCS TOJILKO Ha TIO0TOKe HOPMalW30BaHHBIX COOBITHI OT
HMCTOYHUKOB.

BriOupatoTcs Bce rpaBu/ia 0OoralreHusi, KOTOpble MOAXOAT [/isT UCTOYHHUKOB, OT KOTOPBIX WZET
[IOTOK COOBITHH.

Onst kaxaoro mpaBwia (GUALTPYETCS MOTOK COOBITHM TO YCIOBUSIM (WIbTPALUM, 3a/laHHBIX B
rpaBuJIax.

Ecrmu He cpaboTano Kakoe-TO W3 YC/IOBUH GWIbTpanui, A00aBIeHHBIX B MPABUJIO, TO MPaBHUJIO
WCTIONHSATLCS He OyieT.

Wcnonuarorcss Bce TmpaBuia I0 KOHKPETHBIM UCTOYHUKAM B ciejyroiieM Tmopsgke: DNS-
odooramenue — GeolP-oboramenue — ITo Tabsmmunomy cnucky — Ilo cnmpaBouHuky — Ilo
JIOKA/IbHOMY afipecy.

3areM MMPpUMEHSANOTCA YC/IOBHS, 3d/idHHBIE B IIPpaBWJ/IaX, HallpUMep, BbICTdBJ/IEHUE TET'OB.

ITnardpopma Pagap mocraBisiercss ¢ HabopoMm TipaBW oOoralrieHus, HeoOXOAUMBIX AJisi pabotel. Ilpu
Heo0X0JUMOCTH BbI MOYKETe HaCTPOMThL CBOU TTpaBwsia oboraiieHrsi HOpMa/TMi30BaHHBIX COOBITHH.

Pabota c mpaBuiaMu oboraiieHust BK/ItoYaeT B ce0si ciie/IyroIye poLecch:

1.
2.
3.

Co3panue npasuia.
PepakTrpoBaHue rpaBuIia.

Y panenuvs npasusia

HOna pabotel ¢ mpaBuiamMu oboraijeHuss Tiepedizure B pasgen Mcrounumku — OOoraieHue
(cm. «Puc. 22»).



172.30.254.154 ~ O6orauieHve NueHann akTweHa go:  2025-08-20 @ foxymeHtayma |

O6GoraweHune
Q
v Cospars Ypanuts sce Beifparo:0 & @

@

HaumeHoBanue npasuna BKNIOYMTE NPaBUNo HcTouHuKKH Twun oboraweHus Terw
[=:}

severity_ksc_db na 2604 Kaspersky-SecurityCenter-db Mo CNPaBoUHUKY severity & m
2]

severity_priority Her 2520 Cisco-ASA Mo cnpaeouHyKy severity o a
P2

http_cods_mcafee_wgt Het 2610 McAfee-Web-Gateway Mo cNpaBouHUKY http ¢

severity_cef Nla 2301 bastion_ueba 2610 McAfes-Web-Gateway Mo cnpaBouHmKy severity &
i block_reason_mcafee_wgt fa 2610 McAfee-Web-Gateway Mo CNPaBoUHIKY o o
@ user_account_uac_flags Oa 1514 Microsoft-Windows-Eventiog Mo cnpaeouHmky ¢ o

2604 Kaspersky-SecurityCenter-db
ksc_product_name Het Mo cnpasosHmky
2605 Kaspersky-Security-Center-syslog

)
=

< 1 10/ cTpakuua
Puc. 22 — Pazpaen "OGoramenue"

B pa3zene orobpakaetcs cieaytoiiasi UHGOpMarvs:
o HaumMeHoBaHHe MpaBU/Ia — HaMeHOBaHUe TpaBu/ia B MHTepdetice 11aThOPMEI;
e Bx/IouMTH MpPaBHIIO — UCTIOB3YETCS JIU MPABUJIO Ajist o0oraijeHusi COOBITH: /1a, HeT;
e HMcTouHMKM — CITMCOK UCTOYHUKOB, TIOTOK COOBITHI OT KOTOPBHIX 00pabaThiBaeTCsl MPABUIOM;
e Twun oborameHus: — TUN 000TaIIeHNs], UCIT0/Tb3yEeMbIH ITPABUIOM;

e Term — cricox Teros.

2.6.2 Co3pgaHune npasuna

Inst co3manus npaBuia oboraiieHys: HaxxmuTe KHOMKY Co3gaThk. HauHeTcst mpoljecc co3/jaHust MPaBUiIa,
KOTOPBIM COCTOUT U3 CIAYIOIIUX IIIaroB:

o «lllar 1. OcHOBHEIE HACTPOUKU»;

o «lllar. 2 HacTpoiika ycia0BUi UILTPALAN»;

e «IIIar 3. HacTpolika mapamMeTpoB oboraieHus».

[Tpumep dopmbl co3manus rpaBria oborarieHus prBesieH Ha Puc. 23.



< Co3sfaHue npaBuna

HaumeHoBaHwe npaeuna *

DNS observer.host

Tern
DNS % +

MeTouHmkn

c BknrounTe npaewio

Ycnosusa punbTpasmum

Mone MapameTpbi
event.log

source.pr paBHO windows
oduct

Tun oBoraweHus *

DNS

MapameTpbl o6oraleHns

Mone TakcoHomuy FQDN *
observer.host.fqdn

Mone TakcoHomMuu [P *
observer.host.ip

MNone TakcoHomMuu HOSTNAME *

observer.host.hostname

2.6.2.1 LUar 1. OCHOBHbIE HACTPOIKN

(s B + [o

o]
®

BUTbL

Puc. 23 — dopma co3aHus NIPaBUJIA 000raleHUs

1. B none HaumeHoBaHHe NpaBu/id YKAXKUTE HAMMEHOBAHKE TTPaBUJIA.

2. B mnosie Teru no6aBbTe Terw, KOTOpble OyAyT XapakTepu3upoBaTh npaBuio. [Inardopma Pajgap

IMMO3BOJIAET UCII0/Ib30BATh OJHU U T€ XK€ TE€r B PA3HBIX IIpABUJIaX.

3. B none WcrouHHKH U3 BbITTaJldOIIEro CIrCKa BbI6epI/ITe HNCTOYHUKH, HOPMA/IM30BdHHLIE

COOBITHS OT KOTOPBIX OyyT MPOXOAXTH poLiecc oboraieHus JaHHbIM TIPaBUJIOM.

4. [ns Ttoro, 4yroObl TMpPaBW/IO YYyBCTBOBAJAO B Tporecce oboraijeHusi COOBITUH, YCTaHOBUTE

repek/irouare/ib BK/IIOUMTHL NPaBUJIO B [10/I0JKeHHe "BK/IIOUeH".

2.6.2.2 Llar. 2 HacTtpoiika ycnosuin counbTpauum

Ha AaHHOM Illdare HaCTpanBae€TCA CI)I/IJ'IBTan"I/IH TIOTOKa COOBITHI T10 3dJdHHBIM YC/IOBUAM.

YcnoBus punbTpaLu 3afar0TCs OAHOW U3 CieyroX GyHKLMI CpaBHEHUS:

o TIlpoBepuTH paBeHCTBO BBIPA)KEHUH — OY/IeT BBITIOMHATHCS CPaBHEHHe 3HAUeHUSI 1107151 COOBITHS,
C yKa3aHHbIM B YCI0BUSIX (PUIbTPALIUY;

o TIlpoBepurhs Ha/MuuMe 3HaYeHUs — OyZleT MPOBEPSATHCS Hamuuue 3HadeHus (oTinyHoe ot "0") B

T10/1e COOBITHS;



o TIlpoBeputh Ha/IMuMe B MaccuBe — Oy/leT MMPOBEPSATHCS Ha/luuve 3HaYeHUs B 110Jie COOBITHS U3
yKa3aHHOTO MacCHBa 3HayeHWM B yC/IOBUAX (QuibTpaluu. IIpoBepka BBIMOJHSETCS /10 ME€PBOT0
BXOJK/JJ€HUsI 3HAUeHUsI B MaCCUB;

e TloMCK MOACTPOKH B CTPOKe — Oy/eT MPOBEPATCS HaIWuKe yKa3aHHOrO 3HAUeHHUsS B MOZCTPOKe
[10J11 COOBITHS.

Hnst dyHKLMM cpaBHeHUs IOCTYMHbBI C/IeAYIOIe HaCTPOMKU:

e 0e3 yuera perucrpa — eciu (pyHKIMSI BK/IIOUEHa, TO MPU BbINOJHEHWU (QYHKLMMA CpaBHEHUs He
Oy/leT yUUTHIBaTbCSI PETUCTD;
e Ui KaXKA0M (QyHKIIMM MOKHO BK/TFOUUTH OTPULIAHUe: "He paBHO', "He CylijecTByeT".
Co3paHHbIe yCa0BUs GUIBTPALMM MOYKHO CKOMIMPOBATh, a 3aTeM IPUMEHUTh B PYTOM TpaBUJie:
« [ — ckomupoBats ycoBus GUILTPALMY;

. E — BCTABUTBb CKOIMMPOBAHHBIE YC/IOBUSA d)H]IBTpaL[I/II/I.

B npaBunio MoxkeT ObITh [00aB/IeHO HECKOBKO YCI0BUM (GUIbTPAL[UK. Y C/I0BUS OyAyT UCTIOMHATHCS T10
nopsfKy (cMm. «Puc. 24»).

Ycnoeua puneTpauumn g B

Mone MapameTpsbl
event.logsource.product pasHo windows (Bes yueTa peructpa) @ oo

elastic_key cylecTayeT @ ~ m

Puc. 24 — TlopsoK UCIO/THEHHA YC/I0BHi GuIbTpanun

Buumanue! Eciu He cpabomano kakoe-mo u3 ycaosull ¢puabmpayuli, 006aeneHHbIX 8 Nnpasuao, mo
Nnpasui0 ucnoHAmMbCs He 6ydem.

[ns n3meHeHMs NoOpsi/iKa UCIIOJIHEHUS YC/IOBUM (PUTbTPALIMK UCTIO/Ib3yMTe KHOTIKU | / 1.
[nst nobaByieHUst ycyioBUid (GUIbTPALIMY BBITIOJHUTE C/IeAYIOIINe AelCTBUS:

1. B O6soke YcnoBusa ¢uiabTpanuu HaxMuTe KHOMKY JJo6aButh. OTKpoercsi okHO "]06aBUTH
ycioBue ¢puibTpanun” (cM. «Puc. 25»).



[o6asutb ycnoesue opunbTpaumn X

Mone cobbiTna *

event.logsource.product

OYHKUKMA cpaBHeHua *

MpOoBEepPUTL PABEHCTBO BbipaKeHWIA

He3 y4eTa perncrpa oTpuLaHue

3HaveHne

windows

Puc. 25 — OkHo "[lo6aBuTh yciioBue puabTpanuu”

2. BbInosHUTe B OKHE C/ieyrolue JeUCTBUs:

e Tlone coObITHSA — U3 BbITTIaZlao1iero Criicka BBI6epI/ITe moJsie CO6BITI/I$I, M0 KOTOpOMY 6y,£[€T
BBITIO/THATBCSA (l)I/I]'IpraL[HH;

e DyHKIUS CPAaBHEHHUs — U3 BbINAZAIOIIET0 CIMCKA BbibepuTe (YHKIMIO CpaBHeHus. B
3aBUCUMOCTH OT BBIOpaHHOW (YHKUUM CpPAaBHEHUS, YKa)KUTe [OTOJHUTETHHYIO
rMH(bOpMaLIUIO:

e a5 ¢yHKUuvY IIpoBepuTh paBeHCTBO BbIPAXKeHHH B 10jie 3HaUYeHHe YKaKUTe
3HaYeHue I10JIsA, TI0 KOTOPOMY Oy/1eT BBITIOTHATHCS (DYHKLIWS

e NUIA CI)YHKL[I/II/I HPOBEPI/ITL Hd/IMUHue B MdCCHUBe AO6aBBTe MdCCHUB U YKaXXHUTe
COOTBETCTBYIOLIHE 3HAUEHUWI;

e 115 ¢pyHKUuM IToucK moACTPOKH B CTPOKe B 10Jle 3HaUeHHe YKa)KUTe 3HaueHHe
TO/ICTPOKH T10J1Is1, TI0 KOTOPOMY Oy/1eT BBITIOHATLCS (DYHKLIUS;

e TpU HeoOXOAWMOCTH BK/HOUMTE HAacTpouku be3 yuera perucrpa u OTpunanue,
yCTaHOBHB COOTBETCTBYHOIIIMeE (h/iary.

3. Haxmure KHONKy COXpaHHUTb.
2.6.2.3 LUar 3. HacTpoiika napameTpoB o6oraiweHus

1. B mone Tum oGoramjeHus U3 BbITIAJAMOLIEr0 CIUCKA BbIOEpUTE Croco0, KOTOpBIA OyzeT
TIPUMEHSIThCS JJ1s1 oboraiijeHusi COObITHY Mpu cpaboTKe MpaBUIa.

2. B 3aBucumoctH OT BbiOpaHHOTO Thma oboramjeHusi Oyzaer chopmupoBath 6710k ITapameTrpsl
oborameHusi. YKaXuTe B OJIOKe COOTBETCTBYIOLIME TapaMeTpbl B 3aBUCUMOCTH OT THIA
oborarreHus.

3. Haxmure KHONKy COXpaHHUTb.



2.6.3 PepakTupoBaHue npasuna

1. B cTpoke HY)XHOTO TIpaBW/Ia 0boraleHust HKMUTE KHOTIKY 74
2. BnecuTe HeOOXOJMMBbIe U3MEHEHUSI.

3. Haxmure KHONKy COXpaHHMTb.

2.6.4 YpaneHue npaBuna

[ns ypanenus npaBuia HAXKMUATE KHOTIKY Ii[ B COOTBETCTBYHOIIIEH CTPOKE.
151 MaccoBoro yzaneHusi IpaBus, yCTaAHOBUTE COOTBETCTBYHOIIME (hjlard ¥ HA)KMUTE KHOMKY Y Aa/IUTh.

,Z[J'IH yAa/ieHrne BCeX IpaBU/I HAXKMHUTE KHOIIKY Y;[ann'rb BCe.

2.7 GROK nartepHbl

2.7.1 OnucaHve

GROK NaTTEPHbI — 5TO UMEHOBAHHLIE DEryJ/IIpHbIE BBIDAXKE€HHA, KOTOPLIE TTO3BOJIAKOT I10J/Ib30BATE/IAM
COIIOCTaBJIATb KOHKDETHEIE mab0H61 B TekcTe. C Ux MMOMOLIBKO MOXXHO 6LICTpO I/I,Z[eHTI/ICl)I/IL[I/IpOBaTL n
H3BJIEKATb TMOJIA K3 IIOCTYMArOUIHUX coObITHI 03 HEOGXO,ZLI/IMOCTI/I MUCaTb CJIOXKHBbIE perydapHbie
BBIDa>KE€HUWA C HYJIA.

GROK marTepHbl SIBASIOTCS OJHUM W3 MEXaHHM3MOB pa3bopa COOBITHH, WCIOJB3yeMbIX B TpaBHJIAX
pa3bopa (rogpobHee cm. pazzaen « GROK matTepH»).

B ITnardopme Pagap GROK narrepHsl [ie/iiTCSl HA CUCTEMHBIE Y T10J/Ib30BaTe/IbCKUe.
[Tonb3oBarensckriit GROK naTTepH COCTOUT U3 YHUKAIBHOTO K/It0Ua U HEMOCPeJ,CTBEHHO NaTTepHa.
Krou vcnosnb3yetcst s uaeHtudrkauu GROK naTTepHOB Npy KCI0/Ib30BaHUM B TIpaBUIax pa3bopa.

Ina knaccubukalMy W ynpoujeHuss paboTel, mosb3oBarenbckie GROK maTTepHbI MOMEIAITCS B
IPYyMIbL

Pa6ota c nonb3oBarenbckumMu GROK marrepHamu BK/TIOUaeT B Ce0si CieIyroIIIye MpoLieCChl:
e Ynpasnenue rpynnamu GROK;
o Ympasnenue narrepHamu GROK.

Crmucok GROK naTTepHOB, ucronb3yeMbix B Ilnargopme Pagap no ymonuaHuto, NpyvBe/ieH B pasjesie
«Cucremuble GROK maTTepHEI».

2.7.2 Mpynnbl GROK

[nst ympolljeHust yripaB/jieHUs1 U KaTajoru3aluu nojb3oBare/ibckux GROK maTTepHOB HCIOMb3YHOTCS
rpynnsl GROK.

Paborta c rpynmamu GROK Bk/todaeT B cebsi ciefiytoliiyie mpoLecchl:

1. «Co3zaHue TDVYIMIGI HaTTePHOB».

2. «Pepaktupoanue rpyomnsl GROK raTTepHOB».




3. «Wwmmnopt rpyinn GROK naTTepHoOB».

4. «39kcnopt rpynn GROK niaTTepHOB».

5. «¥Ypanenue rpynnsl GROK naTTepHoB».

Ins pabotei ¢ rpynmamu GROK niepeiigute B pazzen Ucrounnku — I'pynnbel GROK (cm. «Puc. 26»).

E gm{;“ 172.30.249120 ~ Tpynnbi GROK MNiuensws akTuana go: 2027-10-05 | @ flokymentaums | @ admin

@ PaBowui cTon
F'pynnbl GROK
Q Cobbitus

Crporui nouck
® VsunnenTs! v

3 v | [Comam | VaanuTs ece | 3kcnopruposats  MMnopruposars Bubparo:0 @ |
cf) AKTMBLI -
HawnmeHoBanme rpynnel

@ Coorsetcraue N0 - Group2 o

# Koppensrop ~ Username

HoBas rpynna

CHHUKN v

50 [ cTpannya
4 MapameTps! v

& AMUHACTDUDOBIHHE v
Puc. 26 — Paspen "I'pynnel GROK"

2.7.2.1 Co3paaHue rpynnbl naTTepHOB

1. Haxwmute xHorky Co3parb. Otkpoercs ¢opma "Co3ganue rpymnel GROK  mnarrepHoB"
(cm. «Puc. 27»).

¢ Co3paHue rpynnbl GROK naTTepHoB S—

HaumeHoBaHWe rpynnol *

Puc. 27 — ®opma "Co3panue rpynnel GROK narrepHoB”

2. B none HaumeHoBaHMe IrPyNIibl YKa)XUTe Ha3BaHKe TPYMITHI.

3. Haxmure KHONKy COXpaHHTb.
2.7.2.2 PepaktnpoBaHue rpynnbl GROK nartrepHoB
1. Haxmure KHONIKY C? B CTPOKE HY>KHOM TPYIIIIbI.

2. BHecuTe HeoOXOAMMbIe U3MEHEHMS.

3. Haxmure KHONKy COXpaHHUTb.
2.7.2.3 WmnopTt rpynn GROK narrepHoB

1. Haxwmwure kHONKY VIMnopTHpOBaTh.
2. B OoTKpbIBLIEMCS YKaKUTe IyTh K apXUBY C IPyIaMy NaTTepPHOB.

3. Haxmure KHONKY OTKPBITH.
2.7.2.4 3kcnoprt rpynn GROK nartepHoB

17151 9KCTIopTa KOHKPeTHBIX IPYIII, YCTaHOBUTE HY’>KHbIe (larv U HA)KMUTe KHOTIKY DKCHOPTHPOBATh.

[Ins sxcrnioprta Beex rpymnn GROK naTTepHOB Ha)KMUTe KHOTIKY JKCIIOPTHPOBATh BCe.



Byget cdopmupoBan apxuB c rpynnamMd GROK maTtTepHoB B ¢opMmare .zip. B OTKphIBIIEMCS OKHe
Ha)KMHUTe KHOIKY CKauaTh ¥ yKa)KuTe MyTh [/l COXpaHeHUs1 apXUBa.

2.7.2.5 YpaneHue rpynnbl GROK naTtrepHoB

Onsa ypanenus rpymnnsl GROK natrepHOB HaKMUTe KHOIIKY @ B COOTBETCTBYHOLL[e} CTPOKe.
Hna ynanenue Bcex rpynn GROK naTTepHOB Ha)KMUTe KHOIIKY Y Aa/IMTh BCe.

[ns ypaneHusi KOHKPETHBIX TPYNN YCTaHOBUTE HY’KHbIe (bjlard U HAXKMUTE KHOTKY Y AQ/IMTh.

2.7.3 MatTepHbl GROK

ITnardopma Pagap rmo3possieT co3gatk cBoii HA0op GROK maTTepHOB [i/1s1 KCITO/Ib30BAHMS UX B MIPaBU/IaX
pa3bopa.

Pabora c GROK mnarrepHamMu BK/TtOUYaeT B ce0si cie/IyroIiiyie mpoLiecchl:

1. «Co3ganuve GROK narTepHar.

2. «PepaktupoBanve GROK matTepHa».

«AxktuBaumg GROK narrepHa».

«3IkcrmoptT GROK narTepHOoB».

3
4. «/mnopt GROK mnaTTepHOB».
5
6

«Y nanenne GROK narrepHOB».

HOns pabotel ¢ GROK marrepHamu miepediaute B paszgen Ucrounuku — Ilarrepusi GROK
(cm. «Puc. 28»).

E z;‘:ﬁ‘;ﬁ“ 172.30.249120 v~ | MaTTepHbl GROK JnueH3na akTueHa Ao:  2027-10-05 |  ® Jlokymentauma | @ admin v

@ Pabouwin cton

MaTtTepHbl GROK

Q CobbiTus
CTporui nouck

@ WHumpeHTsl v
a Y ‘Coaﬂam 3KcnopTupoBaTh  VIMNopTupoBaTb Bbibparo: 0 C* & ‘3

Gl AxTuBbI ~
Mpynna Knroy AKTUBHO

[ CoorsercTane M0 v HoBas rpynna SOME ©
& KoppensTop v HoBas rpynna SOME2

Group2 SOME3
* McTouHmku ~

SRR
B & & &

Username User_Grok
i NapameTpol ~

10 / cTpaHuua

& AQMUHUCTpUpOBaHUE ~

Puc. 28 — Paspen "Ilarrepasl GROK"
2.7.3.1 Co3paHue GROK narrepHa

1. Haxwmwure kHornky Co3aarb. OTkpoetcs opma "Co3ganue narrepHa GROK" (cm. «Puc. 29»).



¢ Cospanue natrepHa GROK OuneTUTs

Knioy *

User_Grok

Ipynna *

Username

MatTepH

USER %{USERNAME}

AKTUBHO

Puc. 29 — ®opma "Co3panue narrepsa GROK"

2. YKaXuTe B OKHe CIeAYIOIIyI0 HH(POPMALHIO:

o B mnosle Kawu ykaxurte yHUKasibHOe HauMeHoBaHWe GROK marrepHa. /[laHHOe
HavMeHOBaHue Oy/ieT SIBAATHCS KJIFOUOM NP j00aB/IeHrH MaTTepHa B MpaBuiIo pa3bopa;

o B osie I'pynma u3 Beinazatoirero cnvcka Beibepure rpymnmny GROK;
o B noJie IlarrepH ykaxure Tesjo0 GROK mnarrepHa;

e s aktuBauuu GROK marrepHa B mosie AKTMBHO HW3MEHWTE COOTBETCTBYHOLIUM
TepekJ/irouare/ib Ha COCTOsIHKe "BKiroueH".

3. Haxmure KHONKy COXpaHHMTb.
2.7.3.2 PepaktupoBaHue GROK nartepHa
1. Haxmurte KHONKY & B cTpoke Hy>xHOoro GROK mnarrepHa.

2. Bnecure HeO6XO'E[I/IMbIe H3MeHeHUus.

3. Haxmure KHONKy COXpaHHTb.
2.7.3.3 AxtuBauma GROK narttepHa

Yrobbl HMCMOMB30BaTh TOb30BaTebckuii GROK maTTepH Npu HacTpoilike TpaBwia pa3bopa, ero
HE0OXO0/IMMO aKTUBHUPOBATb.

HOnst aktuBaiud GROK mnattepHOB B rpade AKTHBHO M3MeHUTe COOTBETCTBYHOIIME TepeK/touaTeiM Ha
coctossHUe "BKoueH".

2.7.3.4 WmnopTt GROK narTtepHoB

1. Haxwmure kHONKy ViIMnopTupoBarh.
2. B otkpsiBuiemcs ykaxuTe nyTh K apxuBy ¢ GROK naTtrepHamu.

3. Haxwmute KHONKY OTKPBITH.
2.7.3.5 3kcnopt GROK narrepHoB

Ona  skcnopra KoHkpeTHbIx GROK mnarrepHOB, ycTaHOBUTe HYyXHble (ard UM HaXMUTe
KHOIKY JKCIIOPTHPOBATh.



Hns skcriopra Bcex GROK naTrTepHOB HOXKMUTE KHONKY JKCIIOPTUPOBATH BCe.

Byget chopmupoBad apxuB ¢ GROK mnaTtrepHamu B (opmate .zip. B OTKpBIBIIEMCSI OKHe Ha)KMUTe
KHOMKY CKauaThb U yKaKUTe NYThb [JIs1 COXpPaHEeHUs] apXuBa.

2.7.3.6 YpaneHue GROK nartrepHoB
Hns yapanenvuss GROK marTepHa Ha)KMUTe KHOMKY @ B COOTBETCTBYHOII[el CTPOKe.

Hns ypanenve Bcex GROK mnatTepHOB Ha)KMHTe KHOITKY Y Aa/IMTh BCe.

HOnst ynanenusi kKoHKpeTHbIX GROK maTTepHOB ycCTaHOBUTe HY)KHble (jlard U Ha)KMUTe KHOIIKY
Y 1auTh.

2.7.4 CuctemHble GROK nattepHbl

B paspgesne npuBesieH cniucok ucronb3yeMbix B ITnaTgopme Pagap GROK naTtTepHOB 10 yMO/TYaHUIO.

2.74.1 OcHoBHble (General)

Ne  Tarrepn Tun peanusanuu

1 USERNAME [a-zA-Z0-9._-]+

2 | USER %{USERNAME}

3 INT (?:[+-1?(?:[0-9]+))

4 BASE10NUM (?2<1[0-9.+-1)(2>[+-12(2:(2:[0-9]+(2:\.[0-9]+)2) | (2:\.[0-9]+)))
5  NUMBER (?:%{BASE10NUM} )

6  BASE16NUM (?<1[0-9A-Fa-f])(?2:[+-12(?2:0x)?(?:[0-9A-Fa-f]+))

\b(?<![0-9A-Fa-T.])(?:[+-]12(?2:0x)?2(?:(?:[0-9A-Fa-T]+(?:\.[0-9A-

7 | BASEIGFLOAT | £y £1%y2)|(2:\.[0-9A-Fa-f]+)))\b

8 POSINT \b(?:[1-9][0-9]*)\b
9 NONNEGINT \b(?:[0-9]+)\b
10 WORD \b\w+\b
11 NOTSPACE \S+
12 SPACE \s*
13 DATA L2
14 GREEDYDATA L
(2>(2<1N\) (2>" (2>\\L [ [ANN"T#)+7 [0 (2> (2>\\L [ [N T+)+0) || (2>

15 QUOTEDSTRING 2>\ [N\ TH)40) )



Ne ITarTepn Tun peamsanuu

16 | UUID [A-Fa-f0-9]{8}-(?:[A-Fa-f0-9]{4}-){3}[A-Fa-f0-9]{12}

2.7.4.2 JNokanbHaAa ceTb (Networking)

Ne ITarTepn Tun peammsanuu
1 MAC (?:%{CISCOMAC} |%{WINDOWSMAC} | %{COMMONMAC})
2 CISCOMAC (?:(?:[A-Fa-f0-9]1{4}\.){2}[A-Fa-f0-9]1{4})

3 WINDOWSMAC (?:(?:[A-Fa-f0-9]{2}-){5}[A-Fa-f0-9]{2})

4  COMMONMAC (?:(?:[A-Fa-f0-9]{2}:){5}[A-Fa-f0-9]{2})

((([0-9A-Fa-f]1{1,4}:){73([0-9A-Fa-f]{1,4}|:)) [ (([0-9A-Fa-
£1{1,4}:){6}(:[0-9A-Fa-f]{1,4}|((25[0-5]|2[0-4]\d|1\d\d|[1-
9]2\d)(\.(25[0-5]]2[0-4]\d[1\d\d|[1-91?\d)){3})|:)) | (([0-9A-Fa-
F1{1,4}:){5}(((:[0-9A-Fa-f]{1,4}){1,2})|:((25[0-5]|2[0-
47\d|2\d\d | [1-9]?\d) (\.(25[0-5]]2[0-4]\d|1\d\d]|[1-
9]1?2\d)){3})|:)) I (([0-9A-Fa-f]{1,4}:){4}(((:[0-9A-Fa-
F1{1,4}){1,3}) [ ((:[0-9A-Fa-f]{1,4})?:((25[0-5]|2[0-

47\d|2\d\d | [1-9]?\d) (\.(25[0-5]|2[0-4]\d|1\d\d]|[1-
9]2\d)){3}))|:)) | (([0-9A-Fa-f]{1,4}:){3}(((:[0-9A-Fa-

c IPVE F1{1,4}){1,4}) 1 ((:[0-9A-Fa-f]{1,4}){0,2}:((25[0-5]|2[0-
47\d|2\d\d | [1-9]?\d) (\.(25[0-5]|2[0-4]\d|1\d\d]|[1-
9]1?2\d)){3}))1:)) [ (([0-9A-Fa-f]{1,4}:){2}(((:[0-9A-Fa-
f1{1,4}){1,5}) 1 ((:[0-9A-Fa-f]{1,4}){0,3}:((25[0-5]|2[0-
47\d|2\d\d | [1-9]?\d) (\.(25[0-5]|2[0-4]\d|1\d\d]|[1-
9]2\d)){3}))|:)) | (([0-9A-Fa-f]{1,4}:){1}(((:[0-9A-Fa-
F1{1,4}){1,6})[((:[0-9A-Fa-f]{1,4}){0,4}:((25[0-5]|2[0-
47\d|2\d\d | [1-9]?\d) (\.(25[0-5]|2[0-4]\d|1\d\d]|[1-
9]2\d)){3})) | :))1(: (((:[0-9A-Fa-f]{1,4}){1,7})|((:[0-9A-Fa-
£1{1,4}){0,5}: ((25[0-5][2[0-4]\d|1\d\d]|[1-9]?\d) (\. (25[0-
5][2[0-4]\d|1\d\d|[1-9]12\d)){3}))]:))) (%.+)?
(?<1[0-9])(?:(?7:25[0-5][2[0-4][0-9] | [0-1]2[0-97{1, 2})[.]1(?:25[0-
5]|2[0-4][0-9]|[0-1]7[0-9]{2,2})[.](?:25[0-5]|2[0-4][0-9]|[0O-

6 |Ipv4 1]7[0-91{1,2})[.1(?:25[0-5]|2[0-4][0-9] | [0-1]?[0-
91{1,2}))(?![0-9])

7 P (?:%{IPV6} |%{IPV4})
\b(?:[0-9A-Za-z][0-9A-Za-z-]{0,62})(?:\.(?:[0-9A-Za-z][0-9A-Za-

8 HOSTNAME z-1{0,62}))*(\.?|\b)

9 HOST %{HOSTNAME}

10 | IPORHOST (?:%{HOSTNAME} |%{IP})

11 HOSTPORT %{IPORHOST}:%{POSINT}

2.7.4.3 Nyt (Paths)

Ne ITarTepn Tun peammzanuu



Ne ITarTepn

1 PATH

2 UNIXPATH

3 TTY

4 WINPATH

5 URIPROTO

6 URIHOST

7 URIPATH

8 URIPARAM

9 URIPATHPARAM

10 URI
2.74.4

Tun peannzanyu
(? :%{UNIXPATH} | %{WINPATH})
(?>/(2>[\W_%!$@: ., -]+|\\.)*)+
(?:/dev/(pts|tty([pq])?) (\w+)?2/2(2:[0-9]+))
(?>[A-Za-z]+: |\\) (2:\\[A\\2*]*)+
[A-Za-z]+(\+[A-Za-z+]+)?
%{IPORHOST} (?: :%{POSINT:port})?
(?:/[A-Za-20-9%.+1 %' (){}, ~:;=0#% \-1*)+
\?[A-Za-20-9%.+1*' | (){}, ~@#%&/=:;_2\-\[\]]*

%{URIPATH} (?:%{URIPARAM})?

%{URIPROTO}://(?:%{USER}(?::[A@]*)?@)?(?:%{URIHOST})?(?:%{URIPAT
HPARAM})?

Mecsiubl (Months)

ITpumep Hanucanusa: January, Feb, 3, 03, 12, December.

IIarTepn

MONTH

MONTHNUM

MONTHNUM?2

MONTHDAY

2.7.4.5 [Hu (Days)

Tun peanusanuu
\b(?:Jan(?:uary)?|Feb(?:ruary)?|Mar(?:ch)?|Apr(?:1il)?|May|Jun(?:
e)?|Jul(?:y)?|Aug(?:ust)?|Sep(?:tember)?|0Oct(?:0ber)?|Nov(?:emb
er)?|Dec(?:ember)?)\b

(2:07[1-9]|1[0-2])
(2:0[1-9]|1[0-2])

(7:(?:0[1-9]) [ (?:[12][0-9]) | (?:3[01])|[1-9])

IIpumep HanmucaHusi: Monday, Tue, Thu U T.J.

1

ITaTTepHn

MONTH

Tun peanusanyu

(?:Mon(?:day)?|Tue(?:sday)?|Wed(?:nesday)?|Thu(?:rsday)?|Fri(?:d
ay)?|Sat(?:urday)?|Sun(?:day)?)



2.74.6 Topbl (Years)
Ne ITarTepn

1 YEAR

2 HOUR

3 MINUTE

4 SECOND

5 TIME

6 DATE_US

7 DATE_EU

8 1SO8601_TIMEZONE

9 ISO8601_SECOND

10 TIMESTAMP_ISO8601
11 DATE

12 DATESTAMP

13 TZ

14 | DATESTAMP_RFC822
15 DATESTAMP_RF(C2822
16 | DATESTAMP_OTHER
17 | DATESTAMP_EVENTLOG
2.74.7

Ne ITaTTepHn

1 SYSLOGTIMESTAMP
2 PROG

3 SYSLOGPROG

Tun peanusanuu

(?2>\d\d) {1, 2}

(?:2[0123]|[01]?[0-9])

(?:[0-5][0-9])

(?:(?:[0-5]7[0-971160)(?:[:.,]1[0-91+)?)

(?1<[0-9])%{HOUR} : %{MINUTE} (?: :%{SECOND}) (?'[0-9])

%{MONTHNUM} [/ - ]%{MONTHDAY} [/ - ]%{YEAR}

%{MONTHDAY}[ . /- ]%{MONTHNUM}[ . /- ]%{YEAR}

(?:Z]|[*+-]1%{HOUR}(?::?%{MINUTE}))

(?:%{SECOND} | 60)

%{YEAR} -%{MONTHNUM} -%{MONTHDAY} [T
1%{HOUR} : ?%{MINUTE} (?: : ?%{SECOND} ) ?%{1508601_TIMEZONE}?

%{DATE_US} | %{DATE_EU}

%{DATE}[- ]%{TIME}

(?:[PMCE][SD]T|UTC)

%{DAY} %{MONTH} %{MONTHDAY} %{YEAR} %{TIME} %{TZ}

%{DAY}, %{MONTHDAY} %{MONTH} %{YEAR} %{TIME}
%{1S08601_TIMEZONE}

%{DAY} %{MONTH} %{MONTHDAY} %{TIME} %{TZ} %{YEAR}

%{ YEAR}%{MONTHNUM2}%{MONTHDAY }%{HOUR}%{MINUTE }%{SECOND}

Aatbl Syslog (Syslog Dates)

Tun peanusanuu
%{MONTH} +%{MONTHDAY} %{TIME}
(?:[\w._/%-1+)

%{PROG:program}(?:\[%{POSINT:pid}\])?



Ne ITarTepn Tun peanmusanuu

4 SYSLOGHOST %{IPORHOST}

<%{NONNEGINT:facility}.%{NONNEGINT:priority}>

5 | SYSLOGFACILITY HTTPDATE %{MONTHDAY}/%{MONTH}/%{YEAR} :%{TIME} %{INT}

2.7.4.8 Kpartuaiiwme nytu (Shortcuts)

Ne IlarTepn Tun peanusanuu

1 Qs %{QUOTEDSTRING}
2.74.9 ®opmartbl XypHanoB (Log formats)

No IIarTepn Tun peanmusanuu

%{SYSLOGTIMESTAMP:timestamp} (?:%{SYSLOGFACILITY}
) ?%{SYSLOGHOST :logsource} %{SYSLOGPROG}:

%{IPORHOST:clientip} %{USER:ident} %{USER:auth}
\[%{HTTPDATE: timestamp}\] "(?:%{WORD:verb}

2 COMMONAPACHELOG %{NOTSPACE:request}(?:
HTTP/%{NUMBER:httpversion})?|%{DATA:rawrequest})"
%{NUMBER: response} (?:%{NUMBER:bytes}|-)

1 SYSLOGBASE

3 COMBINEDAPACHELOG | %{COMMONAPACHELOG} %{QS:referrer} %{QS:agent}
2.7.4.10 YpoBHM XypHanupoBaHus (Log Levels)

Ne ITarTepn Tun peanusanuu

([Aa]lert|ALERT|[Tt]race|TRACE|[Dd]ebug|DEBUG|[Nn]Jotice|NOTICE]| [
Iilnfo|INFO|[Ww]arn?(?:ing)? |WARN?(?:ING)?|[Ee]rr?(?:0or)?|ERR?(
?:0R)?|[Cc]rit?(?:1cal)?|CRIT?(?:ICAL)?|[Ff]latal|FATAL|[Ss]ever
e | SEVERE | EMERG(?:ENCY)? | [Ee]merg(?:ency)?)

1 LOGLEVEL

2.8 Monsa co6biTUA

Buaumanue! [Tocne 3anycka Ilnamgpopmbl Padap 6 60egom pedicume, u3meHeHue noseli cobbimuti
nompebyem nepeuHoekcayuu ecelli 6a3bl OaHHbIX CmMpyKmypbl xpaHeHus.. KpaiiHe He pekomeHdyemcs
MeHsimb HACMPOeHHble Napamempbl noiell cobbimutl, ecau naamgopma pabomaem 8 60e8om pedxcume.

ITnardopma Pagap 1o3BosisieT ynpaB/sTh MOJISAMA COOLITHS (TAKCOHOMMHM ), UCTIO/Ib3YEeMBIX B Tpolieccax
pa3bopa ¥ HopMasM3aLUHn.

ManmnuHr — 3To KdpTa roJiei HOPMaJ/IM30BaHHOT'O WJIN paCllaplIeHHOr o COOBITHSL.

CrucoK TpeyCTaHOBJEHHBIX T0/ed, WCIOAb3yeMbIX TIpM HOPMaM3allid, TPUBEIEH B paszese
Nctounuku — Ilosiss coObITHA .

B TakcoHOMMM (MaNmnUHT MOJIei) UCMO/b3yeTCsl 3 TUMA MOJIeH:
e datetime — i rosiel XpaHeHUs! BpeMeHUY;

e keyword — BCce OCTa/IbHbIE M0/



e (Qgroup — /i BepxXHe-ypOBHEeBbIX MoJieli B uepapxuu. Hampumep, moJsie event sIBASIeTCS TPYTIION,
cofepkaieu nmossi event.id, event.alert, event.anomaly.

I[Tose cOOBITHSI MOJKET MPUHA/IEXKATD K CIeAYIOLM 11a0b/I0HaM:
e Pa3zobpaHo;
o HopmanusoaHo;
e OmmbKa.
Pabora c monsiMu cOOBITHIA BK/TFOUaeT B ce0st CieAyroIye MpoLiecchl:

1. «IIpocmOoTp moJsi COOBITUSLY.

«Co3anue 1oJist CoObITH».

«PeakTpOBaHUe I10/151 COOBITHSI».

2
3
4. «O0beauHeHue 11016l COOLITHS B TPYIIIbI».
5

«¥Y nazeHue moJsi COOBITUS.

i1 paboThI ¢ mosisiMy coObITHS TiepeliauTe B pasjen Vicrounnku — Iloss codbrtus (cM. «Puc. 30»).

‘;‘:;:E’ 17230254132 | [lons coBbITMA © basasarni | (D) admin

@ MNons co6biTua
Q
® v | | ec c
Mone Tun WWaGnoH ‘Pazobpako’  LaGnoH Wa6nok "OWHBKa"  HassaHue OnKcane [LononHUTENbHaR HHGOPMAUKA  Co3RAHO OGHoENEHD
. keyword Her fa Her 10:57:46 12.02.2024  10:57:46 12.02.2024 @ & @
B action_new_1 keyword Her Her fa NeicTeue Mone & koTopom Tectoroe none AnA wabnoka. 16:18:22 13.00.2024 | 16:18:2213.09.2024 @ & O
# astic_key keyword La it fa 10:57:46 12.02.2024 | 10:57:46 12.02.2024 @ & @
keyword na Her fa 1812:2012.02.2024  18:12:311202.2024 @ & @
keyword Het fa Her 10:57:46 12.02.2024 | 10:57:46 12.02.2024 © & @
b keyword Het fa Her 10:57:46 12022024 10:57:46 12.02.2024 @ @ @
@ keyword Het Aa Her 10:57:46 12.02.2024  10:57 @ o @
keyword Her Oa Her 10:57:46 12022024 10:57:46 12022024 ® & @
keyword Her la Her 10:57:46 12.02.2024 1 12022024 @ &
t.application.deseriptior keyword Her la Her 10:57:46 12.02.2024  10:57:46 12.02.2024 © &
[+ 3 4 5 & 7 - 63 > 10/crpawua

Puc. 30 — Pasgen "Ilos coObiTusa"

B pasgene orobpaxaeTcs ciiefiyroijasi ”HGOPMALHS O TIOSIX COOBITHS:
e Tlose — yHUKanbHBIN K/HOY 107151, UCMIOJIb3yeMbIM TTPU HOpMa/IM3alLiy;
e Twun — Tun noss: datetime, keyword, group;
o IIla6/0oH "Pa3o0paHo" — mpu3HaK NPUHA/JIeKHOCTH 110151 K 111ab/10Hy "Pa3obpaHo";
o IIla6soH "Hopmanu3oBaHo" — MpU3HaK MTPUHA/|IE)KHOCTH T10J1A K 111ab/ioHy "Hopmanu3oBaHo';
e IITa6si0H "OmmbéKa" — pU3HAK MPUHAZJIEXKHOCTH MO/ K 111ab0Hy "Ormmbka';
o Ha3Banue — HavMeHOBaHUe M0J1S;
e OmnmcaHue — orvicaHue MoJs;
e Jlono/HMTeIbHAasA HH(OPMALUs — [JOTIOJHUTE bHbIE CBeZIeHHs O TI0JI€;
o Co3gaHo — jaTta ¥ Bpems CO3/,aHus I1071s;

e OOHOB/IEHO — AaTd U BpeMs 0OHOB/IEHUS TTOJIS.



ITpu pabote Haj, 3anMCAMU TaOIULIBI IOCTYITHBI CJIEAYIOIINE /IEMEHTHI YTIPaB/IeHHS:

Knonka HeiicTBue

©@ TIPOCMOTP TIOJISI COBBITHST

Cﬁ' peJakTUpoBaHue HH(OPMALIUH O TIoJie COOBITHS
]ﬁ[ yJajieHue 11011 CoObITHS

2.8.1 MpocmoTp nonsi coobITUA

OTKpBITH 110716 COOBITHSL Ha TIPOCMOTP MOYKHO JBYMSI CII0COOaMU:
e HaXXMHTE KHOIIKY @;
e 10 cchinke B rpade "Ione".

OTtkpoeTcst hopMa ITpocMOTpa MoJjst COOBITHS (CM. «Puc. 31»).

z ;AT 172302547138 v | [ons co6bITUA © Basaswenan | (Q) admin v
[A)] o
encrtene

. A
Q action_new_1
o]

CospaHo 13.09.2024 16:18:22
=] O6HoBNEHO 13.09.2024 16:18:22

Mone action_new_1
]

Tun keyword
# [LononHwTtensHas TecTosoe none Ans wabnoHa owmbkn

UHGopMaLnA

LabnoH “Owmnbka” Oa
H LabnoH “PazobpaHo” Het

LWabnoH “"HopMann3oBaHo Het
&

HasBanue Devictsue

Onucanne lMone B KOTOPOM YKa3blBaeTcA AeNCTBIE, BEINONHEHHOE B COBLITIM

MNyTe nona action_new_1

PoguTensckue nons [odepHue nons Mcnonb3osarue B HOpMannaaTopax

Mone Wa6noH “Hoy " LLlaBoH “P: I " LWa6noH “Owunbka”

action_new_1 Het Her Oa

Puc. 31 — ®opma "TIpocMoTp noJisi coObITHA "

[Tomumo o0111eli nHGOpPMALIUK O TI0J1e COOBITUS Ha (hOpMe 0TOOpaXkaeTcsi ceyrolas MH(GOopMaLys:

e UHdopmauusi o pogutensckoM rosie. [To ccbulKe TPOM30ieT TMepexof, K IPOCMOTPY
POZIUTETBCKOTO TT0JIS;

e UHbopmanysa o fouepHux nossx. Ilo ccbiike NPOM30WJET repexof, K MPOCMOTPY J0uepHero
T0JIsi;

o Undopmanys 06 MCI0IE30BaHKH 1107151 B HOPMa/M3aTopax.

2.8.2 Cos3pgaHune nona coobITUA

1. Haxkwmute kHomKy Co3paaTth. OTKpoeTcs popma "Co3ganue mons cobbrtus” (cm. Puc. 32).



< Co3pgaHue nonsa cobbiTusA OumeTuth

MNone *

action_new

Tvn

keyword

HassaHue

LeicTene

OnucaHne

lNone B KOTOPOM YKa3biBaeTcs AefiCTB1E, BbINONHEHHOE B CODLITHW

[ononHutensHas uHGopMaLLMs

TecToBOe none AnA WabnoHa oLmneKu

(:) La6bnoH “PaszobpaHo”

La6noH "HopmanuzoBaHo”

La6noH “Ownbka”

Puc. 32 — ®opma "Co3jganue mosist cCoobITHs"

2. Ykaxwure Ha ¢popMme CiieyIOLIyI0 HH(HOPMALUIO:

o B 1ione [Tosie yKa)knuTe yHUKAJIbHBIM K/THOU 10J1s. [loMmyCcKaeTcsi yKa3blBaTh K/IH0U TOJIBKO Ha
AHTJTMHACKOM sI3bIKe. YKa3aHHbIM KJTH0U [JO/DKeH ObITh YHUKAIBHBIM B paMKaX TUIaT(hOPMBI;

e B 1osie Ty 13 BBINMAZJAMOIIETO CITUCKA BBIOEPUTE THI OIS,

e B none Ha3BaHue ykakuTe Ha3BaHUe T0JIsL;

e B nose OnucaHue yKaxuTe orucaHe moJis;

e BT1IO/E Jlono/IHUTe/IbHAsA HH(OPMAILUA YKa)XKUTe 10NO/IHUTe/IbHbIe CBeJieHUsI O M0JIe;

®  YKdXUTE MpHUHAAJIEI)KHOCTDb I10JI1d K H_Ia6]IOHaM, BK/IFOUHB COOTBETCTBYIOLHE
Mepek/aryaTes1u.

3. Haxmure KkHONKy COXpaHHMTb.

2.8.3 PepakTupoBaHue noss coobITUA

1. BribepuTe U3 crivcka HeobxoUMOe 110Jie U HAXKMUTEe KHOTIKY 24 .
2. BHecuTe HeoOXOAMMbBIE U3MEHEHMS.

3. Haxmure kHONKy COXpaHHMTb.

2.8.4 OO6GBbeguHeHue Nosiel COObITUA B rPynNbI

[Tosst COOBITHSE MOYKHO O0BEJUHUTL B TPYIIIBI C MOMOIIBIO THMA group. OO0beUHEHNE BBIOIHIETCS TI0
CJleiyroIeM TPUHLUIY:

1. Cospaercs nose, HarpuMmep test.
2. Tlosro mpucBavBaeTCs TUII group.

3. 3areM cO37aeTcs MoJie, HarpuMmep test . [HauveHoBaHne [oYepHero nosns].



4. Tlone test aBTOMaTUUeCKH Ha3HAUAeTCsI pPOAUTE/IbCKUM I10JIEM, a CO3JdaHHOE - 1OYEPHKUM.
2.8.5 YpaneHue nons coobITUA

[ns ypaneHus mosisi HOOKMUATE KHOTIKY | B COOTBETCTBYIOLIIEM CTPOKe.

[ns ypaneHue Bcex 3anvceill HOOKMUATE KHOMKY Y Aa/IUTh BCe.

5151 ynaneHusi KOHKPETHBIX 3amuceid TabMULbI yCTaHOBUTE HY>KHbIe (hjlary U HAXKMUTE KHOTIKY Y Ja/IUTh.

2.9 CnpaBo4YHble MaTepuasbi

2.9.1 NMony4yeHne cbiporo coobLITUSA

ChIpoe co0bITHE — 3TO COOBITHE, ITOCTYNHBIIEe OT UCTOUHHKA B cepBruc KAFKA u elrje He mipoiieziiee

nipouieaypy pa3bopa.
IIpuMep CHIPOro COOBITHA MOXKHO ITOJTyUHUTh C/IeYIOIAM CITIOCOO0M:
1. TIycTvTe MOTOK COOBITHI OT HY)KHOTO MCTOUHHKA.
[TepeiiguTe B pa3zaen IIpocMoTp COOBITHIA.
[Tpu Heo6X0AUMOCTH MPUMeHHTe (GUIBTP /1711 TTI0Ka3a COOBITUI OT HY)KHOTO MCTOUHHKA.

2
3
4. B none raw OyzieT cofiep>KaThCsi CbIpOe COOBITHE.
5

HOnsa ymobctBa chipoe cOOBITHE W3 TOJIS Faw TIPOAYOIMPOBAaHO Cpa3y mof, rpadukoM TOTOKa
COOBITHS U €CTb BO3MOYKHOCTh CKOITUPOBATh €T0 10 COOTBETCTBYIOIIEH KHOMKe (CM. «Puc. 33»).

60

50
10
30
20 I
10
. N M
Wion Asr Cen Oxr

2024 ®es Map Anp Mait Viion

CobbiTus: 83, nokasaHo 1- 20

B Copruposka ¢® Habop noneit ~ BbiBpaTh HECKONBKO

_id: aeabe771-2739-4a77-b089-94442235b25¢ | CobbITE HOPMaNN30BaHO

{"rs_collector_hostname":"v-stand-38","rs_relay_fqdn":"openvpn.pgr.local""rs_relay_ip":"172.30.253.104" "rs_collector_ts":"2024-09-05T14:33:20.865987+03:00","_rs_module":"1514-
microsoft_windows_eventlog","rs_collector_hostname":"v-stand-09","rs_relay_fqdn":"172.30.254.106","rs_relay_ip":"172.30.254.106","rs_collector_ts":"2021-10-18T11:29:00.701341+03:00"," _rs_module":"1514~
Microsoft-Windows-Eventlog","Bookmark":"\u003cBookmarkList\uO03e\r\n \uO03cBookmark Channel='Security' Recordid='7165587"
IsCurrent="true'/\u003e\r\n\u003c/BookmarkList\u003e""Channel":"Security","ChannelText":"Security","EventID":5142,"EventTime":"2024-09-
05T08:28:36.6214546Z","EventType":"""ExecutionProcessID":4,"Hostname":"demo-server2012.demo.local""IDText™:"""Keywords":null,"Level Text":"Information","Msg":"A network share object was
added.\r\n\t\r\nSubject:\r\n\tSecurity ID:\t\tS-1-5-18\r\n\tAccount Name:\t\tDEMO-SERVER2012$\r\n\tAccount Domain:\t\tDEMO\r\n\tLogon ID:\t\t0x3E7\r\n\r\nShare Information:t\r\n\tShare
Name:\t\t\W*\WIPC$\r\n\tShare Path:\t\t""OpcodeText":"Info","OpcodeValue":0,"ProviderText":"Microsoft Windows security

auditing.”,"PublisherHandleErr":null,"Qualifiers":0,"RecordID":716 5587,"RenderedFieldsErr":null,"ShareLocalPath":*","ShareName":"W\*\\IPC$","SourceName™:"Microsoft-Windows-Security-
Auditing""SubjectDomainName":"DEMO"," SubjectLogonld":"0x3e7","SubjectUserName":"DEMO-SERVER2012$","SubjectUserSid":"S-1-5-18","SubscribedChannel":"" " TaskText":"File
Share""TaskValue™12808,"ThreadID":232,"User":"","UserData":"","Version":0,"XML":"\uO03cEvent xmins="http://schemas.microsoft.com/win/2004/08/events/event'\u003e\u003cSystem\u003e\uO03cProvider
Name="Microsoft-Windows-Security-Auditing' Guid="{54849625-5478-4994-A5BA-

3E3B0328C30D}'/\u003e\u003cEventiD\u003e5142\u003c/EventiD\u003€\u003cVersion\u003e0\u003c/Version\u00 3e\u003cLevel\u003e0\u003c/Level\u003e\u003cTask\u003e12808\u003c/Task\u003
e\u003¢cOpcode\u003e0\u003c/Opcode\u003e\u003cKeywords\u003e0x8020000000000000\u003¢/Keywords\u003¢€\u003cTimeCreated SystemTime='2021-10-
18T08:28:36.621454600Z'/\u003e\u003cEventRecordID\u003e7165587\u003c/EventRecordID\u003e\u003cCorrelation/\u003e\u003cE xecution ProcessID="4"
ThreadID="232'/\u003€\u003cChannel\u003eSecurity\u003c/Channel\u003e\u003cComputer\u003edemo-
server2012.demo.local\u003c/Computer\u003e\u003cSecurity/\u003e\u003c/System\u003e\u00 3cEventData\u003e\u003cData Name="SubjectUserSid'\u003eS-1-5-18\u003c/Data\u003e\u003cData

Puc. 33 — ITostyyeHHe CHIPOro COOBITHSA



2.9.2 MexaHnsmbl paséopa

MaHHbIA pa3fen MCHOb3yeTcss KakK CIIpaBOYHbIA Marepuan mo pabore B pasgene VICTOYHHKH —
IIpaBuia pa3bopa.

B Ilnardopme Papap /15 BbINoOTHEHUs TIPOLieAyphl pa3bopa COOBITHH, MOCTYMALUX OT WCTOYHUKOB,
WCII0JIb3YIOTCS C/Ie[yIOIIie MeXaHU3MBbI:

¢ «GROK mnarrtepu»;

. «CEF»;
o «EXECVE»;

o «Kirou 3HaueHue» ;

o «GSV»;

o «SYSLOG»;
o «XML»;

e «JSON»;

o «®DyHKLUMA Ipeobpa3soBaHUs» .

29.2.1 GROK nattepH

GROK narrepHbI — 3TO MMEHOBaHHbIe peryJsipHble BbIpakKeHUsl, KOTOpPble I03BOJISIOT I10/1b30BaTe/sIM
COTIOCTaB/IATh KOHKPeTHBIe 11ab/10HbI B TeKcTe. C X MOMOIIBI0 MOXKHO OBICTPO WIeHTU(UIIUPOBATb U
W3BJ/IeKaTh TI0JI1 W3 TIOCTYMAMIUX COOBITHN 0e3 HeoOXOAMMOCTH TIHCATh CJIOKHBIE PperyJsipHbIe
BbIpa)KeHUS C HYJIS.

B Ilnardopme Pasap GROK mnarTepHbI /1e/IATCS Ha CUCTEMHbIE U TOJIb30BaTesbckue. [TogpobHee cm.
paszen « GROK naTTepHbI».

GROK mnarrepH mipeacrasisier coboi 1mabinoH. Cuntakcuc 1mabsmoHoB GROK, mpu ucCrosib30BaHUM
C/Ie1yIOLLHM:
%{SYNTAX:SEMANTIC}
rae
e SYNTAX — UM TIaTTepHa, KOTOPLIH OyzieT IpUMeHeH;

e SEMANTIC —ums obbekTa (1oJsie, Tpyrina), K KOTopoMy Oy/ieT iprMeHeH MaTTepH.

[Tprmep HaCTPOMKM JaHHOTO MeXaHW3Ma npuBezieH Ha «Puc. 34».



[o6aeuTb NpaBuno pasbopa X

Mone cobbiTna *

Event

MexaHuam pazbopa *

GROK natTtepH

MatTepH

*\$%{WORD:job_type\$_.%{WORD:job_status}

Mpeduke

Mpynna pesynsTaTa

Puc. 34 — [To6aBienne npaBuia pa3dopa. Mexanu3m "GROK narrepH"

[Ona nHactpoviku wmexaHusma B none [larrepn ykaxure GROK mnarrepH. [nsg wucnonb3oBaHUs
noJsib3oBarenbCckux UM cucrteMHblx GROK naTtrepHOB BBeiuTe CMMBOJI {, OTKPOETCS CIHUCOK K/HYen
noagepxuBaeMbix GROK marrepHoB. CHavana OyAyT BbIBeeHBI TIOJIb30BaTe/bCKHE, a 3aTeM —
CUCTEMHBbIe.

IIpumep paboThr:

ChIpoe cobbITHE:

{"Message":"<7> 7/26/2023 2:39:42 PM pgr-1c-00
{\"Event\": {\"Level\":\"Information\", \"Date\":\"2023-07-
26T14:39:42\",\"ApplicationName\":\"BackgroundJob\",\"ApplicationPresentation\":\
"Background job\",\"Event\":\" $Data$ .Update\",\"EventPresentation\":\"Data.
Change\",\"User\":\"00000000-0000-0000-0000—-

000000000000\™, \"UserName\":\"\", \"Computer\":\"\", \"Metadata\":\"Koucranra.llocmue
nueeO6uoBnenuellocTtyna\", \"MetadataPresentation\":\"Constant. IlocienHee OOHOBJICHME

nocrymna\", \"Comment\":null, \"Data\":\"something KomaHza : BEIIOJIHUT B
obrnosseHme\", \"DataPresentation\":\"\", \"TransactionStatus\":\"Committed\", \"Tran
sactionID\":\"7/26/2023 2:39:42 PM

(2934007)\",\"Connection\":\"3\",\"Session\":\"34\",\"ServerName\":\"\", \"Port\":
\"\",\"SyncPort\":\"O\"}}","a":"a7e42e20-03a1-4998-a301-

c97fa7lcbe73","a c":"","a src_ip":"172.30.250.141","a src o":"445","a src r":"smb
","a src t":[],"a ts":"2024-10-21T12:41:44.9932")

ITone ceiporo cobbiThst, K KoTopoMy Oyzaet mpumeHeH GROK marrepH:



\"Event\":\" $Data$ .Update\"

[Tpumensiemsbirt GROK natrepH:

~_\$%{WORD:job_type}\$_.%{WORD:job_status}

Pe3ynbTat paboThl TipuBeeH Ha «Puc. 35».

Date 2023-07-26T14:39:42
— Event - $Data$_.Update

EventPresentation Data. Change

job_status Update

job_type Data

Mpaeuna pas6opa 3 ] [obasuTb ‘ = TecTuposaTs

MexaHuzm Mone MapameTpbl

json message s (R |
— GROK natTtepH Event ~\$%{WORD:job_type\$_.%{WORD:job_status} / t @

Puc. 35 — IIpumep padotsl mexanu3ma "GROK narrepn"
29.2.2 CEF

OO6muii dopmat cobbiTrii (Common Event Format (CEF )) — 3T0 pacivpsiemblii TeKCTOBBIN (opmar,
TipeiHa3HAUeHHBIA [/l TIO/A€P)KKHU HEeCKOIbKUX THUTIOB yCTPOMCTB, TIpejjaras Haubosiee akTyabHYHO
VH(pOpMaLHIO.

CHUHTaKCHC COOOIIeHUI COKpallieH st paboTel ¢ HopMmanu3aiueid ESM. CEF crieljuaibHO omnpeziesnsier
CUMHTAKCUC /IS 3aucel >KypHasa, COofiep)KalljuX CTaHAAPTHBIN 3aro/iOBOK U pacllMpeHue rnepeMeHHOM,
oTopmatrpoBaHHbIe Kak naphl "Kmtou-3HaueHue". @opmatr CEF MoXKeT KCI10/1b30BaThCsl C JI0KaIbHBIMU
YCTPONCTBAMH U C TIOCTaBIIUKAMHK 00/IaYHbIX YCIyT.

ITpu MCro/TB30BaHMU JJAHHOTO MeXaHU3Ma TPU CO3/jaHUH MTPaBU/I pa3bopa JOMOTHUTETbHBIX HACTPOEK He
Tpebyercsi.

29.2.3 EXECVE

[JanHbIii MexanusM Oyzet pa3bupats Tun cobbiTuii EXECVE ot auditd asst Unix cucrem.

[Ipumep HaCTPOMKY JAHHOTO MeXaHu3Ma IpUBeJIeH Ha PUCYHKe 3.



[o6aeuTb NpaBuno pasbopa X

Mone cobbiTna *

Message

MexaHnaMm pasbopa *

EXECVE

Kniou pesynbTata

command

Puc. 36 — [lo6as/ienre npaBwia pa3dopa. Mexanusm "EXECVE"

[Tpumep cobriTus B popmare EXECVE umeet cnefyrommii BUz;

{"b_ts":"2025-10-14T11:18:26.000+03:00","a_m":"2671", "Message" :"<190>0ct 14 11:18:26
debl12-auditd audit: node=172.30.250.165 type=EXECVE msg=audit (1760435954 ,705:104635):
argc=2 a0="/usr/bin/printf"
al=DOA2DOB5D181D182DOBEDOB2DOBOD18F5FD181D182D180DOBEDOBADOBO5C6GE" , "a" : "c2795d7hb-
1415-47bc-be88-

4bf922a0b362", "a_c":"","a_src_ip":"172.30.250.165","a_src_o0":"37983","a_src_r":"udp_1i
nput","a_src_t":[],"a_ts":"2025-10-14T08:18:26.2112"}

st onicaHust mpuMepa paboThl MexaHu3Ma pa3bopa Bo3bMeM YacTh:

af="/usr/bin/printf"
al=DOA2D0OB5D181D182DOBEDOB2DOBOD18F5FD181D182D180DOBEDOBADOBOSCEE"

MexaHu3M pa300pa BbIMOJHUT CIeYIOIINe 1eHCTBUS:
1. W3Bneuet Bce napametpsl a0, al, a2 u T.1.
2. Tlpumenut MexanusMm Hex to text K KaX[oMy MO0JIt0, KOTOPO€e He MMeeT KaBbIueK B 3HAUEHUU:

a0="/usr/bin/printf"

al=DOA2DOB5D181D182DOBEDOB2DOBOD18F5FD181D182D180DOBEDOBADOBOSCBE" --> Hex to
text: TecToBas_cTpoka\n

3. TlocnenoBatenbHO CKIEUT uepe3 Tpo0Oes1 BCe TMOMydyeHHBbIE T071 M BbIBeJET B TaKCOHOMHIO.
VToroBelii pe3ybTaT IpeoOpa3oBaHust:

node=<ip-agpec y3na nnaTtgopme> type=EXECVE msg=audit(a®@="/usr/bin/printf"
al=DOA2DOB5D181D182DOBEDOB2DOBOD18F5FD181D182D180DOBEDOBADOBOSCGE" ) :
a0="/usr/bin/printf" al="TecToBasa_cTpoka\n"

2.9.2.4 Knwoyu 3HaueHune

Hannablii MexanusM OyzeT pa3buparh MpuIle/iiee moje Ha rnapbl "Kimrou-3HaueHue" B COOTBETCTBUM C
3a/laHHbIMH [TapaMeTpaMH.

[TpuMep HaCTPOMKU JAHHOTO MeXaHW3Ma MpuBefieH Ha «Puc. 37».



[o6aeuTb NnpaBuno pasbopa X

Mone cobbiTna *

action

MexaHuam pazbopa *

Knroud-3HaveHne

PaspenuTtens napbl KNKOY-3HaYeHe

PaspenuTens CTPoK

SKpaHUpoBaHWe 3HaUYeHu

+ Cozpatb
Monsa 3HauYeHuin
a - + %
b -+ 7T

Mpedpukc

Mpynna pesynsTara

Puc. 37 — [lo6aBsienne npaBuia pa3dopa. Mexauusm "Kirou-3Hauenue"

st HacTpoiiky MexaHu3Ma pazbopa "Kirou-3HaueHne" yka3biBaeTcsi CaeAyroras nHGopMaLus:

e Pa3zpemurens mapsl "Kimou-3HaueHuwe'" — YKa)KUTe CHUMBOJ, KOTODBI OyZeT SBISTHCS
paszenurtesiem napsl "Kntou-3nauenuve". Harprimep:

[Ipuxonamwaa napa "Kmou-3HaueHue":
"a" . "l"

Pazpgenmurenps naper "="

PesyneTar:

a=1

e Pasjenureslb CTPOK — YK)KUTE CHUMBOJI, KOTOpBLIM Oy/eT SIBASTBCS pa3ie/IuTesieM CTPOK.
Haripumep:



[Mpuxonsaumye napsl Kinou-3HadeHue:
"a":HlH "b":HZH

Pazspmenurens cTpok ", "
PesysbTarT:

a=1,b=2

IIpuMeuaHue: eC/IM OCTaBUTH T10Jie TIYCThIM, TO B KaueCTBe pa3JeluTesiss CTPOK OymeT
WCI0JIb30BaThCS "TIepeHOC CTPOKHU'.

e JKpaHUpOBaHHe 3HAYeHHH — 33/]aeTCsl T0C/e/[OBaTe/IbHbIIi Habop CHMBOJIOB, KOTOpbIe OynyT
CTOSATh Tepe]] KaKAbIM 3HaYeHUeM B Tape U Mocjie Hero;

o Iloss 3HaueHwmit. 3a/1aeTCs MIOC/IEIOBATETBHBIN CITUCOK, TI0 KOTOPOMY OyZAyT TepeorpeensiThCs
"kiroun" 13 napel "Kntou-3Hauenue'. Hampumep:

[Ipuxonamme naps Kiou-3HaueHMUe:
HaH:"l" Hb":"2"

[loJig 3HAUEHUN:
value 1
value 2
value 3

PesyapTaT:
value 1=1
value 2=2

value 3 - mnoJse nOpuMeHeHO He OyneT, TaK KakK OpMIUIO BCero mnee nape "Kiou-
3HaueHue"

[Tpumep paboTel MexaHn3Ma pa3bopa rpuBejieH Ha «Puc. 38».

Pazpenutens napbi Paspenurens cTpok
GPOCNName CN={31B2F340-016D-11D2-945F-00C04FBOBAF9},CN=Policies, CN=System,DC=domain,DC=local
Hostname srv-app-2.domain.local
gpo_name {3182F340-016D-1102-945F-00C0AFBYB4FS)
key1 CN
oblects GN=Policies,CN=System, DC=domain, DC=local
value_1 {31B2F340-0160-1102-945F-00C0AFBYB4FY)
value_2 Falicies.
value_3 System
value_a domain
Mona sHauyeHui
MNpaewnna paséopa =4
Mexanmsm Mone MapameTpsl
xm 300k a
Knou-aHavenme GPOCNName nape! ;= cTpok: anauenmit: policy Monn avavenm: [ “value_1", "value_2", "value_3", “value_4"] ]
GROK natreps GPOCNName 7<key 1> CN|DC)=%{DATA:gpo_name}, 3{GREEDYDATAobjects g

Puc. 38 — IIpumep pa6oTsl MexaHu3Ma pasdopa "Kirou-3Hauenue"

29.25 CSvV

MexaHu3M HCIIOJ/Ib3YETCA B C/iydde, eC/IF B I10J1€ CBIPOTro COOBITHS BJIOXKEHBI [AdHHbIE B cbopMaTe CSV.

MexaHu3m pa60TEIET M HACTPaMBA€TCA dHA/IOTUYHO MeXdHU3MY «KI/II04 3HaUeHue» .

29.2.6 SYSLOG

Ecmm ncrounukom cobbrtuii siBisieTcs «OC cemetrictBa Unix», TO ¢ HanboJblieid BEPOSITHOCTBIO COOBITHS
Oy[yT )KypHa/IMPOBaTLCS OJHOU U3 C/Ie/IYIOMINX CITYKO:




e rsyslog;
e syslog-ng;
e auditd.

Ecmm ucrnonb3yroTes JaHHbIe MeXaHU3MbI >KYPHAJUPOBaHUs, TO i pa3bopa COOBITHI PeKOMeH.yeTCs
Ucros3oBath MexadusM SYSLOG.

st co3panus mpaBusia pa3bopa, C UCIo/Ib30BaHUEM JIaHHOTO MeXaHW3Ma, JIOTIO/THUTETbHBIX HACTPOEK He
Tpebyercs.

[Tpumep criporo cobeitust ot OC Linux:

{"a src ip":"172.30.249.201","a src o":"2671","a c":"","a src t":[""],"a src r":
"M, "a ts":"2024-09-25T10:09:51.088.088144459+00:00","a":"alal795a-6al18-4345-
9020-77723a724d38", "Message":"<22>Sep 18 16:55:01 v-stand-05 audispd:
node=172.30.254.95 type=EXECVE msg=audit (1663937111.702:73702361) : argc=5
a0=\"ps\" al=\"-o\" a2=\"rss=\" a3=\"-p\" a4=\"1736\""}

[TpumMep ycrmemrHoro TIpPUMeHEHUs MexaHW3Ma pa30bopa, MPUMEHEeHHOro K 100 Message ChIpOro
CoOBITHS, TIPUBE/IEHO Ha «Puc. 39».

Cbipoe cobbiTue Tekyuyee npasuno pasbopa
Knioy 3HaueHne
Message <22>Sep 18 16:55:01 v-stand-05 audispd: node=172.30.254.95 type=EXECVE msg=audit(1663937111.702:73702361): argc=5 a0="ps" a1="-0" a2="rss="a3="-p" a4="1736"
RFC 3164
a ala1795a-6a18-4345-9020-77723a724d38
ac
a_src_ip 172.30.249.201
a_src_o 2671
a_src_r
a_src_t_1
a_ts 2024-09-25T10:09:51.088.088144459+00:00
application audispd
category 2
date 2024-09-18T16:55:01.000Z
host v-stand-05
importance 6
message node=172.30.254.95 type=EXECVE msg=audit(1663937111.702:73702361): argc=5 a0="ps" a1="-0" a2="rss="a3="-p" a4="1736"
Mpasuna pas6opa a B + [lo6aBuTb | [ = TecTupoBaTh
MexaHusm Mone MNapameTpbl
SYSLOG Message v o]

Puc. 39 — ITpumep paGombt mexaHuzma pazéopa "SYSLOG"
29.2.7 XML

MexaHH3M HCIO/Bb3YeTCs B CTydae, eC/ii B TI0JIe ChIPOro coObITHs BIo)keHO XML -BeIpakeHue.

I[Tpu KCMO/TB30BaHNU JJAHHOTO MeXaHU3Ma TPU CO3/JaHUU MPaBU/I pa3bopa JAOMOTHUTETbHBIX HACTPOEK He
Tpebyercsi.



Oco06eHHOCTBIO JJaHHOIO0 MeXaHM3Ma SIB/IsieTcss To, yTo XML MOXKeT ObITh BIOXKEHHBIH, TO eCTb B K/IIOU
MOJKET OBITh BJIO’KEH KJ/THOU, B KOTOPBIN TaK)Ke BIOXKEH KJTHOU.

Pe3ysbTaTOM IpUMeEHeHHs] JAHHOTO MeXaHu3Ma OyZieT K/ItoU C/IeIyIoIero BUja:

"Knw4y nepBoro ypoBHA"___"Knaw4y BTOporo ypoBHA"__ "Knaw4y n-ypoBHsa'"="3HaueHune"

ITpumep coOBITHS CO BIOXKEHHBIMHU K/TFOUAMHU:

{"a src ip":"172.30.249.201","a src _o":"1217","a c":"","a src t":[""],"a src_r":"",
"a ts":"2024-09-13T14:09:12.731.731790640+00:00","a":"fdflc240-ecfe-4d76-9ac9-
0d2c315b744c", "Message" :"{\"AccountDomain\":\"IMG-

WIN2019\", \"AccountName\":\"Administrator\", \"Bookmark\":\"\", \"Channel\":\"Securit
v\",\"ChannelText\":\"Security\",\"ClientAddress\":\"172.30.253.104\",\"ClientName\
":\"DESKTOP-

FISFBMT\", \"EventData\":\"\", \"EventDataErr\":null, \"EventID\":4778, \"EventTime\":\
"2024-08-

14T10:07:28.86689z\", \"EventType\":\"AUDIT SUCCESS\", \"ExecutionProcessID\":620,\"H
ostname\":\"img-
win2019\",\"IDText\":\"\", \"Keywords\":null, \"KeywordsRaw\":\"0x8020000000000000\",
\"Level\":0,\"LevelText\":\"Information\", \"LogonID\":\"0x000000000004b543\", \"Msg\
":\"\",\"OpcodeText\":\"Info\", \"OpcodeValue\":0, \"ProviderText\":\"\", \"PublisherH
andleErr\":null,\"Qualifiers\":0,\"RecordID\":17728, \"RenderedFieldsErr\":null, \"Se
ssionName\":\"RDP-Tcp#1\", \"SourceName\":\"Microsoft-Windows-Security-

Auditing\", \"SubscribedChannel\":\"Security\", \"TaskText\":\"\", \"TaskValue\":12551
,\"ThreadID\":680,\"User\":\"\",\"UserData\":\"\",\"Version\":0, \"XML\" :\"\\u003cEv
ent
xmlns=\\\"http:\/\/schemas.microsoft.com\/win\/2004\/08\/events\/event\\\"\\u003e\\
u003cSystem\\u003e\\u003cProvider Name=\\\"Microsoft-Windows-Security-Auditing\\\"
Guid=\\\"54849625-5478-4994-a5ba-
3e3b0328c30d\\\"\/\\u003e\\u003cEventID\\u003e4778\\u003c\/EventID\\u003e\\u003cVer
sion\\u003e0\\u003c\/Version\\u003e\\u003cLevel\\u003e0\\u003c\/Level\\u003e\\ul003c
Task\\u003e12551\\u003c\/Task\\u003e\\u003cOpcode\\u003e0\\u003c\/0Opcode\\u003e\\ul
03cKeywords\\u003e0x8020000000000000\\u003c\/Keywords\\u003e\\u003cTimeCreated
SystemTime=\\\"2024-08-
14T10:07:28.866890+00:00\\\"\/\\u003e\\u003cEventRecordID\\u003e17728\\u003c\/Event
RecordID\\u003e\\u003cCorrelation ActivityID=\\\"ee7f716d-ee30-0003-9971-
7fee30eeda0I\\\"\/\\u003e\\u003cExecution ProcessID=\\\"620\\\"
ThreadID=\\\"680\\\"\/\\u003e\\u003cChannel\\u003eSecurity\\u003c\/Channel\\u003e\\
u003cComputer\\u003eimg-
win2019\\u003c\/Computer\\u003e\\u003cSecurity\/\\u003e\\u003c\/System\\u003e\\u003
cEventData\\u003e\\u003cDhata
Name=\\\"AccountName\\\"\\u003eAdministrator\\u003c\/Data\\u003e\\u003cDhata
Name=\\\"AccountDomain\\\"\\u003eIMG-WIN2019\\u003c\/Data\\u003e\\u003cDhata
Name=\\\"LogonID\\\"\\u003e0x000000000004b543\\u003c\/Data\\u003e\\u003cDhata
Name=\\\"SessionName\\\"\\u003eRDP-Tcp#1\\u003c\/Data\\u003e\\u003cDhata
Name=\\\"ClientName\\\"\\u003eDESKTOP-FJ5FBMT\\u003c\/Data\\u003e\\u003cDhata
Name=\\\"ClientAddress\\\"\\u003e172.30.253.104\\u003c\/Data\\u003e\\u003c\/EventDa
ta\\u003e\\u003c\/Event\\u003e\", \"XMLErr\":null}"}

[IpuMep yCIeIIHOro NMpYMeHeHHsl MexaHM3Ma pa30opa, IpUMeHeHHoro K nomo XML, npuBejeHo Ha
«Puc. 40».



Event_EventData_Data__10_Name DisplayName

Event__EventData__Data__10_value %%1793

Event_EventData_Data__11_Name UserPrincipalName

Event__EventData__Data__11_value -

Event__EventData_ Data__12__Name HomeDirectory
Event_EventData__Data__12_value %%1793
Event__EventData_ Data__13_Name HomePath
Event_EventData__Data__13_value %%1793
Event__EventData_ Data__14__Name ScriptPath
| | |
Kmou1l Kmoy2 Knwoun

Puc. 40 — IIpumep pa6oTsl MexaHu3Ma pasgopa "XML"

29.28 JSON

B OCHOBHOM, BCe MCTOYHHMKU TOCHUIAIOT coObITHs B (hopmatre RAW-JSON. Tlpu pa3bope cobbituii B
3ToM (popMaTe HeOOXOJMMO B KaueCTBe IEePBOT0 Tara MCIo/b30BaTh MexaHu3M JSON, a rnotom Jiro0bie
13 ZIOCTYITHBIX B M7IaTOpMe, B 3aBUCUMOCTH OT THIIA JAaHHBIX B UCXOJHOM COOBITHH.

OOBIUHO BCe ChIpble COOBITHS TIOMEIIAlTCs B rosie Message.

IIpumeuaHue: 0/ NpocMOMpa HAUMeHOBAHUs NO/SL, 8 KOMOpoe npuxodum cbipoe cobbimue, 3anycmume
MexaHu3M mecmupoeaHusi U 8 pe3yAbmamax npocmompa nepetioume Ha eka1adKy "Cbipoe cobbimue'.
Hatioume napy "Kntou-3HaueHue", 8 komopoli 3HaueHuem Oyoem 5845imbCsl Cbipoe cobbimue.

[Tprimep HaCTPOWKHU JAHHOTO MeXaHW3Ma IpuBeJieH Ha «Puc. 41».

[o6aBuTb Npasuno pasbopa X

Mone cobbiTKA *

Message

MexaHun3am pazbopa *

json

Mpedukec

Fpynna pesynsTata

Puc. 41 — JlobaByienne npaBuia pasdopa. Mexanusm pasoopa "JSON"

715t HacTpoliKK MexaHu3Ma pa30dopa yKakuTe CaeAyloliye 3HaueHus:



o B 1osie ITosie cCOOBITHA YKaXKUTE T1071e, B KOTOPOE TIPHUIILIO ChIpOe COOBITHE;

e B 1o/ie MexaHu3Mm pa3bopa BeiOepuTe 3HaueHue "json".
2.9.2.9 dyHKUUA NpeodpasoBaHUA

[Mopep>kuBaeTcst GyHKIMs TipeoOpa3oBaHus HEX to Text KoTopas Mpu pa3bope coObITHsS TIpeobpa3yeT
UHCJIOBOE TPEe/ICTAB/IEHHE TI0C/IeJ0BAaTeIbHOCTH HOMEPOB ¥ CUMBOJIOB B TEKCTOBOE.

[TprMep HaCTPOMKM JaHHOT'O0 MeXaHW3Ma NpuBeZieH Ha «Puc. 42».

[o6aeuTb NpaBunio pasbopa X
Mone cobblTus *
proctitle

MexaHnam pazbopa *

DYHKUKMA Npeocbpa3oBaHns

3HaveHne

HEX to Text

Puc. 42 — [To6aB/ienre npaBuia pa3dopa. Mexanu3m pa3oopa "®@yHkuus npeodpazosanus”

[Tpumep ceiporo cobwitusi ¢ HEX nipeacraBieHreM:

{"a src ip":"172.30.249.201","a src o":"2671","a c":"","a src t":[""],"a src r":
"M, "a ts":"2024-12-04T12:12:06.382.382328581+00:00", "a":"8b3beadb-c7bc-48£2-
9b£f1-d2012ed9dl7e", "Message" : "Dec 4 12:50:40 v-stand-05 audispd:
node=172.30.254.95 type=PROCTITLE msg=audit (1733305840.550:51886) :
proctitle=757365726D6F64002D61002D470076696C61696E73007261766573"}

[ne:
e KJIIOY ToJis — proctitle;
e 3HaueHue nojs — 757365726 D6F64002D61002D470076696C61696E73007261766573.

[Tpumep ycrieliHoro nNpuMeHeHus npaBusia pa3bopa npusesieH Ha «Puc. 43».

Koy 3HayeHue

message node=172.30.254.95 type=PROCTITLE msg=audit(1733305840.550:51886): proctitle=757365726D6F64002D61002D470076696C61696E73007261766573
msg audit(1733305840.550:51886):

node 172.30.254.95

proct‘itle usermod -a -G vilains raves

Puc. 43 — IIpumep yCIeIIHOro BHITOJIHEeHHsI MeXaHU3Ma pa3oopa " ®yHKius npeodpa3oBanus”



2.9.2.10 He TpebdyeTtcs

B cnyuae, ecny HeT He0OXOMMOCTH WCIO/b30BaTh CrieliruecKue rnapcepsl Jjis Kakoro-iubo mnoss, To
MOXHO HCIO/b30BaTh MMeoIIecss 3HadeHWe TMojs "Kak ectb'. [ 3Toro HeoOXoAWMO BBIOpaThb
3HaueHre He Tpebyercs npu BeIOOpe MexaHr3Ma pa3bopa (cM. «Puc. 44»).

[Jo6aeuTb npaBuno pasbopa X

[Mone cobbiTKA *

MexaHnam pasbopa *

He TpebyeTtcs

Puc. 44 — [Tlo6aBienne npaBuia pasdopa. Mexanusm pasdopa "He Tpedyerca”

2.9.3 MexaHusm pa6oTbl npecukca

[Mpedpukc gobaBnsier B TMoJsie  Pa300paHHOTO  COOBITHUS  COOTBETCTBYIOIIYHO — JIOTIOJTHUTETBHYIO
uHbopmanyio. TIpeHrKChl MOXKHO HCIO/Ib30BaTh [Ji OJHO3HAUHOM HAEeHTHU(HKAIMU CpaboTaBIIero
MexaHM3Ma pa3bopa. Hampumep:

1. HauanbHble ycnoBusi (cM. «Puc. 45»):
e Mexanu3m pa3dopa — GROK IlarrepH;
o Ilose — Message;

o Ilapamerp — "%{GREEDYDATA:parsed_message}$.

MNMpaeuna pazbopa B Llo6aeuTs ‘ = TecTuposaTb
MexaHuam MNone MapameTtpbl
GROK natrepH Event *\$%{WORD:job_type\&_ %{WORD:job_status} - T4 @
MetadataPresentati or f e o : § i " e
GROK natrepH or %{WORD:_}.\s+%{GREEDYDATA:MetadataPresentation} v LA
GROK natrepH Data (.*:\s+)?7%{GREEDYDATA:command}$ ' Tl m
GROK natrepH Transaction|D #(%{NUMBER:TransactionID}\)$ - T4 @
GROK natrepH Message *%{GREEDYDATA:parsed_message}$ v T o

Puc. 45 — Haua/nbHble YOIOBUA MexaHu3Ma pa3dopa

2. PesynpraToM pabOThI 3TOrO MeXaHW3Ma SB/IsSeTCS Tosie parsed_message. [ns mpocMoTpa
Ha)kKMUTe Ha KHOIKY TecrmpoBartb, a 3areM KHOIKY Iloka3aThb pe3y/nbTaTbl, NepeiuTe Ha
BK/I1a/Ky "TeKkyiree mpaBusio pa3bopa” u HaiiiuTe Hy>XHOe Tiose (cM. «Puc. 46»).



date

hostname

job_status

job_type

message

7/26/2023 2:39:42 PM
par-1¢-00

Update

Data

{"Level""Information”,"Date":"2023-07-26T14:39:42", "ApplicationName":'Background.Jeb”,"ApplicationPresentation™:"Background job","Event™"_$Data$_.Update”,"EventPresentation”:"Data. Change","User":"00000000-0000-0000-0000-
000000000000","UserName™:"","Computer™:"","Metadata":"KoncraHTa. Nocneanee OGHosnenwelocTyna", "MetadataPresentation":"Constant. Nocneawee o6Hoanexue nocTyna","Comment”:null,"Data™"something Komakna: BeinonHiTs
obuosnewne”,"DataPresentation™:™ "TransactionStatus™:"Committed","Transaction|D":"7/26/2023 2:39:42 PM (2934007)","Connection™"3","Session":"34","ServerName":"" "Port"."","SyncPort":"0"}

parsed_message

<7> 7/26/2023 2:39:42 PM pgr-1c-00 {"Event™:{"Level":"Informaticn”,"Date":"2
ser*:*00000000-0000-0000-0000-000000000000","UserNam:

023-07-267T14:39:42","ApplicationName":"Background Job","ApplicationPresentation”:"Background job”,"Event":"_$Data$_Update”, EventPresentation”:"Data.
mputer':* “Metadata’"KoucTanTa. MocneaseeOBHoBnenue/locTyna", MetadataPresentation":"Constant. Mocnesee oB+HoBNeHHe

Comment“:null,"Dala":"something Komaraa: BenonHuT ofHoenexwe”,"DataPresentation™:™ “TransactionStatus™: "Committed","Transaction|D":"7/26/2023 2:39:42 PM
(2934007)","Connection":'3" "Session™:"34" "ServerName":"", "Port":"" "SyncPort":"0"}}

Puc. 46 — Pe3ynbTaT padoTsl MexaHu3Ma pa3zdopa

3. [JomyctuM, HaM HeoOXOJWMO [laHHOe TI0/ie BBIJEIUTh M OJHO3HAUHO OINpeJeNsaTh Kak

TOJTyurBILIeecs: B pe3y/bTaTe paboThbl KOHKPETHOrO0 MexaHW3Ma pa3bopa. st aToro mobasiisieM

emy ripeuKc. [1jis1 5TOro BBINOIHUTE Ceytoliue JeiCTBUS:

a. B 6soke IIpaBuia pa3dopa Ha)KMHUTe 110 HY)KHOMY MeXaHU3MY B CITHCKeE.

b. B otkpsiBiiemcsi okHe B Tiosie Ilpedukc ykaxkute npedukc AJis JaHHOTO MeXaHM3Ma
(cM. «Puc. 47»).

Hdo6aBuTb NpaBuno pasbopa X
Mone cobbITUA *
Message

MexaHusm pasbopa *

GROK natTepH

naTTepH

7%{GREEDYDATA:parsed_message}$

[Mpedukc

new

Fpynna pesynsTara

Puc. 47 — [lo6aBienne npedukca

c. Haxxmure kHONKYy COXpaHUTB.

4. Haxmvyure Ha KHONKY TecTtupoBarbh, a 3areM KHONKY IlokasaThb pe3y/ibTarhl, Nepenjure Ha

BK/IagKy "Tekyiiee mpaBuio pa3bopa”. Termepb Hy)KHOe Tojie OyZeT WMeThb COOTBETCTBYIOILWM
nipeukc (cMm. «Puc. 48»).



date 7/26/2023 2:39:42 PM

hostname pgr-1¢-00
job_status Update
job_type Data

{"Level""Information”,"Date™; "2
00000000000","UserName
DataPresentation™;™,"

ation®:"Constant. I
"Connection™:"3

" "Committed”, Transaction

HTa.MocneaHes06H

ew_parsed_message ionStatus”"Committed”,"TransactioniD

Puc. 48 — Pe3ysibTaT J00aB/ieHus npe¢ukca B MexaHu3M pa3dopa

2.9.4 MexaHusMm padboTbl PYHKLUU rPYyNNUPOBKN

0000-0000-0000-0000
oMaHna: BINonHUTs

b “Event”*_$Data$_Update", 'EventPresentation:"Data.
nstant. MocneaHee oGHoBNEHKE

Pe3ynbraToM paboThl GyHKIMM TPYIIITUPOBKHU SIBJISIETCS CO3[jaHMe HOBOW TiepeMeHHOM. Kirouom st
nepeMeHHOU Oy/ieT SBASTbCS HaMMEHOBaHWE TPYIMIbI, a 3HaueHue OyZeT BK/IHOUATh pe3y/IbTaThbl PabOTHI

nipaBu/1 pa3bopa. Pe3ynbTathl paboThI IpaBuiia OyAyT epeuncsieHs! uepes ";".

,Z[aHHy'I-O Cl)YHKL[I/II-O HeJIb35 UCI0JIb30BaTh /11 HOPMaJ/IM3dllUn COOBITHIA. CDYHKL[I/IH HCII0J/Ib3YHOTCA TOJIBKO

JUIs TIOC/IeTyto1Lell 00pabOTKM [JaHHBIX.
[Tpumep paboOTHI:

Heob6xoavMo CrpyminupoBaTh pe3y/bTaThl PabOThI CeAyouuX mpaBut: (cM. «Tabs. 1»).

Tabu1. 1 — Pe3ynbTaTsl padoTsl IpaBu/I pa3dopa, KOTOpbie HEOOX0AUMO CrPYNIHMPOBATH

Pesynbrar
Mexanusm | Ilone ITapameTpsbl PesynbTar (k/rou) (3uauerue)
GROK Data (.*:\s+)?%{GREEDYDATA: command}$ | command BmoHnts
raTTepH o6HOBIEHNE
GROK . * 0, . 1 3
naTTepH TransactionID N (%{NUMBER: TransactionID}\)$ | TransactionID 2934007

1. B 6noke IlpaBusia pa3dopa Ha)KMHUTe TI0 HAUMEHOBAHHUIO HY)KHOTO MeXaHu3Ma (cM. «Puc. 49»).

Mpaeuna pas6opa [ 8 ‘ + [oGasuTb ‘ [ & Tectuposarb ‘
MexaHuam Mone MapameTpbl
GROK natTepH Event *\$%{WORD:job_typeN$_. %{WORD:job_status} v

MetadataPresentati

GROK naTTepH on %{WORD:_}.\s +%{GREEDYDATA:MetadataPresentation} v
GROK natTepH Data (*\s+)?%{GREEDYDATA:command}$ Tpynna pesynbTata: group_1 v
GROK natTepH TransactionlD *\(%{NUMBER:TransactionID\)$ Ipynna pesynbtata: group_1 v
GROK naTTepH Message ~%{GREEDYDATA:parsed_message}$ v

Puc. 49 — IIpaBuia pa3oopa, pe3y/ibTaTbl KOTOPbIX HE00X0AUMO 00BeJUHUTD B IPYIITy

2. B OTKpBIBIIEMCS OKHe€ B TIIOJie I‘pynna pe3y/ibTaTd YKAKHUTe HdWMMEHOBaHHE

(cM. «Puc. 50») u HaxkmuTe KHONIKY COXpaHHUTh.

TPYTIIIBI



[Jo6aeuTe Nnpaesuno pas6opa X
MNone cobbiTua *
TransactionID

MexaHwu3m pasbopa *

GROK nattepH

naTTepH

#\(%{NUMBER:TransactionID}\)$

Mpeduke

Mpynna pesynsTara

group_]

Puc. 50 — [lo6aB/ieHue rpymnmnel pe3yabrara

3. YkKaxure TpyIIly pe3y/ibTaTa [jisi HYXXHBIX mpaBui pa3bopa. B rpade ITapamerpsi Oyzer
otobpakeHa WHGOpPMaLUs O TPyMITax pe3ysbTara (cM. «Puc. 49»).

4. Haxwure Ha kHONKy TecrupoBaThb, a 3areM KHONKY IloKa3aTh pe3yabTaTsbl, NepeujuTe Ha
BK/aziKy "Tekyiee mpaBuio pa3bopa". byzeT co3maHa HOBasi iepeMeHHasi, 3HaueHHeM KOTOpOM
OyzeT SIBAATHCS TIepeueHb pe3y/IbTaToB paboThl paBui (cM. «Puc. 51»).

TransactionID
command
date

group_1
hostname
job_status

job_type

2.9.5 MexaH

2934007

BeinonHuTe obHOBNEHWE

7/26/2023 2:39:42 PM

|
Object: {"TransactionIlD":2934007,"command":"BbinonHuTe 0bHOBNEHNE"}

pgr-1c-00
Update

Data

Puc. 51 — Pe3ysibTart pa6ors! pyHKIUY rPyNIUPOBKH

N3Mbl HOpMasin3aummn

[laHHBIN pa3fen WCIob3yeTcsi Kak CIIPaBOUHBIA Marepuan 1o paborte B pasfene MCTOUYHMKM —

IIpaBuia pa3bopa.



B Ilnardopme Papap a1 mepefaud TOJMyueHHBIX Ha 3Tame pas3bopa map "Kmtou-3HaueHue" B
TaKCOHOMHUIO, MOT'YT UCIO/Ib30BaThCsl CJIeYIOL1e MeTO/Ibl MOCTAHOBKU:

o «DyHKIMM TIpeoOpa30BaHUs»;
e «CTpoKayr;

e «Ilone pa3bopa».
2951 ®yHKUUM npeobpasoBaHuA

IaHHBIM crioco6 M03BOJISIeT TIPUMEHUTSD K ot (rape’ Kmtou-3HaueHue'"), KoTopoe OyeT repeaaBaTbCst
B TaKCOHOMUIO, BLIOpaHHOE TIpeoOpa3oBaHue.

[TpumeHuTH TpeoOpa3oBaHue K BELIOPAaHHOMY TTOJIF0 MOXKHO eIMHOXK/IbI B paMKax IpaBusia pa3bopa.
B matdopme pagap NoALep>KUBAOTCs CeAyroLie GYHKIUU TpeoOpa3oBaHus:

e «l/I3MeHeHHe BpeMeHHU B HeOOXOAUMBIH (hopMaT»;

o «JlepeBoj TEKCTA B HYXKHUM DETUCTD»;

o «JlekomupoBaHUe CTPOKU U3 base64»;

o «/lekomgupoBaHue cTpokKU U3 HEX»;

o «Math. CnoxxeHue»;

o «Math. Berunranue»;

o «CKJeiKa CTPDOKU».

29.5.1.1 WN3meHeHMe BpeMeHM B HeoGXxoanMbI chopmart

,Z[aHHBIﬁ cr1ocob T103BOJIsIeT 3a4d4Thb I1epedyeHb Cl)OpMaTOB BpeM€HH, B KOTOPLIE 6y,£[€T HpeO6pa30BBIBaTI:CH
3HaAUeHHe BBIGpaHHOI"O MoJId MpHU MoACTaHOBKE B TAKCOHOMMUIO.

ITpu peanmu3anuu criocoba OyJeT BBITIOMHATHCS TOMbITKA MpeoOdpa3oBaTh BpeMsi, B YKa3aHHBIM (opmar.
[Tocne mepBoro ycrnenrHoro mpeobpa3oBaHust MPOLIECC CYMTALTCS BBITIOTHEHHBIM.

Eciv HY ofiMH U3 3a/jaHHBIX OpPMATOB BpeMeHH He cpaboTaeT, TO OyZeT Mo/CTaB/leHO TeKyllee BpeMst
00paboTku B popMaTe M0 YMOTUAHHIO.

ITprMep HaCTPOWKM JAHHOTO MexaHu3Ma MpuBefieH Ha «Puc. 52».



[do6aBuUTb NpaBuNo HopManusauum X

Mone TakcoHOMUK *

@timestamp

0ObnAsaTensHo

MeTof NoAcTaHoBKMN *

dyHKUKMA NnpeobpasoBaHMA

GyYHKUKWA HOopManu3aynn *

M3meHeHWe BpeMeHW B HeobxoauMeld dopmat

Mone pasbopa *

Date

®dopmatel pat *

%Y-%m-%dT %H:%M:%S +

Puc. 52 — Meroj nojcranoBku " @yHkuus npeodpasoBanus”. @yHKIus npeodpa3oBaHus "Vi3MeHeHNe BpeMeHH B He00X0JUMBIH
¢opmat”

[y HacTpoliky criocoba rpeobpa3oBaHus YKaKUTe CIeAYIOIIHe JaHHbIe:

e Tlone pa3dopa— ykaxure mosie (TIoJyueHHOe Ha 3Tarie pa3bopa), 3HaueHWe KOTOpOro Oymer
nepe/iaBaThCsl B TAKCOHOMMUIO;

o dopmar jaT — 3aJaliTe NocjieoBaTebHbIA CITUCOK (JOPMATOB ZiaT U BDEMEHM.

[TepeueHb MOJ/1eP)KUBAEMbIX (POPMATOB /IaT MPUBEZIeH B TabuLe:

dopmar Onucanue

%y CokpairieHHas 3anuch roga. [Ipumep: 2025-03-02 15:44:32 GMT+0300 6yzeT cOOTBETCTBOBATh 25.

%Y IMonHas 3amuck rogia. [Tpumep: 2025-03-02 15:44:32 GMT+0300 6yget cootBeTcTBOBaTH 2025.

%b Edoal?')ameHHaﬂ 3amnuch Ha3BaHus Mecsitia. [Ipumep: 2025-03-02 15:44:32 GMT+0300 6yzeT COOTBETCTBOBATh
%B IMonHoe Ha3BaHMWe Mecsla. [Ipumep: 2025-03-02 15:44:32 GMT+0300 Gyzet cooTBeTcTBOBaThH Mar.

%m TTosHast 3amuck Mecsitja. [Tpumep: 2025-03-02 15:44:32 GMT+0300 6yzaeT cooTBeTcTBOBATH 03.

%d IMonHas 3amuck gatel. [Tpumep: 2025-03-02 15:44:32 GMT+0300 Oynet cootBeTcTBOBaTh 02.

%e CokpateHHast 3armuck gatel. [Ipumep: 2025-03-02 15:44:32 GMT+0300 Oyzet cOOTBETCTBOBATS 2.

CoxkpaitieHHast 3an1chk HazBaHwus AHS. [Tpumep: 2025-03-02 15:44:32 GMT+0300 OyjeT COOTBETCTBOBATh

Yea Sun



dopmar Onucanue

%A IMosHas 3anuch Ha3BaHus AHs. [pumep: 2025-03-02 15:44:32 GMT+0300 6yzeT cooTBeTcTBOBaThH Sunday.
%u KonuuecTBo fHeli ¢ Hauana HeZie/iv, HAUMHasi C oHeAebHUKa. [Ipumep: 2025-03-02 15:44:32 GMT+0300
? Oy/ileT COOTBETCTBOBATH 7.
Y%w KonuuecTBo JHeM ¢ Hayasla He/le/iu, HAUMHast C BockpeceHbs. [Ipumep: 2025-03-02 15:44:32 GMT+0300
0 Oyzet cootBeTcTBOBaTH 0.
%W KosmuecTBo Heienb ¢ Hauana roga. Ipumep: 2025-03-02 15:44:32 GMT+0300 6yaet cootBetcTBOBaTh 09.
%] KomuuecTBo AHeli ¢ Hauasa roga. [Tpumep: 2025-03-02 15:44:32 GMT+0300 6yzaet cootBeTcTBOBaTH 061.
%D D OxkBuBaneHT 3amumcy popmara %m/%d/%y. ITpumep: 2025-03-02 15:44:32 GMT+0300 b6yzet
? coorBeTcTBOBaTH 03/02/25.
%F OKBUBaJeHT 3anucu popmaTa %Y-%m-%d. [Tpumep: 2025-03-02 15:44:32 GMT+0300 6yger
¢ cootBeTcTBOBaTh 2025-03-02.
%H IMosHas 3aMuch KOJMYECTBO YacoB C Hauasa CyTok. [Tpumep: 2025-03-02 15:44:32 GMT+0300 6yzet
0 COOTBETCTBOBATH 15.
%I Yac BpeMeHH CyTOK, B 12-gacoBoMm dopmare. [Tpumep: 2025-03-02 15:44:32 GMT+0300 Gyzet
? CoOTBeTCTBOBAThH 03.
%M TTosiHast 3armich KommuectBa MUHYT. [Tpumep: 2025-03-02 15:44:32 GMT+0300 OyzeT COOTBETCTBOBATH 44,
%S IMonHas 3anuck KonuyectBa cekyHz. [Ipumep: 2025-03-02 15:44:32 GMT+0300 6yzeT cooTBeTCTBOBaTH 32.
%s IMonHas 3anuch KouuectBa MuMcekyH . Tlpumep: 2025-03-02 15:44:32.032 GMT+0300 6yger
0 cooTBeTCTBOBaTH 032.
% JKBUBajIeHT 0003HaueHuss AM/PM, cBs3aHHBIM ¢ 12-uacoBbiM opmaToM BpemeHu. [Tpumep: 2025-03-02
P 15:44:32 GMT+0300 GyzeT cooTBeTCTBOBaTL PM.
%R OKBUBaJIeHT 3amucu dpopmara %H:%M. Ipumep: 2025-03-02 15:44:32 GMT+0300 6yeT COOTBETCTBOBATh
’ 15:44.
%T OkBuBaseHT 3anucu popmata %H:%M:%S. Tlpumep: 2025-03-02 15:44:32 GMT+0300 6yaer
0 COOTBETCTBOBATh 15:44:32.
%r 12-uacoBot¥i opmar jiokanbHOro Bpemenu. [pumep: 2025-03-02 15:44:32 GMT+0300 6yzet
0 cooTtBeTcTBOBaTh 03:44:32 PM.
% CraHpapTHasi MHTepIIpeTaLys JJOKalIbHOM AaTel ¥ BpeMeHu. [Tpumep: 2025-03-02 15:44:32 GMT+0300 Oyget
0 cooTBeTCcTBOBaTh Sun Mar 2 15:44:32 2025.
®opwmar [+\|-]h[h][:mm] (T.e. TpebyeTcs pa3genurens (:), MeXAy YacaMu ¥ MUHYTaMH C HadalbHbIM
%o0 HeoOsI13aTeTbHBIM HyJIEM, it aca). ITpumep: 2025-03-02 15:44:32 GMT+03:00 OyjeT COOTBETCTBOBAThL
+03:00.
%z 3anuck -0430 o3Hauaet 4 yaca 30 muHyT nepey, UTC cmelnenus, a 04 o3nauaet 4 yaca nocie UTC
? CMelLeHHSsI.

A66peBuaTypa WM Ha3BaHUE YaCOBOTO TI0sICA, B3SITOE KAaK caMas JiJIMHHasl [T0C/IeJ0BaTe/IbHOCTh CUMBOJIOB,
%Z coJiepyKalliasi TOJIbKO CUMBOJIBI OT A 110 Z, oT a 10 z. [Tpumep: 2025-03-02 15:44:32 MSK 6ymeT
cooTtBeTcTBOBaTh MSK

2.9.5.1.2 TepeBop TEKCTA B HMKHUIA pPerucTp

ITpu peamu3anuu criocoba Bce Tiepe/iaBaeMble 3HaUeHUs Oy 1y T TpeoOpa30BbIBaTLCS B HYPKHUM PETUCTP.

[Ipumep HaCTPOMKY JAHHOTO MeXaHu3Ma NpuBesieH Ha «Puc. 53».



do6aBuUTbL NpaBuno HopManusauum X

Mone TakcoHOMUK *

action

Obs3atenbHo

MeTof NoAcTaHOBKM *

DyHKUKWA NpeobpasosaHua

DyHKUMA HOpManM3auum *

MepeBof TEKCTa B HUXHWIA pETMCTR

Mone pasbopa *

job_status

Puc. 53 — Merop nojcTraHoBKH " @yHKIMsA npeobpasoBanus’ . ®yHKiusA npeodpa3oBanus "IlepeBoj TeKcTa B HIKHHIA perucTp”

[y HacTpOMKKM JaHHOTO criocoba, B mosie IToste pa3dopa HeoOXoAMMO yKa3aTh Tojie (TOoJlyueHHOe Ha
Tarie pa3bopa), 3HaueHre KOTOpPoro Oy/ieT rmepeiaBaThCsl B TAKCOHOMUIO.

2.9.5.1.3 [OekopgupoBaHue cTPoku ns base64

ITpu peamm3anmu criocoba repe/jaBaeMble 3HaueHHs], KOTOPble ObLTM 3aKOJUPOBAaHbI B Ipe/ICTaB/IeHUEe
base64 OyAyT J€KOAUPOBAThCS U MOZCTAB/ISITHCSA B COOTBETCTBYIOIIYIO TAKCOHOMMIO.

[Tprimep HaCTPOWKHU JAaHHOTO MeXaHW3Ma IprBeJieH Ha «Puc. 54».

[Oo6aBuTb NpaBuno HopMmanusauum X

Mone TakcoHoMUK *

observer.event.type

ObAsaTensHo

MeToq, nogcTaHoBKM *

PyHKUKMA NpeobpasoeaHnA

QYHKUKWA HOpManuaaLum *

[exkooupoBaHWe cTpoku 13 base64

[Mone pasbopa *

Channel

Puc. 54 — Metop nojicTaHoBKY " @yHKIMsA npeodpa3oBanus’ . PyHKIuA npeodpa3osanus " JlekopupoBaHue cTpoku B base64"



[nst HacTpoMKM faHHOTO criocoba, B mosie [Toste pa3dopa Heo6XoAUMO yKa3ath 1ojie (TI0/lydeHHOe Ha
sTare pa3bopa), 3HaueHre KOTOporo Oy/eT repe/jaBaTbCsi B TAKCOHOMMIO.

2.9.5.14 [JexkopgupoBaHue cTpoku us HEX

[Tpu peamm3aumu criocoba TepesiaBaeMble 3HaueHHsl, KOTOpble ObLIM 3aKOAWPOBaHBI B TPe/CTaBIeHHe
HEX 06yayT 1eKoAMpOBaThCS U TO/ICTAB/ISATHCS B COOTBETCTBYIOIYIO TAKCOHOMMIO.

[Ipumep HaCTpOMKY JAHHOTO MeXaHu3Ma NpuBesieH Ha «Puc. 55».

[Oo6aBuUTb NpaBuno HopManusawum X

Mone TakcoHOMUK *

initiator.command.type

ObnAsaTensHo

MeToq nogcTaHoBKM *

dyHKUKMA NnpeocbpasoeaHMa

OYHKUWA HOpManuaaumm *

[NekogupoBaHue cTpoku 13 HEX

Mone pasbopa *

proctitle

Puc. 55 — Meroj nopcranoBku " @yHkuusa npeodpazosanus’ . @®yHknus npeodpasosanus "Jekoauposanue crpoku u3z HEX"

[y HaCcTpOMKM JaHHOTO criocoba, B mosie IToste pa3dopa HeoOXOAMMO yKa3aTh Tojie (TTOJlyueHHOe Ha
Tare pa3bopa), 3HaueHre KOTOpOro Oy/eT repe/jaBaThCsl B TAKCOHOMMIO.

2.9.5.1.5 Math. ChoxeHue

[aHHbI# c110cob MO3BOJISIET BHIMOHUTL apuMeTHYecKoe CI0’KeHWe 3HaueHUH JBYX I0Jield ¥ TIOMeCTHTb
pe3y/bTaT B TAKCOHOMHUIO.

ITprMep HaCTPOWKM JAHHOTO MexaHu3Ma MpuBefieH Ha «Puc. 56».



[Oo6aBuUTbL NpaBUNo HopManusauum X

[Mone TakcoHOMUK *

target.container.number

0O6s3aTenbHo

MeTof NoACcTaHOBKM *

DyHKUKMA NpeocbpasosaHus

QYHKUKWA HOpManuaauum *

Math. CnoxeHune

[Mone pasbopa *

prio J

Session ™

Puc. 56 — Meroj nogcranoBky " @ynkuus npeodpasosanus”. @ynkuus npeodpasosanus ""Math. Ciioxenue"

Yrobbl HAaCTPOWUTH 3TOT MeTO/l, HeOOXOJWUMO YKa3aTh /iBa TOJisi pa3bopa, 3HaueHWs] KOTOPBIX OyayT
CKJ/Ia[jpIBaThCsl, a 3aTeM TTOMeIIaThCSl B TAKCOHOMMIO.

[Ipumep:
HauaJsibHEIE YyCJIOBUA
"noje TaxcoHommm": "target.container.number"
[Tosia paszbopa "Kiwou-3HaueHume':
"prio": "7",
"Session": "34",
PesyneTar

target.container.number=41

2.9.5.1.6 Math. BbluntaHue

IauHbIi cr10cob M03BOJISIeT BHITIOTHUTE apU(MeTHUeCKOe BEIUMTaHHe 3HaYeHHs! O/IHOTO TIOMS U3 APYToro
Y TIOMECTUTh Pe3y/bTaT B TAKCOHOMMUIO.

[Tpumep HaCTPOMKY JAHHOTO MeXaHu3Ma NpuBesieH Ha «Puc. 57».



[Oo6aBuUTbL NpaBuNo HopManusauum X

MMone TakcoHOMUK *

target.container.number

0O6s3aTenbHo

MeTof NoACcTaHOBKM *

DyHKUKMA NpeocbpasosaHus

QYHKUKWA HOpManuaauum *

Math. BelumutaHue

[Mone pasbopa *

prio J

Session ™

Puc. 57 — Metop nojcraHoBkH " @yHKIMs npeodpa3oBanus’ . PyHkuusa npeodpa3osanus "Math. Beruntanue"

Yrobbl HaCTPOUTH 3TOT MeTOJl, HeOOXOJUMO yKa3aTh [Ba Tojs pa3bopa. 3HaueHHWe BTOPOTO TIOJS W3
cnvcka OyJeT BBIUMTATBCS W3 3HAUEHWs TIepBOro, a pe3y/bTaT BbIUMTAHUS OyZeT TOMeIlleH B

TAaKCOHOMHIO.
[Ipumep:
HauasipHEIE yCJIOBUA
"noye Taxconommm": "target.container.number"
[Tosia paszbopa "Kiwou-3HaueHume":
"prio": ll7ll,
"Session": "34",
PesyaeTar
target.container.number= -27

2.9.5.1.7 Ckneiika CTPOKMU

Ecmm B ogHO 3HaueHue B pe3ysbTaTe pa3bopa ObUIO MOMeIeHO B HeCKOJIBKO T0JIeid, TO MpY J00aBIeHuH
B TaKCOHOMUIO, UX HEOOX0JUMO TIpeiBapuTe/IbHO 00beJUHUTD (CK/IeUTD).

'HaHHbﬁiCHOCO6TKBBOHHGTHaCTpOHTBCHOCO6CKﬂeHBaHHH.

ITprMep HaCTPOWKM JAHHOTO MexaHu3Ma MpuBefieH Ha «Puc. 58».



do6aBuUTb NpaBuno HopManusauum X

Mone TakcoHOMUK *

event.category

0Obs3atenspHo

MeTog nogcTaHoBKM *

OyHKUKWA NpeobpasoeaHMna

DYHKUKWA HOpManuaauum *

Cknerka CTpOKK

Paspenutens 06beNHEHHLIX CNOB *

[TonA pasbopa *

job_type -+ NP

job_status -+ M

Puc. 58 — Metop nojcranoBky " ®yHKIMs npeodpasoBanus’ . DyHKiusa npeodpa3osanus " Ckieldka CTpoKu"

[Inist HacTpolKy criocoba BLIMOJTHUTE CJIeYIOLIHe 1eHCTBUS:

e Pa3penurenns 00BbeUHEHHBIX CJ/IOB — YKaKUTe CIOCO0, KOTOPBIM OyAayT 0OBeIuHSATHCS
3HaueHUsI TI071ell. ITO MOXKeT OBITh MPOM3BOJILHOE CJI0OBO UM CUMBOJL

e Ilons pasbopa. 3ajaeTcs mMOC/IeAOBaTe/IbHBIA CIMCOK TI0JIeM, 3HaueHWs KOTOPhIX OyayT
"cknenBaTbCs" pa3zenurenieM 00beJUHEHHBIX CJIOB.

[Tpumep:
HauasibHEE yCJIOBUSA
"nmoje TaxkcoHoMum": "event.category"
"paznenuresnb OOBemMHEHHHX cjioB'": " ",
"moye pasbopa": "job type"
"nojyie pasbopa": "job status"

Kiou-3HaueHue mnoJier paszbopa:
"job type":"Data"
"job status":"Update"
PesyneTar
event.category=Data Update

2.9.5.2 Crtpoka

,HaHHbﬁi croco6 6yﬂ8T rnepeiaBaTbe B TAdKCOHOMHIO IIPOM3BOJIBHOE€ 3HaU€HHE, YKd3dHHO€ B BHE
KOHITaHTHOﬁCTpOKH.

[TpuMep HaCTPOMKU JAHHOTO MeXaHW3Ma MpuBesieH Ha «Puc. 59».



do6aBuUTb NpaBuno HopManusauum X

Mone TakcoHoMUK *

event.logsource.vendor

ObnAsaTencHo

MeToq nogcTaHoBKM *

CTpoka

MpounsBonbHas cTpoka *

1C

Puc. 59 — Metop noacraHoBkH "CTtpoka"

[l HaCTPOWKK MeTo/ia TIOACTaHOBKK Heo6xonumo B rosie IIpou3Bo/ibHasA CTPOKA, yKa3aTh 3HaueHMe,
KoTopoe OyzieT nepeZjaBaThbCsl B TAKCOHOMHUIO.

[Ipumep:
HauasbHBEIE yCJIOBUSA
"moje TaxkcoHoMmu'": "event.logsource.vendor"
"mpouseBoJbHaaA cTpoka": "Benmop 1C",
PesyaeTar

event.logsource.vendor=Bernnop 1C

2.9.5.3 Mone pasbopa

Hansblii crioco6 Oyaer mepesnaBaTh 3HAaueHWe BBIOPAHHOTO IIOJII B TaKCOHOMMIO 0e3 Kakoro-imbo
ripeobpa3oBanus. [IpMep HaCTPOMKY AAaHHOTO MeXaHW3Ma TNpuBefieH Ha «Puc. 60».
do6aBuUTb NpaBuNo HopManusauum X

[Mone TakcoHOMMM *

target.task.id
0Obs3atenbHo

MeTof NoACcTaHOBKM *

[Mone pasbopa

[Mone pasbopa *

TransactionlD

Puc. 60 — Metop nopcranoBku "Ilosie paséopa”



st HaCTpOWKKM MeTo/ia TIOACTaHOBKM Heobxonumo B mone IToste pa3dopa, ykas3ars mose (ToydyeHHOe
Ha 3Tarie pa3bopa), 3HaueHHe KOTOPOTo OyZeT repefaBaThCsl B TAKCOHOMHUIO.

HauaJsibHEIE yCJIOBUSA
"nmoje TaxcoHoMum": "target.task.id"
[Ioste paszbopa:
"xjou'": "TransactionID",
"3Hauenme": "2934007",
PesyneTar
target.task.id=2934007

2.9.6 MexaHn3mbl o6oraLeHus
2.9.6.1 Oo6oraweHue No NPon3BOSILHOMY CKpUNTy

ILnaTdopma Pagap ro3Bo/isieT UCI0/Ib30BaTh CKPHUIITHI, TIOIrOTOB/IEHHBIE T10/1b30BaTe/IsIMHU T/1aT()OPMEI,
JU1st 0boraIeHus: COObITHI.

B03MO>KHOCTb HCMO/b30BaHUS TIPOU3BOJIBHBIX CKPHUMTOB it 0OOramieHusi COOBbITHM HAaCTpauBaeTCs B
pa3ziesie AAMUHUCTPUPOBaHUE — YTpaB/ieHHe KOH(puUrypanueil — Bkiagka [lapameTpsl cepBHCOB,
r/le B [PEBOBUIHOM CITHUCKe HY>XHO BbiOpaTh Enrich — Custom (cM. «Puc. 61»).

~ | TMapameTpbl cepencos Tauensnn sirvesa fio: 2028-01-12 | © floxywentayns | (@) admin

Obue Onosewenis AKTUBS! n cetn MapameTpsl cepaucos
@ Pabouni cron
CNMGOK GBORGTE KOHPUTypaLuit 3anucaTs KoHPHrypaLWO
= CoBorys Custom > BKnouuTs NponssonbHble GyHKLWA
> Cruddy BKNIOUMTE NPOMSBONbHEIE dYHKLM Tepeonpenemts WeTopun uameHeHui
@ Mnyngenrel - 3 Datasapi
[ e O
o] AxTmes! ~ > DNS
N 10/ crp:
~ Enrich
B Coorsercrane 10 -
 Custom
# Koppenstop v
. BKIHOUNTE NPOMIBONEHEIE QYHKLHY
3t UcToumam v MepeonpefeneHie NapaMeTpos y3nos
it Mapamerpl v vaen:
ADes master
> Geolp
> Rvs
M napaneTpa:
> ESExporter
OTuén
> EventAnt
ApXME OT4ETOR
> FlowBalancer
MOHATOPMHT 3 Grafana
Monesosaten v npasa > KafkaExporter
Kafk
Knactep 7 Kafka
> Karaken
Ynpasnenme komparypal,
> KeyCloak
PEnyTalUOHHsIE CIHCKI > Logmulez
MCTOUHIIN I0C > Lagproxy
> Nginx

Nyensun

> NodeExporter

Puc. 61 — BKroueHue 000ramnieHus 10 NPOU3BOIBHOMY CKPHUNTY

[TpumMep HACTPOMKHM TlapaMeTpOB OOOTaIlleHus] TI0 TPOW3BOJBHOMY CKPWIITY, TPU CO3/IaHWM TIpaBU/IA
o0OoralijeHus], TIpUBe/ieH Ha «Puc. 62».



« CospaHue npaeuna Cépochs

HaumeHceaHue npasuna

Custom

Tern

custom X +

WcToummnkm

1511 Microsoft Defender X

IP3BUNO SKTUBHO

Yenoeus GpunbTpaumu ]

Mone MNapameTpbi

cywecTeyeT

Tun oborauerna

MpoM3BONLHBIA CKPUNT

MapameTpbl o6orawexua

t
port
B (?<state>(RECEIVE | SEND | FORWARD |UNKNOWN) : 7) %{NUMBER:pid

Puc. 62 — IIpumep napaMeTpoB 06oramjeHHs 1o NPOU3BOILHOMY CKPHUIITY

17151 HaCTPOWKM 1MapaMeTpoB 00OTalleH!sT YKa)KUTe CKPUIT B COOTBETCTBYIOIIIEM T10JIe.
ITpuHIUn padoThI:

1. CepBuc OyjeT MpoBepsTb €CTb /M COBMAZIEHUSI B TOJISIX HOPMA/JM30BAHHOTO COOBITHUSI U B
CKpHIITe.

2. Eum coBnazieHus HalJieHbl, TO COObITHE 0boTaIiaeTcsi 3HaUeHUsIMU, YKa3aHHBIMU B CKPUIITE.
2.9.6.2 DNS o6GorauweHune

DNS o6oramense — 3TO TMPOLECC HATIOJHEHUSI COOBITHI [IOMOHUTE/ILHONM MH(OpMAaI[iel Ha OCHOBE
DNS-3anuceti o jomeHax u [P-azipecax.

[Ipu mocTyrieHUy COOBITHM, B 3aBUCMMOCTH OT WCTOYHMKA, MOXeT ObITb, pa3Hasi KOMOWHaLusi
3arno/iHeHHbIX Mosield. OborailjeHre BBITOIHSETCS TOJIBKO [/t KoMOWHaLuKU 13 Tpex mnosel IP, hostname,
fqdn.

Bo3MoskHOCTh Mcrnonb3oBanusi DNS oboraitjeHusi HaCTpauBaeTCss B pa3ziesie AAMUHHUCTPUPOBaHHE —
Knacrep - BK1ajka Ynpas/ieHHe KOH(Uryparuei, rie B JPeBOBUJHOM CITHCKe HY)XHO BbIOpaTh
Enrich —» DNS u HacTpouTh c/iefiytoliue napaMmeTphl:

e Bxtounth oboraienre ¢ DNS ceprepa;
o [IIpenzarpy3ka u3s (aiina;
e Crniicok nokaneHbiXx DNS cepBepoB.

ITpumep napameTrpoB DNS oboraiiieHusi, py co3/laHUM TTpaBU/ia oboraiteHus:, puBeeH Ha «Puc. 63».



Tun oboraleHus *

DNS

MapameTpbl oboralweHus

Mone TakcoHoMun FQDN *

event.dns.answer.host.fqdn

Mone TakcoHoMuu IP *

event.dns.query.host.ip

Mone TakcoHomMu HOSTNAME *

event.dns.query.host.hostname

Puc. 63 — ITapamerpst DNS oborauenust

Inss DNS oboraiiieHrst HaCTpauBarOTCs CIeIYIOIINE TIOIS:
e Ilone rakconomuu FQDN;
e TIlose TakcoHomuu IP;
o ITose rakconomun HOSTNAME.

IMpuniun padorsr: Eciv npu cpaboTke mpaBuia, XOTs Obl OFHO W3 BBIOPAHHBIX TOJIEM 3arOTHUTCS
3HaueHWeM/3HaueHUsIMU, TO CepBUC 00pabOTKM cOObITHI TIONpoOyeT BOCCTaHOBUTH OCTaJIbHBLIE TIOJIS.
Ilpu >sToM cepBuc Oyjger wucnosns3oBaTb DNS-cepBep, KOTOpBIM  3ajjaeTcsi B pasfesie
AamunucTpupoBanve — Kiacrep — Bk/1a/ika YnpasiieHHe KOH(pHMrypamuen.

B oiyuasix, Korja Bce TpPHW TIO/si TAaKCOHOMMHU 3ariOTHEHBbI, WM HA00OpOT - MyCThle, oboraieHue
3aBeplaeTcsl.

2.9.6.3 GeolP-o60raueHune

GeolP-o6oramenue — 3710 npoijecc fobaBieHUss UHPOPMAIMK O TeorpauueckoM MeCTOTIONI0KEeHUU
IP-agpecoB, HarpuMep, 0 CTpaHe U FOpPO/e pacrooKeHus, Biajenslax [P-aspecos 1 Apyrom.

IInatdopma Papap 1o3BosisieT 3arpy3uTb CIIMCOK COOTBeTCTBUM [P-ajpecoB wiu pauamna3oHoB [P-
a/ipecoB TeorpaMuecKuM JaHHBIM, UTOOBI 3aTe€M HCIO/b30BaTh 3Ty WHGOPMALUI0 MPU OOOrareHun
COOBITHI.

s paboter GeolP-o6oraiieHust HEOOXOIUMO BBITIOTHUATE CJIe/IyIOIINE 1eHCTBUS:

1. Tomyuure 6a3y GeoLite2 Free Geolocation Data | MaxMind Developer Portal.

2. TlomecTuTe ee Ha y3es n1aT(opMbl, HA KOTOPOM ycTaHoB/ieH cepeuc TERMIT.

3. Tlepeiizute B pasjen ApaMuHMCTpUpoBaHMe — Kilactep —  BK/Jagka YmnpaB/ieHUe
KoH(purypaumeu.

4. B ppeBoBugHoM criucke nepeliaute Enrich — GeolP (cm. «Puc. 64»).


https://dev.maxmind.com/geoip/geolite2-free-geolocation-data/?lang=en

YnpaeneHue KoH$urypaumei TMEH3NA AKTHBHA A0:  2025-08-20 | G ywerraqun | (@) admin -

G Pabouni cton

Yanst cuctensl Ynpaenewwe kondmrypausei API xruoun YueTHsie 3anuch ans cGOpa AaHHEIK NMnanwposiyk sagay CrpmnTet VNpaB/ente My/ETHAREHANOCTEIO
Q CoBeitia 2
o . Cnucok ceoiicTs kondurypaumit ] 6
Geolp > BknounTs Geolp

> Cerberus

B Axtamst v > ChusterAgent Binauns Geolp McTopuA uaMeHeHui
. > em

B Cooreercreue NO true m ~ 2024-11-2015:12:52

> Cruddy
# Koppenstop v HeT wamemenwl  Coamianwe  CacTemmoe

> DatasApi
3 MeTouitKn v > DNS . Her WameneHiti

~ Enrich 3
#i Napanerpet v =
- > Custom Mepeonpepenexie NapaMeTPOB yanos 1 10/ crpasiya
S AIMAMMCTPHPOBaHME A e

vsen
Pabouue crons: RgCeol
master
Orvéru .
4 ewsarpysa s goina

Apwin oTudToR Vihas napameTpa:

MoHUTOpYHT 5 BKnauwim. Geol

Nons3osareny v npasa
Knactep 1 > Rvs
PenyTaumoHHIe cnueku

Uerourinin 10C

Nuueznn

Puc. 64 — Bknouenue GeolP-o6oramgesusn

5. HacrpoliTe cneaytolilye rnapaMmeTpbl:
o B mapametpe IIpea3arpy3ka u3 ¢aiia yKakuTe yTh K CKaueHHOU 0a3e;
e ycraHoBuTe napaMmetrp Bkiarounts Geolp B 3HaueHue true.

6. HaxmuTe KHOMKY 3anucaTb KOH()UTypaIjuio.

[Tpumep napamerpoB GeolP-o6oratienws, ipy co3aHUM MpaBu/ia oborareHus, mpyuBeieH Ha «Puc. 65».

Twun oborawenus *

GEO IP

MapameTpbl o6oraweHus

None TakcoHoMuMM [P agpeca *

target.host.geoip.country

Mone TakCoOHOMWUK CTpaHbI

target.host.geoip.country

Mone TakCcoOHOMMW HaceneHHOoro NyHKTa

target.host.geoip.city

MNone TakCOHOMWK pernoHa

target.nost.geoip.continent

Mone TakcoHOMUKM iSO

target.host.geoip.iso

Mone TakcoHomuu lacation

target.host.geoip.location

Mone TakcoHoMUK timezone

target.host.geoip.timezone

Puc. 65 — ITapamerpsi GeoIP-o6orameHus



Ina GeolP-ob6orartieHyst HACTPAUBAIOTCS CJIEAYIOIITHE TI0IS:
e Ilose Takconomuu IP appeca (06si3aTesibHOE TI071E);
o Ilose TaKCOHOMUM CTPAHBI;
e TIlosie TAKCOHOMHM HAaCe/1€HHOT0 MYHKTA;
e Ilo/ie TAKCOHOMMM PErvUOHa;
o TIlojse TAKCOHOMMH iSO;
o ITone Takconommuu location;
o Ilose TakcoHOMHUM timezone.

IIpuaoun pa6orel: Ecii mpu mocCTyrieHWd COOBITHS, T0Jie TaKCOHOMMM IP azipeca 3amosHsieTcst
3HaueHHEeM, TO BBITIOJIHSAETCS TOUCK JaHHOro IP B ckauaHHOU 0Oa3e maHHbIX GeolP. Ilo pe3ynbraTtam
TIOMCKa COOBITHE MOXKET ObITh 00OTall[eHO COOTBETCTBYIOIUMM JaHHBIMHU (CTpaHa, Hace/JeHHbIN MYHKT,
PErvoH u T.1.).

2.9.6.4 Oo6GoraweHue No Tab/IMYHOMY CNUCKY

Tabmunbele criicku (Rapid Value Store), sSBAAIOTCA BHAOM aKTHBHOTO XPaHW/IHWINA -- aBTOMaTHUUECKU
W3MEHSIEMOT0, B 3aBUCMMOCTH OT ycC/oBUi. PaboTa ¢ TabGJMUHBIMU CITMCKAaMH BBITTO/IHSETCS B pa3sziesie
Koppensarop — Tab/MuHbIe CIUCKH.

Ilnardopma Pagap no3po/sieT UCMOIb30BaTh 3alMCH TaOMUHBIX CITMCKOB /11 00OTal|eHust COOBITHH.

B03MOKHOCTb MCITO/Tb30BaHUs TaOIMYHBIX CITUCKOB [jist 0boralieHusi COOBITHI HaCTPauBaeTCs B pa3szesie
AamunuctpupoBanue — Kiacrep — Bk/1ajka Ympas/ieHHe KOH(Urypamuein, rje B JPeBOBHIHOM
crivcke HY>KHO BbIOpath Enrich — Rvs (cMm. «Puc. 66»).

'2.30,254154 Ynpasnexue konurypaumnein Tuyenaun axTvaHa no:  2025-08-20

Vanel cHCTEMbE YnpaBneHue KoHOUrypaumen API KniouIa VUETHbIE 3ANUCH ANA CE0PE AAHHBIX TIRaHUPOBULMK 38734 CKpunTal YRpaBnEHHE MynETHADEHHOCTEIO

® CnncoK ceoiicTs Kondurypauui P
Rvs > BK10UMTb TabnuuHbIe CIMCKU
T noBankHsif KK GBTOPUSALVI SANPOCOS HA Cepence cerberus
[=: ] BRAOUMTE TADANYHEIE CIACKA MCTOpWA namMeHeHui
2 m false ~ 2024-11-201512:52

AQpECa 3NEKTPONHOR NONTE! AN YEEROMNEHMAR O EHELITATHOM HIMEHEHIN
# KOHOMT Y PaLMIH CACTEMb! HET MIMEHEHMA  Co3naHme  CCTEMHOR
Her uamerenna

ARPECa ANSKTPOKHOM NOUTLI ANA YBSAOMAGHHA O WTATHOM UIMEHEHHH
KOHGUTypaLAN CUCTEMB!

H
MNepeonpenenexne napamMeTpO. y3nos 10/ cTpanuua
Yaen:
> Beaver
master
> Cerberus
> ClusterAgent
Wmn napameTpa:
> Cm
> Cruddy
> DatasApi
> DNS
v Enrich
> Custom
> Dns
> Geolp
 Rvs

Puc. 66 — BkiaroueHue Rvs-o6ozawjeHus

[MpumMep HACTpPOWKK TapaMeTpoB OOOraileHus: M0 TabJMYHOMY CITMCKY, TPH CO3[jaHUM TIpaBU/IA
oboraiijeHus, IpuBe/ieH Ha «Puc. 67».



1711 HacTpOUKY TTapaMeTpoB 000TallleHu|s BBHITIOJTHUTE C/IeIYIOIINUE AeHCTBUS:

1. B mone Tad/iM4YHBIH CHMCOK W3 BBINAJAIOIIETO CIHMCKA BbIOEpUTE TaO/IMUHBIA CrUCOK. ByzeT

2.

3.

MapameTpbl oboraleHuns
Tabnu4HeIA CNUCOK

host+name

Knoumn
[Mone TakcoHoMUKM ANg KKYa host *

event.dns.query.host.fgdn

Mone TakCcoHOMMK ONA KMKoYa name *

event.dns.answer.host.hostname

3HaveHun
[None TakCoOHOMMK anAa sHayveHuA count

target.threat.count

[Mone TakCcOHOMWW A8 3HAYeHWUA ip

event.dns.answer.host.ip

[Tone TakCoOHOMUKM ANA 3Ha4YeHus cidr

Puc. 67 — Ilapametpsi Rvs-o0orameHnusi

chopMHpOBaH CIMCOK TIO/Iel TAKCOHOMUU /IS KJTFOUel U 3HaueHWM TabJTMUHOro CIMCKa.

B mone/monsx Kmwoun ykaxxure KakKyr0 TaKCOHOMHIO WCIIO/Ib30BaTh [yl K/ItOUel TabIMuHOro
crnvcka (U3 Kmouel popMupyeTcst yHUKaTbHBIN WeHTU()UKATOP 3amicy TabIMYHOTO CITUCKA).

B none/nonsgx 3HaueHus YKaKUTE KdKyI0 TAKCOHOMUIO UCITO/Ib30BATh /1A 3HaUeHUN Tab/JIMUYHOrOo
CITMCKA.

IIpuHOMn padoTsI:

1. CepBI/IC 6y,[[6T MpOBEPATH €CThb JIM 3HaU€HUA B ITI0JIAX K/TFOUei HOPMaJ/IM30BAHHOI'O COOBITHSL.

2. Ecu 3HaueHue B 110Jie eCTb, TO CePBUC oOpaliaeTcsi K TaOMYHOMY CITUCKY U 110 K/TH04Y, KOTOPBIN
(hopMuUpyeTcsl U3 yKa3aHHbIX 3HaYeHWM, NbITaeTCsl HAUTU COOTBETCTBYHOLYIO 3aMUCh.

3. Em 3anuch HaizieHa, To coObITHe oboralaeTcs 3HaueHUsIMU, YKa3aHHBIMU B IaHHOM 3aTTUCH.
2.9.6.5

OboraiijeHue 10 CITPABOYHUKY — 3TO TPOLIeCC HArO/IHEeHUsI COOBITHI JI0TIO/HHUTeTbHON nH(pOopMaliveii Ha

O6oraleHue No cnpaBoYHUKY

OCHOBE€ [JdHHBIX JIOKd/IbHBIX CTIPABOYHHKOB.

[TpuMep HacTpoWKM TMapamMeTpoB oOorailjeHUs 0 CIpPaBOUHUKY, TIPY CO3Z@HWH TpaBUia oOoraiieHus,

rpuBejieH Ha «Puc. 68».



Twun oboratleHns *

Mo cnpaBoYHMKY

MapameTpbl o6oraLeHus f- BCTaBUTb KaK JSON

Mone TakcoHomuu Knroda *

initiator.antivirus.last.quick_scan.source

Mone TakcoHOMUKU 3HadyeHun *

initiator.antivirus.last.quick_scan.source

CrnpaBoyYHUK 3HaYEHWUIA

0

scan didn't run -+
user initiated -+

system initiated - +

Puc. 68 — ITapameTphI 060raieHus o CpaBOYHUKY

171 HacTpOKY TTapaMeTpoB 000TallleH|s BBITIOJTHUTE C/IeAYIOIINe AeHCTBUS:

1. BeibepuTe TI0JIle TAKCOHOMHH, KOTOpoe OyzeT sBasAThCS Kmouom, 1o KoTopoMmy Oyzer

BBITIO/THATBCA O6OF<’:1H_IEHI/IG.

Bribepure Tmone TaKCOHOMUH, KOTOpoe OyneT sBASTbCS 3HaYeHHeM, KOTopoe Oyzer
oboraraTbCs.

B Tabmuile CnpaBoOYHHK 3HayeHHH Ha)KMUTe KHOMKY Co03aTh U B COOTBETCTBYIOIIUX TTOJISIX
ykakute Kimrouu 1 3HaueHus1, KOTOpbIMU Oy/ieT oboraiijeHo coObITHe.

IInaTrdopma Pagap no3Bo/sieT BCTaBUTh CIIPABOUHMK 3HaueHuH ¢ romoibio JSON. [l 3Toro Haxkmure

kHOMKy BcraButh kKak JSON u B OTKpBIBIIEMCSI OKHE YKaXUTe CIPaBOYHUK 3HAueHUW B

COOTBETCTBYIOIIeM (hopmarTe.

IIpuaoun padorsl: Eciii B 1osile TAKCOHOMUM KJTFOUa TIPHU/IET 3HaUeHWe, KOTOPOe eCTh B CIIPaBOYHUKE,
TOT'/Ia TI0J/Ie TAKCOHOMMU 3HaueHus1, Oy1eT 000raiieH0 COOTBETCTBYIOIIMM 3HAaUeHHEM U3 CIIPaBOYHUKA.

IIpumep:

HauanbHble ycnoBus:

ITone TakCOHOMMH KJIIOUA: initiator.antivirus.last.quick_scan.source;

ITone TakCcOHOMUM 3HauUeHUs: initiator.antivirus.last.quick_scan.source.

CripaBOUHMK 3HaUeHUM:

Kimou

3HaueHue

scan didn't run

user initiated

system initiated



B ¢opmate JSON:

[

"0": "scan didn't run",
"1": "user initiated",
"2": "system initiated"

[Tpumep oborateHust:

e eCd/IHn Ipu nosyuyeHnmn HOPMA/IM30BaHHOT'O

initiator.antivirus.last.quick_scan.source =1;

coOBITHS ImoJjie TaKCOHOMMWH

e TO TOJe initiator.antivirus.last.quick scan.source Oyger oboraijeHO 3HaueHHEM user

initiated.

2.9.6.6 Oo6oraweHue No NoKaNbLHOMY agpecy

B mpotiecce oboraiieHue 1o JIOKaJbHOMY aJjpecy TIPOBEpPSIeTCS SIBJSETCS I TIPUIIEAIINNA B COOBITHM

aZpec JIOKaJIbHbIM WJ/IM HET.

Bo3MOXHOCTB HCI10/Ib30BaHUA O6OFaH_[€HI/IH I10

pa3zene AAMUHUCTpUpoBaHue — Kiacrep —

JIOKaJIbHOMY
BK/Ia/IKa Y npaBjieHHe

afpecy
KoHuUrypanueii, rje

HaCTpaunBaeTCA B

JPEBOBU/IHOM CITHCKe HY>KHO BbiOpaTh Enrich — DNS u HacTpouTh Cefyroifie napaMeTphbl:

¢ Cnucok J0Ka/lbHBIX CeTel;

e CrMCOK JTOKaIbHBIX AOMEHOB.

[IpumMep HacTpoMKM TapamMeTpoB oborailleHusi IO JIOKAJbHOMY ajipecy, TpU CO3[aHWM TIpaBU/a

oboraiijeHus], TIpUBe/ieH Ha pUCYHKe 1.

Tun oboraueHusa *

JNoKaneHbIR agpec

MapamMeTpbl o6oraweHns

[Mone TakcoHomuK IP agpeca *

target.host.ip

[Mone TakcoHOMWK JTIoKansbHOW ceTu *

event.dns.answer.host.fgdn

Puc. 69 — TTapameTpsbl 060raieHus 0 JT0KAJIHHOMY afpecy

7151 HacTpOKY TTapamMeTpoB o0orailleHust BHITIOJTHUTE CleAyIoIine AelCTBUS:

1. BbibepuTe mome TakcoHomuu IP azipeca.

2. B1316ep1/ITe noJsie Ojid yKaddHusd pe3yjibTdaTa Orepdlyn: BXOAUT JIM 3HaY€HHUE M3 T10/Id TaAKCOHOMHWH

IP agpeca B JIOKa/IbHYIO CeTh.



IIpunoun padotsl: CepBuc OepeT 3HaueHUe, TIPUITIE/IIIee B 10Jle TAKCOHOMHHM IP azipeca U cpaBHUBaeT
ero co cnuckoM IP axpecoB B jokanbHOM ceTu. Eciv coBmajeHue HalieHO, TO T0Jie TaKCOHOMUU
JIOKanbHOM ceTH oboraijaercsi iHopMaled o ToM, BXOAuT i [P-agpec B I0KabHYO CeTh.

2.9.6.7 KoppekTupoBKa BpeMeHu

O6orameHue COOBITHM C KOPPeKTHPOBKOW BpeMeHH — 3TO IIPOLIeCcC, MPU KOTOPOM B COOBITHS
J00aBJISAIOTCS IaHHBIE, CBSI3aHHbIE CO CMeIl[eHUeM BpeMeHH, HallpyuMep, CBe/IEHUSI O YaCOBOM TIOsICe.

Ob6oramenre Oyger pabotaTh TO/MBKO [jisi TOjel, B KOTOPBIX YKa3blBaeTCs MeTKAa BpeMeHH,
Harpumep @timestamp, event.endtime, event.starttime, event.session.endtime U T.A.

IIpu yka3aHUU CMellieHUsI BpeMeHH UCTIOb3yeTCsl O/IUH U3 CeyroIX (opMaToB:

®opmar 3anucu | [Ipumep Pe3yabTar
C 10800 Bpewms B BEIOpaHHOM T1071e OyeT cMmerjeHo Ha +10800 cexyH,
-C -10800 Bpewms B BEIOpaHHOM T1071e OyeT cMmenjeHo Ha -10800 cekyHz

[TpyuMep HACTPOWKHM MapaMeTpoB oOoraiieHus Mo MPOM3BOJILHOMY CKDHITY, TIPU CO3JaHWM IpaBHU/Ia
oborartenus, puBesieH Ha «Puc. 70».

< Co3spaHue npasuna Copocuts

HaumMeHoBaHWe npasuna *

Time-shift

Tern

time-shift X +

McTouHmkm

2520 Cisco ASA X

MpaBrno akTBHO

S

00aBUTL

=]

Ycnoeusa punstpauum & B

Mone MapameTpsl

:;WD‘ MESta cywecrayer @ o]

Tun oborauiexns *

KoppeKTpOoBKa BpeMeH

MapameTpbl oboraLieHus

Mone cobbiTha *

event.endtime

Cmeluerue (cekyHa) *

10800 —+

Puc. 70 — ITapamerpsi o6oramenus "KoppekTupoBka BpemeHu"

171 HaCTpPOWKM TTapamMeTpoB 000TalleH s BBITIOJTHUTE C/IeIYIOIINe AeHCTBUS:

1. B mosne IToste coGbITHA U3 BHINAZAIOIIEr0 CIMCKa BEIOEPHUTE 110718, K KOTOPOMY OyieT mpruMeHeHa
KOPpPEeKTHPOBKa BpeMeHH!.

2. B none CmemieHue (CeKyHJ) yKa)KUTe CMellleHHe BpeMeHH.



3. Jlor-konnekrtop

3.1 O6wue ceBegeHus

Jlor-komiektop (RADAR LOG-COLLECTOR) npepHa3HaueH /s opraHu3anyy cbopa coObITUi OT
HCTOYHUKOB COObITHI UB. JIOr-KO/IeKTOp MO3BOJISIeT OPraHW30BaTh pa3/IMuHbIe CXeMbl cOOpa COOBITHH
OT /TI00BIX UICTOUHUKOB, YUaCTBYIOIIUX B CETEBOM B3aUMO/IEMICTBUN U CO3ZAIOIIUX >KYPHA/bl COOBITU.

OcHoBHbIe (YHKIIMH JIOT-KOJIIEKTOPA:

e cOop coOBITHH, JTOKATBHO U YaEHHO;

e OTIpaBKa COOBITHI B IDyTHE CUCTEMBI;

e 00paboTka COOBITHI Mepesi OTIIPABKOM;

e TepechblIKa COObITHH B 3aIM(PpPOBAaHHOM BHUJIE U CO CKATUEM;

e HaKOIUIeHHWe COOBITHI MPU pa3pbIBe COeJUHEHHS U OTIPaBKa MOC/ie BOCCTaHOB/IEHHSI.
BapuaHTbI pa3BepThIBaHUS:

e YCTAaHOBKa Ha WCTOYHMKE /i1 OpraHM3alliy JIOKajbHOTO cbopa COOBITHI C TOC/efyroliei
nepesayveii B [Inargopmy Pagap v B NpoMe)XyTOUHBIH JIOT-KOJI/IEKTOD.

e yCTAaHOBKA Ha BbIJIeJIEHHBIN CepPBep /IJIsi OpraHu3aliy yjajieHHOTro cbopa v MepechiIKH COOBITH.
e YCTaHOBKA LIETIOUKH JIOT-KOJIJIEKTOPOB /IJIs1 TTepejaui COOBITHH B 3alIM(POBAHHOM BU/IE.
PaboTa c I0oT-KOJI/IEKTOPOM BK/THOUaeT B cebs cyieyrolifye MMpoLjecch:

1. «YcTaHOBKA JIOT-KOJIJIEKTODa».

2. «Hactpoiika J10r-KoJ/ieKTopar».

3. «Hactpoiika cepBuca Log-proxy».

3.2 YcTaHOBKa Nnor-koJsiyiekropa

3.2.1 CucrtemMHble Tpe6oBaHUA
Pabora sior-konnekropa Bo3MoykHa Ha ciieyroumx OC:
o Windows Vista, Windows 10, Windows 11;

o Windows Server 2008, Windows Server 2011, Windows Server 2016, Windows Server 2019,
Windows Server 2022;

¢ Linux Debian;

¢ Linux CentOS;
¢ Linux RedHat;
e Astra Linux.

BapuaHTbl KoHpUTrypaiui 000py/J0BaHus MpUBe/ieHbl B TabmuLe:



CPU (cores) RAM HDD (GB)
MuHHUMasbHBIe anmnapaTtHbie TpeOoBaHHs 4 4 50
Tpeboanust ripu yctaHoBke ¢ Windows Event Collector 4 8 500

Ha mnpuBeseHHBbIX BbIllle MHHHMAIbHBIX TpPeOOBaHMSAX K pecypcaM, JIOr-KOJUIeKTOp obecrieurBaeT
06paboTKy nmoToka 5000 coObITHI B CEKYHAY.

IomxHbI OBITH BHIMO/THEHBI TpeOOBaHus pa3zena «MexkceTeBoe B3aMMO/1eHCTBHEY.

3.2.2 OC Windows

B HacTositiem pa3sziesie mogpoOHO OMUcaHa IMpoljefypa YCTaHOBKM M 0OHOB/IeHHsT jior-KosutekTopa Ha OC
Windows.

3.2.2.1 YcTtaHOBKa

BaumaHue! YcmaHogka no02-KoaneKkmopa —ocywjecmensiemcss noo yuemHoll 3anuchbl0 C npasamu
aoMuHucmpamopa.

[Tepes Haua/I0M YCTaHOBKKM HEOOXO/IMMO BBITMOIHUTE CIeAYOIINE 1eHCTBUS:

e TMOMyuYMTh mMSi-MaKkeT, KOTOPbIA HAXOAWTCS B KaTanore /opt/pangeoradar/repository/
pangeoradar-logcollector/;

e OTKPBITE HOPT 8080/ tcp.

[y 3amycKa mpoliecca YCTaHOBKM 3allyCTuTe ToJsiyueHHbIN (aiin. OTKpoeTcsi MacTep YCTaHOBKM JIOT-
KoJiiekTopa (cM. «Puc. 71»).

ﬁ Log Collector Setup - pd

@ Welcome to the Log Collector Setup
Wizard

The Setup Wizard will install Log Collector on your computer.
Click Mext to continue or Cancel to exit the Setup Wizard.

Back Next Cancel

Puc. 71 — 3anyck ycTaHOBKH



[ nepexozia K Hayaly yCTaHOBKY Ha)KMUTe KHONKY Next.

3.22.1.1 UWar 1. NyTb yCTaHOBKU

YKa)KuTe KaTasor, B KOTOPbIi HeOOX0AMMO YCTaHOBUTH JIOT-KOJIJIEKTOP (CcM. «Puc. 72»).

ﬁ Log Collector Setup - X

Destination Folder
Click Mext to install to the default folder or click Change to choose another. @

Install Log Collector to:

‘C:kngram Files\Log Collector,

Back MNext Cancel

Puc. 72 — IlyTh yCTaHOBKH NPOrpaMMBbl

751 mepexoia K ciaeyrolemMy 11ary HakMuTe KHOMKY Next.

3.2.2.1.2 Lar 2. KoHcpurypauyusa nogknoveHus K nnarcgopme

YKakuTe rapameTphl JJis MOAK/IIOUeHHs JIor-KoJiieKTopa K riatdopme (cMm. «Puc. 73»).



ﬁ Log Collector Config X

Config values
Fill config values and click 'Next' button @
Master node IP ‘12}!_0_0_1
Master node API key ‘Duonuuon-uunn-uunn-uunu-uonuunnuunnu

Log-collector AP IP ‘12?_0,9_1

[~]update config

Back Next Cancel

Puc. 73 — IlapameTpsb! nojk/1r0ueHus K miardopme

Eciin ycTaHOBKa J10T-KOJJIEKTOPA YKe BBITIO/THSA/IACh, TO Ha JIaHHOM Iilare OyzeT oroOpa)keHa Ipoliiast
KOH(uryparusi.

st usmeHeHust KOHQUrypauuu ycraHoBuTe dsar Update config 1 ykaxxuTe ciieiyroliye faHHbIe:

o B rnione Master node IP ykaxure IP-agpec mardopmer wiu IP-agpec y31a Ha KOTOpoM
pa3BepHyTa poJsib master;

o B nosie Master node API key ykaxxute Bai ktou API, KOTOpbIi MOXKHO MOJIyUdTb B pasjere
ApmunuctpupoBanue — Knacrep — Bkiagka API kirouw;

e B mone Log-collector API IP ykaxxute IP-ampec cereBoro wuHTepdeiica, KOTOpbIi Oyaer
WCIT0/1b30BaThCsl JIOT-KOJIIEKTOPOM.

5151 mepexo/ia K c/ielytolieMy Liary HaxkMure KHOTKy Next.

3.2.2.1.3 Llar 3. 3aBepLueHne ycTaHOBKU

Haxxmute kHonKy Install (cMm. «Puc. 74»).



ﬁ Log Collector Setup - x

Ready to install Log Collector @

Click Install to begin the installation. Click Back to review or change any of your installation
settings. Click Cancel to exit the wizard.

Back | E;'Install Cancel

Puc. 74 — YcraHoBKa miatgopmsl
HauHeTcst mpoliecc ycTaHOBKH JIOT-KoJuiekTopa (cM. «Puc. 75»).

ﬁ Log Collector Setup - X

Installing Log Collector

Please wait while the Setup Wizard installs Log Collector.

Status:

Puc. 75 — Ilpoyecc yCTaHOBKH

ITo 3aBepiieHNIO Mpoljecca YCTaHOBKU HakmuTe KHOTKY Finish (cM. «Puc. 76»).



ﬁ Log Collector Setup - x

@ Completed the Log Collector Setup
Wizard

Click the Finish button to exit the Setup Wizard.

Back Cancel

Puc. 76 — 3aBepiieHHe yCTaHOBKH

3.2.2.1.4 LUar 4. YctaHOBKa ceptucpukata ana APl B3anmogencTeus

Inst KoppekTHOI pabotel API B3auMoOzeliCTBUS JIOT-KOJIJIEKTOpA C TIaTGopMoid, He0OXOAMMO T00ABUTh
cepTUdUKaT 11aTGOpMbl pgr.srt B JlOBepeHHble CepTU(UKAThI JJisd YYEeTHOW 3alucu KOMIIbIOTepa, Ha
KOTOPOM yCTaHOBJIEH JIOT-KOJIJIEKTOP:

1. Tlonyuure ceptudukar pgr.srt Mo caepyrolieMy myTu: /opt/pangeoradar/certs.

2. TlomectuTe ero Ha HYKHBI KOMITBIOTED, BBI30BUTE KOHTEKCTHOE MEHIO W BbiOepuTe MYHKT
YcraHoBUTH cepTU(UKAT.

3. Cregys MHCTPYKLMAM MacTepa MMIIOPTa CepTU(MKATOB, A00aBbTe CePTU(UKAT B JOBEPEHHLIE
(cm. «Puc. 77»).



re Wi

| Select Certificate Stare b
This PC » Local Disk
| & &# Certificate Import Wizard Select the certificate store vou want to use,
MNarne
=] log-collectg = F‘ers-:unl ] - £
- Trusted Root Certification Autharities
L] leg-collecto cermn'fe,smm | Enterprise Trust
sl par Certificate stores are system areas whe | Intermediate Certification Autharities
| Trusted Publishers
£ 1 1nkenickad Carkificabac 4
windows can automatically select a cert| | € 5

the certificate,
] show physical stores

() Automatically select the certificat

(®) Place all certificates in the Followir Cancel

Certificate store:

l ‘ Browse, .,

H

Puc. 77 — Umnopt cepTudukara

3.2.2.1.5 Lar 5. 3anyck n OctaHOBKa J10r-KoJIJIeKTopa
Yepe3 cimyk0bI (cM. «Puc. 78»):
1. 3amycrute npunoxxenue Ciyx0b1/Services.
2. Haiigure B cnivcke ciyk0y nor-kosutektopa Pangeo Radar Log Collector Service.

3. Haxmure KHOMNKYy 3amycTuTb/Start /i1 3arycka Jior-KosuieKtopa wid OCTaHOBUTH/Stop ais
OCTaHOBKH.



Cayx6bl = O X
®aiin  [fleiicrene Bua Cnpaeka
e T B = HE »enp
+ Cyx6ei (nokansH | | < Cnyx6bl (nokanbHbie)
Pangeo Radar Log Collector Service  Vims Onucaxve CocrosHue Tun 3anycka ~

) °g Y
F Obuwwe Bxop B cuctemy BoccTaHosnenwe —3asucumocTi
Q Pangeo Radar Log Collector ... AsTOMaTUYEC..

3anycrus cayx6y G Peer Networking Identity M.. MpegocTas.. BpyuHyto Wma cnyxGet:  PangeoRadarl.ogCollector
& Plug and Play MNossonser .. BeinonHsetca  Bpyunyto Orobpaxaemoe  Pangeo Radar Log Collector Service
& PrintWorkflow_8cf9206 Obecneuve.. BpyuHyto (aK... g
&k Quality Windows Audio Vid.. Quality Wi..  BeinonHserca  BpyuHyio Onucanve:
‘G Realtek Audio Universal Serv.. Realtek Au.. BoinonHsetca  Astomatuuec.
&k ROG Live Service BbinonHserca AsTOMaTUuec..
&l Shared PC Account Manager  Manages p.. OTkntoueHa Vcnonwsiembiii caiin:
& SMP ancxoBbix npoctpaHcTs..  Cryx6a ys.. BpyuHyro "C:\Program Files\Log Collectorimain-windows-amd64.exe" ctrl —svc —confi
s pocTp y0a y: PyHHY g 9 9
& Steam Client Service Steam Clie... BpyuHyio
&) SysMain Moaaepxu.. BeinonHsetca  AsToMaTMuec.. Titaanyoa; AsTomaTueckn M
S WarpJiTSve Provides a J... BpyuHyo (aK...
&} Windows Audio YnpaeneHu.. BouinonHsetca  AsTOMaTMuec.. CocTonnme: Ocraliosnéia
&% Windows Mixed Reality Ope.. Enables Mi.. BpyuHyto
& Windows Search WHpekenpo.. BoinonHserca  AsTomatuuec.. 3anycruts D OTSHOBNTE OO IPORCIRITE
‘Gl Xbox Accessory Managemen... This service.. BpyuHyto (aK... Bbi MoxeTe ykasaTs nap pbi 3anycKa, npu 3anycke
& YandexBrowser Update Servi.. Moaaepxu.. BuinonHserca  ABTomatuuyec.. cnyxGbi U3 3TOTO AMANOTrOBOro OKHa
G AsToMaTnueckan HacTpoiika.. Cnyx6a ae.. BuinosHserca  BpyuHyto (ak..
3 MapameTpe! 3anycka:
&} AsToMaTuueckoe OBHOBNEH..  ABTOMATUM.. OrtkntoueHa
& AsToHactpoiika WWAN 3ra cyxba.. BpyuHyio
»{4"; AreHT noamTuky IPsec BesonacHo.. Beinonwserca  BpyuHyio (ak.. v
< > OK OTtmena MpumenuTs
<1 ) \ PacwmpeHHbiii < CTBH.uapYHbIﬁ/

Puc. 78 — 3anyck/OcTaHoOBKa C1yKOBI JIOr-KOJ/IEKTOpa

Yepes TepmuHa:
1. 3anycTtuTe TepMHHaI/KOMaHAHYIO CTPOKY.

2. TlepeiiauTe B KaTajor C yCTaHOBJIEHHBIM JIOT-KOJIJIEKTOPOM:

# cd C:\Program Files\Log Collector

3. [ns 3amycka JIoT-KOJIJIEKTOpa YKaXKUTe C/IeyIOLIy0 KOMaHAY:

# main-windows-amd64.exe ctrl

4. [Ons octaHOBKH pabOoTHI JIOT-KOJUIEKTOPA UCIO/Ib3yWTe coueTaHWe KJIaBHII ctrl-c.

3.2.2.1.6 Llar 6. NpoBepKa padboTbl NOr-Kos1eKTopa

[Tpu nepBoM MOAKIHOYEHUU KOJIJIEKTOpa K TiatdopMe B pasjesnie AgMUHMCTpUpoBanue — Kiacrep —
BK/IaZIKa Y3JIbI MOSIBUTCS y3es ¢ Windows-KO/IIEKTOpOM, KOTOpOMYy OyZieT MpHCBOeHa pOJb agent.
[anHOMY y3/1y He0OX0AUMO 100aBUTH POJIb agent win.

[lpy HeoOXOAWMOCTH TIpOBepbTe JKypHan paboTel Jjor-Ko/ulektopa. [lnas storo B pasfjene
ApvuHucTpupoBanue — Kiacrep — Bk/1azka Y3/Ibl OTKpOWTE y3e/l C posblo agent_win M B O/o0Ke
Vudopmanus 06 arente Haxmute KHOTIKY IToka3aTs Jiorm.

[Tpu Ha/MuMK BKJTFOUEHHOTO JIOKAJBHOTO OpaHAMay’pa HeoOXOJUMO OTKDBITH TOPTHI /I MEXKCETEBOTO
B3auMOZeUCTBUSA (CM. pa3zen «MexceTeBoe B3aUMO/IeCTBUEY ).

BrbImoHMTe HACTPOMKY JIOT-KOJUIEKTOpa Ha MPHEeM W OTIIPaBKy coObIThi (cM. pa3zen «HacTpoiika or-
KOJIJIEKTODa» ).

3.2.2.2 MepeyctaHoBKa U OGHOB/IEHNE

[Tepen mepeyCcTaHOBKOU Wi OOHOB/IEHHEM JIOT-KOJUIEKTOPA BBITIOJTHUTE CIeAYIOIINe JeCTBYS:



e B (yuae OOHOBJ/IEHUs JIOT-KOJIJIEKTOpA, IOJIyYMTe MSi-akeT C OOHOBJ/IEHHOW BepcHel Jior-
KOJIZTEKTOpa Yy  CIAy)KObI ~ TEXHMUECKOTO  COTMPOBOXKIAEHHS TI0  3J€KTPOHHOMY  afipecy
support(@pangeoradar.ru;

e B (C/Jyuyae IIepeyCTaHOBKU JIOT-KOJIJIEKTOpA, TIIOyYHUTe mMSi-akeT, KOTOPbIM HaXOAUTCS B
Karajore /opt/pangeoradar/repository/pangeoradar-logcollector/;

e (C/leslaliTe pe3epBHYIO Komwio rpoduieli cbopa (Ayi1 3TOr0 MOXKHO BBITIOJIHUTH  OMEpaLiyio
9KCITOpTa);

e y/a/uTe YCTaHOBJIEHHYIO BepCHIO JIor-KosuiekTopa uepe3 MexaHu3m OC Windows Y craHoBKa U
yAa/leHue nporpaMmm — Y Ja/IMTh.

3amycTuTe TOAy4YeHHbIN mSi-NakeT W c/ieflyiTe MHCTPYKLMSAM MacTepa yCTaHOBKa. [eiicTBusi OyayT
aHa/IOTUYHbI C/IeAYHOLMM LiaraMm Io ycraHoBke: «Illar 1. TTyte ycraHoBku» - «Illar 3. 3aBepuieHue

CTAHOBKN».

ITpoBepbTe KOPPEKTHOCTh Tpoduieli cbopa mocine oOHOBeHUs. [Ipy HeOOXOAMMOCTU BBITIOTHUTE
VIMITOPT paHee COXpaHeHHBIX rpodueli coopa.

[nst ycrpaHeHus nipo6sieM, BO3HUKIINMX B XO/le YCTaHOBKH JIOT-KOJIEKTOPA, BOCIIOL3YHUTECh (YHKIMeH
BOCCTAHOBJ/IEHUSI LIeJIOCTHOCTU (haiisioB. [Ijisi 3TOr0 BOCIO/IB3YHTeCh PYHKLMEN Y CTaHOBKA U y/ja/eHHe
nporpamMmm — VI3mMeHuTh. OTKpPOETCs MacTep yCTAaHOBKHU JIOT-KOJL/ieKTopa (CM. «Puc. 79»).

73 Log Collector Setup — >
Change, repair, or remove installation
Select the operation you wish to perform. @

Change

Lets you change the way features are installed.

Repair
Repairs errors in the most recent installation by fixing missing and corrupt files,

shortcuts, and registry entries.

Remove

Removes Log Collector from your computer.

Back Next Cancel

Puc. 79 — OGHOB/IeHHe/TIepeyCTaHOBKA JIOT-KO/I/IeKTopa

Haxxmute kHomnKy Repair. HauHeTcs ripoijecc BoccTaHoB/ieHUs (CM. pucyHok 10).


mailto:support@pangeoradar.ru

ﬁ Log Collector Setup - *

Repairing Log Collector

Please wait while the Setup Wizard repairs Log Collector.

Status:

Puc. 80 — BoccraHoB/IeHHe 11€/I0CTHOCTH (haii/ioB JIOr-Ko/I/IeKTopa

3.2.3 OC Linux

B Hacrositiem pa3sziesie mogpo6HO ornucaHa Mpoljeflypa yCTaHOBKM M 0OHOB/IeHUsI jor-KosutekTopa Ha OC
Linux.

3.2.3.1 ABTOMaTU4YeCcKas yCcTaHOBKa

Bo Bpemsi ycraHoBku Ilnardopmbl Pajgap Ha oJuH cepBep, JOr-KO/UIEKTOP aBTOMaTHUeCKu
yCTaHaB/IMBaeTCs Ha MJ1IaTGOpMy U MOJKIIIOYAeTCs M0 3aljUILleHHOMY ITPOTOKOJTY.

Bo Bpemsi pacmpefjesieHHON YCTaHOBKH, JIOT-KOJIJIEKTOD aBTOMAaTUuUeCKW yCTaHAB/IMBAeTCsl Ha y3/e C
po/bio agent.

[lnsi TIpOBEpPKHM YCTaHOBKM JIOT-KOyileKTopa B BeO wuHTepdelice mmartdopmbl mepeigute B pasfen
AapmunucrpupoBanne — Kiacrep — Bk/iagka Y3ablu yjocTtoBepbTech uto cepBuc logcollector
paboTaeT B IITaTHOM pexkume (MHIUKaTOp — @ ).

I1711 yCTaHOBKHM JIOT-KOJIJIEKTOPA Ha BbIZIEJIEHHBIN y3€/1 BBIMIOTHUTE C/IeYOIUe [eHCTBUS:
1. obaBbTe y3es1 CO CeyIOLIMMU ITapaMeTpaMu:
o B osie Ha3BaHMe yKa)kuTe HAMMEHOBaHHUE y3/1a;

e B mnojsax Jlorus u [1aposb ykaxute [aHHble [Ji TOAK/IIOUEHUsS TNPHBUIETMPOBAHHOTO
T10JIb30BaTe/Is rO0t K y3/1y;

e B nosisx IP u ITopT ykaxkute IP-azipec v MopT MOJKIIOUEHUS K Y371y, Ha KOTOpOM OymeT
YCTAHOBJIEH JIOT-KOJIJIEKTOP.

2. HaunéTcs miporjecc mob6aBiieHUs y3/1a B K/acTep C YCTAaHOBKOM W HaCTPOMKOW HeOoOXOAUMBIX
KOMIIOHEHTOB.



3. Tlocse ycrnemHoro fo6aBiaeHus y3aa eMy HeoOXoquMo A00aBUTh posib agent. I[Tocse mobaBeHMs
posi Ha ¢opMe TPOCMOTpA y3/a MOSIBATCS CJieyrolide OI0KU [Jis yIpaB/ieHusl rapamMmeTpaMu
JIOT-KOJUIeKTOpa: YnpasieHue areHtoM, Cekperbl aredTta, indopmanuss 00 areHre
(cm. «Puc. 81»).

YnpaBneHue areHToM ‘ MepesanycTuTs ‘
Cratyc AKTUBEH

3aly1LLeHHOoe NOAKNKYeHe Oa

CBopuwnki 1 oTNpaBuTEny 3anycTuTh ‘ OCTaHOBUTb

YuyeTHas sanuck ANA NOAKIKOYEHUA

LogCollector_172.30.250.93

no6ankeHbIe

HazsaHne CeKpeTa

WIN_52_PASSWORD o]
INokaneHbie

HazsaHne CeKpeTa

SSH_97_READER_PASSWORD o}

Mudopmaymsa o6 areHTe

| MNokasaTb noru

Puc. 81 — ®opma npocmorpa y3na. b1oku ynpaB/iieHus: areHTOM

4. Tlo ycrtaHOBKM poJii agent Ha y3/ie OyzieT pa3BepHYT areHT cOopa. [IpoBepbTe rapaMeTphl areHTa
cbopa ¥ BBHITIOJIHUTE HACTPOMKY mpodwuneld cbopa Ha JaHHOM areHTe (cM. paszen «Hacrtpotika
JIOT-KOJITIEKTODa» ).

5. Ha y3ne nor-kosiekTopa BbITIOJIHUTE KOMaH/Y /i pa3pelleHus: B3auMoielcTBus 1o nopty API
(nanpumep, 8080):

# ufw allow 8080

OToi1 )Ke KOMaH/[0W BBITIOJIHUTE OTKPBLITHE TTOPTOB, HEOOXOAWMBIX /I/Isi TIpHeMa COOBITHII Ha J1oT-
KOJIJIEKTOpe.

6. IIpoBepuTh >XypHa/ Ha TIpeJMeT HaJWUYWs WM OTCYTCTBUS OWMOOK. [lnsi 3Toro Ha ¢opme
MIPOCMOTpaA y371a C posbio agent B 6/10ke MHpopmanusa 06 arente HaxxmuTe KHONKY ITokasaTb
soru. OTkpoetcst okHO ITpocmoTp J1oroB (cm. «Puc. 82»).



Mpocuarp noros
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-0UtpUTS odule 1sVel-ARN Tine-7624-10-24T11115 108403100 message-Log level 15 Invalid or not set, uses ‘IND
o

09403100 messege-Log level 35 invalid or not sst, used IHFO'
03:08 nessago-wriLe message sLarled
1#03:00 nessagessender out File started
80 message-start 2 workers (8.0.8,0:514)
03508 message-sterling Lopuls wdp_inpul
16300 message=rpc error: code = linknoan desc = get execution path: open Jproc/7531 fcadline: mo such File or directory
g 124138493100 message-rpc error: code - Unknown desc - get exscution path: open /proc/12sss/cndline: no such file or directory
=api_gate level=ERRCA Time=2824-10-24T14:2:
-outputs_nodule level-INFO time-2024-10-24
e eling Lo vulpula stopped
ut Fil uptine: dhSindd 8484735015
1O tine-2024-18-24T14: 29:45491100 nessage-krite message st)pyed

& Teucl=UARN T1me=2024-10- 2AT14:29:45:93:00
le Tevel-UARN time=3024-16-24T14: 23 :45¢03:80
RH time=0024-10-34T14: 39:46+43:660 messagy
service-out_file level-wnAN tine-2024-10-24T14129:46493:08 nessage-Log level s imalid or not set, used "Inro’

Puc. 82 — Oxkno "IIpocmoTtp j10roB"

7. IlpoBepuTb Hamuuue cepTuukara pgr.crt gaaa  API-B3auMofelcTBus B Kartasore
/opt/pangeoradar/certs/. Ecim cepTM(UKAT OTCYTCTBYeT, TO BBIIOJHUTE ClefYHOLue
JIeCTBUS:

e TIpU HeOOXOJUMOCTH CO37akiTe KaTasor AJisl XpaHeHus: cepTU(HKara:

# mkdir -p /opt/pangeoradar/certs/

e TMOJIyuuTe cepTU(UKAT Jy1s JOCTyna K y3i1y ¢ posisto MASTER:

# echo | openssl s_client -servername <ip/fqdn agpec y3na c ponbi macTep>
-connect <ip/fgdn apgpec y3na ¢ ponbilo macTep>:443 | sed -ne '/-BEGIN
CERTIFICATE-/,/-END CERTIFICATE-/p' > /opt/pangeoradar/certs/pgr.crt

e BBITIOJIHATE YCTAaHOBKY cepTUdHKaTa:
# mkdir -p /usr/local/share/ca-certificates/pangeoradar

# cp /opt/pangeoradar/certs/pgr.crt /usr/local/share/ca-
certificates/pangeoradar/

# chmod 755 /usr/local/share/ca-certificates/pangeoradar
# chmod 644 /usr/local/share/ca-certificates/pangeoradar/pgr.crt
# update-ca-certificates

8. Ilpu Ha/Muuy BK/IHOYEHHOTO JIOKalbHOrO (alipBosijla OTKPOWMTe TIOPTHI [Jisi MEXCeTeBOro
B3auMOZeNCTBUs (CM. pa3zen «MekceTeBoe B3aMMO/IEHCTBUER ).

3.2.3.2 PyuyHasa ycTtaHOBKa, OOHOBJ/IEHME U NepeycTaHOBKa

Buumanme! Bce Oelicmeuss 6 pazdene ocywjecmeasiomcss noo yuemHoll 3anucbio C hpasamu
aomuHucmpamopad.

ITo YMOJ/T4aHHIO JIOT-KOJIJIEKTOP 00OHOB/IIETCS ABTOMATHUECKU C 0OHOBJIEHHUEM I'IJ'IaT(I)OpMBI.

[lepes, pyuHOM YCTaHOBKOM, OOHOBJEHHWEM WM T[1€PeyCTaHOBKOW JIOT-KOJIJIEKTOpA BBLITIOJTHUATE
cieiyrolye AedCTBUS:



e monyuuTe deb-maker Ansg Linux c Hy)XHOU BepcHel JIOT-KOJIEKTOPA Yy CIyXObl TeXHUYECKOTO
COTPOBOXKJEHHsI TI0 37IeKTPOHHOMY aZipecy support@pangeoradar.ru.

Haripumep, log-collector _amd64 <Homep Bepcumn>.deb;

e (C/leslaliTe pe3epBHYI0 KOmUiO Tmpodwuneld cbopa (Ijif 3TOr0 MOXKHO BBIMOJHUATE OIMEPALUI0
5KCIOpTa B COOTBETCTBYIOLEM paszerne).

BeinonnuTe criefyronye geUCcTBuUs:

1. IlocmoTpuTe Ha3BaHUe YCTAHOBJIEHHOI'O MaKeTa JIOT-KOJIJIEKTOpa:
# dpkg -s | grep pangeoradar-logcollector

2. IlposepsbTe 3amyliieH Jid CepBUC JIOr-KOJIJIEKTOpa:
# systemctl status pangeoradar-logcollector.service
Ecnu cepBuc umeer craryc active (running), TO OCTaHOBUTE CEPBUC:
# systemctl stop pangeoradar-logcollector.service

3. Ypanure npeblAyLIyI0 BepCHIO JIOT-KOJIJIEKTOpA:
# dpkg -r <Ha3BaHWe YCTaHOB/IEHHOro nakeTa /0l -KOJIeKTopa>

HpI/I BBITIOJITHEHUMHW KOMdHZbI Yy BdC 3dllpOCUT IIOATBEPXAEHHE BBITTIO/THAEMOMH ornepanuu,
BHHMATE/IbHO O3HAKOMbBTECH C JdHHBIM COO6H.[€HI/I€M.

Ecnu Bce yka3aHo BepHO, BBeguTe Y.

4. IlposepbTe yjaseHue rakera:
# dpkg -s | grep pangeoradar-1l

5. YcTaHOBUTE HOBBIW MAKeT JIOT-KOJIJIEKTOpaA:
# dpkg -1 <HauMmeHOBaHVWe HOBOrO nakeTa /ol -KosiekTopa>.deb

6. Tlocme yCTaHOBKM IIPOBEpbTE KOPPEKTHOCTh Tmipodunedi cbopa. Ilpu HeobXoauMoOCTH
MMIIOPTUPYITE aKTya/bHbIe poduau coopa.

7. BbInoyiHATe nepe3arpy3Ky CepBHca JIOT-KOJJIEKTOPa:
# systemctl restart pangeoradar-logcollector.service

8. [y IpOBePKHW TPaBUIBHOCTH YCTAaHOBKH TIAaKeTa W MPaBWILHOCTH PabOThI CEPBHCA BBITIOJTHUTE
CJ/Ieyrolie KOMaH/bl:
# dpkg -s pangeoradar-log-collector

# systemctl status pangeoradar-logcollector.service

3.24 MexceTteBoe B3aumogencreme

Buaumanue! /[19 koppekmHoll pabombl /102-KOA1eKMOpA O00NHCHO Obimb 0becneyeHo 08yXCMOpPOHHee
ezaumodelicmgue ¢ nodcucmemoli ynpagneHus Ilnamgopmoii Padap (y31om ¢ poavio MASTER). Omo
HeobXo0uMo 0/151 Mo2o, Umobbl /102-KO1eKmMop Moe becnpensimcmeeHHO cAamb U NOAy4Yamb 3anpocbl om
s0pa naameopmbil.

B Tabsuile HiKe TMpe/CTaBlIeHO MeXCeTeBoe B3aMMO/EeHCTBHE JIOT-KOJuleKTopa C IulaT(opMoi U
VCTOUHHUKAMH.


mailto:support@pangeoradar.ru

Tabu1. 2 — MexxceTeBoe B3aMMO/eiiCTBHe JIOr-KO/UIEKTOPa C IIaT()opMoii M HCTOUHUKAMHU

M cxopamui Bxopaamui ITopThI Onucanue

Log-Collector Master 9009 B3anmopetictBre ¢ MactepoM

8080/tcp (Windows-Bepcus),
8085/tcp,

Master Log-Collector 22/tcp (Linux-Bepcus),
6677/tcp (Linux-Bepcus),
9100/tcp (Linux-Bepcus)

1500-5000/tcp,
500-5000/udp

22/tcp

135/tcp,

135/udp,

445/tcp

1433/tcp,

JvHamMuueCcKui Juarna3oH

noptoB Microsoft RPC

(49152-65535/tcp)

22/tcp (Linux-Bepcusi),

APM agmuHHCTpaTOpa IP-agpec nor-komnekropa = 3389/tcp (Windows-Bepcusi), = AJMUHUCTPHpPOBaHUe
3389/udp (Windows-Bepcust)

1100/tcp OrtrpaBKa cOOBITHIA B
1100/udp cepsuc Kafka

YmipaBiieHue KOJIJIEKTOPOM C
MacTepa 1 cO0p CTaTUCTHKU

VcTouHnKy coOBITHIA Log-Collector IMaccuBHbIA c60p COOBITHI

Log-Collector VicTouHnKy COOBITHIA AxTHBHBIN COOp COOBITHI

Log-Collector Log-proxy

3.2.5 BkntoueHue APl B3aumogencTtBus

Crenepupyiite ceptudukar agent.crt /s y3/a ¢ ponbto AGENT:

# openssl req -newkey rsa:4096 -nodes -keyout agent.key -x509 -days 365 -out
agent.crt -addext 'subjectAltName=IP:<log-collector's ip>" -subj
'/C=RU/ST=RU/L=<location>/0=<organization>/0U=<department>/CN=<log-collector's
ip>/"!

[ne:
e log-collector's ip — IP-agpecc nor-Ko/iekTopa;
e location — pacriosioxeHue (Harpumep: Moscow);
e organization — HaviMeHOBaHHe OpPraHu3alvu;
e department — HarMeHOBaHUe M0/ipa3/e/leH sl

[IpoBepbTe creHeprpoBaHHbIN CEPTU(HKAT:

# openssl x509 -in agent.crt -text

[TprMep BbINOHEHUS] KOMaH/Ibl



————— BEGIN CERTIFICATE-----
MIIFtTCCA52gAwIBAgIUSg8zcrB09qojzqo8/0B+xzgkwvcwDQYJKoZIhvcNAQEL
BQAWWTELMAKGA1UEBhMCU1UXxCzAJBgNVBAgMA1JVMQ8wDQYDVQQHDAZNb3Njb3cx
CzAJBgNVBAOMA1REMQswCQYDVQQLDAJURDESMBAGA1IUEAWWJIMTAUMCAXL jI3MB4X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]j3LBVFKkVIwsOUe8EVpGXNHTKdy4
DH3BMWMtRYdThWIVLIfZP7W19SDD1vC6Xiw00znmkp+ns1FhmE7m+fWANIOE3XJR
Dv//0EraSbYHTdzEhOESssonLaGt2ICO7FPogqJAMp6rz7Q26xzLh1UOCWUGiai9s
fBCVG9gC3EKKRC2HOIoPd90opTsaBwIP1DXPX2W4U631V4B+Z0sy3hUCAWEAAaNL
MHMwWHQYDVROOBBYEFPfi3rgrI0eZ0DYi8SEy1x/Qa0@IMA8GA1IUdEQQIMAaHBAqQqQ
CRUWHwWYDVROjBBgwFOoAU9+LeuCsjR5NQNiILXITKXHIBr TQgwDwYDVROTAQH/BAUW
AwEB/zAPBgNVHREECDAGhwQKAAEbMAGGCSqGSIb3DQEBCWUAA4ICAQCFMNGOER9Q
+txzRY7B4daGMiE7jcUit+YanactTeivZLmND+6aCi/SUEEWU9fR+A82gMoOLhUb2
MAOir2uTOtwligvmTsRSABFSOaDI1EQXIgmp2fAq/BtorRDLNDSs8aCVzuh6awl/
M2tM21EDO01CutK1b9CLGNQQQgT3J0Xmmh32tLyb1Xyn3arrpHTn0JpUjeoj2b5R
wZC/TZ1lcgs3wWBN21fC4a2waVa/helC/1cJILSHON2z0eAgRjZz8zV4IYRpuldM3/
pdZctdbozN3L846n5jasmTNs4cDrcBmbkNVJI1EFaNo33hwo9NY//u®@9UPEh4q/G1i
RHRk5f7JxZ21G0d/VEUYZEY+yNM2wxwCJINLhvJ/0j4LaKVuD/TmnrK4QGIcdDDga7
ZVT2/1aV4pHthZDvOmosvLY40hXKi93aXsZxa8025qHQJIC8MQ852UKDvhsZ4Uvr f
kAGQxe9Mggcc0s/vngZMwQdMPzXVsjtUDaX5hDRUYBZmnrDZY7Yz1p2F43aqyC/A
a05np4q0SlsaHIZw3nSongpv+xIk97/jrPaaWBAFNASqBSVBSqCFhTSY309W4UZk
pI5HVbXdPOb1S2uEGQL50GNbMwWVAFXj1gidmunXkZSzrKgkJPjMUg7q/+PoVzru
VPONAXWtryPrBp9yZcyFBdH1nKOB79uFRg==
————— END CERTIFICATE-----

HobaebTe ceprudukat Ha y3en c poibio AGENT win AGENT WIN:

1. CkornupyiiTe Teso cepTU(UKaTa.

2. B BebO wunTepdeiice matdopmel TeperanTe B pasjen AgMUHHCTpUpoBaHue — Kiacrep —
BK/Ia/IKa Y UeTHBIE 3alUCH /1A cO0pa JaHHBIX.

3. JobaBbTe yueTHYIO 3amuchb s cOopa JaHHBIX C TWMOM aBTopu3aiuy Ceprudukar, B mose
CepTudMKaT yKaXXUTe CKOMMPOBaHHOe Teso cepTudukata U B mnose TpaHcmopTel Jo6aBbTe
MPOTOKOJIBI Wi, rpc, ssh (cM. «Puc. 83»).



[06a8UTE yueTHyIo 3anuch

Hassanps ©

LogCollecter_main

T

Cepuguear

Oncasue

[

Cepragukar

BEGIN CERTIFICATE-----
. JKOZINVENAQEL
BOAWWTELMAKGATLEERMCUILXC: IVMOBWDGYDVAQHD:
Nb3Njadex

c2h. QYDVGQLDA. ITAUMCAx
Lil3MBAX

Tpanenoprsl

wmixX rpeX  sshx

Puc. 83 — [lo6aB/ieHHe y4eTHOH 3anHCcH /11 cO0pa JJAaHHBIX

4. Tleperiaute B pa3gesn AgMUHUCTpUpoBaHue — Kiacrep — BK/ajka Y3/bl CHCTEMBI.

5. Ortkpoiite dopmy mpocmorpa y31a ¢ ponbio AGENT wiu AGENT WIN u nepelijute K
0/10Ky YripaByieHue areHToM (cM. «Puc. 84»).

Y3nbl cUCTEMbl JinueHsus akTueHa po:  2025-08-16 | G
A ® pangeoradar-termit-web.service [ENCHENS
ti @ pangeoradar-ti-updater.service B o =
toller ® pangeoradar-toller.service B OB 2
[0}
o BblﬁepnTe CKpUNT and yaanaeHHOro UCNnonHeHAa
B .

ith
YI'IPBBTIEHVIE areHTom

Cratye AxTvBEH

3aLUMILEHHOE NOAKMIOUEHE na

CBopuiyky v oTNpasuTen EEL 0l | OcTaHoBuMTE

Y4eTHas 3anuch ANA NOAKMKOYEHNUS

LogCollector_172.30.249.21-14 - CoxpanuTs

Fno6anbHble

HassaHue cekpeTa

test1 o

JokanbHble ‘ Ypanuts |

HaseaHue cekpeTa

Puc. 84 — ®opma npocmorpa y3iaa. biiok "YnpasieHue areHTom"



6. B 6/i0Kke YnpaB/ieHHe areHTOM BBITIOJTHUTE CIeAYIOIIe JeiCTBUS:

e B TII0Jie YUeTHasA 3amuch /Jisi TOAK/IIOUEHHMA U3 BBINAJAOIIEr0 CIHUCKA BbIOEpUTe
YUETHYIO 3aITUCh i cOopa IaHHbIX;

e B rose COOPIIUKY U OTIPABUTE/IH TP HEOOXOAUMOCTH 3alyCTHUTe KOMITOHEHThI cbopa
Y OTIIPaBKU COOBITHM.

IIpumeuaHue: neped 3anycKkom, coomeemcmeylowjue KOMNOHeHmMbl cbopa u omnpasKku
cobbimuli 00/13CHbI ObIMb HACMPOEHbl 8 KOHU2YpayuoHHoM ¢haline no2-Koaiekmopad.

e HaxMmuTe KHOMKY Ilepe3anycTHTh.

3.3 HacTpoika nor-konnekropa

3.3.1 OnucaHve

Hacrpoiika Jior-KosieKTopa 3ak/rodaeTcss B KOH(UrypupoBaHuu AreHTOB cOopa v ITpodmueit
cbopa 1o 0cobeHHOCTH UH(PPACTPYKTYPbI OPraHU3aLIH.

AreHT cOopa — 3TO KOMITOHEHT JIOT-KOJIJIEKTOpa, OTBEUAOII[|i 32 COOp COOBITHUI OT UCTOUHHUKOB. AT€HT
cbopa co3/jaeTcst aBTOMaTUUECKU TIPH Ha3HAUEHWH Y31y K/lacTepa COOTBETCTBYIOIIEH POJIH:

e agent — Ha y3se Oy/ieT ycTaHOB/IeHa Bepcus areHTa cbopa a1 OC Linux;
e agent win — Ha y3e OyieT ycTaHoB/ieHa Bepcus areHTa cbopa Ayt OC Windows.

IIpumeuaHue: neped HAYA/0M HACMPOUKU /02-KO/AAeKmopa 0obasbme u ycmaHogume (packamume)
coomeemcmaytoujue poau Ha HyHCHbIX Y310X.

B arenT cbopa BXoJAIT C/ie/lytolyie KOMITIOHEeHThI:

o KoHTposiep — o01ye napameTpsl yIipaB/eHUs JIOT-KOJ/UVIEKTOPOM U HacCTPOMKa TIOBe/IeHUS JIOT
KOJIJIEKTOpA TP IOCTH)KEHUH TIpejiesia 3aHATOr0 MeCTa Ha JINCKE;

o API Server — 1ipejocTas/isieT BO3MOXHOCTb Y/la/JIeHHOIO YIIpaB/ieHUsl JIOr-KOJIJIEKTOPOM U
MOHUTOPWHTa;

e C0op MeTpHK — OCYIIeCTB/IsIeT COOpP CTaTUCTUKHU 110 pPaboTe JIOr-KOJIIEKTOPa;
e JKypHa/mmpoBaHHe — OCYIIIeCTB/ISIET BefleHHe )KypHasia paboThI JI0T-KOJIEKTOPa.
YripaBrieHre areHTamMy cO0pa OTMCaHo B pa3jiesie « AreHThI cOopar.

IIpoduns coopa — 310 HAOOP HACTPOeK, OTBeuarol[uil 3a cOop cobbITHil 1B ¢ KOHKPETHBIX UICTOUHUKOB.
[TpyHIMIT HACTPOWKH JIOT-KOJIZIeKTOpa To/ipa3yMeBaeT 4UTO [jisi OJHOTO areHTa cOopa MOXXeT ObITh
HACTPOEHO TIPOM3BOJIbHOE KOJMUecTBO Tipodusieii cobopa. Heobxomumoe kosmdectBo mipodusieii cbopa
OTIpe/IeJISIeTCS] KOJTMUECTBOM UCTOUHHKOB, C KOTOPBIX Oy/1eT OCYIIeCTBISITHCS COOP.

B 3aBucumocTH ot TrMa cbopa cOOBITHIT KOMITOHEHT MOKeT paboTaTh B CIeAYIOMIMX PeXXUMaXx:

e AKTHBHBIN — JIOT-KOJ/UIEKTOpP, COTJIaCHO HacTpodikaM Tpoduns cbopa coObITHii, Oyger
oOparaTbCsi K UICTOYHUKY 17151 cOopa COOBITHN;

e ITaccuBHBIN — NCTOUYHHUK CAaMOCTOSITE/IbHO OTIIpaBJIsA€T coObITHS B JIOT-KOJIJIEKTOP.

PexxuMbl paboThl Tipodusieit cbopa Takke OIpefeNissIOTCs IO Croco0y CeTeBOr0 B3aUMOJEMCTBHUS C
HCTOYHUKOM:



o JIoKa/NbHBIA — JIOT-KOJU/IGKTOP PpacriojiaraeTcd Ha HWCTOYHHKE, a4 HWMEHHO JIOTI'-KOJ/IJIEKTOPD
YCTaHaB/IMBAETCA B CUCTeMe B B e areHTa U IIPpOU3BOJAUT UTEHNEe Cl)aI‘/JIJIOB JKYPHAJ/IOB;

e YjaaneHHbIN — B3aUMOJENCTBHE MEX/Y JIOT-KOJIJIEKTOPOM Y UCTOUHUKOM BBITIO/IHSETCS T10 CETH.
JIor-Ko/iIeKTop yCTaHaB/IMBaeTCsl Ha BbiIeJIeHHBIM CepBep UM OCYIeCTBJIsSIeT y/ajieHHbIM cOop
cobbiTHi. Takke MOKeT OBbITb yCTaHOBJIEH Ha KOHEYHOM MCTOUHUKE COOBITHM, U OCYI[eCTB/ISTh
cbop He TOJIBKO C 3TOT0 UCTOYHHUKA COOBITUM, HO U C IPYTUX CUCTEM.

3a mapameTpbl cOopa IM0 pa3/IMUHBIM IIPOTOKOJAM M THIIAaM HCTOYHHKOB OTBEYAIOT MOJY/IH cOopa,
KOTOpbIe BXOJAT B cocTaB mpoduis coopa. B 3aBucumocty ot OC, Ha KOTOPOH (GYHKIMOHUPYET areHT
cbopa, Moep)XKMBAIOTCS CJIeAYIOIIE MOJY/IH cOopa:

Tabu1. 3 — IlepeueHs NojAepKUBaeMbIX MoJyJIel coopa

Ne Mopys coopa Windows Linux Onucanue
1 etw_input - C6op cobbituii uepe3 Event Tracing for Windows
2 eventlog_input_local C6op cobbiThii uepe3 Windows EventLog (Mexanusm RPC)
3 eventlog_input_remote Co6op cobbiTuit uepe3 Windows EventLog (Mexauusm RPC)
4 external_command_input BeoimosiHeHre BHeltHeH KomMaH ikl B OC
5 file_input UreHne 0KaabHOTO (aiina
6 ftp_input UYrenwue ¢atina, foctynHoro yepe3 FTP
7 http_collector_input UYrenwue ¢atina, qocrynHoro yepe3 HTTP/HTTPs
8 http_request_input ITpuém HTTP/HTTPs-3anpocos
9 kafka_input Ic(:plv];i(ZHIg:ka(;TnpaBnﬂeT TI0/TyYyaeMbIi TIOTOK COOBITHH B
10 mseven6_input C6op cobbrTuii yepe3 Windows EventLog (Mexanusm RPC)
11 netflow (nf_input) ITpuem NetFlow Tpaduika
12 odbc_input ‘;(T)ggnrg S/:g}]i})mlx n3 CYB/[I (MySQL, Oracle, MS SQL,
13 | opsec_lea_input C6op cobbiTuii ¢ uctounukos Checkpoint
14 sftp_input Urtenue ¢atina, goctynHoro yepe3 SFTP
15 smb_input Urtenue daiina, foctynHoro yepe3 SMB
16 snmp_input [Tpuém SNMP Traps
17 | ssh (ssh_collector_input) BrimoiHeHWe BHeTIIHel KoMaH/IbI uepe3 SSH



Ne Mopyss coopa Windows = Linux Onucanue

18 tcp_input + + ITpuém TCP Tpadrika
19 | udp_input + + ITpuém UDP Tpacdrika
20 wmi_input + - C6op cobbITHii uepe3 MexaHusM WMI

ITocne cbopa u 06paboTKu coObITHI TIpoduieM cOopa, OHU OTIIPABJSIOTCS B Ouepe/ib Ha OTMpaBKy. B
3aBUCUMOCTH OT THWIIA [AHHBIX (CTPYKTYPHPOBaHHbIE/HECTPYKTYPHUPOBAHHBIE), TMOyYaeMbIX OT
WCTOYHHKA, K HAM MOYKHO TPUMEHUTh GWUIBTP /s (GOPMHPOBaHUS ouepesd. OUIBTPLI HUCIIO/b3YIOT
MeXaHU3M UepHbBIX U 0e/IbIX CIICKOB. [TogpobHee cM. paszen «PUabTparys».

YnpasieHue mpoduissMu coopa ornrcaHo B paszesie «IIpodwim c6opar.

3.3.2  AreHTbl cOoopa
Pabota c arenTamu cbopa BK/IrOUaeT B ce0si CieyOIL[1e IPOL[eCChI:

1. «IIpocMoTp aredra cbopa».

2. «Hactpoiika arenTta cbopa».

3. «IlybuKanus u3MeHeHUN».

4. «/3MeHeHMe COCTOgHUS rIpodusa coopar.

Inst paboTel ¢ areHTamu cbopa nepeiigure B pa3zen VicTouHUKH — AreHTbI coopa (cM. «Puc. 85»).

t:!:;;é" 172.30.254987 ~ | AreHTbl c6opa NueHsun aKTvaHa Ao 2027-11-16 | © [okymewtauma | @ admin

AreHTbl c6opa

® v SKCNCPTHROBATE B CSV Buibpako: 0 C @
Ha3gaHue Bepcua Wwmis yana IP yana
ArewT cBopa Ha ysne master (172.30.254.97 4000 master 172.30.254.97 @ &

254.17) 4.0.0.0 LogCollector_10.30.254.22 10.30.254.17 @ 2

0.254.96, 4-EVO-716-3 LogCollector_172.30.254.96 172.30.254.96 @ &

‘ ‘ 50/ cTpa1ua

it

Puc. 85 — Pazaen "AreHTsbI coopa”

B pa3zene orobpakaetcs cieaytoiiasi UHGOpMAIvist:
o Ha3BaHue — HauMeHOBaHMe areHTa cO0Opa;
e Bepcus — Bepcust areHTta cbopa, yCTaHOB/IEHHOTO Ha Y3Ji€;
e Hwms y31a — HaiMeHOBaHUe y3/1a, Ha KOTOPOM yCTaHOBJIEH areHT cHopa;
e IP y3na — IP-azipec y3/1a, Ha KOTOPOM YCTaHOBJIEH areHT cbopa.
ITpu pabore Haj areHTaMu cOopa [JOCTYTIHBI ClIeyIOL[He 37IeMeHThI YITPaB/IeHuUs :

Knonka JeiicTBUe



Kxonka HeiicTBue
© MPOCMOTP OIS COBBITHS

rﬂ? peJakTHpOBaHUe UH(OPMALMH O TI0JIe COOBITHS

3.3.2.1 MpocmoTp areHTa c6opa

OTKpbITh areHT cbopa Ha IPOCMOTP MOXKHO JABYMsI CIioco6amu:
e« HaxMMTe KHOMKY & B CTpOKe Hy)XHOrO areHra c6opa;

e Ha)XMHTe M0 cchlIKe B rpade "Ha3paHue".

OtkpoeTtcs ¢opma pocMoTpa areHTa coopa (cMm. «Puc. 86»).

AreHT c6opa Az apno: 2027-11-16
(A
& AreHT c6opa Ha y3ne master (172.30.254.97) OnyGnukosars
Q
10} OcHoeHoe ‘ Pegaktuposats
. D 16246c95-a21a-dde6-d490-db7782b0abd7 (3
4 4000
172.30.254.97
B
master
#
Mpodunu c6opa
.
¥ | Cospam | YpanuTs ace | Umnoptuposate 3 ” L 3KCnOpTUPOBaTE BCe Bubpako:0 C @
" Hassanve Tun moayna McToummk Arew cGopa Axtveew  flata Data
® kafka_input_1111 test_input_source Kafka_input 1111 test_input_source 16246c95-a212-0de6-0490-... - 2025-04-03 11:53:38 | 2025-04-1112:37:05 © & @
tep_input_1514 test_input_source_3 kafka_input 1514 test_input 1624 21a-0dle6-d490- - 2025-04-10 14:21:31 | 2025-04-1112:37:05 @ & @
> tep_input1 t_input_source 1 tep_input 21a-dde6-d490-... [ o} 2025-04-1112:37:05  2025-03-25 11:12:51  2025-04-1112:37:05 @ & @
tcp_input_2520 Cisco-ASA tep_input «© 2025-04-1112:37:05  2025-04-02 14:01:44  2025-04-1112:37:05 @ & @
1 10/ cTpasmua
c
CraTucTvKa nonyyYeHHbIX coBbITUi CTaTMCTMKa OTNPaBAEHHBIX COBLITUA
%
13snpern 10:16  13anpess 1351  13anpens 1720  13anpens21:08  14anpens 0046  14anpenn 0425 14 anpens 08:03 13 anpenn 10:16 4 pens 042
tep_input 1514 test_input_source 3 (- kafka_input 1111 test input_source 3 kafka_input 1111 test input_sour
-O- tep input 1111 test input_source 1 ~O- tep.input 1111 test input_source 1

Puc. 86 — ®opma "IIpocmoTp arenra coopa”

Ha ¢opme otobpaxkaeTcst ciieyroiijasi ”HGOPMALHs:
e brok OcHOBHOe — COAEP)KUT CJIeAYIOLyI0 UH(POPMALUIO:
o HaumeHoBaHue areHTa cbopa;
o ID —upentudukaTop arenrta cbopa;
o Bepcus — Bepcus 10r-K0J/UIEKTOPa, yCTAHOBIEHHOT'O Ha Y3JIe;
o Wwms y3/1a — HauMeHOBaHue y371a, Ha KOTOPOM yCTaHOBJIEH areHT cOopa JIor-KoJyieKTopa;
o IP y3ma — IP-azpec y3/1a, HAa KOTOPOM YCTaHOBJIEH JIOT-KOJIJIEKTOP.

e bnok ITpodmau céopa — comepkut nHbopmarus o mpodussix cbopa, HACTPOEHHBIX /IS JAHHOTO
areHTa cbopa:



o Ha3BaHue — HaMeHOBaHue MPodusIs cOOpa;

o Twum mopynsa — Tun Mozyst cOopa, o KOTOpomy paboTaet poduib c6opa;

o VcTOYHMK — HaUMeHOBaHKWEe UCTOUHHUKA, [I/Is1 KOTOPOTr0 HAaCTpOeH Mpodu/b cOopa;

o AreHT cOopa — HaMeHOBaHHe areHTa cbopa, Ha KOTOPOM yCTaHOBJIeH TTpodu/b cbopa;
o AKTHBeH — COCTOsIHUE MTPOoduIsi cOOpa;

o /Jara nmy0sMKauuu — Jata U BpeMs NyO/mKaiuu uHbopMalid o Tipodune cbopa B
raThopme;
o /[laTa co3gaHus — iaTa ¥ BpeMs Cco3JaHus npocusis cobopa;

o /[laTta oOHOB/IeHHs — /jaTa ¥ BpeMsi M3MeHeHUs1 HH(opMaLiu o rpodusie coopa.

Bnok CTaTHCTMKA TMO/JyYeHHBIX COOBITHH — COZIEP)KUT rpaduueckoe  Ipe[CcTaBlIeHre
KOJIMUeCTBA TMOYUYEeHHBIX COOBITHI OT MCTOUYHHKOB 3a IEPHO/, BPEMEeHHU IO KaXKAOMY MpOduII0
cbopa;

Bnok CTaTHCTHMKA OTNPAaB/JAEHHBIX COOBITHH — COJIEPXXUT rpaduueckoe Ipe/CTaBlIeHUe
KOJIMUeCTBAa OTIIPAB/IEHHBIX COOBITUN B cepBUC Log-proxy 3a Iepuoj BPeMEHH M0 KaXIOMY
ripodustro cobopa.

3.3.2.2 Hacrtpoiika areHTa c6opa

[nst HacTpoOMKKU areHTa cOopa HeOOXOAWMO OTKPBITH €ro Ha pe/lakKTUpOBaHWe, BHECTH HeoOXOoAuMbIe

HN3MEHEHHSA U HaXKAThb KHOIIKY COXpaHI/ITb.

OTKpBITH areHT cOopa Ha peJJaKTUPOBAHKE MOXKHO CJIe[yIOIUMH CI1I0COOaMHu:

[Tepeiiaute B pa3zen UCTOUHHKU — AreHThI cOOpa U HAKMHUTE KHOITKY ﬁ? B CTPOKEe HY’KHOI'O
areHTa coopa.

[MepeiinuTe Ha ¢opmy mpocMoTpa areHta cbopa (cM. «Puc. 86»). W HaKMUTE KHOIIKY
PepakTvpoBars.

HaCTpOﬁKa dI'eHTa c60pa BBITIO/THAETCA B CJIe4YHOLHUX 6/10Kax:

HacTpoiiku KOHTpoOJ/UIepa — yrpaB/ieHrde OOL[MMM TlapaMeTpaMM M HacTpOWKa TOBeJjeHUsl JIoT
KOJIJIEKTOpa MPU JOCTU)KEHUHU TIpe/iesia 3aHATOr0 MecTa Ha JIUCKE;

HaCTPOﬁKH api_server - HaCTpOﬁKa YAa/JI€HHOI'O YIIpABJ/IEHUA JIOT-KOJ/IJIEKTOPOM;

Hacrpoiiku metric_server — HacTpoiika TapamMeTpoB cOopa CTaTHCTHKH 10 pabore Jior-
KOJIJIEKTOPA;

HacTtpoiiku XxypHasia — HaCTPOMKa )KypHa/IMPOBaHUs pabOTHI JIOT-KOJI/IEKTOPA.

3.3.2.2.1 HacTpoWKkun KOHTponepa

KoHTposu1ep oTBeuaeT 3a yIpaB/eHHWe CeKpeTaMM JIOr-KOJIIeKTOpa U OTC/IeXHBaeT IOTpebsseMyto
Harpy3Ky Ha CUCTEMY.

[Tpumep 6/10ka HacTpoiKu KoHTposU1epa npuBeZieH Ha «Puc. 87».



IE° 1723025497 ~ | OCHOBHbI@ HACTPOWKM areHTa c6opa JIWlyeH3UA BKTUBHE 00: 2027-11-16 | () Ookywmewtauun | @ admin ~

< OCHOBHbIe HacTPOIiKKU areHTa c6opa Ha yane master (172.30.254.97) Copocurs | [SEENEY

* HacTpo/kn KoHTpOANEpa
=i NyTe a0 danna cexpeTos * MopT MORYNR OTNPSBKM * MopT moayns coopa *

fopt/pangearadarjconfigs logcollectorfsecret

MOHUTODMAT SaHSTORD MECTa Ha ANCKS

BepXHitA NDEREn SaHATOMO MECTa Ha AUCKE (8 npoueHTax) TIPOUEHT SEHATOMD MECTS AANA BOCCTAHOBNEHAR PaBOTs! MHTEpBaN NDOBEPKM MECTa Ha JACKE (8 cekywpax)

5 -+ 85 -+ 60 -+

@& MoBEAEHUE NP ABETHKEHUM BERXHEND NPERena

turn_off

HacTPORKM NOAKNIUEHIHA K LOGPTOXY (IPHMEHAIOTCA NO YMONUAHWIO B NPODUNAX COOPa)

Paswep Byepa Ha sanvce (s BanTax) Pasmep Bygepa Ha uTene (g GaiTax) BROUWTS CxaTie

10000 + 10000 + @

YpoaeHs norupoeaHma MyTh 10 dafina xpasvnuwa * Mopt kenTponnepa fK

INFO optipar tor/secret_storage

> HacTpoim api_server
> HacTpomsn metric_server

3 Hactpoibn xypuana

Puc. 87 — Hacrpoiika arenra coopa. Biiok "Hacrpoiiku KonTposuiepa”

Ykaxkute B 6/10Ke MH(OpMAIMIO 0 KOHTPOJL/Iepe:
e Tlopt KouTposuiepa JIK — nopT KOHTpOJI/Iepa JIor-KoJjuiektopa. [lapameTp Hesib3s U3SMEHUTD;

e IlopT Moaynsi mpUeMKH — TIOPT MO/YJis, Ha KOTOPbIM TPUXOJAT COOBITHSI OT MCTOUHMKA.
[TapameTp HeJb351 U3MEHUTD;

e [IlopT Moay/si oTHpaBKH — TIOPT MOJYJ/S, C KOTOPOTO BBITIO/HSAETCS OTIIPaBKa COOBITHUH B
naTdopmy. [TapameTp Hesb3si U3MEHUTh;

e Ilytb po daiina cekpeToB — yKakuTe myTh 70 (haitia c cekpetamu. [TogpoOHee 0 ceKpeTax CM.
pazgen «CeKpeThl»;

e IlyTb Ao (aiina XxpaHUIMINA — YKAKUTE MYThb [0 XPaHU/IUILLA CEKPETOB;

o BepxHuil npefesn 3aHATOro MecTa Ha /JUCKe (B NMPOLEHTAX) — YK&OKUTe 3HaueHHe 3aHSATOro
oucka B "%", TIpU [JOCTIKEHHWH KOTOpOro OyzieT BBINOJIHEHA KOMaH/a, YKa3aHHas B
riosie IToBeaeHye pyu AOCTHKEHUHM BepXHero npejesa. 3HaueHve 110 yMoa4aHuto: "95";

e IlIpoueHT 3aHATOr0 MecTa /I/isi BOCCTAHOB/IEHHs PAa0d0ThI — YK )KUTe 3HaUeHHe 3aHATOro AUCKa
B "%", TIpU [OCTW)KeHUH KOToporo OyzeT BOoccTaHOB/eHa paboTa areHTa cbopa. 3HaueHHe IO
ymMmonuanuto: "80";

o UVHTepBa/s MpoBepKH MecTa Ha JHMCKe (B CeKYH/|aX) — YKa)KUTe UHTepBaJ MPOBEPKU MecTa Ha
JIMCKe (B CeKyH/ax). 3HaueHue 1o ymonuaHuto: "60";

o TIloBegeHne mpU JOCTWKEHHWH BepPXHEro mpejena — W3 BBINA/AIOIIETO CIHCKa BblOepuTe
JleliCTBHe, KOTOpOe HEeoOXOAMMO BBITIONIHUTL TPU JOCTIKEHWH TIpejiesia 3aHSATOr0 MecTa Ha
Jucke. Bo3MoKHbIe IeliCTBUS:

e turn_off — BBIK/IFOUMTD areHT cOopa;

e skip — BK/IIOUUTbH TPOIYCK COOBITHM, ITPU KOTOPOM areHT cOopa OyzeT uMTaTh COOBITHS,
HO He OyJieT repechuiaTh B I/1aTHOpPMY.



OcobeHHOCTH pabOoTHI JIOT-KOJ/UIEKTOPA TIPH JOCTKEHUH TIpe/iesia MecTa Ha [JUCKe:

e AKTHUBHBINA COOp — KOT/Ia MECTO 3aKaHUMBAETCsI, JIOT-KOJ/UIEKTOP TIepecTaeT coOupaTb COOBITHS, HO
TIPO/I0/DKAeT UX OTIPaBKy B cepBuc Log-proxy, utoObl 0cBOOOUTH MECTO;

e TIACCUBHBIM COOP — eC/IM UCTOYHHMK MOJKET TPOZO/IKaTh paboTaTh B LITATHOM DeXUMe, a JiOT-
KOJIJIEKTOP He JJOCTYIIeH, TO PEKOMEH/IyeTCsl OCTaHOBUTDb TIpHeM CoObITHH (turn off), mpu 3TOM
JIOT-KOJIJIEKTOP TIPOJIO/DKUT UX OTIPaBKy B cepBuc Log-proxy, uto6bl 0CBOOOAUTL MECTO;

e TACCHUBHBIN COOP — €C/TM UCTOUHUK He MOXKeT HOPMasbHO MPO/[0/DKAaTh Pab0TaTh U JIOT-KOJJIEKTOD
He ZIoCTyreH. B 3ToM ciyuae Jior-Ko/utekTop OyeT mpomnycKaTh COOBITHS (skip), HO TIPO/IOJDKUT
WX OTIIPAaBKY B cepBUC Log-proxy, uToOb 0CBOOOJUTH MECTO.

Taxke ofo6Hast 1orvka Oyzet paboTaTh U B CJIEAYIOMIUX CTyYasix:
e KOT[Ja ecTh Mpo6JIeMbI C CETBIO U JIOT-KOJITIEKTOD He /JOCTYTIeH;

e KOTjja NMPUMEHSIOTCS HOBBbIE MapaMeTpbl KOH(MUTYpAL[MH JIOT-KOJ/UIeKTOpa, BO3MOKHA CHUTYyalvs,
yto npodum cbopa ecTb, a C areHToM cbopa ellje HeT COeMHEHUS;

e BOCCTaHOBJIEHHME CBSI3M C UCTOYHMKOM, KOTJja Ha CTOPOHE MCTOUHHWKa OoJiblllas ouepeb U OHa
MacCOBO pa3rpy’kaeTcsi 6e3 orpaHUUHTeIeH.

B 610ke HacTpoiiku noakaoueHns K LogProxy npu HeoOXOAWMOCTH BBITIOJIHUTE TOHKYIO HaCTPOWKY
MOJK/IIOUeHus K cepsucy Log-proxy:

e Pasmep Oydepa Ha 3amuch — yKakute pasMep Oydepa, KOTOPbI MCIOAb3YeTCs TPU 3alUCH
COOBITH;

e Pasmep Oydepa Ha uTeHHe — yKakuTe pasmep Oydepa, KOTOpbIM HCIOIb3yeTCs MPU UTEHUU
COOBITH;

e BK/aouuTh CKaTHe — pr HEO6XO,ELI/IMOCTI/I BKJ/IOUKUTE KOMIIPpECCHUIO COOBITHIA.

Hactpoiiku OyayT TmipuMeHeHbl [ Bcex mnpoduiedi cbopa, yCTaHOB/IEHHBIX Ha areHte. [Ipu
HE0OXO/IMMOCTH B HACTPOMKax mpoduss cOopa MX MOXKHO TEpPeorpe/ie/ITh i KOHKPETHOTO MOJYJIst
cbopa (cm. pasgen «HacTpoiika mogk/IroueHus K cepBucy Log-proxy»).

B mosie YpoBeHb JIOTHPOBaHMA HACTPOUTE TTapaMeTpPhl )KypHa/IMPOBaHUs pab0ThI KOHTPOJIIepa:
¢ ERROR - 3amuceiBaTh Co00IIeHNs 00 OIMOKax;

e  WARN - 3anuchIBaTh MpeAynpeXxaaroiie coo0IieHus], KOTOpble YKa3bIBalOT Ha MOTEeHIMaIbHbIe
1po0JIeMbl MJTH CUTYaLIMH, KOTOPbIe MOTYT TPUBECTH K OIIMOKaM B Oyayiiem;

e INFO - 3amuceiBaTh HWH(pOpPMaI[MOHHBIE COOOIIeHUs, KOTOpble COO0OIIAaI0T O HOPMAa/bHOM
(hyHKLIMOHUPOBAHWH TIPUIOXKEHUST;

e DEBUG - 3anuchkiBaTh OT/1aZIl0UHy0 HH(OPMaI[HIO.

3.3.2.2.2 HacTpoiku api_server
API Server oTBeuaeT 3a BO3MOXXHOCTh Y/Ja/IeHHOTO YIIpaB/IeHHsI areHToM cbopa.

ITpumep 6/10ka HacTpoiiku api_server nipuBesieHbI Ha «Puc. 88».



723025497 ~ | OCHOBHbIE HACTPOWKMW areHTa c6opa

bie HACTPOFKY

> Hactpoiiku koTponnepa

~ HacTpoiikm api_server
Appec AP| Servera *

# 172.30.254.97

TimeOut aanuew

" 60

s
Naponk K cepTudukary

MyTe 40 Gaiina kncua

Jopt/pangeoradar/carts/agent key

YpoBeHs NOrUpoBaHUR

INFO

> HacTpoitkn metric_server

> HacTpoilkin KypHana

< OcHOBHble HacTPOWKK areHTa c6opa Ha yane master (172.30.254.97)

Mopr 4Pl Servera *

WppossHme TLS

«©

TPEGYETCR KMEHTCKAA GEpTUdMKAT

Ykaxute B 6/10ke nHpopmaruio 06 API cepeepe:

[MUgH3MA aKTHEHA Ac: 2027-11-18 D Roxymentauus | (@) admin

GépocuTs CoxpaHuTL

TimeOut uTesms

60 +

MyTs 00 Gaiina cepTHOUKaTa

fopt/pangeoradar/certs/agent crt

MyTs 40 Gaiing KOPHEBOTO CepTHMKaTa

Puc. 88 — Hacrpoiika arenta c6opa. Biok "Hacrpoiiku api_server"

Appec API cepBepa — yKaXuTe afipec CeTeBoro uHTepgeiica, UCroib3yeMoro areHTom cbopa;

ITopT API cepBepa — nopT, 1o KOTOpoMy BbinoyiHgeTcs: API-B3aumogerictBue. [TapameTp Heb3s
HM3MEHUTb;

TimeOut uTeHUs — YKa)KTe MaKCMMasbHOe BPeMsl 0>KU/laHKsI TT0JyueHusi 3arpoca B CeKyH/1ax;
TimeOut 3anMcH — yKa)KUTe MaKCMMa/lbHOe BpeMsl 0>KW/JaHUs OTIIPABKH 3arpoca B CeKyH/1ax;

Oxxupganue (Wait) — yKaxuTe BpeMsi OKUZaHUSI OKOHUaHUsT 00pabOTKM 3armpoca Tpy ToTyYeHUH
CUTHa/ia Ha OCTAHOBKY TPUJIOJKEHUS B CEKyH/ax;

IITudposanue TLS — npu HeoOXOAMMOCTHA BK/IIOUUTE OILIMIO, KOTOpasi MO3BOJsSIeT BKJ/IIOUMUTH
Ucrnob3oBaHue TpoTokosia Transport Layer Security (TLS) ansi obecrieuenust Ge3oracHoM
repejiauM JJaHHbIX;

IIyTte o daiina ceprudukara — ykaxute nyTh 10 (ailna ceptudukara, UCIOAb3yeMOro mpu
TLS mwmdpoBanuy;

IIyts g0 daiina kmoya— yKaxdTe OyTh A0 alina kioueld, wucronb3dyembix mipu TLS
mMdpoBaHuy;

INaponb kK cepTudMKaTy — Naposib A1 pacliM@poBKU (aiina kmoueit. Eciv nose He 3azaHo,
cuuTaeTcs, uTo (paiis He 3alIM(pPOBaH;

Tpedyercsi KTHMeHTCKHI cepTU(HUKAT — NPY HEOOXOJUMOCTH BK/TFOUMTE TIPOBEPKY KITMEHTCKOT0
cepTu(uKara;

IIyrs po daiina kopHeBoro ceprudukara— MOyTh [0 KOpHeBoro ceptudukara. Ilone
3aroJIHAeTCs IIPY BKJIFOUEHHOW NIPOBepKe KJIMEeHTCKOro cepTuguKara;

YpoBeHb J/IOTHPOBAHMSA — U3 BBINAZAIONIETO CIKMCKA BBIOEPUTE YPOBEHb >KYPHATMPOBAHUS
paboter API cepBepa. Bo3MO)KHbIe 3HAUEHUSI:

e ERROR - 3amnuceiBaTh coob1ieHys 06 ommoKax;



e WARN - 3amuchiBaTh TIpeAympeXxAaroiie cooOmeHns, KOTOpble YyKa3bIBAalOT Ha
TIOTeHLMa/IbHble TPO0JIeMbl WM CHTYallud, KOTOpble MOTYT TPHUBECTH K OIIMOKaM B

Oynyuiem;

e INFO - 3anmceiBaTh WHGMOPMAI[MOHHBIE COOOIIEHHS, KOTOPbIe COOOIIAal0T 0 HOpMaTbHOM
(YHKL[MOHUPOBAHUU TIPUJIOKEHUST;

e DEBUG - 3anuchkiBaTh OTJIaZIOUHyI0 HH(OpPMaLIHIO;
e TRACE - 3amucbiBaeT BCto HHpOpMaIuio o paboTe cepBHcCa;

e ALL — 3anuchiBaTh BCe COOOIEHMS.

3.3.2.2.3 HacTpoWkn metric_server

Metric_server ocyiecT/isieT COOpP CTaTUCTUKU pabOThI areHTOB cOopa JIoT-KOJIJIeKTopa.

[Tpumep 6/10ka HacTpoiiku metric_server npuBeieHbI Ha «Puc. 89».

t?:;:i” 172.30.254.97 ~ OcHOBHble HacTpPoiKH areHTa cGopa NiueHaus akTueKa ao: 2027-11-16 © [Jokymentauma | @ admin v

< OCHOBHbIE HacTpOIiKM areHTa c6opa Ha y3ne master (172.30.254.97) CopocuTs

> HacTpoiiku KoHTpoNnepa
> HacTpoikw api_server

~ HacTpoitku metric_server

MopT cepBepa NPEACCTABNRIOWEro MeTPHK K *

> HacTpofku KypHana

Puc. 89 — Hacrpoiika arenra coopa. biok "Hacrpoiiku metric_server"

B 6soke otobpakaeTcst uHbopMalys 00 HUCIOIB3yeMOM TOpPTe CepBepa, MPeAOCTaB/ISIONIMM MEeTPUKH

JIOT-KOJIJIEKTODA.

IIpocmoTp MeTpHK:

1. Tlepeiizute B BebO-uHTepdeiic mMIaTGOpMbl  uepe3  KOTOPbI  MOKET  BBIOJIHSATHCS

LEeHTPa/IM30BaHHOE YIIpABJ/IEHKE JIOT-KOJ/IJIEKTOPOM.

[Tepeiizute B pasgen AAMMHHCTPUpPOBaHMe — MOHUTOPHMHI U M3 BbINAJAKOLIET0 CIMCKA
BeIOepuTe pabounii cton Jlor Ko/uieKTop.

[lepeuenb BUKeTOB pabouero crona JIor Ko/ileKTop TipuBefeH B AoKymeHTe «IlepeueHb
MeTPUK MOHHUTOPUHIa».

3.3.2.24 HacTpoWKu XypHana

KomrioHeHT oTBeyaeT 3a BeZieHHe >KYPHaroB paboTbl areHTa cOopa. Iloaep>KMBarOTCs CliefyroIue

YPOBHH >XyPHa/IMPOBAHUSI:

ERROR - 3anmceiBaTh cO0011[eHHUsT 00 OITHOKax;

WARN - 3anuchiBaTh NpeAyTpexaroiie coo01jeHusi, KOTOpble YKa3bIBalOT Ha MOTeHL[Ma/IbHbIe
npo6JieMbl UM CUTYaLIMH, KOTOPble MOTYT MPUBECTH K OII1OKaM B Oyyiiem;

INFO — 3anucbiBaTb HWH(OpMaI[MOHHBIe COOOILeHNs, KOTOphble COOOL[al0T O HOPMaabHOM
(bYHKIIMOHUPOBAHUU TPUJIOKEHHS;



o DEBUG - 3anucbiBaTh OT/Ia/IOUHYI0 WHGOPMAL[HIO;
e TRACE - 3anucbiBaeT BCro uH(OpMaIHio 0 paboTe CepBUCa;
e ALL - 3anuchIBaTh BCe COOOIIEHUS.

ITpumep 6/10ka HacTpolku >KypHasia npuBezieHbl Ha «Puc. 90».

TAE 1723025497 | OCHOBHbIE HACTPONKM areHTa c6opa Tigensus akTuska po: 2027-11-16 | @ [okymesrauua | @ admin

< OCHOBHbIE HAaCTPOIKK areHTa c6opa Ha yane master (172.30.254.97) CopacHTL

HOBHEIE HACTROMKN

> HacTpoiim kouTponnepa
> HacTpofkw api_server
> HacTpoikm metric_server

~ HacTpoiiiw xypHana
MogT nor-cepeepa * YPOBEHL NOMUPOBAHUA MyTs o Gaina xypHana *

W INFO Jvarfloafiogealiectorfiournal. log

PasMep daina wypana Konu4ecTso ¢ainos xypana T MYGHHA XPEHEHWR CTODKM, AHEA?

5 + 3 + 7 —+

Puc. 90 — Hacrpoiika arenra coopa. Biiok "Hacrpoiiku xypHaia"

Ykaxkure B G/I0Ke C1eAyOIYI0 UH(POPMALIUIO:
o TIlopt log_server — moptT cepBepa )KypHa/ivpoBaHus. [lapameTp HeJb3s1 U3MEHUTb;

e YpoBeHb JIOTMPOBaHUs — OOV YPOBeHb >XYPHA/MPOBAHUS [/Isi BCEX KOMITIOHEHTOB areHTa
cbopa;

e IlyTb po ¢aiina xxypHana — nyTh A0 ¢aiina )KypHaia;

e Pa3mep d¢aiina XypHana — mapameTp, KOTOPbIM OIpejessieT MaKCUMaJbHbIM pa3mep (aiina
)KypHasia B MerabaiTax, Ipy JOCTH)KEHUH KOTOPOro Oy/ieT BBITIOJTHEHA POTALIMS )KyPHAJIOB,;

e KoymuecTtBo ¢aiisioB KypHasa — TOpOr KojiuyecTBa (QailioB >KypHana, MpPU JOCTHXKEHUM
KOTOpOTo OyAyT yjaneHbl ycTapeBinve ¢aiibl )KypHaia. Ecii mapameTp He yKa3aH, TO (aiisibl
yIansiThCs He OyAyT;

e TI'1y0MHA XpaHeHHUs] MCTOPUH, AHEeH — YKa)KUTe MaKCHMMalbHOe KOJIMYeCTBO JHeH /il XpaHeHUsI
cTapbix (aiioB >XypHana. OTcueT BefileTCsl 0 MeTKe BpeMeHM co3jaHus ¢aiina KypHana. Ecin
rapameTp He yKa3aH (aii/ibl yaansiTbcs He OyAyT.

3.3.2.3 Ny6nukauunsa n3ameHeHUn

Yrobbl HACTPOUKHU areHTa cOopa BCTYIIW/IM B CHITy, UX HE0OX0/IMMO ony0/IMKOBATh B I1aTdopme.
[Ty6nukaiyo u3MeHeHUH MOXKHO BBITIOJTHUTD C/IeAYIOIMMU CIIOCO0aMu:
Cnoco0 1:

1. Beibepute areHTbl cbopa, B KOTOpble ObulM BHeCeHbl H3MeHeHus. [Ijii 3TOro ycTaHOBUTE
COOTBETCTBYOLLME (p1ary.

2. Haxmure kHOTIKY Ony0/IMKOBaTh.
Cnoco0 2:
1. TlepeiimuTe Ha hopMy poCMOTpa areHrta cbopa.

2. Haxmure kHOTIKY Ony0/IMKOBaTh.



3.3.24 WN3meHeHue cOCTOAHUA npocuna coopa

[Tpoduib c6opa Ha BLIODAHHOM areHTe MOXXeT HaXOJUThCS B CIEAYIOUIUX COCTOSTHUSIX:

BkiroueH — 110 ipodusir0 c6opa BBITIONHSAETCsE COOp COOBITHI OT MCTOYHHMKA,;

Beik/roueH — 1ipodunb cbop gobaB/ieH B riatGopMy, HO MO HeMy He BBITOJIHSIETCS cOOp
COOBITHH.

V3meHuTh coctosiHue mipodusisi cbopa Ha areHTe MOYKHO CJIeAYIOIIMMU CTIOCO0aMu:

Cnoco0 1:
1. Ortkpotite areHT c60pa Ha MPOCMOTP.
2. Tlepetigute k 6/0ky ITpoduin coopa.
3. B rpadge AKTHBeH U3MeHHTe COCTOsSIHHEe HY)XHOTOo mpodust cbopa, yCTaHOBUB TepeK/odare/b B
COOTBeTCTBYHOLIlee I10/I0’KeHUe.
Cnoco0 2:
1. OrtkpoiiTe areHT cO0pa Ha TIPOCMOTP.
2. Tlepetimure k  Osoky Ilpodpmm  cOopau  Boibepure mpoduiun  cbopa, yCTaHOBUB
COOTBETCTBYOLLIMe (hary.
3. Ucronp3yliTe KHOMNKY BK/IHOUHMTH/BBIK/IIOUHTS /1711 M3MEHEHHWsT COCTOSIHUS  BbIOpDAaHHBIX
ripocusiedi cbopa
Cnoco0 3:
1. Orkpoiite areHT cObopa Ha MPOCMOTP U nepeliaute K 6yioky IIpoduau coopa.
2. Ortkpoiite mpodguab cOopa Ha TMPOCMOTP, HaXKaB MO cchiike B Tpade Hazpanue wiv 10
kHorke <& B Hy)KHO#1 CTpOKe.
3. Ha dopme nmpocmoTpa npodusisi cbopa HAXKMHUTE KHOTIKY PeJakTHPOBATh.
4. B nosie AKTHBeH yCTaHOBUTE [epeK/royare/b B COOTBETCTBYIOLee 10JI0KeHHe.
5. Haxmute KHONKy CoXpaHHUTh.

[Toapo6Hee o pabote c mpoduasimu cbopa cm. pasgen «[Ipodum cbopa».

3.3.3

Mpodwmnn céopa

Pabora c mpodunsimu cbopa BK/IrouaeT B cebst CyieAyroIye Mporecchl:

1.

2
3
4.
5
6

«HacTpotika npoduas cbopay.

«IIpocMoTp mpodusig cbopa.

«PenakTrpoBaHue rpoduag cbopar.

«3IKCOopT npodwueit coopar».

«ImmopTt nipoduieii coopa.

«¥Y nanenue npodunen coopar.




Inst paboTel ¢ ipodunisimu cbopa riepeiiiuTe B paszgen Ucrounuku — ITpodumum coopa (cm. «Puc. 91»).

Paliar.  172.30.254.97 v Mpodunu c6opa TILEH3WA aKTHEKA Ao:  2027-11-16 @ DokymenTauus admin +/
ALAP P P y
&}
Mpodunu c6opa
Q
° ¥ | Cosmare IKCMOPTHPOEZTE BCE  MMNOPTARDSATS Babpan0 G @
Hazsauve Thn moayna McTounmk Araut c6opa AKTHBEH Rarar Rata
]
msevent_input 1111 input rce a7937a3a 09-1bc3-5100-... Het 2025-04-1117:59:17 2025-04-11 18:06:11 @ & o]
2 top_input_2520 Cisco-AS? tep_input 2520 Cisco-ASA 16246c95-a21a-dde6-d80 fa 2025-04-1112:37:05  2025-04-02 14:01:44  2025-04-1112:37:05 @ & @
# tep_input katka_input 514 input_source_3 1 Het - 2025-04-1014:21:31 2025041112370 © & @
afka_input kafka_input 16 fet - 2025-04-03 11:53:38 2025041112370 @ & @
eventiog-input_local 1111 testinput_source 06666465-10e1-7342-2467~ Het 2025-04-1117:19:31  2025-04-1117:4832 @ & @
i
eventlog_input_remote eventiog_input_remote test_input_source 0e666465-10ef-7342-2467 na 2025-04-11 17:48:32 2025-04-11 17:48:25 2025-04-11 17:48:32 @ S m
@ tep_input testinput_source 6246c05-a21a-dde6-d430 fla 2025-04-1112:37:05  2025-03-25 11:12:51  2025-04-1112:37:05 @ & @

(1] | 1orcmama

Puc. 91 — Pa3gen "IIpodusu coopa”

B pasgesne orobpaxkaeTcs ciiezyroiasi UHGOPMalust:
o Ha3BaHue — HauMeHOBaHue NMPohuss cOopa;
e Tun mopynsa — tan Moaynst cbopa, Io KOTOpoMy paboTaeT podusis cOopa;
e HcTouHHK — HaMeHOBaHWe MCTOYHHUKA, /IJI1 KOTOPOro HacTpoeH npodusib coopa;
e AreHT cOopa — HaMMeHOBaHHe areHTa cOopa, Ha KOTOPOM yCTaHOBJIEH MPOGHIIb COOPa;
e AKTHBeH — cocTostHue npodusisi cbopa;
e JlaTa my0/iMKanmu — fiata ¥ Bpemst ny0mmkanyy nHGopMaiuu o npoduse coopa B ruiaThopme;
e JlaTa co3jgaHus — JiaTa U BpeMs co3jaHus npodust coopa;

e JlaTa 00HOBJIEHHMS — /laTa U BpeMsl M3MeHeHUst MHpopMalyu o ipodusie coopa.
3.3.3.1 Hacrtpoiika npodmnsa coopa

Hacrpoiika npogwusisi cbopa 3akiouyaeTcss B KOHOUTYPUPOBaHUM MOZAY/si cOopa, 1o KOTOpomy Oyzer
paboTathb rnpoduib.

Buaumanue! Moodyb c6opa donxceH noddepacueamb OC, Ha komopoll pabomaem azeHm cb6opa, uHaue
npoguab cbopa pabomamb He 6ydem. Coomeemcmeue Molynel cbopa u OC npusedeHo 8
pazdene «OnucaHue».

[TopsifoK AelicTBUM /711 HACTPOMKY rTpodusi coopa B 0011IeM cydae BBITTISIIUT CIeAYIOImUM 00pa3om:

1. Haxwmwure kHoriky Co3aarb. OTKpoetcs hopma "Co3ganue ripodusist coopa” (cM. «Puc. 92»).



#

Pamar.  172.30.254.97 ~ | CospgaHue npoduna c6opa INueHsus akTueHa go: 2027-11-16 | @ [okymentaums | @ admin v

< CospaHue npoduna cbopa Copocrs  [RSLEELS

HaseaHune AreHT c6opa Ha y3ne master (172.30.254.97)

_1531 Microsoft-Exchange-SMTP Bepcusa arenta c6opa: 4.0.0.0

AreHT cbopa * Moayne WCTOYHMK *

AreHT cbopa Ha yane master (172.30.254.97) 1531 Microsoft-Exchange-SMTP

Puc. 92 — ®opma "Co3ganue npoduisa coopa”

C nnardopmoii mocraBnsieTcs:i Habop 3apaHee TMOATOTOBIEHHBIX I1a00HOB mpodusieil cbopa.
[ITabson BeIOMpaeTcst B mosie Mcmob30BaTh cymiecTBywmui mab/aoH. [Ipu HeobxoauMocTu
Bbl MOXKeTe HAaCTPOUTh Mpodusib cbopa BpyuHyto. [l 3TOro ykakute Ha (hopme ciiefyroLyIO
r“H(opMaluio:

o Ha3Banue — HauMeHoBaHue mpodussi cbopa ¢dopmMHUpyeTCs aBTOMaTHUECKH M3 ABYX
yacteii: <HaumeHoBaHue mopyns>_<HaumeHoBaHHWe HMCTOUYHMKa™>. [Ipy HeoOXOAMMOCTU
Bbl MOXKeTe yKa3aTh Ha3BaHUe CaMOCTOSITe/IbHO;

e AreHT cOopa— W3 BBINA/AIOIIEr0 CIHMCKA BbIOEpUTe areHT cOopa, Ha KOTOpPoM Oygjer
(yHKL[MOHUPOBATh MPO(UIIb;

e VICTOYHHMK — U3 BbBINAJAIONIET0 CIKCKA BbIOEPUTE WMCTOUYHHK, C KOTOpPOro OymayT
cobuparbcst COObITHS MpoduieM cOopa;

e Mopayab c6opa —13 BbINMAJAMOINETO CIMCKAa BbIOEpUTE MOY/b COOpPa, TT0 KOTOpOMY OyeT
paborate mpodwmib cbopa. Ilons dhopmel OyayT aBTOMaTHUeCKH CGHOPMHUPOBAHBI ISt
HACTPOMKH BbIOpaHHOTO MOAYJst (cM. «Puc. 93»).



< Cospanve npoduns c6opa CopocuTs

AkTUBEH  Ha3sBsaHie AreHT c6opa Ha yane master (172.30.254.97)

eventlog_input_local 1517 Microsoft-Windows-Hyper' Bepous arenta céopa: 4.0.00

AreHT cBopa * Moayns MCTOUHMK *
AreHT chopa Ha yane master (172.30.254.97) eventlog_input_local 1517 Microsoft-Windows-HyperV
ViMeHa xypHaoe ans cGopa * TMepek/toyaTes COXPaHEHUS NO3NLMM, NPU HaYane YTeHus
test X «©
DUALTP COBLITUNA Pasmep sanpoca
* 31 —+
VIHTepBan MexAy 3anyckoM 3anpoca B CeKyHaax KonnyecTso napannenbHbIX BOPKEPOs
—+ —+
YPOBEHb NOrMPOBAHNA MyTb A0 Gaina xypHana
WARN
TaiimayT 3anpoca B cexkyHaax YnTaTb TOMKO HOBbIE COBLITHRA
; ~+ @
OnpeaenaTs UMs nonbaosarens no SID TMpumepHbIi pasmep Gydepa cobbITiA
o« 1000 -+
MUHUMANbHbIA MHTEPBAN NEePenofKIKYEHIS (B MUHYTaX) MaKcuManbHb I MHTEPBan NEPENOAKIOYEHNS (B MIUHYTaX)
1 —+ 15 —+

HacTpoiiku KoaupoBKu
M3MeHsiTb KOAMPOBKY COBbITHI Ha UTF-8 VcxopHas koguposka dalina

BuiBop, B daiin
BK/IIOUAT BbIBOL, B daitn MyTb A0 BbIXOAHOTO daitna

«©

COXpaHUTL Kak WaBnoH

Puc. 93 — ®opma "Co3ganue npoduis coopa". Ilpumep HaCTPoOeK MOyt

3. Hactpotite BbIOpaHHBIH MOAynb cOopa. HacTpoliky Mopy/iss MOXXHO YCJIOBHO TMOJ€MUTh Ha
crefyollye JeiCTBUS:

e HacTtpoiika OCHOBHBIX TMapaMeTpoB MOAYJisi (TTOAPOOHO OIMMCAHBI B COOTBETCTBYIOIIUX
pazzenax Hwke). [Ipy HeOOXOAUMOCTH [T YaCTH HAaCTPOEK Bbl MOJKETe HCIOJhb30BaTh
cekpeThl (oipoOHee cM. pa3zien « CeKpeThI»):

o Hacrpolika )XypHanvpoBaHUsl.
o Hacrpotiika KOAUPOBKH.
e Hacrpolika BbIBOZIa B (paiis.

4. Tlocne BbIOOpPa W HACTPOWKM MofyJis cbopa, CTaHET [JOCTyITHAa BO3MOXXHOCTh aKTUBHPOBATh
npodusib cbopa Ha BLIOpaHHOM areHTe. [I7is 3TOTO B T0/ie AKTHBEH YCTaHOBUTE TepeK/touaTe/lb
B T10J10)KeHue "BkioueH".

5. [na coxpaHeHUs: U3MeHeHU Ha)kKMUTe KHOTIKY COXpaHHTh.

6. Omy0/mMKyiTe M3MeHeHUs HA BbIOpaHHOM areHTe cOopa, 4TOOBI M3MeHeHHs] BCTYIWIN B CHITY
(cMm. pasgen «I[lybnukaiys U3MeHeHUN» ).




3.3.3.1.1 CekpeTbl

CekpeTsl JIOT-KOJ/UIEKTOpa — 3TO HeoOXofuMble A/t pabOThI/HACTPOMKM 3Ha4YeHMs, KOTOpble OyayT
3ammr(poBaHbI U BCTaB/IeHbI B HY)KHbIE MecTa B Tipodusie cOopa st COKPHITHS HH)OPMALIUH.

CexpeTb! OBbIBAIOT /IBYX BU/IOB:

e T'/100anbHBIE — [0 YMO/YaHUIO MTPUMEHSIIOTCS KO BCEM KOJIJIEKTOpaM AJis yAo06cTBa paboThl €
HUMHU;

e JIoKanbHbIE — rnepeorpenedaroT IdpdMETPhI r00anbHBIX CeKpeToB [Jid KOHKDPETHOI'O
3K3eMIl/Idpa JIOr-KOJIJIEKTOPa.

JlokanbHbIe CEKPeThl BCer/ia IMeIOT MPUOPHUTET BhILiIe I7100a/TbHbIX.

Co3aHue CEeKPeToB [I0/DKHO BBITIOHATHCS uepe3 Beb-uHTepdeiic miaTdopmbl:
1. Tlepeligute B pa3fen AaMuUHMCTpUpOBaHue — Kiacrep — BK/1ajika Y3/bl.
2. OrtkpotiiTe (popMy rpocMoTpa y3/1a € posbio agent Uiy agent win.

3. B 6si0Ke cekpeThl areHTa Ha)kMuTe KHOTIKY Co3aaTh ceKpet (cM. «Puc. 94»).

no6anbHble | Yaanutb

Haszeanue cekKpeTa

test |}

NoKaneHble | Ynanutb |

HaseaHwe cekpeTa

test 1y

Puc. 94 — ®opma npocmotpa y3aa. biiok "CekpeTsl arenra”

4. Ortkpoertcsi okHO "Co3zaathb cekpeT"” (cMm. «Puc. 95»).

Cozgars cexper

Puc. 95 — Okno "Co3aartb cekper"



5. YKaxuTe B OKHe CJieyIOL[yI0 UH(POpMaIHIO:
o Brnone HasBaHue cekpera yKa)kuTe HaMeHOBaHUe CEKpeTa;
e B T1I0/Ie 3HAUEHHE CeKPeTa YKaKHTe JlaHHbIe, KOTOpbIe He00X0[uMO 3armdpoBarh;

e eciM HeoOXOJUMO TPUMEHWTh CEKpeT KO BCEM JIOT-KOJUIEKTOpaM, TO BKJIFOUHTE
napametp I'/100a/1bHBI.

Hcnonb3oBaHue ceKkperoB B mpoduie coopa: Ilpu HacTpoiike Mozy/asi npodusis cOopa, MOXKHO B
KauecTBe 3HaueHWs IlapameTpa yKa3aTb KOHKPeTHOe 3HaueHue WU CeKpeT. [l repek/toueHust Mexay
pe)xumaMy BBO/la MH(OPMaL[KU UCII0/Ib3yiTe COOTBETCTBYIOLMM Nepekstoyarenb (cM. «Puc. 96»).

DOPMAT COXPaHEHWNA COBLITUM B none HyHo BbibpaTb cekpeT ——— @D
Cnu1coK Gainoe ANA YTEHWA *
+
MHTepBan Mexay 3anyckoM 3anpoca B CeKyHaax * B none HyxHo ykasaTb 3HayeHne —
1 -+

Puc. 96 — Cnioco0bI yka3zaHusi mapaMeTpoB MoJyJisi chopa

3.3.3.1.2 )KypHanupoBaHue

[y GosbIIMHCTBA MOAYy/eld cOopa MOXXHO HACTPOUTh YPOBEHb >KypHa/IMPOBaHWS PabOThI MOYJISL.
[Toapep>xuBarOTCS Cieflytollie YPOBHU »KyPHA/IMPOBaHUS:

« ERROR - 3anuceiBath co001eHNst 00 OIMOKax;

e  WARN - 3anucbiBaTh TIpeynpeKAaroiire coo0IeHNs], KOTOpble YKa3bIBalOT Ha MOTeHIUaTbHbIe
1po0JIeMbl MJTH CUTYalLIMH, KOTOPbIe MOTYT IPUBECTH K OIIMOKaM B Oyayliiem;

e INFO - 3amumchiBaTh MH(OPMALIMOHHBIE COOOIIEHUS, KOTOpble COOOI[AIOT O HOPMAa/bHOM
(GyHKL[MOHUPOBAHUU TIPUIO’KEHHSI;

o DEBUG - 3anucbiBaTh OT/1a/I0UHYI0 MHGOPMAL[HIO;
e TRACE - 3anuceiBaeT BCro nH(OpMAIHMIO 0 paboTe CepBUCa;
e ALL — 3amnuchiBaTh BCe COODIIEeHUS.

HaCTPOﬁKa BBITIOJ/IHAETCA B IT0JIe YPOBEHB JIOTHUPOBAHUA.

3.3.3.1.3 dunbTpauyus

(DI/I]'Iprbl MPUMEHSAOTCH K C06paHHbIM COOBITUSIM OT MCTOUYHHKOB nepen (bOpMI/IpOBaHI/IEM ouepeayd Hd
OTIIPAaBKY. (DI/I]'IBTP npeacraBideT U3 cebs1 MaccuB peryjadapHbIX Bpra)KEHHﬁ, KOTOpbIE pea/Tr3yroT
MEXdHHU3M YEePHBIX U Oe/IbIX CITUCKOB:

e bBenplli cnMcok — cOOBITHS, KOTOPble COOTBETCTBYIOT DeryJ/IiPHOMY BbIp&KeHHIO, I0MafialoT B
oyepe/ib Ha OTTIPABKY.

e UYepHbIi CITUCOK — COOBITHS, KOTOPbIe COOTBETCTBYIOT PETrY/IIPHOMY BBIPAYKEHHIO, OJIOKUPYIOTCS
Y He TIONaZialoT B ouepe/ib Ha OTIIPaBKYy.

CHauasia ipoBepsieTcsi OebIi CITUCOK, a 3aTeM YePHBIH.



®unbTpel 3agatorcs B 6yioke Hacrpoiiku ¢unbTpanum (cM. «Puc. 97»).

HacTpoitkn dunsTpaumnn

YepHeIA cnvcok Benciin cnncok

"E[D-9]$" X MM* X ADEFX MLX X Ms+* X + "“ocalhost.*$" X +

Puc. 97 — ®opma "Co3panue npoduis coopa”. Biok HacTpoiiku ¢puibTpanuu

B 6s10Ke JOCTYTIHBI CIeJytolie HaCTPOUKHU:
e benblii CrIMCOK — YKa)KUTe MacCHB Pery/sipHBIX BbIDaKeHUH, (POPMUPYIOLHUM Oeslblii CTIMCOK;
e UepHbIi1 CIIUCOK — YK&KUTE MaCCHB PeryJisipHbIX BbIpaKeHU, (HOPMUPYIOIIMI YepHBI CITUCOK.

B03MOXXHOCTE TIpUMeHeHHs] (HUIbTPa K KOMIIOHEHTy cOopa 00yc/aB/iMBaeTCsi TUIIOM COOMpaeMbIX
JAHHBIX: CTPYKTYPUPOBaHHbIe WM HECTPYKTypUpOBaHHble. Haripumep, [aHHBIe, coOupaeMbie OT
MCTOYHHMKOB wmi, eventlog, odbc, etw SB/IsSItOTCSI CTPYKTYpHUPOBAaHHBIMM, @ OT OCTa/IbHbIX UCTOYHUKOB —
HeCTPYKTypHUpOBaHHbIE.

3.3.3.1.4 KopgupoBka cooupaemMbIX AaHHbIX

[Tpodunb cbopa MO3BOJISIET HACTPOUTH KOAWPOBKY JAHHBIX, COOMpaeMbIX OT MCTOYHUKOB. [Iji1 3TOTO B
rlapaMeTpax BeIOpaHHOTO MoAy/st cbopa rcronb3yercs: 6710k HacTpoiiku KogupoBKH (cM. «Puc. 98»).

HacTpolik1 KogupoBKHK

M3MeHAT KOAMPOBKY COBLITHI Ha UTF-8 McxopHan komMpoBKa daina

Puc. 98 — ®opma "Co3ganue npoduis coopa”. Biok "Hacrpoitku KogupoBKu"

B 6s10Ke JOCTYTIHBI ClejyIolIie HaCTPOUKHU:

e VicxopHas KOJUPOBKA — YKa)KUTe KOAWPOBKY COOBITHI MCTOUHMKA. EC/ii 3HaueHHe He yKa3aHo,
TO TIpohrb cOOpa MOTIBITAaeTCs OTIpe/IeTUTh KOAWPOBKY CaMOCTOSITE/ILHO;

e HN3mennts KoaupoBKy coObiTuii Ha UTF-8 — onmws, mo3Bosisitoiiasi U3MEHUTh KOZMPOBKY
UCXOJHUKA B utfa.

3.3.3.1.5 3anucb noTtoka co6bITUi B thain

[ns npoduns cbopa MOKHO HACTPOUTH OTIPABKY I0JyYyaeMOro TOTOKAa COOBITHI B JIOKaIbHBIN (aiisl.

[ln1s1 aTOTO B MapameTpax BbIOpaHHOTO MOZyJ/1s cOopa ucronb3yercs 6710k BeiBog B daiin (cm. «Puc. 99»).
Beiopg B dpann

BkntounTs BolBOA B hann MyTe 00 BBIXOOHOrO hanna @ 3HaueHne

«©

Puc. 99 — ®opma "Co3aanue npoduis coopa"”. biok "BeiBojg B daia”



B 6710Ke 10CTYTIHBI Cief[ytoIe HaCTPOUKU:
e IlyTh Ao ¢aiina — ykaxure MyTh /10 JTOKaJIBLHOTO (paiiia, B KOTOPBIN OyyT BBIBOAUTHCS COOBITHS;

e BxounTh BBIBOJ B (haiis1 — OMIMs, TTO3BOJISIONIAS BKIFOUUTh BBIBOJL TTIOTOKA COOBITHI B (haii.

3.3.3.1.6 ®Popmar coxpaHeHUs1 COObITUI

Jlor-KoneKkTop TO3BO/IsIeT HACTPOUThL [l KOMIIOHEeHTOB cOopa ¢opmar coxpaHeHHs: CcOObITHM. [lyist
5TOTO B [TapaMeTpax KOMIIOHEHTOB cOopa ucrosb3yercs rnosie dopmar coxpaHeHHs COOBITHI, KOTOpOe
MOYKeT UMeTb C/IefIyIollie 3HaueHUs:

e Traw — [IaHHbIe COXPAHATCA B TOM BHU/J€, B KOTOPOM IIDHUIIIIA,

e json — mpuIlejlle JaHHbIe 00O0raIlarTCs [OMOTHUTETbHOM TeXHWUeCKOW HWH(opMaIien u
YTaKOBBIBAIOTCS B TIAKET jSOM.

IlaHHasi ~ HaCTpoWKa  TIpUMEHMMa  TOJILKO K  HECTPYKTYPUPOBAaHHBIM  JIaHHbIM  (KpoMme
eventlog_input, wmi_input, odbc_input, etw_input).

3.3.3.1.7 TMapameTpbl YTEHUA MHOTOCTPOUHbIX COObITUIA

B wmoapymu cbopa file_input, sftp_input, smb_input, ftp_input f06aBneHsl MapamMeTpbl UYTEHUS W3
cobbiTHii cnepyomux Gopmaror: RAW, JSON, XML (rio ymonuanuto RAW). IlapameTp HacTpaviBaeTcs
B niosie dopMat co0bITHH B (aiiax.

HPI/I 3TOM [JId 3TUX MO,E[}U'IEIZ MO>XHO HACTPOUTHL ITapaMeTpPbl UTEHHWA MHOT'OCTPOYHBIX COOBITHM:

e Pa3penurens codbITHI B (haiisie //isi MHOTOCTPOYHBIX COOBITHI. B 10716 YKa3bIBaeTCsI CUMBOJT
I pasfeneHuss coObiTvid. TloagepXuBarOTCs JiFOOble CTPOKM (OAWH U HECKOJIBKO CHMBOJIOB),
TaK)Xe TIoJ/iep>kuBatoTcs (dabinbl B He utf-8 kogupoeke. Eciiu riosie He ykasaHo, To daiinbl OyayT
YUTATbCS IOCTPOUHO.

. yna]’lHTb pa3je/jmTe/nb coObITHH. B mojie BK/IrOUaeTcs onuuyd, yaadjadroias pa3feanuTelb. HpI/I
BKJIFOUEHHOI OINHK CTPOKA pa3feyinTesid yad/JIdeTCd U3 TIPOUMTAdHHBIX COOBITHIA.

e OtcyrcTBHe pasjenuTens co0bITUH B (aiiyie, HCNOAB3YyeTCA [Jisi YTeHUsA COObITHH B
dopmaTax JSON u XML 06e3 siBHOro paspaenutens. Eciu ykasaH pasjenuresb, KoHel] (haiiia

[N

He cuMTaeTcss KOHIoM cobbitus. T.e. Ecin ykaszaH ';' mpouurtanbl OyAyT Bce COObITUS [0
nocnepnero ';'. Ocrarok (¢haitia Toc/ie Hero uyMTaThCs He OyzeT, T.K. COOBITHE TOJy4aeTcs
HerosiHoe. /[ Toro, utoObl 3TOrO0 M30€KaThb, B JAHHOM II0jie MOYKHO BKJIFOUHTH OTCYTCTBHE
pazgenutens. Onmys MPUMEHHMMa TOJIBKO it uTeHus cobwithii B dpopmartax JSSON u XML Ge3
siBHOTO pazfenutens. [Ipu Bcex Apyrux COYeTaHUsIX TMapameTpoB (aiibl OygyT UMTAaThCS Kak

RAW noCTpoYHO WY C yKa3aHHbIM pa3feiuTeseM.

IIpy uCTO/MB30BaHUM pa3fie/iuTe/lsi aBTOMaTHUYeckoe oOrpefiesieHe KOAMPOBKA MOKeT cpabaThiBaTh
HEeTIPaBWIBLHO W pa3fiejieHue COOBITHM 10 pa3fenuTenito He Oyaer paborath. [losTomy i daiiioB B
KOZIMPOBKe OT/IMYHOM OT utf-8 He pekomeHAyeTCS W3MEHSITh KOAWPOBKY cCOObITHH (cM. «KoaupoBka
COOMpaeMbIX JJAHHBIX» ).

3.3.3.1.8 HacTpoliika nogkno4veHns K cepsucy Log-proxy

st npocunst c6opa MOXKHO BBITIOIHUTH TOHKYIO HaCTPONKY MOAK/II0UeHHs K cepBucy Log-proxy. 15
3TOro0 B TapameTpax BbIOpaHHOTO MoAy/s cbopa ucronb3yercsi 610k HacTpoliku mOAK/IIOUeHUs] K
LogProxy (cMm. «Puc. 100»).



HacTpoiku nogkntoyeHuns Kk LogProxy

Mepeonpenenvts NapameTpPbl areHTa Pasmep bydepa Ha 3anuce (B baiiTax) @ 3nauenve

10000 —+

Paawvep 6ydepa Ha uTenue (B Gairax) BK/OUHTL CXaThe
10000 -+ @

Puc. 100 — ®opma "Co3panue npoduns coopa”. Biaok "Hacrpoiiku nogxaouenus K LogProxy"

B 6s10Ke JOCTYTIHBI CIeyIOlie HaCTPOUKHU:

e IlepeompeaennTh mapaMeTpbl areHTa — TpM He0OXOAWMOCTH BKJIIOUMUTE [JiIsi BbIODAaHHOTO
Moaynss cbopa TiepeoripeiesieHHe TapamMeTPOB, BBICTABJIEHHBIX [is areHTa cbopa (cMm.
pa3zen «HacTpoliKu KOHTDOJIepa»);

o Pasmep Oydepa Ha 3amuch — yKakute pasMep Oydepa, KOTOPBIA HMCIOAB3YeTCs TPU 3allkuCh
COOBITH;

o Pa3mep Oydepa Ha uTeHue — yKakuTe pa3mep Oydepa, KOTOPBIH HCIONb3YyeTCs MPH UTeHUU
COOBITH;

e Bx/wouuTh CKaTHe — IpU HeOOXOAUMOCTH BK/TFOUNTE KOMITPECCHIO COOBITUM.

Hactpoiiku OyayT TmipuMeHeHbl [ Bcex mpoduiiedt cbopa, yCTaHOB/IeHHBIX Ha areHTe. [lpu
He0OXO/IMMOCTH B HACTPOMKax mpodussi cOopa MX MOXKHO TIepeoripe/ie/IuTh il KOHKPETHOTO MOJYJIst
cbopa.

3.3.3.1.9 HacTtpoiku chunbTpaumm (MCKNOUYEHUs1) COObLITUI

Ons mopynen eventlog input_local, eventlog input_remote, mseven6_input, wmi_input MOXKHO
3a7aTh (WIBTPHI TI0 TIOSIM COOBITHIA C TIOMOII[BIO PETYJISIPHBIX BBIPDAKEHHWH. [T 9TOr0 B mapameTpax
BbIOpaHHOTO MoAysss cbopa wucrnosb3yercsi  Osok HacTpoiku  puiabTpanuu  (MCK/TIOUEHHST)
co0bITHii (M. «Prc. 101»).

HacTpoiiku pUnbTpaumm (MCKNYeHNa) cobbITuii

Mone 'EventID’ Mone 'Qualifiers'
~([5-91\d\d(3,)$ ~([5-9l\d\d(3)$

Mone 'EventTime' Mone 'RecordID'
2025-03-13 10:02:55.9689259 +0000 UTC ~([5-a\d|\d{3.)$

Mone 'ExecutionProcessID* Mone 'ThreadID'

Mone 'Hostname' Mone 'Version'

2

MNone 'Msg' Mone 'LevelText'
DESKTOP-IDCMV6E

Mone 'TaskText' Mone 'OpcodeText'

Mone 'ChannelText' Mone 'ProviderText'

Puc. 101 — ®opma "Co3panue npoduns coopa”. Biok "Hacrpoiiku ¢punbTpanuu (MCK/II0UeHHsT) COOBITHI"



B naHHOM 6/10Ke MOXKHO yKasaTh /IJIs1 [T0JIel C/ie/Iyroliye TUITbI (DUIbTPOB:

e @UILTPHI TI0 BPEMEHH, TIPUMED: 2025-03-13 10:02:55.9689259 +0000 UTC. Mcmonb3yercs
JUIS1 CIeIYIOLLMX TI0JIeH:

o Created;
o EventTime.
e UucnoBslie GUabTpsbl, pumep: /A ([5-91\d [ \d{3, })$. Ucnonab3yeTcs [1s1 C/eAyOLUX MoJIek:
e EventlD;
e Qualifiers;
e RecordID;
¢ ExecutionProcessID;
e ThreadID;
e Version.
e CTpoKOBble PUILTPHI, MPUMep: DESKTOP - IDCMVEG. VIcronb3yeTcs AJis CleyIOIIUX ToJiei:
o Hostname;
o Msg.
o Bo3MosXHbIe 3HaUeHUS:
o IIpumep ans mons LevelText: Information, Warning, Error;
o Tlpumep pna nons TaskText: Service, State, Event;
o Ilpumep pgns nons OpcodeText: ServiceShutdown;
o Tlpumep pgns nons ChannelText: System;

o Tlpumep gns mons ProviderTex: System.

3.3.3.1.10 Moaynb etw_input

Onucanue: JIokanbHbIN cO0p cobbITHil uepe3 TexHosoruto Event Tracing for Windows (ETW).
IMopaaepxka OC: Toabsko Windows.

IMoaaepxka puabTPaALUM: HET.

IToaaep)KKa HACTPOWKH KOJUPOBKH: HeT.

IToapep:xka BbIBoAA B (¢ails1: eCTh.

IIpumep opMBI HACTPOMKHU MOAYJIA:



¢ CospaHune npoduns c6opa CopocuTs

AKTUBEH

HaseaHve AreHT cGopa Ha yane LogCollector_172.30.254.52

etw_input_ Bepcus arenta cbopa: 4.2.3.23

AreHT c6opa * Moaynbs VICTOUHMK *

AreHT cbopa Ha y3ne LogCollector_172.30.254.52 etw_input

MpoBaiinep cobbiTuit (HaseaHue nnu GUID) * Crvcok keyword
+
YpOBeHb TPaccupoBKM YpoBeHb NOr1poBaHms
WARNING INFO

ITapameTpsl Moay.I:

IIpoBaiisep codbiTHii (Ha3Banue winm GUID) — ykakuTe HauMeHOBaHHe 3/IeMeHTa CHCTEMBI,
KOTOpBI TeHepupyeT COObITHUSI U OTmpaBiseT ux KoHHekropy ETW. Hampumep Microsoft-
Windows-Networking-Correlation;

Cnucok  keyword —  ykaKuTe  K/IOueBble  CloBa i1 (PUIbTpAlMM  COOBITHH.
Hanpumep, OXFFFFFFFFFFFFFFFF.ITonpoOHee 0 K/TFOUeBBIX CJIOBAX CM. Ha CauTe;

YpoBeHb TpPacCMPOBKHM — U3 BBINMAZJAMOIIETO CIIHMCKA BbIOEPUTE YpPOBEHb BaXHOCTU ISt
¢bunbTpalyu coobITUA. [JOCTYMHBI CleyoLHe 3HAUeHMUS:

e VERBOSE - mepenaBath Tmo/[poOHbIe COOOIeHHs, KOTOpbIe MpeAoCTaBser Oosee
no/ipobHyto nH(opMaluo, ueM ypoBeHb information;

e INFORMATION - nepenaBaTh MH(OPMALIMOHHBIE COOOIIEHHUS, KOTOpPhbIe COOOIIAIOT O
HOpMa/IbHOM (hYHKIIMOHMPOBAHUY MPHIOXKEHUS;

e WARNING - mnepenaBaTh TpeAyIpeXxaaroliye COOOIIeHUs, KOTOpble YyKa3bIBalOT Ha
MOTEHIMa/IbHbIe TIPOOEMbI WIM CHUTYal[dM, KOTOpbleé MOTYT TPUBECTH K OIIMOKaM B

Oy aywenm;

e ERROR - nepeznaBaTh coobirieHHs 00 ormmbKax;

e CRITICAL - mepegnaBath coobireHusi 00 ommMbOKax, KOTOPble yKa3bIBaeT Ha CepPhE3HYIO
nipobieMy, CriocOOHYIO TIOB/HSATH Ha CTaOM/IBHOCTD WK TIPOM3BOJUTETbHOCTD.

YpoBeHb JIOrUpoOBaHusA — BEIOEPUTE YPOBEHD )KyPHA/TUPOBAHUS MO/YJISI.

3.3.3.1.11 Mopaynb eventlog_input_local

Omucanue: JlokanbHeii coop cobbiTuii uepe3 Windows EventLog o mexannsmy RPC.

IMoapep:xka OC: Tonbko Windows.

INoapepxka ¢puabTpaLUM: HeT.

HOJI[]I[EP)KK& HaCTPOﬁKI/I KOAUPOBKH: €CThb.

IToaaepxka BbIBo/a B (haid/1: ecTh.

Hactpoiiku ¢punbTpanuu (MCK/IIOUEHHs) COOBITHH: eCTh.

ITpumep ¢dopMbI HACTPOHKH MOAYJIA:


https://learn.microsoft.com/ru-ru/dotnet/framework/performance/clr-etw-keywords-and-levels

< Cospanue npoduns c6opa CopocHrs

AKTMBEH  HasBaHue AreHT cBopa Ha yane master (172.30.254.97)

eventlog_input_local 1530 Microsoft-Exchange-OWA Bepcun arenTa coopa: 4.0.0.0

AreHT cbopa * Mogyne WeTouHuk *

AreHT c6opa Ha yane master (172.30.254.97) eventlog_input_local 1530 Microsoft-Exchange-OWA

MpuMepHbIi pasmep bydepa cobbiTHin @ 3HaucHue MWHWManEHbIR MHTEpBan NepenogkMoYeHus (B MUHyTax) @ 3uaueHne
—+ 1 -+
MakcuMansHbIin MHTepBan NepenoakMYeHUs (B MUHY Tax) @ 3Hauesve MyTb Ao daitna xypHana @ 3HaueHne
15 —+
TaAMayT 3anpoca B cekyHaax @ 3Hauenue YnTaTb TONLKO HOBLIE COBLITHA
5 —+
OnpepaensaTs UMA NoNb3oBaTens no SID ViMeHa xypHanos ans céopa * @ 3Hauenue
Mepek/oyarenb CoxpaHeHNs NO3NLIAM, NMPW Hayane YTeHns DUNLTP COBLITUM @ 3Haueme
Paswmep sanpoca @ 3nauehue VHTEpBan Mex/y 3anyCcKoM 3anpoca B CeKyHAax @ 3hauenme
31 — —¥
KonuyecTso NapannenbHblx BOPKepos YpoBEHb NOrUpoBaHUA
1 -+ INFO

Puc. 102 — ITpumep dopms Asnst moayss eventlog_input_local

ITapameTpsI Moay.I:

o IIpumepHsiii pa3mep Oydepa codbITHI — YKaKUTe pa3mep Oydepa, KOTOPBIi UCII0/Ib3YeTCs TIPU
roJiyueHnH coObITHI. 3HaueHue o ymosdanuto: 1000. [1is1 oripejesieHUst ONTUMAaIBHOTO pa3Mepa
Oydepa ucnonb3yercs ciexyomasi ¢opmyna: Pasmep 3anpoca * Konuuecmeo napanienbHblx
80pKepos, Tle pe3yjbTaT KOPPeKTUpyeTcs 10 Oskalilllero 3HaueHWs, KpaTHOTO pe3y/bTaTaM
YMHOKEHUS;

e MuHuUMaNbHBIN UHTEPBa/I NepenoAK/IIYeHusa (B MUHYTaxX) — YKaOKUTe MUHUMa/JbHOE BpeMsi
OXUJAHUS TepelofK/II0YeHnss K MCTOYHMKY B MHHyTax (MPpU HeJOCTYIHOCTHM HCTOYHHUKA).
3HaueHue 10 yMOJIYaHUIO: 1;

e MakcuMma/bHbIH MHTEpPBaJI MepenoK/II0ueHus (B MUHYTaX) — YKa)XKUTe MaKCUMa/lbHOe BpeMst
OXWJAHUS TepelofK/II0YeHNss K MCTOYHMKY B MHHyTax (MpU HeJOCTYIHOCTHM HCTOYHHKA).
3HaueHue 110 ymoyaHuto 15. MakcumanbHoe 3HaueHue: 30;

e Ilytb Ao ¢aiina )xypHana — ykakure TyTh K (aiiny >KypHasa st cbopa cOOBITUM OT UCTOYHUKA.
[Topnep>xvuBaemblie (hopmaThl .evt, .evtx, .etl;

. TaﬁMayT 3dlpocCa B CEKYH/AaX — YKAKUTE TaﬁMBYT OTIIPABKH 3allpOCa B CeKyHdX;

e YuTaTh TOJILKO HOBbIE COOBITHS — TIPY HEOOXOAMMOCTH BK/TFOUUTE OIIIMI0, KOTOpasi TO3BOJISET
3abupaTh U3 KypHasia TOJIbKO HOBbIe COOBITHS;

e OmpepensaTs UMs moJyib3oBaresnsa nmo SID — rpu HeoOXOAMMOCTH BK/TFOUMTE OIIIMIO, KOTOpPast
NI03BOJIIeT KOHBePTUPOBATh 3HaueHus1 SID B MMeHa noJib30Baresel;



e HmeHna XypHa/ioB Jjisg cOopa — U3 BBINA/AIOIIEr0 CIMCKa BbIOEPUTE OAWH WM HECKOJIBKO
KaHaJIOB, U3 KOTOPBIX HY>KHO coOupaTh coObITHs. [Tosle yKa3biBaeTcs B CTydae, eC/i He YKa3aHo
niosie IlyTh A0 ¢daiina )xypHasia. Bo3Mo)kHbIe 3HauUeHUsI:

o Application;

o Microsoft-Windows-PowerShell/Operational;
o Security;

o System.

e Ilepexk/iouaTe/lb COXpaHEeHHUs TO3ULMH, NPH Haya/le 4UYTeHUs — TIPU HeoOXOJUMOCTH
BKJIIQUHMTE OTIL[UI0, KOTOpasi M03BOJIsieT MPOAO/DKUTE UTeHHe XKyPHasla C rocaeHel coXxpaHeHHOU
TMO3ULIMM TI0CJIe Tiepe3artycKa;

e @OuUIbTP COOBITHII — yKa)KUTe 3arpoc s (QUIBTPALMM COOBITHM [/ UTEHUS C TIOMOIIBIO
BbIpakeHus1 XPath. Bo3mo)kHbIe 3HaueHusI:

o CTpyKTypupoBaHHbIM XML 3amnpoc, Haripumep

<QuerylList><Query><Select Path=\"Security\">*[System[ (EventID=42) and
(Level=2)]]</Select></Query></QueryList>;

o * - BCe mapameTphl.
o Pa3mep 3anpoca — yKakKuTe KOJIMUeCTBO COOBITHH, 3arpy>KaeMbIX 3a OJIUH 3arpoc;

o UWHTepBan Mex/y 3alyCKOM 3ampoca B CeKyH/aX — YKaKUTe UHTepBasl, uepe3 KOTOPbIM (ai
(vnn KaHam) poBepsieTCsl Ha Ha/lMure HOBbIX 3alMCcel J1ora;

e KosmuecTBo mapa/uieIbHBIX BOPKEPOB — YKa)KHWTE KOJIMUECTBO BOPKEPOB, KOTOpOe Oyaer
3a/1eMCTBOBAHO /1151 00pabOTKU COOBITHI;

e YpoBeHBb JIOTUPOBAHUA — BEIOEPHUTE YPOBEHD >KyPHATMPOBAHUSI MOAYJISL.

3.3.3.1.12 Mopaynb eventlog_input_remote

OmnucaHue: YaaneHHbid coop cobbituii uepe3 Windows EventLog o mexanusmy RPC.
IMoapep:xka OC: Tonbko Windows.

IToaaepxka ¢puabTpanum: Her.

IToasep)KKa HaCTPONKM KOAMPOBKH: eCTh.

IToapep:xka BbIBOAA B (hailj1: eCTh.

Hactpoiiku ¢punbTpanum (MCK/II0UeHHs) COOBITHIA: eCTb.

IIpumep opMbI HACTPOUKHU MOJY/IA:



< Co3spaHue npodunsa céopa

AkTuBeH  HassaHue

eventlog_input_remote_1530 Microsoft-Exchange-OV

AreHrt cbopa *

AreHT cBopa Ha yane master (172.30.254.97)

Mogynb

eventlog_input_remote

AreHT cBopa Ha yane master (172.30.254.97)

Bepcwua arenta cbopa: 4.0.0.0

McToYHmK *

1530 Microsoft-Exchange-OWA

MMeHa ypHanos Ans c6opa * MepeknioyaTent COXPaHEHNA NOSMLMK, NPU Hadane YTeHus

Apec cepeepa AN NOAKNIOYEHNA * DUALTP COBBITUM
+

Paamep 3anpoca VHTepBan MexAay 3amyckoM 3anpoca B CeKyHAax
3 . 4+

KonmuyecTBO napaniesbHbix BOPKepPOs @ 3uauenve YpoBEHb NOrMPOBaHUS @ 3nauenve
1 -+ INFO

MyTb po ¢aiina xypHana @ 3uauenue TaimayT 3anpoca B cekyHaax @ 3uauenue

5 -+

YuTaTb TONLKO HOBbIE COBLITUA OnpegenaTe MMA Nonb3oeatens no SID

MpuymepHbIi pasmep Bybdepa cobbiTnil @ 3hauenve MUHUManbHbIA MHTEPBaN NepenocaKNoYeHA (B MHYTax) @ 3Hauenve
1000 -+ 1 -+

MaKCHMaNbHBIA MHTEPBaN NepenoaknioyueHUa (8 MUHYTax) Mapons *
15 —+

Vima nonb3osatens * Rowmen

BKNOUNTL YAGNEHHOE NOAK/KYEHHE MeTop ayTeHTUdUKALMI

Negotiate

Puc. 103 — ITpumep dopmsl Ay1st Moays eventlog_input_remote

ITapameTpsl MoayI:

e UVmeHa XypHa/ioB i cOopa — W3 BBINAJAIONIEr0 CIHCKAa BblOepUTe OJUH WM HECKOJIBKO
KaHaJIOB, U3 KOTOPBIX HY>KHO cobupath coObITHs. [Tosie yKa3biBaeTcs B Cydae, eC/i He yKa3aHo
nosie ITyTe Ao (aiiia )xypHana. Bo3aMoykHble 3HAUeHUS:

o Application;

o Microsoft-Windows-PowerShell/Operational;

o Security;

o System.

o Ilepexiouares CcOXpaHeHHs MO3WIUHM, TNPH Haya/le YTEHHS — TIPU HEoOXOAMMOCTH
BKJIFOUMTE OMLIMI0, KOTOpasi M03BOJIsieT MPOJO/DKUTE UTeHUe JKypHasa C Moc/ie[jHeld COXpaHeHHOU
MO3ULIMY TI0CJIe Tiepe3artycKa;

e Apjpec cepBepa /il OAK/TIOUEHHS — YKOKUTE aJipeC YAaIeHHOTO CepPBepa;

e @OuIbTP COOBITHI — YKaKUTE 3arpocC i (QUIbTPAIUM COOBITHI /11 UTE€HWS C TIOMOIIBIO
BbipakeHUs1 XPath. Bo3moykHbIe 3HaueHus:

o CTpyKTypupoBaHHbIM XML 3ampoc, Haripumep



<QueryList><Query><Select Path=\"Security\">*[System[ (EventID=42) and
(Level=2)]]</Select></Query></QueryList>;

o ¥ - Bce mapamerpsl.
Pa3mep 3anpoca — yKa)kuTe KOJTMYeCTBO COOBITHH, 3arpy’KaeMbIX 3a OZIMH 3arpoc;

HMHTepBan MeX/y 3alyCKoOM 3amnpoca B CEKYHJaX — YKa)KUTe WHTepBas, uepe3 KOTOPbIA (aiin
(wnu KaHa) TPoBepsieTCsl Ha Ha/lnure HOBBIX 3arucel JIora;

KoimuecTBo mapa/uie/ibHBIX BOPKEPOB — YKaKWUTE KOJMUECTBO BOPKEPOB, KOTOpoe Oyzer
3a/1eficTBOBaHO A1 06paboTKU COOBITHIA;

IlyTs Ao ¢aiiia )XypHasia — yKaXuTe TyTh K ¢aiiny KypHasa /s coopa cOObITUI OT UCTOYHHUKA.
[MopnepxviBaeMble (popmarthl .evt, .evtx, .etl;

TaﬁMHYT 3dlIpoCa B CEKYH/aX — YKAXKUTE TaﬁMHYT OTIIPABKH 3allpOCd B CEKYyHdX;

YuTaTh TO/JIHKO HOBBIE COOBITHS — MPHU HEOOXOAWMOCTH BK/IIOUMTE OMLIMIO, KOTOpasi TI03BOJISIET
3abupaTh U3 KypHasla TOJIbKO HOBbIe COOBITHS;

Onpeaenats uMsA mosib3oBarensa mo SID — npu HeoOXOAUMOCTH BKJIIOUHTE OIL[HIO, KOTOpast
T03BOJIsSIeT KOHBEPTHUPOBaTh 3HaueHHs SID B MeHa MoJib30BaTeJiei;

IIpumepHbIi pa3vep 0ydepa codbITHI — YKa)KuTe pa3mep Oydepa, KOTOPbIM UCI0/Ib3yeTCs TIPU
TIOJTyYeHUM COObITUH. 3HaueHue 110 ymouanuto: 1000. [I/1st orpeesieHys: ONTUMaTbHOTO pa3Mepa
Oydepa ucnonb3yercsi ciexaywoias (opmyna: Pazmep 3anpoca * Koauuecmgo napanienbHbix
80pKepo8, Tle Pe3y/ibTaT KOPPEKTUPYeTCsl A0 OJvbKaiilero 3HayeHWsi, KpaTHOTO pe3y/bTaTaM
YMHO>XEHUS;

MuHuManbHBIM MHTEPBaJ NepenojK/IueHns (B MUHYTaX) — YKaKUTe MUHMMalbHOe BpeMsi
OXKM/IaHUSl TIepenojK/IUYeHUs] K MCTOUHUKY B MHUHYTax (IPU HEJOCTYITHOCTH HCTOYHMKA).
3HaueHue 10 yMOJYaHUIO: 1;

Makcuma/ibHbIil HHTEepPBaJl epenoAK/IIYeHNs (B MUHYTaX) — YKa)KUTe MaKCUMabHOe BpeMsi
OXKM/IaHUSl TIeperojK/IUYeHUs] K MCTOUHUKY B MHUHYTax (IpU HEJOCTYITHOCTH HCTOYHMKA).
3HaueHue 110 ymoyaHuto 15. MakcumanbHoe 3HaueHue: 30;

YpoBeHb JIOrHpoOBaHus — BbibepUTe YPOBEHb >KypHA/IMPOBaHUSI MOAY/IS;

HapaMeprl YAQJIEHHOr0 NOJAK/IIOUYE€HHUSA — YKAKUTE B CIeAYHOIIWX TMO0JIAX MMapaMeTpbI OJId
yAa/JIeHHOr 0 IOAK/II0YEHMA K CepBepYy, YKa3aHHOMY B I10J1€ Aﬂpec cepBepa AJid NOAK/TIYEHHUA:

o BK/IWUUTH yja/néHHOe MOJAK/II0YeHHe — /11 JaHHOTO MOJYJIS1 y/la/leHHOe MOAK/IIoueHue
WCMO/b3YeTCs 110 yMo/uaHuto. [lapameTp Heb3s U3MEHUTb;

o HWwms nonb3oBaTens — yKaKUTe UM T0JIb30BaTesIs [j1s1 yAa/IeHHOTO MOAK/IIOUeHNs;

o [ITaposb — yKa)kuTe mapoJib 10Jib30BaTes;

o JIoMeH — yKa)KuTe I0MeH I0/Ib30BaTeJis;

o Merop ayTeHTH(HKALMHU — BbIOEpHTE MeTOZ, ayTeHTU(GUKaI[K. [JoCTyTHbIe 3HAaUeHUS:
o Negotiate,
o Kerberos,

« NTLM.



3.3.3.1.13 Mopaynb external_command_input
Onucanue: BoironHeHye BHelHel KomaH/bl B OC.
Ioapepxka OC: Windows, Linux.

IMoaaep)xka (puIbLTPALMU: €CTh.

IToaaep)KKa HACTPOMKM KOAMPOBKM: €CTh.
IToaaep)xka BbIBo/a B (haidJ1: eCTh.

I[Ipumep (opMbI HACTPOMKH MOAYJIS:

¢ CospaHune npodunsa coopa CopocnTs
AKTUBEH HasBaHve AreHT cBopa Ha yane master (172.30.254.97)
external_command_input_1515 Microsoft-Windows-DI Bepcws arenta cGopa: 4.0.0.0
AreHT cbopa * Mopayne MecTouHmk *
ArenT cbopa Ha yane master (172.30.254.97) external_command_input 1515 Microsoft-Windows-DHCP

Komarga bash/emd * WHTEpBan Mex Ay 3aMyCKOM 3anpoca B CeKyHaax *
-+

YpoBeHb N0rMpoBaHusa (opmaT coxpaHeHns cobbITui

INFO json

Puc. 104 — ITpumep opms! Ayist Moays external_command_input

ITIapameTpbl MoOAy/I:

e Komanpa bash/cmd — ykaxute wucnonHsieMyro KomaHay B ¢opmare bash/cmd gasi OC
Linux/Windows cOOTBeTCTBEHHO;

o VIHTepBan MexJy 3amyCKOM 3amnpoca B CeKYyH/jaX — YKa)KUTe UHTepBa/l MeXXJy BBIIOJTHEHHEM
KOMaH/ B CEeKYH/aX;

e dopmMat coxpaHeHHUsI COOBITHI — BEIOEpUTE JOpMaAT COXpaHEHUS COOBITHI;

e YpoBeHBb JIOTHPOBaHHUA — BbIOEpHUTEe YPOBEHb >KypPHATMPOBAHUS MOZYIS.

3.3.3.1.14 Mopayns file_input
Omucanue: CO0p coOBITHI M3 JIOKATBHOTO (haiina.

[IpenBapurensHO Heo0X0JUMO co3JaThb daiin, u3 KOTOpOro Oyzer  waTH yTeHue,
Harpumep /var/log/logcollector/test_logs. txt.

IMoapepxka OC: Windows, Linux.
IMoapep:xka puIbTPALUM: €CTh.
IToanep)XKa HaCTPOHKM KOAUPOBKM: ecTb. HacTpoiika 6/10ka uMeeT ciiefiyroiirie 0CO6eHHOCTH:

L I/ICXO,Z[HEIH KOAUPOBKA — YKAXKUTE KOAUPOBKY coObITHI McTOUHMKA. Ecn 3HaueHne He YKd3dHO,
TO HpO(l)I/IJ'Ib c6opa MOMBITAETCA OIpeae/TMTh KOAUPOBKY CAMOCTOATE/IbHO,

e MHN3mennth KoaupoBKy co0biTuii Ha UTF-8 — omnius, Mo3Bosisitoiias U3MEHWTb KOZMPOBKY
HMCXO/IHMKA B utf8;



e Pa3smep Oydepa /1 onpeaesieHUsI HCXOFHOM KOJUPOBKH — YKakuTe pa3mep Oydepa, KOTOPBIit
OyzileT UCITO/Ib30BaThCS 15 OTpe/ie/IeHrs] KOAUPOBKY (B OaiTax).

IToaaep:xka BbIBOAA B (hailj1: eCThb.

I[Ipumep (hopMbI HACTPOMKH MOJYJIS:

¢« Cospanue npopunsa c6opa CépocHTs
AkTuBeH  Ha3apaHue
file_input_2180 OpenVPN Bepcus arenta cGopa: 4.0.0.0

Arewt chopa * Moayns MCTouHMK *

AreHT cBopa Ha yane master (172.30.254.97) file_input 2180 OpenVPN
DOpMaT COXPaHEHMA COBLITUA [@ 3.aueime ] YAanaTs pasfenqrens cobeITui

son «©
Cnucok Gpainoe ANR YTEHURA Wcnons30BaTh perynApHOe BbipaXeHue ANA noucka dainos

+
WHTepBan Mexay 3aMyckoM 3anpoca B CeKyHaax (@ 3:ausiue ] TMepekmoyaTens COXpaHeHUA NO3MLMM, NPK Hayane YTeHus

-+ @

YPOBEHb NOrMPOBaHNA PasfenuTens cobbiITWi B hafine ANA MHOTOCTPONHBIX COBBITUA (@ zicueive ]

INFO

OTcyTCTBMe pasnenuTens CobbiTui 8 daiine, MCNONb3YETCS [INA TEHWA COBLITI B GopmaTax JSON i XML Ges RBHOrO pasienuTens  [WPEeKTOpHA NOUCKa NO PEryNAPHOMY BbIPaXEHNIO (@ 3icucive )

Puc. 105 — IIpumep dopmsr gia moay.s file_input

ITapameTpbl MoayI:
e dopmMat coxpaHeHHUsI COOBITHI — BEIOEpUTE JOpMaAT COXpaHEHHUS COOBITHI;
e Ypaanarb pa3fenMTe/ib COOBITHI — HACTPOITE MapaMeTphbl YTEHUSI MHOTOCTPOYHBIX COOBITHH;
e Cnucok ¢aiinoB Jjisi UTeHUs — YKa)KUTe MyTh K (aiisnam )KypHaoB;

e MHcnonb3oBaTh pery/isipHoe BbIpaKeHHEe AasA moucka ¢aiaoB — Mpu HEoOXOJUMOCTH
BKJIIQUHMTE OTILIMIO, TI03BOJISIOLYIO HCII0/Ib30BaTh regexp (pery/sipHble BbIpa)KeHUs) AJis TIOMCKa
(haiisioB >KypHAaJ/IOB;

e JlupeKkTOpUsl MOMCKA MO Pery/jiApHOMY BBIPa)XXeHHI0 — YKa)KUTe Haua/JbHbIA KaTajor [is
MOMCKa (paiifos;

e UVHTepBan Mexay 3amyCcKoOM 3ampoca B CeKyHAAX — YKKUTe WHTEpPBal MEXIYy UTeHHeM
¢aiinos, B ceKyHax;

o IlepexiouaTes COXpaHeHHs WO3WIUHM, TNPH Hadyajle YTEHHS — TIPU HEoOXOAMMOCTH
BKJIFOUMTE OMLIMI0, KOTOpasi M03BOJIsieT MPOJ0/DKUTE UTeHUe JKypHasa C Moc/ie[jHeld COXpaHeHHOU
MO3ULMM M0CJIe Nepe3anycka;

e Pa3penurens coObiTHII B (paiilyie i MHOTOCTPOUYHBIX COOBITHI — HAaCTPOWTe TapaMeTphl
YTeHHUst MHOTOCTPOUHBIX COOBITUH;

e OtcyrcTBHe pasjenuTens coObITHH B (aiiie, HCNOAB3YyeTCA /ISl UTeHHsA COObITMH B
¢opmarax JSON um XML 0e3 sABHOro pa3je/IMTe] A — HACTPOMTe IapaMeTpbl UTeHUS
MHOTOCTPOUHBIX COOBITHH;



o PerynsipHoe BbIpaxkeHHe [Ijisi moucKa (¢ailjioB — yKakuTe peryssipHOe BbIpaykeHue [jisi TIOUCKa
(atinoB KypHana;

e YuTaTh TOJIBKO HOBBIE COOBITHSA — TIPY HEOOXOAMMOCTH BK/IFOUUTE OIIMI0, KOTOpasi MO3BOJISeT
3a0MpaTh U3 )KypHasa TOJIbKO HOBbIe COOBITHS;

e OTcnexuBarb nepenMeHoBaHHe (hailjioB — MPU HEOOXOJUMOCTU BK/IFOUMTE OTILIUIO, KOTOpast
TM03BOJISIET UCITO/TIb30BaTh MOHWTOPHMHT HaMMeHOBaHWM Bcex (haiisioB >KypHa/IOB ¢ Tiomoiipio file
watchers;

o ®dopmar codbITHH B (aiiyiax — HaCTPOITe MapaMeTpbl UTEHHSI MHOTOCTPOYHBIX COOBITHIA;

e HuTepBan npoBepKHM AUPEKTOPUM Ha Ha/lMuMe HOBBIX (hailyioB (B CeKyHJaX) — yKaKuTe
VHTepBaJl TIOMCKa HOBbIX (hail/oB B yKa3aHHbIX KaTajiorax. 3HaueHre YKa3bIBaeTcsl B CEKYH/aX;

e YpoBeHBb JIOTHPOBaHHUSA — BbIOEpPHUTEe YPOBEHb >KypPHATMPOBAHUS MOJY/IS.

3.3.3.1.15 Mogaynsb ftp_input

Onucanue: Urenue atina, gocrynHoro uepe3 FTP cepsep. IlpeaBapuTe/ibHO HEOOXOAUMO CO37aTh
¢aiin, u3 KoToporo OyJeT UATH YTeHHUe.

IMoaaepxka OC: Windows, Linux.
IMoaaepxka GpUIbLTPALUM: €CTh.
IToanepxka HaCTPOHKM KOAUPOBKM: ecTb. HacTpoiika 6/10ka uMeeT ciiefiytoiie 0CO6eHHOCTH:

o VicxopHas KOAUPOBKA — YKa)KUTe KOAWPOBKY COOBITHI MCTOUHMKA. EC/ii 3HaueHHe He yKa3aHo,
TO TIpohrb cOopa MOTIBITAaeTCsT OTpe/ieUTh KOAWPOBKY CaMOCTOSITE/IBHO;

e HN3mennth KoaupoBKy co0biTuii Ha UTF-8 — onius, Mo3Bosisitoiias U3MEHUTb KOZMPOBKY
HCXOAHUKa B utf8;

o Pa3smep Oydepa /1 onpeaesieHUsi HCXOZHON KOJUPOBKH — YKakuTe pa3mep Oydepa, KOTOPbIi
OyzileT UCIO/Ib30BaThCS 15 ONpe/ie/IeHrs] KOAUPOBKH (B OaiTax).

IMoaaep)kka BbIBo/a B (haid/1: eCTh.

IIpumep opMBI HACTPOMKHU MOAYJIA:



¢« CospaHue npoduns cbopa cépocurs

Axvaen  Hassane Aren cBof naster (1
;. 4.0.0
ftp_input 1512 Microsoft-Windows-DHCP BepcuA aredra cGopa: 4.0.0.0
Arew cBopa * Mogyns cTousunk *
ArenT c60pa Ha yane master (172.30.254.7) ftp_input 1512 Microsoft-Windows-DHCP
[IMpeKTOpAS NoHCKA N PErYARPHOMY BbipakeHSO Anpec s nokosern
Tlopr Ans noKmoveHAn * CEIMITY  Vicnonssosars peryApHOS SEpAXENAE AT NOHCKA GaANGS
51M -+
PerynApHoe sbipaxeHie AR MoVcia dainos (I Vimepsan posepky AMPEKTOPM Ha HATHAME HOBLX GaknoB (8 CoryHgaX] @ sizveesi )
50 —+
UnTaTs, TORLKO HOBLE COBLITUS BOPMAT CONpAHEHIR COBLITN [® 50 ]
son
Ygansy pagnenurent cobbIiad CriAcox $ainos AN uTeHAR
PasfenuTans cobITWi B aine [ns MHOrOCTPORHbIX COBBITHA CEET  dopmat cobeitui B arnax * (@ 3:0uciue |
paw
QTGyTCTEME paanenvTens caBbITHR B GANe, UGNOABIYETCA AT YTeHMA CoBLITMA B dopMaTax JSON 1 XML Bea ABHGro paaaenvTens TIEpEKTIGHATENS COXPAHEHS NGIMUMM, MTPH HAUANE HTEHNA
P — CEIP™™ Vi nonsosarens * 1@ 3-.crc
INFO
Napons D Verrepsan mesay anyexom sanpoca b cexyaax =
1 -+

Puc. 106 — ITpumep dopmsl anst moays ftp_input

IIapameTpbl MOAy/I:

e /[lupeKkTOopMs NMOUCKA MO PeryjsIpHOMY BBIPD@)KEHHI0 — YKa)KUTe KaTasor /s 1ouckKa (aiiiioB
T10 peryasipHOMY BbIpaKeHUIO;

e Ajpec A/sA NOAK/TIOYEHHs — YKa)KUTe aZipeca Jjist IoJK/IroueHus K ftp-cepeepy;
o TlopT A/isi MOAK/TIOYEHHSA — YKa)KUTe TIOPT /151 IOAK/Ir0ueHus K ftp-cepBepy;

e Hcnonb3oBare pery/isipHoe BbIpakKeHHe A moucka ¢aiioB — Mpu  HeoOXOJUMOCTH
BKJTIOUHTE OTILIMIO, TI03BOJISIOIIYIO HCIO/B30BaTh regexp (peryssipHble BhIpaKeHHs1) /ISl TIOUCKA
(alinoB )KypHaoB;

e PerynsipHoe BbIpakeHHe [JIsi MOMCKA (PaiiIOB — YKa)KUTE Pery/sipHOe BbIPDa’KeHHe /IJIsi TIOMCKA
(haiisioB >XypHasna;

e UVHTepBa/ NpoBepKH [UPEKTOPMH Ha Ha/iMuyMe HOBBIX (pailjioB (B CEKYH[aX) — YKaKWTe
VMHTEepBaJl TOWCKa HOBbIX (haliioB B yKa3aHHBIX KaTasorax. 3HauyeHHe yKa3blBaeTCsl B CeKyH/iax;

e YutaTh TO/JBKO HOBBIE COOBITHSA — MPU HEOOXOAUMOCTU BK/IIOUUTE OIILIUIO, KOTOPAsi TI03BOJISIET
3abupaTh 13 )KypHasia TOJBKO HOBbIe COOBITHS;

o dopmar coxpaHeHHsI COOBITHII — BbIOepUTe OpMaT COXpaHeHHsT COOBITHIA;
e Ypanare pa3jenurenb COOBITHI — HACTPOITe TTapaMeTPhl YTeHUsI MHOTOCTPOUHBIX COOBITHH;
e Cnucok ¢aiinoB Jjisi UTeHUs — YKa)KUTe MyTh K (daiisam )KypHasos;

e Pasgenurens coObiTHii B (hailyie JJIA MHOTOCTPOUHBIX COOBITHI — HACTPOWMTe MapaMeTphbl
YTeHUs] MHOTOCTPOYHBIX COOBITHIA;

e dopmat coObITHI B (haily1ax — HACTPOMTE TapaMeTphbl UTEHUsST MHOTOCTPOUHBIX COOBITHIA;



e OtcyrcTBHe pasjenuTens coObITHH B (aiiyie, HCIOAB3YyeTCA [Jisi YTeHHsA COObITHH B
¢popmarax JSON um XML 0e3 sABHOro pa3je/IMTe] A — HACTPOMTe TIapaMeTpbl UTeHUs
MHOTOCTPOUHBIX COOBITHH;

e [Ilepexk/iouaTeslb CcOXpaHeHHs TMO3ULMH, NPH Hayajle UYTeHUs — TIPU HeoOXOJUMOCTH
BKJIFQUMTE OMLMI0, KOTOpasi M03BOJISIET MPOJO/DKUATE UTeHUe KypHasla C Moc/aeJHell COXpaHeHHOH
MO3ULMU M0CJIe Nepe3anycka;

o Hwms nosb3oBaTess — yKaKuTe UM TI0/Ib30BaTesIst AJIs 0CTyma K ftp-cepBepy;
o Tlaposb — yKaxkuTe napoJib 10JIb30BaTe/Is;

o UWHTepBanm Mexjy 3amyCKOM 3ampoca B CeKyHAAX — yKaXUTe HHTepBaJl MeXJy UTeHUeM
¢aiinoB. 3HaueHUe yKa3bIBaeTCs B CEKYH/aX;

e YpoBeHBb JIOTHPOBaHHUSA — BbIOEpPHUTEe YPOBEHb >KypPHATMPOBAHUS MOJY/IS.

3.3.3.1.16 Mopaynb http_collector_input

Omucanue: Urenne daiina, gocrymHoro uepe3 HTTP/HTTPs. IlpegBaputenbHO HEOOXOAMMO CO37aTh
¢aiin, u3 KoToporo OyJer UATU UTeHHUE.

IMoaaepxka OC: Windows, Linux.
IMoaaepxka GpUIbLTPALUM: €CTh.
IMoagep)KKa HACTPOMKH KOAUPOBKH: €CTh.
IMoagep)kka BbIBo/a B (haid/1: eCTh.

IIpumep opMbI HACTPOUKH MOJY/ISA:

< Co3paHue npodunsa cbopa Copocurs | JSEERENY
AxTvBeH  HassaHue @HT c60pa Ha yane master (172.30.254.9
http_collector_input 1516 Microsoft-Windows-DNS Bepcwa arewta cGopa: 4000
ArenT cbopa * Moayne WGTOMHMK *
Arent cBopa Ha yane master (172.30.254.97) http_collector_input 1516 Microsoft-Windows-DNS
Y[aneHHbli anpec A BbI30B0B hitp * YpaneHHbiit nopt *
80 —+
BrnroueHne/oTknoueHue TLS-CoeaMHEHNS Ha cepeepe VMA daiina Ans nonyueHuA no hitp * (@ 3:auchue
YpoBeH: NOrUpOBaHIUA (CEIET™  Nepexniouares COXPaHEHUA NO3MUMMA, NPU HaYane YTexus
©
DOPMAT COXPAHEHUA COBLITUA (CFEET  ViMAa nonb3oBaTena AnA 6a30B0M aBTOPWU3ALIAKM (@ 3:aueive ]
json
Maponb Ans 6a3osoi aBTOPUIBLINM (CEIEST® Nyt o TLS cepTudmnkara (@ 3hauenme ]
flyTo A0 Gaina Kknioua Napons K cepTuguKary @ i)
MyTb A0 haiina KOPHEBOro cepTuduKata (CEIETS™Y  TaiimayT BbINONHEHWR anpoca (@ 3hauehve ]
fopt/pangeoradar/certs/pgr.crt 10 -+
MeproArYHOCTL MPOBEPKN HANM4MA HOBBIX 3aMMCEN B XypHanax * (@ 3:auenue ]
—+

Puc. 107 — ITpumep dopmsl ais moay:as http_collector_input

ITapameTpbl MOy /IA:

e YpaaneHHblI# afpec AJisi BbI30BOB http — yKakuTe azipec cepsepa st http 3arpocos;



e YjaasieHHBIM MOPT — YKa)XKUTe TMOPT cepBepa Ais1 http 3anpocos;

e Bxkiuenune/oTkawouenne TLS-coeguHeHHsi Ha cepBepe — TMPU HEOOXOAWMOCTH BK/THOUHTE
UCTonb30BaHue TpoTokosia Transport Layer Security (TLS) ansi obecrieuenust Ge3omacHou
repe/iauy [JaHHBIX;

e UVma daiina ana nmonyueHusi mo http — ykaxure HavMeHOBaHWe (hailsia /i TIO/ydeHUs] 10
HTTP;

e IlepexkiouaTeslb COXpaHeHHUs TMO3ULMH, NPH Hayajle UYTeHUs — TIPU HeoOXOJUMOCTH
BKJIIQUHMTE OTLINI0, KOTOpasi M03BOJIsieT MPOA0/DKUTE UTeHHe XKypHasla C rocaefHel coXxpaHeHHOH
MO3ULIUM TI0CJIe Tiepe3artycKa;

o @dopmar coxpaHeHHUsI COOBITHII — BbIOepUTe opMaT COXpaHeHHsI COOBITU;

e Hmsa nonb3oBaTe/is A/1A 0a30BOM aBTOPU3AlMM — YKa)KUTE MMs T10JIb30BaTess A1 0a30BoOM
aBTOpM3alMy Ha http cepBepe. Ecyin 3HaueHWe He yKa3aHO, TO CUMTAETCS, UTO aBTOPHU3aI[Us
BBIK/TIOUEHa;

o Ilapousb /15t 6a30B0 aBTOPU3aLMM — YKA)KUTe TapoJib TI0/Ib30BATeIs;

e Ilytb go TLS ceprudmukara — ykakuTe nyTb As (aiina cepTtrdukara, UCIOIb3yeMOro Ipu
BK/ItOUeHHOM TLS coenyHeHUH;

e IlyTth o daiina Kiaoya — yKakute MyThb AJis (abisa Kiaouel, UCIo/Ib3yeMbIX TIPU BK/IIOUEHHOM
TLS coenvHenuy;

o ITapons K cepTudukary — ykaxure naposb K TLS ceprudukary;
o IlyTb po (paiina KopHeBOro cepTuUKaTa — yKaKvTe MyTh [0 KODHEBOIO CepTU(UKATA;

e TailiMayT BBINO/JIHEHHsI 3ampoca — YKa)KUTe OrpaHWYeHHe BpeMeHH 00pabOTKH 3arpocos,
caenaHHbIX http KMeHTOM. 3HaueHre yKa3bIBaeTCsl B CEKYH/AX;

e IlepyoguYHOCTH NMPOBEPKH HA/MYUS HOBBIX 3aluced B )XKypHa/lax — yKaXWTe HHTepBas
MeX/ly uTeHreM (¢aiinioB, B CeKyH/1ax;

e YpoBeHBb JIOTHPOBaHHUSA — BbIOEPHUTE YPOBEHb >KyPHATMPOBAHUS MOYIS.

3.3.3.1.17 Mogaynsb http_request_input
Omucanue: [TIpuém HTTP/HTTPs-3anpocos.
IMoaaepxka OC: Windows, Linux.
INoapepxka ¢puabTpaLUM: eCThb.
IToapep)kka HACTPOMKM KO/JUPOBKM: €CTb.
IMoaaepxka BbIBo/a B (haidi1: ecTh.

IIpumep opMBI HACTPOMKHU MOAYJIA:



< CospaHue npopuns c6opa Copocht

AxTUBEH Hassanne

http_request_input_

AreHT cbopa *

Mopayns McTouHmk *

http_request_input

MaKCMManbHOE YMCNO NOAKMKOYEHIIA @ 3HaueHue PopMaT COXPaHEHUA COBLITHI @ 3HaueHue
0 -+ json
MopT Ans NpocnyLMBaHMs * @ 3HaueHue BkntoueHne/oTKIOYEHUE PacnakoBKW Tena sanpoca
1551 —+
YpOB&Hb NOrUpoBaHks Adpec Ans NpOCNyWUBaHUA CETEBOro MHTEpdeica *
DEBUG 127.0.01
TLS
TpebyeTca KNUEHTCKUA cepTupukar MyTb 0o (aiina KopHeBOro cepruduKaTta @ 3uauckue
Jopt/pangeoradar/certs/pgr.crt
BkrioueHne/oTkntoueHne TLS-coennHenns Ha cepeepe MyTe po daiina ceptupukara
Jopt/pangeoradar/certs/server.crt
MyTb A0 Gaiina knoua Mapons k cepTugukary

fopt/pangeoradar/certs/server.key

Puc. 108 — ITpumep dopms gia moay.aa http_request_input

IIapameTpbl MOAy/I:

e MakcumanbHOe YHC/I0 MOJK/II0UeHNH — YKa)KUTe JIMMUAT COeJUHEeHUI C cepBepoM;

e dopmMat coxpaHeHHUsI COOBITHI — BEIOEpUTE JOpMaAT COXpaHEHUS COOBITHI;

e TlopT Asisi mpoCAyIIMBAHUSA — YKa)XKUTe TIOPT CepBepa;

e Bx/oueHHe/OTK/TIOUEHHE PACNaKOBKH Teja 3ampoca — IpU HeoO0XOAWMOCTH BK/TFOUHTE

dBTOMdTHYECKYI0 PACIIdKOBKY Te€JIa 3daI1pOCa;

e A/pec /15 POC/TyIIMBAHUSA CeTeBOro HHTepderica — yKakuTe apec cepBepa;

e YpoBeHBb JIOTMPOBaHHUSA — BbIOEpPHUTE YPOBEHb >KyPHATMPOBAHUS MOY/JISI;

e TLS. B 610Ke yKa3biBalOTCs TMapaMeTphl MCTOJb30BaHMs TpoToKosia Transport Layer Security
(TLS) pns obecrieuenust e30racHOM Miepe/iaun JAHHBIX:

o

Tpedyercsi KTMeHTCKHI cepTHHUKAT — NIPU HEOOXOUMOCTH BK/TFOUHTE HEOOXOUMOCTh
WCII0/Ib30BaHUs KJIMEHTCKOTO cepTr(UKaTa JJisi TOAK/IFOUEHNs K CepBepy;

IIyTs 0 ¢aiiia KopHeBOro ceprudukarTa — yKakuTe MyTh 10 KODHEBOTO cepTU(UKaTa;

Bxkiwouenue/oTkiaouenne TLS-coeguHeHnss Ha cepBepe — TpU  HeOOXOJUMOCTU
BKJTFOUUTE UCII0/Ib30BaHue TIpoTokosa TLS;

IIyTh o ¢aiina cepTuduKkaTa — yKakuTe MyTh /s ¢aiina cepTUdUKaTa, UCIoIb3yeMoro
rpu BK/ItoueHHOM TLS coepnHenuy;

IIyte po ¢aiina kaw4ya — yKakuTe NyTh s ¢aiisa Karoued, MCMO0/b3yeMbIX TpU
BK/ItOueHHOM TLS coepviHeHuy;

ITaponsb K cepTudHUKaTy — yKakuTe raposb K TLS ceptudukary.



3.3.3.1.18 Mopaynb kafka_input
Omucanue: [Ipuém HTTP/HTTPs-3anpocos.
Ioapepxka OC: Windows, Linux.
IMoanepxka puabTpanuu: Her.
IToanep)KKa HaCTPONKH KOAUPOBKH: HeT.
IToaaep)xka BbIBo/ja B (haidii: HeT.

I[Ipumep (opMbI HACTPOMKH MOAYJIS:

¢ Co3spaHnue npoduna céopa Copocuts
AkTuBeH  HassaHue ArenT cbopa Ha yane LogCollector_172.30.254.96 (172.30.254.96)
Kafka_input_ Bepcus arenta c6opa: 4.0.0.13

AreHT cBopa * Mogynb VICTOUHMK *
AreHT cGopa Ha yane LogCollector. kafka_input

OpraHWyeHIe YTeHUs MoToKa Anpec Ans NOAKNKOYEHNA *
0 —+ 127.0.01

TOPT ANA NOAKNKOYEHIA * Tonux *
9092 -+ termit_output_normalized

Offset HaseaHue rpynnbl noTpeButeneit
C nocnepHero pgr_kafka_collector

SSL MponycTuTs NpoBepKy cepTudukara

Pasmep naketa YacToTa OTNpaBKy NakeTos (MANNCEKYHAbI)
5000 -+ 500 -+

COXpaH1Tb KaK LWabnoH

Puc. 109 — ITpumep dopmsl anst moaysas kafka_input

ITapameTpsI Moay.I:

e OrpaHnyeHue 4YTeHWs NMOTOKA — YKa)KUTe OrpaHMuUeHWe UTeHWs TOToka. [lapamerp 0 — Ge3
OrpaHUYeHul;

e Appec ans MOJK/IIOYEHHUS — YKa)KUTe afipec Jj1s noaxkmodenus K cepsucy Kafka;

e TlopT a/isi MOAK/TIIOYEHHUSA — YKa)KUATE TIOPT J/1s1 moAKmodenHus K cepeucy Kafka;

e Tomuk — yKa)kuTe 3aroJjioBOK, 110 KOTOPOMY Oy/IeT BBITOHSITHCS uTeHue. [lomyCcTUMble 3HaUeHHs:
o termit output normalized — HOpMaIM30BaHHBIE COOBITHS;
o termit_output parsing — pa3obpaHHble COOBITHS,
o termit_output_error —Hepa3oOpaHHbIe COOBITHS;

e Offset — BrIOepUTe M3 BBIMAJAMOIETO CITUCKA CMIOCO0 CMelrieHus COOBITHI: C CaMOro paHHero,
MOC/Ie/JHET0;

e Ha3Banue rpynmbl moTpeduTes/iel — yYKa)KUTe TPyMIy Motpebutesieit (consumer) B CepBHUCE
KoTopasi OyzieT uuTaTh coobirenus u3 ceperca Kafka;



e SSL - npu HeoOXOMMOCTH BKJ/TFOUMTE HCTI0Ib30BaHKe MTPOTOKOo/a SSL;

e Ilponmyctutrs npoBepKy cepruduKaTa — IMpPU HEOOXOAMMOCTH BK/IIOUMTE OILMI0, KOTOpas
TI03BOJISIET TIPOITYCTUTh MPOBEPKY cepTudrKaTa rpu obparrennu K cepsucy Kafka;

o Pa3mep makera — yKaxuTe KOJMUeCTBO COOBITHI, KOTOpOe Oy/1eT repe/jaHO B OZJHOM T1aKeTe;

e YacroTra oOTnpaBKHM NaKeTOB (MWLIMCEKYHJAbI)— YKa)KUTe HHTepBajl OTIIPaBKU I1aKeTOB.

3HaueHue YKa3bIBae€TCA B MUJVIMCEKYH/dX.

3.3.3.1.19 Moaynb mseven6_input

Onucanue: MoayJ/ib /151 cbopa cobwITHii 110 mpoTokony MS-EVENG ¢ Windows Vista u Bbiiiie.

IMogaepxkka OC: Linux.

IMoapepxka ¢puabTPaLUM: HeT.

l'[o;mep)KKa HaCTPOﬁKH KOAUPOBKH: €CThb.

IToaaep:xka BoIBOAA B (haili1: eCThb.

Hacrtpoiiku ¢puabTpanuy (MCK/IIOUYeHHs) COOBITHIA: eCTh.

IIpumep opMBbI HACTPOMKHU MOAYJIA:

< Co3pgaHue npoduna c6opa

AkTWBEH  HaseaHue

mseven&_input_

AreHT cbopa *

AreHT cBopa Ha yane LogCollector_172.30.254.96

IP afipec Unn AOMEHHOE UMSA ANS MOAKMOYEHUA *

172.30.254.52

duneTp cobbiTUiA

Pa3smMep 3anpoca

31

OTKNHOYUTL peHaepuHr noneit Level Text, OpcodeText, TaskText

«©

MyTb Ao ucnonHaemoro daiina python us msevenBvenv *

Jopt/pangeoradar/bin/msevenBvenv/bin/python

Y1cno coBbITUI ANA NepeKtoueHns kaHana

WHTepean MeXy 3anpocamu B MUNNMCEKYHOaxX

0

WmA nonbsosarensa *

reader

TamayT 3anpoca B MUNNMCEKYHAAX

1000

Mogyns

mseven6_input

—+

AreHT cbopa Ha y3ne LogCollector 172.30.254.96 (172.30.254.96)

Bepcua arexta cbopa: 4.0.0.13

WCTOYHMK *

ViMeHa xypHanos ans céopa *

Security X

Mepeknoyatens COXpaHeHWa No3uunK, Npyu Havane YreHns

VIHTepBan Mexay NOAKMHOYEHUAMK K UCTONHUKY B CEKYHOaxX

YpOBEHb NIOrUPOBaHWUA

INFO

YuTaTb TOMLKO HOBble COOLITHA

VIHTEPBaN OYHCTKIA Kalla PEHAEPHHra B CeKyHAaX

0

[omeH

Mapons *

P@sswOrd

Puc. 110 — ITpumep ¢opmsI A1s1 MoAy/Is mseven6_input

IIapameTpbl MOAy/IA:

o [P aapec wiu fAoMeHHOe UMA AJISl MOAK/IIOUEHHUS — YKaKUTe ajpeC yJaJleHHOrOo
KOTOpOTro OyyT cOOHUpaThCsi COOBITHS;

-+

cepBepa, C



HMMeHa >XypHa/IoB /i cOOpa — W3 BBIMA/AIOIIEr0 CIMCKA BBHIOEPUTE OWH WM HECKOJIBKO
KaHaJIOB, U3 KOTOPBIX HY>KHO coOupaTh coObITHs. [Tosle yKa3biBaeTcs B CTydae, eC/i He YKa3aHo
niosie IlyTh A0 ¢daiina )xypHasia. Bo3Mo)kHbIe 3HauUeHUsI:

o Application;

o Microsoft-Windows-PowerShell/Operational;
o Security;

o System.

®uUnbTp COOBITHII — YKa)KUTe 3arpoc s (QUABTPALUM COOBITHI [/ UTeHUS] C TIOMOIIBIO
BbIpakeHus1 XPath. Bo3Mo)kHbIe 3HaueHusI:

o CTpyKTypupoBaHHbIM XML 3anpoc, Harpumep

<QueryList><Query><Select Path=\"Security\">*[System[(EventID=42) and
(Level=2)]]</Select></Query></QueryList>;

o ¥ - Bce mapamerphl.

Ilepek/iouaTeslb COXpaHeHUs] MO3ULMHM, TNPH Hayaje YTEeHWs — TIpU HeoOXOAMMOCTU
BKJIFQUHMTE OILMI0, KOTOpasi M03BOJIsieT MPOAO/DKUATh UTeHUe KypHasla C roc/aejHell CoXpaHeHHOH
TMO3ULMU T0CJIe Tepe3anycka;

Pa3mep 3anpoca — yKa)kuTe KOJIMUeCTBO COOBITHH, 3arpy>KaeMbIX 3a OJIMH 3arpoc;

I/IHTEPBaJI MeXAy NOAKIHYEHUAMH K HCTOYHHUKY B CEKYH/AdX — YKAKUTE HWHTEPBATI MEXAY
MOAK/TIOUEHHUAMU K UCTOUHHKY;

Otkmounth penjepunr mnoseid LevelText, OpcodeText, TaskText — mpu HeoOXoAUMOCTU
BKJ/TFOUMTE OILIUI0, KOTOpasi OTK/ItoUuT peHaepuHr noJsieii Level Text, OpcodeText, TaskText;

IIyts g0 ucnonHsiemoro ¢aiiia python u3 mseven6venv — ykaxurte MyTb [0 MCIOIHSIEMOrO
(atina;

YuTaTh TO/ILKO HOBbIE COOBITHSA — MPU HEOOXOAMMOCTH BK/IIOUUTE OILMIO, KOTOPasi TI03BOJISET
3abupaTh 13 )KypHasia TOJbKO HOBbIe COOBITHS;

Yncio coObITHI AJIA MEPEKTHYEHUA KdHd/Id — B CJIy4dade, €C/IM YKda3dHO HECKOJIbKO UCTOYHUKOB
WK KdHaJ/IOB, OINLKMA CUYHMTaeT 4YHuC/Io COOBITUM U MMpru AOCTM)KEHHWU YKd3dHHOI'O 3Hd4Ye€HUH,
Mepek/arydaeTCd Ha UTeHHe CJIeAyHoLlero MCTOYHUKA

I/IHTepBaJI OYHCTKH K3IlId PEHA€PHUHI'd B CeKYH/IdX — YKA)KUTE MHTEPBA/I OYNCTKH K31114,

HuTepBan Mex/y 3anpocaMyd B MW/IJIMCEKYHAAX — YKaKUTe MHTEpBaJl, yepe3 KOTOPbIM (aiin
(v KaHa/T) IPOBePsIeTCs Ha Ha/Mure HOBBIX 3aruceit Jiora;

HMs nosib30BaTeIs — YKaKUTe UM 110/1b30BaTe sl /i/1s1 OCTYTa K y/ja/leHHOMY CepBepy;
ITaposb — yKakuTe NapoJib [10/1b30BaTe/Is;

JloMeH — yKa)KuTe HaMeHOBaHUe IoOMeHa UCTOUYHHKa;

TaiimayT 3anpoca B MWUIMCEKYH/JaX — YKa)KUTe TaliMayT OTIpaBKU 3arpoca;

YpoBeHb JIOrHpoBaHus — BbibepUTe YPOBEHb >KypHATMPOBaHUSI MOAYISL.



3.3.3.1.20 Moaynb nf_input
Onucanmue: [Ipuem NetFlow Tpaduka.
Ioapepxka OC: Windows, Linux.
IMoapepxka puUIbTpPaLUM: eCThb.
IToanepKKa HACTPONKH KOAUPOBKH: €CTh.
IToaaep)xka BbIBo/a B (haidJ1: eCTh.

I[Ipumep (opMbI HACTPOMKH MOAYJIS:
¢ CospaHue npoduna cbopa CépocuTs Cospatb

AKTUBEH HassaHune AreHT cbopa Ha y3ne LogCollector_172.30.254.96 (172.30.254.96)

nf_input_ Bepcun arenTa cbopa: 4.0.0.13

AreHT cbopa * Mogyne NCTOYHMK *

AreHT cbopa Ha yane LogCollector nf_input

YpOBEHb NOrMpOBaHUA AIpec ANA NPOCNYWHBaHNA CETEBOMO UHTepderica *
INFO 0.0.0.0

Paamep Gydepa coobLUeHHit MopT ANs NOAKNKYEHNs *
0 -+ 15487 -+

Puc. 111 — TTpumep dopms aas moayas nf_input

ITapameTpbl MOAy/I:
e Ajpec A MpoCIyHIMBaHUSA ceTeBOro nHTep@eiica — ykaxkute azgipec Netflow cepsepa;

o Pa3mep Oydepa coodmenuii — ykaxkute pasmep Oydepa coobienuii. Ecv mapameTp He 3a7aH,
To 3HaueHue Gepetcs u3 mapamerpa Netflow cepeepa SO_RCVBUF. 3HaueHHe yKa3bIBaeTCs B
bairax;

o Tlopt asist moakr0oueHus — ykaxkure nopT Netflow cepsepa;

e YpoBeHBb JIOTMPOBaHHUA — BbIOEpHUTEe YPOBEHb >KypPHATMPOBAHUS MOZYIS.

3.3.3.1.21 Mopaynb odbc_input

Onucanne: Urenue fannbix u3 CYB (MySQL, Oracle, MS SQL, PostgreSQL).
IMoapepxka OC: Windows, Linux.

IMoapepxka ¢puabTpaLUM: HeT.

IToanep)KKa HaCTPONKHM KOAMPOBKH: €CTh.

IToaaep)xka BbIBo/a B (haid/1: ecTh.

I[Ipumep (opMbI HACTPOMKH MOAYJISI:



< CO3AaHMe |'|p0¢V|ﬂﬂ CGOpa C6pocKTh Coagats

AkTuBeH  HassaHue AreHT c60pa Ha y3ane master (172.30.254.97)

odbc_input_2890 squid_proxy Bepcwusa areHra c6opa: 4.0.0.0

AreHT cbopa * Moayne MICTOUHIK *

AreHT cBopa Ha yane master (172.30.254.97) odbc_input 2890 squid_proxy

SQL 3anpoc * Mone, KoTopoe GYAET NCNONb30BATLCA Kak 3aKknadka ANA COXPaHEHUA No3uLMI *
true
MHTEDBEH MexXay 3anyCckoM 3anpoca B cekyHaax * . 3HaueHue HepeKﬂK}HaTeﬂb COXpaHeHus No3uUKUK, NpKU Havane YTeHusa *
-+ @
YpOBEHb NOFUPOBaHNS @ 3hauenue

INFO

[aHHble A4nA NoaKMoYeHns

Cepeep ANA NOAKMIOUeHNs * MopT ANA NOAKMOYEHUs *

—+
CepBep ANA NOAKNKHEHHUA * (EEEITD  Gasa AaHHbIi ANA NOAKMOYEHNA * @ 3uauenve
Maponb * LlonoAHUTENbHbIE MapaMeTpbl NOAKMKONEHUS
VMa nonbsosaTens *

Puc. 112 — ITpumep ¢opmsi s moayas odbc_input

ITapameTpsI Moay.I:
e SQL 3ampoc — ykaxxute SQL 3amnpoc K 6a3e JaHHBIX;

o Tlose, KoTOpoe OyJeT MCMO/IH30BaThCA KAK 3aK/Ia/iKa /I COXPAHEHHS MO3ULHM — YKOKUTE
roJie, KOTopoe Oy/JieT MCMO/Ib30BaThCsl KakK 3ak/iajiKa [jis coxpaHeHUs mo3utuu. [losne [0/KHO
6bITh YKa3aHo B orniepatope SELECT sql-3arpoca;

. I/IHTepBaJI MEXAY 3dIIyCKOM 3aIipocCa B CeKYHAdX — YKa)KUTE MHTEPBAJI, Uepe3 KOTOpBIﬁ 6y,[[6T
BBITIO/THATBECA MPOBEPKA HOBBIX 3arucen B JKypHaJie. 3HaueHue YKa3bIBA€TCA CEKYHAAX;

o Ilepexnouares CcOXpaHeHHs TWO3WIUHM, TNPH Hadya/le YTEHHS — TIPU HEoOXOAMMOCTH
BKJIFOUMTE OMLIMI0, KOTOpasi TI03BOJIsieT MPOJO/DKUTE UTeHUe JKypHasa C Moc/ie[jHeld COXpaHeHHOU
MO3ULIUY TI0CJIe TIepe3artycKa;

e YpoBeHB JIOTUPOBAHUA — BEIOEPHUTE YPOBEHB >KyPHATMPOBAHUSI MOAYISL;

e JlaHHBIE A/IA MOAK/IIOUeHHUs1. B 6/10Ke yKa3bIBarOTCSs TTapaMeTpbl MoK/ItoueHus K B/1:
o Cepaep /1 NOAK/II0UEHUSA — YKakuTe azpec cepsepa b/l;
o IlopT pA NOAK/IIOUEHUSI — YKaXKuTe nopT cepeepa b/I;

o /[lpaiiBep A TNOJAK/JIYEHMsI — YKaKUTe [paiiBep Jjs ToakmoueHusi kK B/,
Harnpumep MySQL ODBC 8.0 Driver;

o ba3sa faHHBIX /11 OAK/IIOUEHUA — yKaKuTe HauMeHoBaHue b/I;
o HMmsa nonb3oBare/s — yKaKuTe UMs ob3oBaressa b/,

o IIaposb — yKakxuTe 1apoJib [10J/1b30BaTesis /s oAK/I0ueHus K b/1;



o /[lomo/IHUTe/IbHbIEe TAapaMeTPbl MOJAK/IIUEHUs] — TpU HeO0OXOJUMOCTH YKaKuTe
JIOTIO/THUTE/IbHBIE TTapaMeTpbl NoAK/IoueHus K b1,

3.3.3.1.22 Mopaynb opsec_lea_input

Omucanue: Coop cobwiTHii ¢ nctounnkoB «Checkpoint Firewall (opsec)».

IToppepxxka OC: Linux.

IMoaaepxka ¢puabTPaIUM: HeT.
IToaaep)KKa HAaCTPOMKM KOAUPOBKH: HeT.
IToaaep)xka BbIBo/a B (haid/1: eCTh.

IIpumep opMbI HACTPOUKH MOJY/ISA:

¢ CospaHue npoduns c6opa Copocus
AkTvBeH  Haseanne AreHT c6opa Ha y3ne master (172.30.254.97)

opsec_lea_input_2511 Checkpoint-Firewall Bepcus areHTa cbopa: 4.0.0.0

AreHT cbopa * Mogyns VICTOUHMK *

AreHT cbopa Ha yane master opsec_lea_input 2511 Checkpoint-Firewall
opsec_sslca_file * opsec_entity_sic_name *
opsec_sic_policy_file * [MpeKTOpNs pacronoxXeHns yTunuTs! lea_client *

/pangeo_radar/opsec

AApec AR NPOCAYLIMBAHUSA TOpT AR MPOCAYLIMBAHUS
127.0.01 48181 -+
MepexnioyaTens CoXpaHeHns NOSHLWM, NPy Hadane YTeHns Apec ynanésHoro cepsepa *
MopT ana ayTeHTUdVKaLmK * AyTeHTnduraums ans OPSEC *

18184 —+ sslca
HasBaH1e cobUpaeMoro xypHana * VpoBeHb NOrMpoBaHKa
INFO
dopMaT coxpaHeHms cobbiTi Mep1oANYHOCTb NPOBEPKM HANWMUYMA HOBLIX 3anncel B XypHanax *
json —+
opsec_sic_name *

Puc. 113 — Ilpumep dopmsbl g moays opsec_lea_input

IIapameTpbl MOAy/I:

o opsec_sslca_file — ykaxute mnyTb K (aliny, KOTOpBIA COAEpXKUT LMPPOBOM cepTUPUKAT
nipunokenust OPSEC;

e opsec_entity_sic_name — ykaxuTe oduipaabHoe ums npuaoxxenuss OPSEC, kotopoe siBasieTcst
TIOJIHBIM UMeHeM TIPU/IOXKeHHsI, OTIpe/ie/IEHHBIM CePBEpOM;

o opsec_sic_policy_file — ykaxxure nyTh K ¢aitny nomuruku SIC;

e [JlupekTOpuUsi pacmo/oKeHus yTwiuTbl lea_client— ykaxute nyTb K JUPEKTOPUU
pacriosioykeHust yTUuanTHI lea_client;

e Ajpec ansa npocaymuBaHus — ykaxute [P-aspec pacnonoxenus yTunuthl lea_client;



o IlopT A NpoC/IyIIMBAHUSA — YKa)KWTe MOPT /151 TOJK/II0UeHus K yTunute lea_client;

o Ilepexk/iouaTe/lb COXpaHEeHHUs TO3UIMH, NPH Haya/le UYTeHUs — TIPU HeoOXOJUMOCTH
BKJTIOUMTE OMIIUIO, KOTOpasi TI03BOJISIET MPO/I0/DKUTh UTEHHE JKyPHasa C ToC/IeiHel COXpaHeHHOU
TIO3ULIUM TIOCJIe TIepe3artycKa;

e Appec ynanéHHoro cepBepa — ykakute IP-aapec arerra cbopa;

o Ilopt g ayTeHTH(UKALMU — YKA)KUTE TIOPT /1S ayTeHTU(UKALIMK Ha areHTe cOopa;

e Ayrentudukanus jiisi OPSEC — BeibepuTe criocob ayrentrudukanmu gt OPSEC: sslca, fwnl;
o Ha3BaHue co0upaemMoro xypHasa — yKaKUTe HaMeHOBaHHe (aiisia )KypHasia;

o dopmMmart coxpaHeHHUsI COOBITHI — BbIOepUTe (OpMaT COXpaHEHUsT COOBITHIA;

. HepI/IO,[[I/IqHOCTb MNpOBEPKHU HA/IUYHUA HOBBIX 3anmuced B XKYPHd/IdAX — YKAXKUTE HHTEPBAJI
IMPOBEPKH Ha/IMUMA HOBBIX 3anuceii B JKYPHdJIaX. 3HaueHMe 3a4d€TCAd B CEKYHAAX;

e opsec_sic_name —ykaxxute DN cepBepa Checkpoint;

e YpoBeHBb JIOTUPOBAHUA — BEIOEPUTE YPOBEHb >KypHA/IMPOBAaHUSI MOAYJIS.

3.3.3.1.23 Mogaynsb sftp_input

Onucanue: Utenue ¢atina, goctynHoro yepe3 SFTP.

IMoagepxka OC: Windows, Linux.

IMoapepxka ¢puabTPALUM: €CTh.

IToanepxka HaCTPOHKM KOAUPOBKM: ecTb. HacTpoiika 6710ka uMeeT ciiefiytoiie 0CO6eHHOCTH:

o VicxopHas KOAUPOBKA — YKa)KUTe KOAWPOBKY COOBITHI MCTOUHMKA. EC/ii 3HaueHHe He yKa3aHo,
TO npor/b cOopa MoIbITaeTCst ONpeseuTh KOAUPOBKY CaMOCTOSITE/IBLHO;

e MHN3mennth KoaupoBKy co0biTuii Ha UTF-8 — onius, mo3Bosisitoiiass U3MEHUTb KOZMPOBKY
HCXOAHUKa B utf8;

o Pa3smep Oydepa /15 onpeaesieHUsi HCXOJHON KOJUPOBKH — YKakuTe pa3mep Oydepa, KOTOPBIi
OyzieT UCITO/Ib30BaThCS 15 OTIpe/ie/IeHrs] KOAUPOBKY (B OaiTax).

IToapep:xka BbIBoAA B (hailj1: eCTh.

IIpumep opMBI HACTPOMKHU MOAYJIA:



< Co3paHue npoduna céopa

AKTMBEH  Hassanue

sftp_input_

Bepcwn arewra céopa: 4.0.013

AreHT c6opa * Mogyne MCTouHHK *
Arew cBiopa wa yane LogCollector_172.30.254.86 (172.30.254.96) sftp_input

Napons (CEIMM  [vpexTooHR NOGKA Mo PEryARPHOMY BLIpaXEHHO [@ s.cuone )
p@ssword

Crucok damnos Ana uTermn * YAanaTh paspenuTens cobuTAR

Jhome/d kosachevftest txt X + [ @)

VicnonesosaTh perynapHoe Beipaxesne AR nonca Haiincs Paspenurens coBuITA B GaANe ANA MHOFOCTPOUHSIX COBLITHRA

©OpMAT COBLITYA B (painaX * (CEETI™  Gopmat coxparern CoBLTA
RAW json

Vinas nonbsosatens * [@ siccive B L
readar 1723025497 X +

Tlop™ AnR noaKMONeHMs * MHTEPRAR MARKAY SANYCHOM SADOC B CAKYHAX *
22 + 1 +

OTcyTCTBMe pasaenuTens cobbiTuil B diaiine, CMIONG3yeTCs ANA YTEHUA COBLITIA 8 hopMmaTax JSON u XML Ges sesoro paspenutens TlepexnIonaTent COXPaHEHMA NO3ULHM, NP HAYANe NTeHNs

VpaseHs noruposaHAR (EET  PerynapHos BspEXEHIE AN NOUCK BARNDE

INFO

CEIM  Hurars Tonsko Hossie cabemus

60 —+

MHTepean NpeBepKy AMPEKTODN Ha Ha/HMe HOBBIX GaRNOS (B CexyHaax)

Puc. 114 — ITpumep dopms! ayist moays sftp_input

ITapameTpsl MoayI:
o Ilaponb — ykakuTe mapoJib NoJib3oBaress ssh;

e /lupeKkTOopus MOUCKA MO Pery/isipHOMY BBIPa)KeHHI0 — YKa)KUTe Karasor AJis rnoucka (aiinioB
T0 perysipHOMY BbIpaKeHUIO;

e Cnucok (annoB Jjisi UTEHUS — YKaKUTe CIUCOK (Daii/ioB KypHasoB;
e Ypanare pa3jenuTeb COOBITHI — HACTPOLTe TTapaMeTPbl YTeHUsI MHOTOCTPOUHBIX COOBITHH;

e MHcnonb3oBarh pery/isipHoe BbIpaKeHHe AasA moucka ¢aiioB — Mpu HEoOXOJUMOCTH
BKJIIQUMTE OTILIMIO, TI03BOJISIOLYIO MCII0/Ib30BaTh regexp (pery/sipHble BbIpa)KeHUs) AJisl TIOMCKa
(alinoB )KypHaoB;

e Pasgenurens coObiTHii B (aiijie JJIA MHOTOCTPOUHBIX COOBITHI — HACTPOMTE MapaMeTphbl
YTeHUsS] MHOTOCTPOYHBIX COOBITHH;

o dopmar codbITHH B (haiisiax — HACTPOKTe MapaMeTPbl YTeHHsI MHOTOCTPOUYHBIX COOBITHH;
o dopmar coxpaHeHHUsI COOBITHII — BbIOepHTe OpMaT COXpaHeHHsT COOBITHIA;

o Hwms nosnb3oBaTens — yKa)KUTe UMsI 110/Ib30BaTeist ssh;

e Ajpec A/1A MOAK/IIOYEHHA — yKaKuTe azpec sftp cepsepa;

o Ilopt a1 moK/IIOYEHHUsI — YKa)KKTe TopT sftp cepBepa;

e HuTepBan Mex/y 3amycKoM 3ampoca B CeKYH/Jax — YKaKuTe HHTepBal MeXJy UTeHheM
¢aiinos, B ceKyHax;

e OtcyrcTBHe pasjenuTens co0bITHH B (aiiyie, HCNOAB3YyeTCA [Jisi YTeHHsA COObITHH B
¢opmarax JSON m XML 0e3 sABHOro pa3je/IMTe] A — HACTPOMTe TIapaMeTpbl UTeHUS
MHOTOCTPOUHBIX COOBITHH;



o Ilepexk/ilouaTe/lb COXpaHEHHUs TO3ULMH, NPH Haya/le UYTeHUs — TIPU HeoOXOJUMOCTH
BKJTIOUMTE OMIIUI0, KOTOpasi TI03BOJISIET MPO/I0/DKUThH UTEHHE JKyPHasa C ToC/IeiHel COXpaHeHHOU
TIO3UL[UM TIOCJTe TIepe3aItycKa;

e PerynsipHoe BbIpakeHHe [JIsi MOMCKA (pail/IOB — YKa)KHUTe Pery/sipHOe BbIpa’keHHe /IJIsi TIOUCKa
(haiisioB >XypHasna;

o VIHTepBa/1 NMpPOBepPKH AUPEKTOPHUHM HAa Ha/MYHe HOBBIX (ailyioB (B CeKYHAAX) — YKaKUTe
WHTepBaJl TIOMCKa HOBBIX (hail/IoB B yKa3aHHBIX KaTajiorax. 3HaueHHe YKa3blBaeTCsl B CeKYH/aX;

e YuTaTh TOJIBKO HOBBIE COOBITHSA — TIPY HEOOXOAMMOCTH BK/IFOUUTE OIIMI0, KOTOpasi MO3BOJISeT
3abupaTh U3 KypHasia TOJIbKO HOBbIE COOBITHS;

e YpoBeHB JIOTHPOBaHHUSA — BbIOEpPHUTEe YPOBEHb >KypPHATMPOBAHUS MOYIS.

3.3.3.1.24 Mopaynb smb_input

Onucanue: Urenue aiina, focrynHoro uepe3 SMB.

IMoaaepxka OC: Windows, Linux.

IToanepxka ¢puIbTpaLUM: eCThb.

IToanepxka HaCTPOHKM KOAUPOBKM: ecTb. HacTpoiika 6710ka umeeT ciiefiyroirie 0cCO6eHHOCTH:

o VcxopHas KOAUPOBKA — YKaKUTe KOAWPOBKY COOBbITHI MCTOUHMKA. EC/ii 3HaueHe He yKas3aHo,
TO TIpohrb cOopa MOTIBITaeTCst OTpe/ieUTh KOAWPOBKY CaMOCTOSITE/IBHO;

e HN3mennth KoaupoBKy coObituii Ha UTF-8 — onmus, mo3Bosisitoiiass U3MEHUTh KOZMPOBKY
MCXO0/IHUKa B utf8;

o Pa3smep Oydepa /15 onpeaesieHUsi HCXOJHON KOJUPOBKH — YKakuTe pa3mep Oydepa, KOTOPBIi
OyzileT UCIO/Ib30BaThCS 15 OTpeie/IeHrsl KOAUPOBKH (B OaiTax).

IMoaaepxka BbIBo/a B (haid/1: eCTh.

IIpumep popMbI HACTPOUKHU MOJY/IA:

« Cospanue npoduna c6opa Ghpocurs
AxTHaRH Haasanne Ares chopa Ha LogColle 172.30. 1
— Bepewn aroura chopa: 40,013

ArenT c6opa Moyt MeTousik

Ha yane LogCallector 172.30,254.96 (172.30.254.96) smb_input

@opaT coBLTAA & GaAnaX CEPEN®Y P agpec anm nopmoszivn *
RAW 72.30.254 x +
Vin ceresait naniut (CEETE  Pasnenven coBemit B Gaiine [1R MHOTGSTPONHS COGMITA [@ 5000 1
shared
OTeyYTCTBHE pasaeniTens cabbiTull 8 GalNE, HCNONb3YETCA NA YTeHAR COBLITHA B GopMaTax JSOMN u XML Ge3 ABHOrO pasnenrend Nowen (@ 5.cueee ]
Vs nonesosaens * CEEEMY  Napons ey
reader
[IAPEKTODHA NOHCKA N0 PEryTADHOMY BLIPAXEHNO n o [@ 5000 1
ViHTepBan NPOREpKH AMPEKTOPWH Ha HANASHe HOBLIX GANOB (8 CelyHAAK] (CEETNT  UiraTe TOMLKo HOS6IE COBHITHR
60 —+
BOPIAT CEIPEHEHIA COBLITIA CEITNEY  Veanms pasgenens codemui
json «©
Crvcok $aiinos AnA dTeHR MepEKMIoUaTE NS COXPAHEHA NOIULMH, DN HAYBNE YTEHIS
testot x|+
MopT £7R nomKRICYENHA * CEETITD  Vcnonsaomars parynRpHOS BLPAKEHHE MR NOATKE DAANOS
445 —+
VirTepsan ey 3anycKom 3anpoca & cexyHaat CEEN®  vooeens norvpoaais [@ 50000 1
1 -+ INFO

Puc. 115 — Ilpumep dopms! Ayist Moayas smb_input



IIapameTpbl MOAy/I:

dopmar co0bITHH B (aiiyiax — HaCTPOUTe MapaMeTpbl UTeHHSI MHOTOCTPOYHBIX COOBITHIA;
IP agpec pisa nogk/ouyeHus — ykaxxure aapec SMB cepsepa;

Msa cereBOil mamnKW — YKaKUTe MyTh K TMamnkam W (aiiiaM, OTKPBITBIM K CBOOOAHOMY
JOCTYIly Ha CepBepe, UCMO/b3yIOLEM TPOTOKos SMB. [0o/DKeH COOTBETCTBOBATb
dbopmaty <share> wu \\<server>\<share>;

Pa3penmrens coObiTHM B (aiiie i MHOTOCTPOYHBIX COOBITHH — HACTPOHTE IlapaMeTpbl
YTEeHUsS] MHOTOCTPOYHBIX COOBITHH;

OtcyTcTBHe pasjenurensi coObiTHii B (aiyie, UCHOIb3yeTcsl JjIA UTEHHS COOBITHII B
¢opmarax JSON um XML 0e3 sABHOro pa3je/IMTe/] A — HACTPOMTe TIapaMeTpbl UTeHUs
MHOT'OCTPOUHBIX COOBITHIA;

JomMeH — ykaxxute fomeH SMB cepsepa;
Nms nonb3oBare/is — yKaKuTe UM I10/1b30BaTe s /1 NoAK/IoueHus K SMB cepsepy;
ITaposb — yKakuTe 1apoJib 1o/Ib30BaTess;

JupeKTOopUsa MOMCKA M0 pery/sipHOMY BBIPA)KeHHMIO — YKa)XKUTe KaTasor [/ roucka ¢aiiios
T0 perysipHOMY BbIPaKeHUIO;

PerynsipHoe BhIpa)keHHe /I MOUCKA (hai/IoB — yKaKUTe PeryJ/isipHoe BbIpa)keHHe /ISl TIOMCKa
(haiisioB >XypHasna;

HHTepBan npoBepKH AUPEKTOPHM Ha Ha/IM4YMe HOBBIX (paioB (B CeKyHAAxX) — yKaKuTe
VHTEepBaJl IOWCKa HOBbIX (hali/IoB B yKa3aHHBIX KaTasorax. 3HauyeHHe yKa3blBaeTCsl B CeKyH/iax;

YuTaTh TO/ILKO HOBbIE COOBITHSA — MPU HEOOXOAMMOCTH BK/IIOUUTE OILIMIO, KOTOPasi TI03BOJISET
3abupaTh 13 )KypHasia TOJbKO HOBbIe COOBITHS;

dopmar coxpaHeHUs COOBITHI — BbIOepHTe (hOpMaT COXpaHeHUsT COOBITHIA;
Ypanare pa3penuresb COOBITHIT — HACTPOWTE MapamMeTpPhbl YTeHUSI MHOTOCTPOYHBIX COOBITHIA;
Cnucok ¢aiiioB Jjisi UTeHUA — YKa)KUTe CIUCOK (DaiiioB KypHasoB;

Ilepek/rouaTe/lb COXPAaHEHHs MO3UIUM, TPH Hayaje UTeHHA — TIpU HeobXoJUMOCTH
BKJIFOUHMTE OTII[WI0, KOTOpasi M03BOJIsIeT TIPOZ0/DKUATE UTeHHe KyPHasla C rocaefHel coXxpaHeHHOH
TO3ULIUM TIOCJIe TIepe3artycKa;

ITopT p1s moak/IOUeHUs — yKaxkuTe 1opt SMB cepsepa;

Viconb30BaTh pery/ispHOe BBIPOKEHHE I TMOMCKa (ailsioB — 1pu  HEoOXOAMMOCTH
BKJTFOUMTE OTILIMIO, TI03BOJISFOIYIO0 MCIO/b30BaTh regexp (peryssipHble BBIPKEHUs) /i TTOMCKa
(alinoB )KypHasoB;

HHTepBan MeXAy 3amyCKOM 3alpoca B CeKYHJAAX — YKaKUTe WHTepBal MeX[y 3alyCKoM
CKaHUpOBaHUs (aiyioB. 3HaueHHe YKa3blBaeTCs B CeKYH/ax;

YpoBeHb JIOrHpoBaHus — BbibepUTe YPOBEHb >KypHaIMPOBaHUSI MOAY/IS;

Hacrtpoiiku ayrentuukanuu mno Kerberos. B 065oke yKa3biBalOTCS  HACTPOWKHU
ayreHTUdUKalu no kerberos:



o

Bxmounth ayreHTH(uKanuio nmo Kerberos — npy HeoOX0AMMOCTH BK/IIOUHTE OIILHIO,
KOTOpasi 103B0JIsSleT UCII0/1b30BaTh /1 MOAK/I0UeHrs: K SMB cepBepy ayTeHTU(UKALMIO C
nomo1ieko kerberos;

Hms 11e/1eBOro cepBHca — yKaXKuTe UM LieJieBOro cepBuca (service principal name);

O6s1actb (realm) — ykakure o67acTb ceTH, HCToMb3yeMas kerberos. Ilapamerp
PerucTpo3aBUCHMbIN, OOBIYHO THUIIETCS B BEDXHEM DErvucTpe W COBMaJaeT C UMeHeM
JIOMeHa;

IlyTs po koHpurypanuu Kerberos — ykaxure nmyTh 10 KoHurypauuu kerberos;

3.3.3.1.25 Mopagynb snmp_traps_input

Onucanmue: [1prém SNMP Traps.

IMoaaepxka OC: Windows, Linux.

IToanepxka ¢puIbTpaLUM: eCThb.

IToaaep)XKa HaCTPOHKM KOJAUPOBKM: eCThb. HacTpoiika 6/10ka UMeeT ciefiyrolirie 0COOeHHOCTH:

. I/ICXOJZ[HHH KOAHUPOBKA — YKAXKUTE KOAUDOBKY coObITHI McTOUHMKA. ECu 3HaueHne He YKd3dHO,

TO TIpOGMIb cOOpa MOMBITAETCS OTIPe/IeIUTh KOJUPOBKY CaMOCTOSITe/TbHO;

e HN3mennth KoaupoBKy coObituii Ha UTF-8 — onius, mo3Bosisitoijass U3MEHUTh KOZMPOBKY

HCXO0/IHUKa B utf8;

o Pa3mep Oydepa ansa onpegeneHuss MCXOJHON KOAUPOBKH — YKaXKUTe pa3Mep Oydepa, KOTOPIit
OyzeT UCITO/Ib30BaThCS 15 OTIpe/ie/ieHrs] KOAUPOBKY (B OaiiTax).

IToaepxka BbIBo/Ja B (haidi1: eCTh.

IIpumep opMbI HACTPOUKHU MOJY/IA:

¢ CospaHve npodunsa cbopa CopocuTs
Aktuser  Hassanue
snmp_traps_input
Arent ciopa Moayns VcToumpk *
snmp_traps_input

1A SNMP nonssosarens (ET  YposeHs NOrMpoBaKKA [@ s:aieiie ]

snmp NFO
AfpeC ANs nPOCHyUMBaHMA CeTeBOrO HiTepdelica * CEZTIT  Nopr ans npocayuwmeakin [@ s.0ucie )

51M —+

TDHHUMATS TONLKO BYTEHTHOULMpOBaHHbIE SNMP v3 Traps CrMCok AMPEKTOpHIA ¢ Mib GaiNaMA ANA KOHBERTALMM oid. ECNU He YKa3akbi, Oid GYAYT NEpeNaBaTLCA B CLIDOM BHAS [@ 31c:00me )
DOPMAT CORPAHEHIA COBLITHIA (CEZTII  Napons ayTeHTAduKaLMN [® 3-auciue ]

json
Mapon WHOPOBaHWA AN% DES CEZE  authoritative_engine. id [@ 3ucucume )
MeTon ayTesTHdHKaLMH (CEEDTT  Metod WMOPOBaHHA (@ 31auenie ]

None

Puc. 116 — ITpumep dopmsl Aj1s1 MoAy/ s snmp_traps_input

ITapameTpbl MOy /IA:

o Hmsa SNMP nosb3oBatens — ykaxxure uMsg SNMP niosnib3oBaress;

e Ajpec ans MpoCIylHIMBaHUSA ceTeBOro nHTepdeiica — ykaxxure agpec SNMP cepsepa;

o IlopT pis npociymMBanuA — ykakurte opt SNMP cepsepa;



e Ilpuanmmare TO/BKO ayTeHTH(UIHpoBaHHble SNMP v3 Traps — mnpud HeoOXOAMMOCTH
BKJIIOUMTe OIL[MI0, KOTOpasi BK/IFoUaeT NpreM TO/IbKO ayTeHTUdrLpoBaHHbIX SNMP v3 Traps;

e Cnucok aupektopuii ¢ .mib ¢aiiamu s kouBepranuu oid. Eciu He yka3assl, oid 0yayT
nepefaBaTbCi B CHIPOM BHJie — YKaKWTe CIIMCOK JupeKTopud c .mib dalinamu ajis
kKoHBepTaluu oid. Eciu He ykasaHsl, oid 6yayT repesjaBaTbCsi B CbIPOM BU/IE;

e dopmMat coxpaHeHHUsI COOBITHI — BbIOEpHTE hopMaT COXpaHEHUS COOBITHI;
o Tlaponb ayTeHTH(HUKAIUM — YKa)KUTe T1apoJib 1ob30Bareis. Vcronb3yetcss ¢ MD5 uiu SHA;
o Ilaponb mmdppoBanus Anas DES — ykaxxute naposs midpoanus s DES;

o authoritative_engine_id — ykaxuTe [JBIKOK, KOTOpBIM wucrosb3yetci B SNMPv3 ans
UeHTUUKALIMY CYLITHOCTeH;

e Meroj ayrenTHduKanuu — BeibepuTe Meto/ ayreHTUrKarmy Ha SNMP cepeepe: MD5, SHA;
e Mertoa umdpoBanus — Beibepute Meto/ mmdpoBanus. [ToaaepxkuBaetcs Tonbko DES;

e YpoBeHBb JIOTUPOBAHUA — BEIOEPUTE YPOBEHb >KypHA/IMPOBAaHUSI MOAYJIS.

3.3.3.1.26 Mopaynb ssh_collector_input
Omnucanue: BrinosiHeHre BHelllHel KoMaH bl uepe3 SSH.
IMoaaepxka OC: Windows, Linux.

IMoapepxka ¢puabTPALUM: €CTh.

IMoapep)kKa HACTPONKH KOJUPOBKM: €CTh.
IMoaaep)kka BbIBo/a B (haid/1: eCTh.

IIpumep opMbI HACTPOUKHU MOJY/IA:

< Cospanue npodpuns cbopa Cpocurs
AKTVBEH HasBaHve AreHT cbopa Ha y3ne LogCollector 172.30.254.96 (172.30.254.96)
ssh_collector_input_ Bepcus arewTta cbopa: 4.0.0.13

AreHt cbopa * Mopaynb WeTouHuK *
AreHT cbopa Ha y3ne LogCollector ssh_collector_input

MopT AN NoAKMYeHNA MyTb K daiiny ¢ ssh knouamm *
22 —+ C:/Users/user/.sshfid_rsa

Wms nonsaosatens * KomaHpa 4ns BoInonHeHus no ssh *
d.kosachev Is -a

WHTepBan Mexfy BbINONHEHNeM KOMaHA(8 ceKyHpax) YpoBeHb NoruposaHns
1 -+ INFO

Maponk k dainy ¢ ssh kodamu Afpec Ans NogxodeHus *

172.30.254.97 X +
opmar coxpaHeHus cobbITui

json
Puc. 117 — Ilpumep dopmsl anst moays ssh_collector_input

ITapameTpbl MOy /IA:

L HOpT AJIA MMOAK/TIOYEHHUA — YKAXKUTE TTOPT AJ1A IMOAK/IFOYEHUSA K XOCTY;



o IlyTb K (aiiny c ssh karouam — ykakute 1yTs K ¢aiiny c ssh kirouamuy;
o Hwms nonb3oBaTess — yKaKUTe UM 0/1b30BaTesIsl AJ1s1 YAa/IeHHOTO MOAK/II0UeHHSs;
o Komanpa 15 BeinosiHeHus no ssh — ykakure komaHzy /151 BbIIOJTHEHUs 110 ssh;

e UWHTepBanm MeX/y BbINO/JHeHHEM KOMaHJ (B CeKyHAAX)— YKa)XUTe WHTepBal MeXIy
BBITIOJTHEHMEM KOMaH/. 3HaueHre YKa3bIBaeTCs B CeKYH/aX;

o Tlaposs K ¢aiiny c ssh k1rouamu — ykaxute maposib OT (aiisia ¢ K/rouaMu;
e Afpec /1A MOJK/IFOYEHHs — YKa)KUTe CITHCOK XOCTOB /ISl TTO/IK/TFOUEeHNST;
o @dopmar coxpaHeHHUsI COOBITHI — BbIOepHUTe JopMaT COXpaHeHUs COOBITHIA;

e YpoBeHBb JIOTHPOBaHHUSA — BbIOEpPHUTEe YPOBEHb >KypPHATMPOBAHUS MOY/IS.

3.3.3.1.27 Mopaynb tcp_input
Onucanue: [Tpuém TCP Tpaduxka.
IMoaaepxka OC: Windows, Linux.
IMoaaepxka ¢pUAbTPAIUM: €CTh.
IToaaep)kKa HACTPOMKH KOAMPOBKMU: €CTh.
IToaaep)kka BbIBo/ja B (haidJ1: eCTh.

IIpumep opMbI HACTPOUKH MOJY/ISA:

¢ CospaHue npodunsa cbopa CopocuTh
AKTUBEH Hassanne AreHT cbopa Ha y3ne LogCollector_172.30.254.96 (172.30.254.96)
tep_input_ Bepcun arenta cbopa: 4.0.0.13

AreHT cbopa * Mopaynb WcTounuk *
AreHT cbopa Ha y3ne LogCollector tep_input

BK/OYEHME/OTKMOUEHNE TLS-COBANHEHUS Ha cepBepe BKIIOUEHME/OTKIIOUEHHE PACMAKOBKW Tena 3anpoca

YpOBEHb NOrMpOoBaHNS MyTb Ao TLS cepTudnkara
INFO

MyTb fo daitna koya Maponb k cepTudukary

MopT ans NpocyLuMBaHus * Pasmep 6ydepa npuema B Gairax
45321 —+ 4096 —+

MyTb Ko daitna KopHeBsoro cepTudukaTa TpebyeTcs KMeHTCKWI cepTupukar
fopt/pangeoradar/certs/pgr.crt

MaKCMMansHOE YACO NOAKIOYEHNT AIPEC ANA NPOCAYLIMBAHKA CETEBOrO MHTEPGEHCa =
0 -+ 172.30.254.97

PopMaT COXpaHeHUsi CoBbITUiA

Jjson
Puc. 118 — ITpumep opmsl Aj1s1 MoAy/IA tcp_input

ITapameTpbl MOy /IA:

o Bxkiawuenne/oTkiawouenne TLS-coepuHeHusi Ha cepBepe — TMPU HEOOXOAWMOCTH BK/THOUHTE
MCM0Jib30BaHue npotokosia TLS;



BkJ/oueHne/0TK/II0UeHHe PAclIaKOBKH TeJIa 3ampoca — OILYs, KOTopasi BK/II0YaeT PacraKkoBKY
Tesa 3anpoca. O)KuzlaeTcsi, 9To TesIo 3ampoca yIakoBaHO B apXUB;

IIyrs ao TLS ceprudukara — ykaxure nyTh AJs (aiina ceprudukara, UCIO0/Ib3yeMOro Inpu
BK/ItoueHHOM TLS coenvnenuy;

IIyTe po daiiia kawya — ykakuTe NyTb /s ¢aiina Karouel, UCT0/Ib3yeMbIX MPY BK/IHOUeHHOM
TLS coennnHeHnuy;

ITaponb Kk cepTudukary — ykaxxuTe naposb K TLS ceptudukary;
IIopT A/iA NpoOC/TyIIMBAHUSA — YKa)KKTE TIOPT CepPBepa;

Pasmep Oydepa mpuema B OaiiTax — yKaXuTe pasmep Oycdepa cooOmieHuid. 3HaueHUe
yKa3bIBaeTcs B OaiTax;

IlyTs fo ¢aiiia KOpHeBOro cepTuuKara — ykakure MyTh 0 KODHEBOTO cepTU(UKarTa;

Tpedyercss K/IHEHTCKUH cepTUHUKAT — TIPU HEOOXOJUMOCTH BK/IHOUHUTE He0OXO0AUMOCThb
WCI0/1b30BaHKs KJIMEHTCKOTO CepTU(UKaTa /1/1s1 IOAK/IH0YeHUs K CepBepy;

Makcuma/bHOe YHC/I0 HO,E[KJIIO‘IEHI/Iﬁ — YKaXUTE JIMMUT COG,Z[I/IHEHI/Iﬁ C cepBepowm;

Appec A5 IPoC/IyIIMBAaHNS CeTeBOro HHTepderica — yKaKuTe afipec cepBepa;

e dopmMat coxpaHeHHUsI COOBITHI — BEIOEpHTE JopMaT COXpaHEHHUS COOBITHI;

e YpoBeHBb JIOTMPOBaHHUSA — BbIOEPHUTE YPOBEHb >KyPHATUPOBAHUS MOYJISL.

3.3.3.1.28 Mopaynb udp_input
Onucanue: [Tpuém UDP tpacduika.
IMoaaepxka OC: Windows, Linux.
IToanepxka ¢puIbTpaLUM: ecThb.
IToanep)KKa HaCTPONKM KOAUPOBKH: €CTh.
IToaaepxka BbIBo/a B (haidii: eCTh.
IIpumep opMBI HACTPOMKHU MOAYJIA:

¢ Co3pgaHue npodpuns céopa

AkTBeH  Hassauve

udp_input_

AreHT cbopa * Mogyns

AreHT cbopa Ha y3ne LogCollector udp_input

AreHT cBopa Ha y3ne LogCollector 172.30.254.96 (172.30.254.96)

Bepcus aredta cbopa: 4.0.0.13

CTOYHMK *

Yueno Bopkepos Aapec ANA NPOCAYLLIMBAHUA CETEBOro UHTepdelica *
-+ 0.0.0.0

MopT ans NpocnywWMBaHNs * Pasmep Gydepa cooblueHmit
15485 —+ o] —+

YpoBeHb Nornposanusa GbopMaT coxpaHeHus cobbITui
INFO json

Bpems HakonneHus naketa cobbiTuii (B MANAMCEKYHAAX)
500 —+

Puc. 119 — ITpumep dopmsl ansa moayasa udp_input



IIapameTpbl MOAy/I:

e Yuc/i0 BOPKEepOB — YKaXHUTEe KOJMUYECTBO BOPKEPOB, KOTOpOoe Oy[eT 3a/eiCTBOBAHO /ISt
006paboTKU COOBITHIA;

e Ajpec ajsa npoc/IyIIMBaHUs CeTeBOro HHTepdeiica — yKaKuTe aipec cepBepa;
o IlopT A/1s mMpoC/TyIIMBAHUSA — YKa)KUTe TTOPT CepBepa;

e Pa3mep Oydepa coobmeHuit — ykaxute pa3mep 0ydepa cooOiieHuii. 3HaueHHe yKa3bIBaeTCs B
baiirax;

e Bpems HakomieHHsi TmaKeTa CcoObITHMII (B MWUIMCEKYHAAX) — YKaKUTe WHTEPBa
(opMHpOBaHUs TIaKeTa COOBITHIA;

o @dopmar coxpaHeHHUsI COOBITHI — BbIOepHUTe JopMaT COXpaHeHUs COOBITHIA;

e YpoBeHBb JIOTHPOBaHHUSA — BbIOEpPHUTEe YPOBEHb >KypPHATMPOBAHUS MOJY/IS.

3.3.3.1.29 Moaynb wmi_input
Omucanue: COop coObITHI uepe3 MexaHn3M WMI.
IToapepxka OC: Windows.
IMoanepxka puabTpanuu: Her.
IToanepKKa HaCTPONKH KOAUPOBKH: €CTh.
IMoaaep)kka BbIBo/a B (haid/1: eCTh.
IIpumep opMbI HACTPOUKH MOJYJISA:
¢ Cospanue npoduns cGopa

AxTveer  Ha3ssawne

Bepcwa arenra c6opa: 4.0.00
wmi_input P P

Arenr ciopa Mopyne UcTommpme

ArenT copa Ha yane master (172.30.254.97) wmi_input

182168.01 X  +

Vderia sypHanoB A 5opa CEIY  pasuep sanpoca 1@ 2hcveive
—+
FlEPEKNIHATENE COXPAHEHWR NOSULIM, 1Y HAYETE YTEHIS * VHTEPEAN MEXAY 3MYCKOM 38NDOCA B CEKYHAAX [® zauciine ]
© —+
CobHpaTs COBEITHA HAUIHAA C 33A3HHOTO MOMEHTA Mapons AN aBTORM3AWMA Ha YAANEHHOH CHCTEME (@ 31aueive ]
4-04-2025
[P —— CEIETTY  mars Tonsko HoBbe CoBbITIR
INFO o

HacTpoiku KogHpoBKU

Vi3MEHATS KOAWPOBKY COBBITMA Ha UTF-B VicxoaHan kopwpoeka daina (@ 31aue1me ]

Boigop, & daiin

BRIKYMTE EBISOL B darn MyTb A0 BEIXOAHOMO Baina (@ 5auerne ]

Puc. 120 — ITpumep opmsl Aj1s1 MoAy/ 1A wmi_input



IIapameTpbl MOAy/I:

Apipec /15 IOAK/TIOYeHHs — YKa)KUTe aZipecC YAaJeHHOTO CepBepa;
HMs mosib30BaTeIs — YKaKUTE UM T10/Ib30BaTeIsl /1S Y/Ia/IeHHOTO TTOIK/TFOUeHUS];

HmeHa >XypHa/sioB AjiA cOopa — W3 BBINQ/AIOIIEro CIHMCKa BbIOEPUTe OJWH WM HEeCKOJBbKO
KaHaJ/IoB, U3 KOTOPBbIX HY>KHO coOupaTh coObITHs. [To/ie yKa3bIBaeTcsi B Cyiydae, ec/id He yKa3aHO
rioste IlyThb A0 ¢aitia )xypHasia. BoaMo)kHbie 3HaUeHUS:

o Application;
o Microsoft-Windows-PowerShell/Operational;
o Security;
o System.
Pa3mep 3anpoca — yKakute KOJIMUeCTBO COOBITHH, 3arpy’>KaeMbIX 3a OJIMH 3arpoc;

HEPEKJIIO‘IHTEJIB COXpaHeéHUs II03UIIMH, IIpU HA4Yd/ieé 4YTE€HHUHA — I[IpU H806X0,I[I/IMOCTI/I
BK/IIOUHUTE OIILKI0, KOTOPad IMO3BOJIAET MPOAO/DKHUTL UTEHHE XKYDHasla C HOCHEAHEﬁ COXpaHeHHOﬁ
MOo3n1HKr 110CJ1€e repe3aryCckd,

HHTepBan MeXAy 3amyckoM 3ampoca B CeKyHAAX — YKaXUTe WHTepBas, yepe3 KOTOPBIM (aiin
(wnu KaHam) TpOBepsieTCsl Ha Ha/lnure HOBBIX 3aMMcelt JIora;

CobupaTh CcoObITHSI HAYMHAs C 3aJaHHOT0 MOMEHTA — YKa)KWTe /IaTy W BpeMsi, C KOTOPOTro
HeoOXOZMMO HauaTb COOMPATh COOBITHS;

HHPOIIB AJIAd daBTOPHU3allMH Had y;[aJ'IEHHOI‘/’I CUCTEME — YKAXKHUTE I1dPOJIb I10J/Ib30BATEJIA;

YuTaTh TO/JIHKO HOBbIE COOBITHS — MPYU HEOOXOAMMOCTH BK/IIOUMTE OMLIMIO, KOTOpasi TI03BOJISIET
3abupaTh 13 )KypHasia TOJbKO HOBbIe COOBITHS;

YpoBeHBb JIOrMPOBaHUsA — BbIOEPUTE YPOBEHB >KypHATMPOBAaHUSI MOAY/IS;

Hactpoiiku ¢unbpTpanumu (UCK/IIOYeHUs]) COOBITHH — B 0J/I0Ke YKa3bIBalOTCS (UIBTPBI TI0
TOJISIM COOBITUI C TIOMOIIBIO PETYJISIPHBIX BhIpaKeHUH. B maHHOM 6710Ke MOXKHO yKa3aTb AJist
roJield cyieytoIIye TUTThbl (GHUIBTPOB:

o (I)I/I]ILTpI)I M0 BpeMeHH, IpuMep: 2025-03-13 10:02:55.9689259 +0000  UTC.
Wcnonb3yeTcst A7s1 C/IeAYIOLUX TTOei:

o Created;
o EventTime;

o UYwucnoBbie GUALTPLI, mpumep: A ([5-9]\d|\d{3, })$. Ucnonb3yercs A CaeAyOLIUX
T10JIeH:

o EventID;

e Qualifiers;

e RecordID;

e ExecutionProcessID;

e ThreadID;



e Version.

o CTpoKOBble (GWILTPBI, TPUMep: DESKTOP-IDCMV6G. Mcronb3yercsa [nAas  CAeIyHOINX
TIOJIeN:

¢ Hostname;
o Msg.
o Bo3MOXHbIe 3HaueHus:
o Tlpumep gns nons LevelText: Information, Warning, Error;
o IIpumep ans mossg TaskText: Service, State, Event;
o IIpumep ans nonst OpcodeText: ServiceShutdown;
o IIpumep ans mosigs ChannelText: System;

o [Ipumep g5 nosist ProviderTex: System.
3.3.3.2 MpocmoTp npodmnsa coopa

OTKpbITb TTpoduIL c6opa Ha TPOCMOTP MOYKHO IBYMSI CITOCOOaMHU:
e Ha)XKMHUTE KHOIIKY © 3 CTPOKe HY>KHOTO TIpodusist c6opa;
e Ha)XMMTe T10 CChUIKe B KOJIOHKe "Ha3BaHue'".

Otkpoetcss ¢opma mipocMoTtpa areHTa cbopa. Ilosst ¢dopmbl (GOPMUDYHOTCS B 3aBUCUMOCTH  OT
BbIOpaHHOTO MOy /isi cObopa.

Ha d¢dopme mpocmotpa mpodwmis cbopa gocTymHO Tpu obmmx 6Osioka: Crarucruka, IlosyueHHbie
co0bITHA 1 OTnpaB/ieHHbIe COObITHSA (CM. «Puc. 121»).

MpocmoTp npoduna cGopa NuueHans akTuera o: 2027-11-16 | @ Jokymewtauns | @ admin

CratucTuka

1926317

1926317

w0

2025-12-04 18:15:25
2025-12-04 181525
* online

® online

MonyueHHble cobbITUA OTnpaBaeHHble cOBbITHA

Puc. 121 — ®opma "TIpocmotp npoduas coopa”. Obime 0/10Ku

B o6mux 6710kax oToOpa)kaeTcs ciefyroijasi “HGopMarius:

e byiok CTaTucTHKA COAEPXKUT CBOAHYIO HHGOpPMAlMI0 O TIOTOKe COOBITHM, COOpaHHBIX
npodunem:

o O611jee KOMMUECTBO MOMYUeHHBIX COOBITHH;



e OO01ee KOMMYECTBO OTIPaB/IEHHBIX COOBITHIA;
e OO0miee KoMMYeCTBO OTOPOIIEHHBIX COOBITHH;
e JlaTa mosy4eHus TOCTeAHeTo COOBITHS;

e JlaTa OTIIpaBKH MOC/IEJHETO COOBITHS;

e Cratyc nipoduns cbopa;

o Craryc NoAx/Iro4YeHus K HCTOUHUKY.

e byok CTaTucTHKa TOMYyYeHHBIX COOBITHIl — COZIEP)KUT Tpaduueckoe TipeCTaB/ieHUe
KOJIMYECTBA TOTyYeHHBIX COOBITUN OT UCTOUHUKOB 3a NepPUO0/l BpEMEHH;

e brok CTaTMCTHMKA OTHpPaB/JIeHHBIX COOBITHH — COJIePXKUAT rpaduueckoe Tpe/CTaBIeHHe
KOJIMUeCTBa OTIPaB/IeHHbIX COOBbITHI B cepBrC Log-proxy 3a nmepuos BpeMeHH.

3.3.3.3 PepaktupoBaHue npocuna céopa

OTKpbITh TTpoduIb cO0pa Ha peJJakTUPOBaHKME MOYKHO CJIeAYIOIIMMHU CTIOCO0aMM:

o [lepetigure B pa3gen Uctounuku — IIpodumm cbopa 1 HaKMUTe KHOTIKY C? B CTPOKe HY>KHOI'O
ripocdusist cbopa.

o [lepetigute Ha hopMy rpocmoTpa Tipodusis cbopa U HAXKMUTE KHOTIKY PejakTHPOBATh.

Buecure H906X0,Z[I/IMBIG HN3MEHEHUA U HAXKMUTE KHOIIKY COXpaHI/ITb.
3.3.3.4  3kcnopTt npochmuneii coopa

Ons  maccoBoro 3Kcropra Tnipoduiaeld cbopa ycTaHOBUTe HYy)KHble (ard W HaKMHUTE
KHOIIKY JKCHOpPTUPOBaTh. by/ieT chopmypoBaH apxvB ¢ npoduasiMu B popmare . zip.

[y 9KciopTa Bcex npodusieit cbopa HAXXMUTE KHOTIKY JKCIIOPTHPOBATh BCe.
3.3.3.5 WmnopT npochunein céoopa

Haxxmure kHOnKy IMnopTupoBars.
B oTKphbIBILIEMCS OKHE YKaXXUTe MYTh K apXUBY C TipodusisimMu cbopa.

Haxxmurte kHONKY OTKPBITB.

Eal e

YTo6bI BCe U3MeHeHHs BCTYTWINA B CUTy H&KMUTe KHOTTKY CHHXPOHH3UPOBATh.

3.3.3.6 YpaneHue npodmnen céopa

[ns ynanenusi npodussi coopa HaXKMUTE KHOTTKY | B COOTBETCTBYIOLL[EH CTPOKE.
[s1s MaccoBoro yaneHusi mpoduseit cbopa ycTaHOBUTE HY>KHbIe (h/lark U HA)KMUTe KHOTIKY Y Ja/IUTh.
[ns ynanenue Bcex ripogueii cbopa HA)KMUTe KHOTIKY Y Aa/IMTh BCe.

Yro0bbI Bce M3MeHeHUs BCTYTWIN B CUJTy TiepeliauTte B pa3zen VictouHuku — AreHThI cOopa, BbiOepuTe
areHTbI cOOpa, Ha KOTOPBIX ObLTH BBITIOJHEHbI U3MeHeHUs U Ha)KMUTe KHOMKY Omny0/IMKoBaTh.



34 HacTtpoiika cepBuca Log-proxy

3.4.1 OnucaHve

Log-proxy — CepBHC, KOTOpPbIM OTBeuaeT 3a OBICTPYIO ME€pPeCchUIKY COOBITHIA, TPUIIEJIIUX OT JIOT-
kosutektopa B cepeuc Kafka.

OCHOBHBIE XapaKTePUCTUKH CepBHUCa:

e HCMHO/B3yeTCs TOJNBKO OAWH TOPT A/ IpHeMa COOOLeHHM OT BCeX JIOr-KOJIeKTOpPOB (II0
ymosvanuio 1100);

e DPe€a/IM30BdHO CKdTHE AdHHBIX I1DU Iepeaayde OT JIOr-KOJIJIEKTOPOB.

Hauwvnasi ¢ Bepcuu 3.7.2 Ilnardopmbl Papap cepsuc Log-proxy ucrnonb3yercsi B KauecTBe 3aMeHbI
cepBuca Rsyslog.

[Ipu BKIFOUEHHOM CepBHCe Bce COOBITHS OT Jior-KosieKTopa OyayT 3aBopaunBathcsi B websocket,
KOTOpPBIM paboTaeT 10 aHA/IOTMM C KOMITIOHEHTaMH OTITPABKH COOBITHH (CeKIus output), HO B OJWH TIOPT.
CobbITust OyayT OoTIpaBsSThCs 10 yKazaHHoMy URL u3 BkaroueHHbIX TCP/UDP KOMIOHEHTOB OTITPaBKH
cobbiTHi (cekus senders). K HopMaiv30BaHHBIM M Pa300paHHBIM COOBITHSM OyZeT A00aB/IATHCS TOJe C
COOTBETCTBYIOIIMM id, KOTOpBIN 3azaeTcsi B KoH(purypanmu cepBuca Log-proxy uepe3 BeG-uHTepdetic
r1aTGopMel (CM. pa3zesn «BkioyeHne riepecbUTKU COOBITHIT Yepe3 cepBUC L.og-proxy»).

3.4.2 BknroyeHune nepecbiiKu cCOObITUN Yepe3s cepBuc Log-proxy

Ecmu Ilnardopma Pagap pabotaeT B 00bluHOM HMH(pacTpyKType, TO cepBUC Log-proxy BK/IOUEH IO
YMOJ/TUaHUIO U He TpeOyeT [JOMOTHUTE/IbHBIX HACTPOEK.

Ecmm Ilnatdopma pagap pabotaer B MH(PACTPYKType MyJ/IbTUTEHAaHT WA MYJIbTHAPEHIHOCTb,
HeoOXOZMMO HaCTPOUTH MEPEChIIKY COOBITHI M3 TIOAUMHEHHBIX HHCTAHCOB.

1711 BK/TFOUeHUsI TIepechbUTKU COOBITHI uepe3 cepBUC Log-proxy BhINOTHUTE C/IeAYIOIINEe AelCTBUS:

1. B BeO-wHTepdetice miaThopMbl TepelauTe B pa3zen AAMHHUCTPUpoBaHue — Kiacrep —
BKJ/IaJiKa YTpaB/jieHHe KoOH(}Urypaiuem.

2. TlposepbTe HacTpovku cepsuca Log-proxy. [Ins 3TOro B JpeBOBHJHOM CIIMCKe I1apaMeTpOB
cepBrcoB Bbibepute Logproxy (cMm. «Puc. 122»).



| Vnpamnenme kokburypauymeit

]

Yl eueTeMsl ¥npaBnenue kongurypatped apl

CNUCOK CEOHCTE KOKGUTYPaLAL
» urusay

> Datasapi

> BNS

» Enrich

> ESExporter

> EventAnt

> FlowBalancar
> Grafana

> KafkaExporter
> Kafka

> Karaken

> KeyClaak

> Logmule2

« Logproxy

Message |0 npnensa coBsTHi BEpX<EYPOEHEEO KOPRENFLNY.

Wiessage 10 NHER PASCERAHHEX CEBaITAR

> Nging

> NedeExporter

> Py
> Pluta

> Prometheus

prem et Crpunria ¥npamnerie My LTHApeHOCTEO

Logproxy > Mopr npuema coobucwuii

TlopT npuema CoosuEHIR

oo

Mepeonpepenehie napameTpo yanos
Vaen

master

Vi napaweTpa:

®©®e

Sanucams xoHGUTypaLD

McTopin nameneHnii
20241210 10:28:58
Nanksosarens: admin | 1w, | OSuoRneHse
[Iee—
Braner ofrar
 202412-06 1511253

Monkscearens: admin| 1w | OSHoanenHe

CTaMAspTHEA sanyCK/pexus oTRAKN

Stanss ressase
cTan0: debug

© 2024-12-06 18:1418

NMonezcearens: admin | 1wme. | OOssEneHse

1P anpec cepenca

Guno: 127003
crano: 127001

 2024-12-06 1514110

Nonbsosarens: admin | 1w, | OSHoBneHHe

1P anpec cepanca

Sunc: 127002
crano: 127003

Puc. 122 — Ynpagssienue koHduryparueii cepeuca Log-proxy

[Tpu HeOOXOIUMOCTH TTepeonpeiesTUTe CIeAYIOIIHe TTapaMeTph:

o IlopT mpuema cooOIieHHIT — ITapaMeTp OIpe/iesisieT TTOPT, KOTOPBINA CITyIIaeT CePBUC IS

riprema coo0ILeHnH OT Jior-KosiiekTopa. I1o yMmomuanuio 1100;

e Message ID npuema coObITHII BepXHeYyPOBHEBOI KOPPe/IALUH — TTapaMeTp OTpe/iesisieT
unentudukatop (id) coobireHusi, KOTOpOe OTIIPABJSIETCS B OuepeZib HOpPMa/M30BaHHBIX

cobbiTuil. [To ymonmuaHuto 9999;

e Message ID npuema pa3o0paHHBIX COOBITHI — TapaMeTp OrpeienseT UAeHTH(UKATOP
(id) coobmieHusi, KOTOpOe OTMpaB/sSeTCcsi B ouepedb pa3obpaHHbIX CoObITHH. Ilo

YMOJ/TYaHHIO

9998.

3. Bxkmouute mepecbulky coObITHH. [l 3TOr0 B [PEBOBUAHOM CIHMCKe TapaMeTpPOB CEPBHCOB
Boibepute FlowBalancer — Head u ycranoBute napametp Ilepecbuiath coOObITHSI B 3HaUeHUE
true (cm. «Puc. 123»).

024071

YnpaeneHue KoHoUrypauued

U834 BKTURKA J: 2025-08-16 |

o poxpuesnuyn | (@) samn

Yanel cucTems ¥npsanenne KongHryRaLNE Al
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> EventAmt

* FlowBslancar

D coberi 214 movanHzoEaMme i colmii Loghrany
D C05AITUR A9 PESAEPSHAIK COGHTAR LogRrony.

T LogPrexy

®

MenonkacaTh TLS WsgpoRsHie

> Frontand
> sender

> Grafana

> KafkaExporter

> Kafka

o saan Cxpunma YpEEnEHHE MyNSTHEREHEHOTTEIO

Head > Mepecsinarh CoBLITHA

epecunaTs coBLTAR

Coxpamme

NepeonpeaeneHMe napameTpos yanos
vaen

maste

Vi napaeTpa:

Janweam, koHpnTypaLIAS

VcTopus wameeHuh
202412410 102658

T 1 na,

Ypooest noruposaHHa

Bhan: arror
ano: il

 2024-12-06 1571453

Moasacaarens: sdmin 1 wew. | Ofomneime

CTOMABETHEIR 30MYEKTPERIM STRRNH

 2024-12-06151418

Monksomarens: sdmin 1 wsw. | OBHoBneHe
IP aapec cepenca

Buno: 127003
cTano; 127,001

+ 2028-12-06 151410

Mafkacaarenn: sdmin 1 Wi, | OBHOREHHE
1P aapec cepanca

Sz 127002
creno: 127.0.0.3

 202412-08 181556

Puc. 123 — Ynpasyienue koHduryparnueii cepsuca FlowBalancer




[Tpu HeoOXOUMOCTH TIepeoTIpeie/uTe CieIyOLHe TTapaMeTphb:

Ip LogProxy — BHewnuii IP-agpec ceperca Log-proxy;
ITopt LogProxy — BHemHuii nopt ceparca Log-proxy;

ID cobObiTusi A1 HOpMaIM30BaHHBIX coObITHH LogProxy — wuzentudukarop (id)
HOPMaJTM30BaHHOT O coObITHS, TIpULIIEe/IIIIer0 oT cepBuca
(Logproxy.NormalizedMessageld);

ID cobbiTHs A pa3odpaHHbIX coObiTHi LogProxy — wuzeHtudukatop (id)
pa300paHHOT0 COOBITHS, TIPUIIIEIIIEr0 OT cepBHUca (Logproxy.ParsedMessageld).

4. Tlocne BHeCceHUs WU3MeHEHU Ha)KMUTe KHOMKY 3anucaTh KOH(QUrypauuio.

5. B pasgene Koppensitop — Ilepecbuika coObITHH CO3/jaliTe PUILTPHI AJIs TIePECHUTKH COOBITHIA.

Buumanue! Heo6XoauMo HacTPOUTh (PUIBTPHI [JI8 MaKCUMa/IbHON (DUIbTpaliyd cOObITHH. Uem

Oosbiie cobbITH OyzZeT OoThUIBTPOBAHO, TEM MeHbIe OyZieT Harpy3ka Ha yCTPOHCTBO U TeM
OOMBIIMI TIOTOK CMOKET IPOUTH.

3.4.3 MapLpyTusauma coobITuid

Hactpotlika BbIrosiHsieTcs B KOHGUrypaloHHoM daiisie cepuca Log-proxy — config. json.

Pacrnionioxkenue catina: opt/pangeoradar/configs/logproxy/config.json.

HeobxomyMo Tmiepeoripe/ieiiTh TapaMeTpbl MapHIpyTH3aluu COOBITHE (CEeKIUs router) C/eAyroImyuM

obpazom:

router:

{"log_collector_id":
{
"name" :"input_name",
"template":"template_name",
"broker":"URL KAFKA",
"topic": "topic_name"

}

I'me:

e log collector id—3HaueHue id OT JOT-KO/IIEKTOPA;

e name — HAaMUMEHOBAaHWe UCTOUYHUKA COOBITHIA;

e template — HauMeHoOBaHUe 11ab0Ha /17151 00pabOTKKM COOOIIEeHMIA;

e broker —IP-agpec u opt cepsuca Kafka;

e toOpic —HaUMEHOBaHHe TOIIUKa, B KOTOpBIﬁ 6y,qu BBITIO/THATBHCA 3dITHCh.

st BKmoueHus 11absioHa Ayt 06paboTky coobieHn HeoOX0ANMMO A00aBUTE CEKIUI0 templates:

templates:

{"template_name": "output_template"},

I'pe:



e template name — HaMMeHOBaHUe 11a0/I0Ha 1T 06pabOTKH COOOIIeHNM, KOTOPOe YKa3bIBaeTcs B
rapameTpax CeKI[UM router;

e output_template — pe3y/lbTUpYIOIasi CTPOKA, B KOTOPYIO HaZ0 TMOJCTaBUTh 3HAu€HUs OT JIOT-
KOJIJIEKTOpPa C COOTBETCTBYIOIIUM Tipeobpa3oBaHueM. B TapameTpe WCIOMB3YHOTCS C/IeAyIOLIMe
riepeMeHHbIe:

e  %FROMHOST - IP% — IP-afjpec 10r-KOJI/1IeKTOpa, OTIIPaBUBLLErO 3arpoc;
e %timegenerated:::date-rfc3339%— mara mpremMa cooOireHusi B hoopmare rfc3339;
e %inputname% — UM UCTOUYHUKA U3 CEKL[UU router.

IIpumeuaHue: B HacTpoiWiKax mmiabjoHa [JOCTymeH [ BBOJ@ TOMBKO THI JAHHBIX jSon U
COOTBETCTBYHOLI[ee TTpeobpa3oBaHue: json-json.

[IprMep HaCTpONKMU:

router:

{"1519":
{
"name": "1514-Microsoft-Windows-Eventlog",
"template": "json-json",
"broker": "127.0.0.1:9092",
"topic": "1514-Microsoft-Windows-Eventlog"
}

}

templates: {

"json-json":"{\"rs_relay_ip\":\"%FROMHOST -
IP%\",\"rs_collector_ts\":\"%timegenerated:::date-
rfc3339%\",\"__rs_module\":\"%inputname%\", %rawmsg:2:$:%",

}

3.4.4 HacTtpoiika XxypHanupoBaHus cepsuca Log-proxy

YpoBeHb fleTanu3alliu BeJieHUsl >KypHaroB paboTel cepprica Log-proxy (pangeoradar-logproxy.service)
HaCTpaMBaeTCs MapaMeTpoM loglevel TIpU 3amycke cepBrca. Bo3Mo)KHbIe 3HaUeHUSI:

e 0 — XKypHa/IMPOBaHHE OTK/TFOUYEHO;
e 1 — BBIBOAUTH TOJBKO MH(OPMAL[HOHHBIE COODIIIEHHS;
e 2 — BBIBOJUTDH TOJILKO TPEAYIIPEXEHNS;
e 3 — BBIBOJUTH TOJBKO KPUTHUECKHE OIIHOKH;
e 4 — BBIBOAUTH HH(POPMAIMOHHbIE COOOIIEHMUST U TIPeAYTIPEXKICHHS;
e 5 — BBIBOJUTH MH(MOPMALMOHHBIE COOOITIEHNST U KPUTHUECKHE OIIMOKH;
e 6 — BBIBOJUTD TIPEAYIIPEXKICHNS U KPUTUUYECKHE OIINOKY;
e 7 — BBIBOJIUTh BCE COOOIIEHMS.
3HaueHue 10 YMOTUAHHUIO: 3 — BBIBOJUTH TOJLKO KPUTUUECKHE OIIHOKH.

IIpuMeuaHue: aHA/02UYHble HACMPOUKU JHCYPHAAUPOBAHUSI UCNOAb3YIOMCS 8 napamempax 3anyckd
cepguca Termite.



4. lNMopgknw4yeHUue NCTOYHUKOB

4.1 NMepeyeHb NnogaepxmBaeMbiX UICTOYHNKOB

ITaHHBIA pa3fiesl COAEpPXKUT TlepeueHb CUCTEM, KOTOpble MOTYT ObITh TOAK/IOUeHbl K IlaaTdopme
Pajap B KauecTBe MCTOUHUKOB COOBITHI

4.1.1 OnepaLOHHbIe CUCTEMBI

HaumeHoBaHue Bepcus
Alt Linux 10

Astra Linux 1.7.x,1.8
CentOS Linux 6,7,8,9
Debian Linux 8,9,10,12
Fedora Linux 30, 31
FreeBSD 13.2,14.0
IBM AIX 7.1,7.2
Linux Auditd

Microsoft Windows XP, 7+
Microsoft Windows Event Forwarding 7+, 2008+
Microsoft Windows Server 2003, 2008+
Oracle Solaris 10, 11

Red Hat Enterprise Linux (RHEL) 6,7,8
SUSE Linux Enterprise 11.3,12,15
Ubuntu Linux 16.04+

4.1.2 PeweHusna Network Security

HaumenoBanue Bepcus

Barracuda Firewall



HaumeHoBaHue

Bluecoat Proxysg

CheckPoint Firewall-Netflow

Checkpoint Firewall (NGFW)

Checkpoint Firewall (opsec)

Cisco ASA

Cisco Firepower

Fortinet FortiAnalyzer

Fortinet Fortigate

Fortinet FortiSandbox

Fortinet FortiWeb

HAProxy

Ideco UTM-CEF

Ideco UTM-Syslog

Kaspersky Web Traffic Security

Linux-Iptables

Microsoft Forefront TMG

McAfee Web Gateway

NGate CryptoPro VPNGate

OpenVPN

OPSEC LEA

PaloAlto NGFW

PfSense Firewall Netgate

Radware DefencePro

SecurityCode Continent

Bepcus

6,7

77, 80

77, 80

56

2+

2010+

7,8

3.7,3.9



HaumeHoBaHue Bepcus

SecurityCode Continent IDS

Snort 2.9+
Solar WebProxy 3.8.x
Squid Proxy 3.5+
Suricata

Suricata IDS

Teleport (Gravitational inc)

Trend Micro TippingPoint

Usergate UTM Firewall 6
VipNet Coordinator 3+, 4+
ViPNet IDS infotecs

Wireguard EdgeSecurity

Zabbix Monitoring

Zeek (IDS Bro-ids)

4.1.3 PeweHunsa System Security

HaumeHnoBaHue Bepcus
Confident Dallaslock 8.0-K
F5 BIG-IP 15

Kaspersky Anti Targeted Attack

Kaspersky Secure Mail Gateway 2.xX

Keycloack

Papercut-NG

Sysmon Windows



HaumeHoBaHue

bactuon CKAITY HT

Bactunon CKAITY HT mogyns UEBA

Bepcus

4.1.4 PeweHuns Endpoint Security

HaumeHoBaHHe

DrWeb-Syslog

DrWeb-Windows logs

ESET Security Management Center

FireEye HX

Kaspersky Security Center

McAfee ePolicy Orchestrator

Microsoft Windows AppLocker

Microsoft Windows Defender

Microsoft Windows Firewall

PaloAlto Traps

Symantec Endpoint Protection

4.1.5 CeTeBble yCTpOiCTBa

HaumeHoBaHHe

Cisco Aironet

Cisco ASR

Cisco IOS Netflow

Cisco IOS Switch

Cisco IOS Router

Cisco Nexus Switch

Bepcus

10.x

10, 11

5.9,5.10

14

Bepcus

59

3064 (NS-OS 2.8.0)



HaumeHoBaHue Bepcus

Cisco SG200 Switch

D-link xStack

Eltex Switch

HP Switch

Huawei Switch

Infoblox Trinzic

Keenetic Router

MikroTik Router Mikrotik-hEX-S, Mikrotik-hAP-ac2

Ubiquiti Switch

4.1.6 MNHpacTpyKTYypHbIE CUCTEMDI
HaumeHoBaHue Bepcus
ALD-pro
Citrix ADC (Netscaler)

CommuniGate

Dell IDRAC

Freelpa 4.9.10+
FreeRADIUS

Gitlab

ISC Bind DNS 9
Linux NFS Server

Microsoft DHCP 2008+
Microsoft Windows DNS 2008+

Microsoft Windows RDS-GW



HaumeHoBaHue Bepcus
OpenStack
Simon Kelley DNSmasq

Unbound_DNS

4.1.7 Cucrembl BUpTYyasiusayum
HaunmeHoBaHue Bepcus
KVM Hypervisor. Libvirt 4.1
Microsoft Windows HyperV
Proxmox
vGate
VMware ESXi

VMware vCenter

4.1.8 CwucTtembl ynpaBsieHUAa 6a3aMu faHHbIX

HaumenoBanue Bepcus
Microsoft SQL Server. Event Log 2014+
Microsoft SQL Server. ODBC 2014+

Oracle Database. Audit
Oracle Database. NetListener
Oracle MySQL

PostgreSQL 9+

4.1.9 Web-cepBepbl
HaumeHnoBaHue Bepcus

Apache HTTP Server



HaumeHoBaHue Bepcus
Apache HTTP Server. Windows

Apache Tomcat

Lighttpd

Mantis Bug Tracker

Microsoft IIS

Microsoft Sharepoint 2019+

Nginx

4.1.10 CwunctemMbl KOHTPO/IA NPUBUMErNPOBaHHOrO gocTtyna

HaumeHoBaHue Bepcus
CyberArk PAM

RSA SecurID

SearchInform DLP

Solar Dozor 7.9
SmartLine DeviceLock DLP 8x

Staffcop Enterprise

4.1.11 Cucrtembl Enterprise Resource Planning (ERP)

HaumenoBanue Bepcusa

1C:Enterprise

4.1.12 CucTtembl 3/IEKTPOHHOI NOYTDI
HaumenoBanue Bepcusa
IBM Postfix

Microsoft Exchange Server. Audit 2013/2016/2019



HaumeHoBaHue Bepcus

Microsoft Exchange Server. Message Tracking 2013/2016/2019

Microsoft Exchange Server. OWA 2013/2016/2019
Microsoft Exchange Server. SMTP 2013/2016/2019
Zimbra

MoitO¢wuc IToura

4.1.13 CucrtemMbl 3aWMTbI 3/IEKTPOHHOW NOYTbI
HaumeHoBaHue Bepcus

SEPPmail Secure Email 9

4.2 OnepavuoOHHbIe CUCTEeMbI

4.2.1 Alt Linux
4.2.1.1 OnucaHue

Ilnardopma Pagap nogmep>kuBaeT co6op cobbituii ¢ Bepcun "AnbT Pabouas crarmumst 10.0" u Bbie.
17151 >KypHa/IMPOBaHUsT COOBITUI UCTIONMB3YIOTCS CIeYIOIIHe CTYKObI:
e rsyslog - cay»k0a )KypHa/JMPOBAHUS /i OTIIPAaBKU COOBITHI B T1aTdopmy;

e auditd - oTBeuaeT 3a 3aMucChb COOGLL[EHI/Iﬁ dyJiuTa BBI3BAHHBIX dKTUBHOCTBIO HpI/I]IO)KEHI/Iﬁ N
CHUCTEeMBI.

Ilpumeuanue: no ymoauavuio ynpasneHue dcypHaiamu 8 OC ocywecmensiemcs cayxcbamu systemd-
journald u journalct.

B uyeasax opeaHusayuu 6e3ondacHoli nepedauu OAHHbIX HA azeHm cbopa /02-KoAAeKmopa no
npomokosny TCP, a makdce obecneueHusi 803MOXCHOCMU ¢puibmpayuu coobujeHull N0 UCMOYHUKAM U UX
codepicumMoMy npedadazaemcs ycmaHogumb nakem rsyslog (cm. pazoen «Hacmpotika cayacbbl rsyslog» ).

XapakTtepucTyuku uctrouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHUe
HasBanue Linux-Alt
Howmep (ITopT) 2692
Benzop BaseAltSPO

Tun Linux



XapakTepucTuka 3HaueHue

[Ipodmums c6opa «Moay/b tcp_input»

Hactpoiika uCTOYHMKA BKJTFOYaeT B ceOsi cie/lytoliiye MpoLecchl:

1. «Hactpoiika ciayK0bl rsyslog».

2. «Hactpoiika ciyx0s! auditd».

3. «Bk/IroueHHe MCTOUHHMKA Ha Iu1aThopMe».

4.2.1.2 Hactpoiika cnyxobl rsyslog

B ¢atine /etc/systemd/journald.conf BK/IIOUMTe MePeCchLIKY 3alyCH )KYpHaIoB B syslog:

Storage=none
ForwardToSyslog=yes
YcTaHoBuUTEe cnyxby rsyslog:

# apt-get install rsyslog-classic

B koHdurypauyvoHHoMm aiisie /etc/rsyslog.d/00_common.conf YKaKUTe afpec JOr-KoJieKTopa,
n00aBUB C/IeIyOLIYIO CTPOKY:

auth,authpriv.* @@<IP-agpec areHTa cbopa nor-kosasiekTopa>:port
| Vi (S
e <ip-agpec aredTta cbopa for-konnekTopa> - IP-agpec areHta cbopa Jior-KoJuieKTopa;

e port - MOPT, TI0O KOTOPOMY areHT cOopa JI0r-Ko/ijieKTopa OyZieT MpuHUMaTh COObITHS. Jlo/mKeH
COBIA/IaTh CO 3HaUeHHEM, YKa3aHHBIM B HACTPOMKAX COOTBETCTBYIOILETO Mpodusisi coopa.

Yrobbl cayxkba rsyslog IpUHUMaaa W OTIpaB/siia MOTOK COObITUH OT Cy»XObI auditd, HeOOXOAUMO
co3path daiin /etc/rsyslog.d/30-auditd.conf 1 yKa3aTb B HEM CJ/ieAyHOllIMe TTapaMeTphbl:

module(load="imfile" mode="inotify" PollingInterval="10")
input(type="imfile" File="/var/log/audit/audit.log"
Severity="info"
Facility="1local6é")
local6.* @@<IP-agpec areHTa cbopa nor-konnekTopa>:port
[ne:

e <ip-agpec aredTa cbopa nor-konnexktopa> - [P-ampec areHTa cbopa JIoT-KO//IEKTOPA;

e port - MOPT, MO KOTOPOMY areHT cOopa Jor-KoyieKTopa OyzeT MpUHUMaTh COObITHS. [Jo/mKeH
COBIMA/aTh CO 3HaUeHHeM, YKa3aHHBIM B HACTPOMKAX COOTBETCTBYIOILET0 Mpodusisi coopa.

[Tepe3aryctuTte cyx0y:

# service rsyslogd restart
4.2.1.3 Hactpoiika cnyx6bl auditd

Cnyx06bI auditd u audispd-plugins yCTaHOB/IEHBI B CUCTEMe TI0 YMOJTYaHHUIO.



BoeironauTe  HacTpoiiky — (aiia /etc/audit/rules.d/extended.rules B  COOTBETCTBUU C
peKoMeH/Ial[usIMU pa3fiena «HacTpoiika nmpaBu/i pacIMPeHHOT0 ayIuTay.

B koHdurypaionHom daiine /etc/audit/plugins.d/syslog.conf yKaKuTe cjiefyrolie rnapaMeTphl:

active = yes

direction = out

path = /sbin/audisp-syslog
type = always

args = LOG_LOCALG6

format = string

[Tepe3amyctuTte ciyx0y.
4.2.1.4 Bknro4yeHne NCTOYHMKA Ha nnaTtdopme

[Tepeiigute B BeO-uHTepdeic MmiaThopMbl W BBITOJHUATE AeMCTBHe «BK/IOUEHHE HWCTOUHMUKA» IS
rcrouHrka Linux-Alt.

4.2.2 FreeBSD
42.2.1 OnucaHune

Ilnardopma Pagap noamep>kuBaeT cO0p COOBITHI CO C/I€AYIOIIMX BEPCHI ONeparjiOHHON CUCTEMBI:
e FreeBSD 14.0-RELEASE;
o FreeBSD 13.2-RELEASE.

17151 >)KypHa/IMPOBaHUsT COOBITUI UCTIONMB3YIOTCS CIeYIOIIHe CTyKObI:
e syslog-ng - cayxba >KypHamupOBaHUs J/Isl OTIIPABKU COOBITHUH B TUIaTGOPMY;

e auditd - oTBeuaeT 3a 3aMnuchb COOGLL[EHI/Iﬁ dyJiuTa BBI3BAHHBIX dKTUBHOCTBIO I'IpI/I]'IO)KEHI/Iﬁ N
CHUCTEeMBI.

IIpumeuanue: 8 cmaHoapmHoll koH(puzypayuu FreeBSD ynpaeneHue XcypHanamu ocyujecmensemcs
cayxcbolti syslogd, komopas noodepicugaem nepedady OaHHbIX UCKMOUUMeabHo no npomokosay UDP.

Jns obecneuenuss 6e3onacHol nepedauu dicypHanoe no npomokoay TCP, a makdce peanuzayuu
MexaHusMos ¢uibmpayuu cobbimuli NO UCMOYHUKAM U UX COOepXHCUMOMY, peKOoMeHOyemcs
ucnosnb3zoeamb nakem syslog-ng.

XapakTtepucTuku ucrouHuka B [Inardopme Papap:

XapakTepucTHKa 3HaueHue

Ha3panue FreeBSD

Howmep (TTopT) 2722

Benpnop The-FreeBSD-Project
Tun (ON]

Ipoduns cbopa «Mogynb tcp_input»




Hacrpoiika uCTOUHMKA BK/IFOUaeT B ceOst Cyieyrolie MpOLeCchl:

1. «HacTpotika cinyK0bl syslog-ng».

«Hactpoiika xypHanupoBanusg ZFS».

2
3. «Hactpoiika ciyk0s! auditd».
4

«BK/IIOUeHMe MCTOYHHMKA Ha HJIaT(bODMe».

4.2.2.2 Hactpoiika cnyxo6bl syslog-ng

ITar 1. YcTaHOBKA U aKTUBALMA CTy)KObI

YcraHoBuTe nakeT syslog-ng U BKIKOUWTe aBTO3arpysKy:
# pkg install syslog-ng
# sysrc syslog_ng_enable="YES"

Ilar 2. ba3zoBas KoH(uUrypanus

[Tpumep mosiHOM KoHpUrypaiuu syslog-ng (/usr/local/etc/syslog-ng.conf):

@version:
@include "scl.conf"

#
# CnobanbHble HACTPOWKMK
#

options {
chain_hostnames(off);
flush_lines(0);
threaded(yes);

};

# chain_hostnames - ynpaBnseT 3anucbid MMEH XOCTOB B fore (B Tekylem Buae He oyaeT
[06aBNATL Npeapiaywmne UMeHa xocTa K COOOWeHUsiM Npu nepecbisike cobbiTus)

# flush_lines - OnpegensieT, nocne CKOMbKUX coobweHuii syslog-ng 6ygeT 3anucbiBaTb
LaHHble Ha AWUCK.

# MNpn Heo6XOAMMOCTM BHICTABUTb OrnpefeneHHoe 3HayeHue (Hanpumep ) 4NnA cokpaweHus
KosiMyecTBa onepauuii 3anucu Ha AUCK

# threaded - ynpaBnsieT MHOrornoTOYHOCTbK 00PabOTKU COOOBIWEHNU

#
# WCTOYHUKN
#

# CUCTEMHble UCTOYHUKW:
source src { system(); udp(); internal(); file("/var/log/uucp/Log" follow_freq(1));

¥
# WcTouHnk anga cbopa cobblTuin ZFS:

# source s_zfs_events {

# file("/var/log/zfs_events.log" # UnTaeT norum u3 ykasaHHoOro daina

# flags(no-multi-line, no-parse) # OTknw4aeT pazbop MHOMOCTPOUHLIX COOOLWEHUNA
n napcuHr dopmaTta

# multi-line-mode(indented) # Mpu HaAU4YMM MHOTOCTPOYHbLIX COOLITUIA, 06bEegUHAET

MX No oTcTynam
# follow_freq(l)); # YnpaBnseT 4acTOTON NpoBepKM OOHOBNEHMS ¢aina (ceKyHAbl)



Ha3HayeHunda

H* H R

# Bba3oB0Oe YHMOUUMPOBAHHOE Ha3Ha4deHwe AN OTnpaBKU cobbiTuii B SIEM (TyT TpebyeTcs
yKazaTb faHHble gns MNOAK/MYEHUS K Y371y C YCTAHOBMEHHLIM /10T -KOJIEKTOPOM) &

destination d_siem { tep("<ip agpec nor-konsektopa>" port(<nopT nor-
konnekTtopa>) log_fifo_size( )): 3}

# CTaHfapTHble Ha3HauvyeHus 4Asi 3anUCU CUCTEMHbIX XYPHasoB:

# OcHoBHble destination (6e3 M3mMeHeHWA UMeH ¢ainoBs)
destination d_messages { file("/var/log/messages"); }; # 06wWMe cuUCTEeMHble

coobueHus

destination d_security { file("/var/log/security"); }; # Cob6bITMA 6e3onacHoOCTHU
destination d_auth { file('"/var/log/auth.log"); }; # AyTeHTUdukauus u
aBTopu3aumsa

# destination d_mail { file("/var/log/maillog"); }; # MouToOBLHIA CcepBUC

# destination d_lpd_errs { file("/var/log/lpd-errs"); }; # Cuctema neyatum LPD
destination d_xfer { file("/var/log/xferlog"); }; # FTP-TpaH3aKkuumn
destination d_cron { file("/var/log/cron"); }; # 3agadn nnaHupoBLMKa
# destination d_debug { file("/var/log/debug.log"); }; # OTnagoyHaa wnHpopmauus
destination d_slip { file("/var/log/slip.log"); }; # SLIP-coeauHeHusA
destination d_ppp { file("/var/log/ppp.log"); }; # PPP-coeguHeHUs
destination d_kern { file('"/var/log/kern.log"); }; # CoobueHuns sgpa

destination d_firewall { file("/var/log/firewall.log"); }; # ®daepBon/¢unbtpayms
nakeToB
destination d_devd { file("/var/log/devd.log"); },; # CobbiTna pgemoHa devd

#
# OUNbLTPSLI
#

# OUNbTPLI MO YPOBHIO BaXHOCTU:

filter f_emerg { level(emerg); }; # 0: Emergency - cucrtema
HepaboTocnocobHa

filter f_alert { level(alert..emerg); }; # 1: Alert - TpebyeTcs HemeAaneHHOe
aencTeune

filter f_crit { level(crit..emerg); }; # 2: Critical - kpuTuyeckue COCTOSAHMUSA
filter f_err { level(err..emerg); }; # 3: Error - OWWGKW MPUNOXEHWUA

filter f_warning { level(warning..emerg); }; # 4: Warning - npegynpexgeHus

# filter f_notice { level(notice..emerg); }; # 5: Notice - BaxHble WTaTHble COOLITUA
# filter f_info { level(info..emerg); }, # 6: Informational - uHPOpmMaLUNOHHbIE
coobueHuns

# filter f_debug { level(debug..emerg); }; # 7: Debug - oTnagodHas uHbopmaLus
# ounbTpel Nno facility:

filter f_auth { facility(auth); }; # AyTeHTudpmkauyms

filter f_authpriv { facility(authpriv); }; # MpuBuUnervpoBaHHas aBTopu3aLus

filter f_cron { facility(cron); }; # MnaHupoBWUK 3ajay

filter f_kern { facility(kern); }; # A0po cucTemsl

filter f_ftp { facility(ftp),; 1}, # FTP-cepBuc

filter f_ppp { program("ppp"); }; # PPP-coepgnHeHus (pobaBneH)

filter f_slip { program("slattach"); }; # SLIP-coeauHeHusA

filter f_daemon
filter f_mail
filter f_security
filter f_uucp
filter f_news
filter f_local®

facility(daemon); };
facility(mail); };
facility(security); };
facility(uucp); };
facility(news); };
facility(local0e); };

®OHOBbIE [EMOHbI

MouTOBLIA cepBuC

CoobuweHnsa 6e3onacHocTu (ycTapesluee)
uucp

CepBep HoBoOCTEW

NokanbHble facility

HHHHHHR
P Tate Tate L aon Laan R atn
HHEHHHER



# filter f_locall { facility(locall); };
# filter f_local2 { facility(local2); };
# filter f_local3 { facility(local3); };
# filter f_local4 { facility(local4d); };
# filter f_locals { facility(local5); };
# filter f_localé { facility(locals6); };
# filter f_local7? { facility(local?); };

# CneuwnanbHble QUALTPSI:

filter f_firewall { program("ipfw|pf|ipfilter"); }; # dunbTpauymsa nakeToB
filter f_devd { not (program("devd") and level(info)); }; # WcknwyeHne cnama devd

# filter f_zfs_events { tags("zfs_events"); }; # ZFS cobbiTus

(cTaHpgapTHbIA dUNbLTP)

# oOnuuoHanbHbn OuNbTp gna devd (He NPou3BOAUTENbHBIA)
# filter f_devd_important {

# program("devd") and (

# match("usb|umass|da[0-9] |ugen|iface" value('"MESSAGE"))
ceTeBble MHTepdeiichl

# or level(warning..emerg) # TONbKO NpeaynpexgeHnusa n Bblle
# );

# 3},

#

# [lononHnTenbHole AencTeuA

#

# Mepe3anucb program gns co6biTuii zfs (HeEOGXOAUMMO KOPPEKTHOW HopManulauun)

rewrite r_set_program { set("zfs_events", value("PROGRAM")); };

# NpaBuna mMapwpyTvsauun gas oTnpaBku B SIEM:

# USB, pauckwn,

# log { source(s_zfs_events); rewrite(r_set_program); destination(d_siem); }; # ZFS B

SIEM
log { source(src); filter(f_devd); destination(d_siem); };
norn (6e3 devd) B SIEM

# 3anncb OCHOBHbIX CUCTEMHbIX COOLITMIA B daiin:

# CUCTEMHble

log { source(src); filter(f_devd); destination(d_devd); flags(final); }; # CobbiTusa

aemoHa devd (ynpaBneHue ycTponcTBamm)

log { source(src); destination(d_messages); };

coobuweHna - /var/log/messages

log { source(src); filter(f_auth); destination(d_auth); };
AyTeHTudukaumsa - auth.log

log { source(src); filter(f_authpriv); destination(d_security); };
MpuBMAerupoBaHHble onepauum — security

log { source(src); filter(f_kern); destination(d_kern); };
kern.log

log { source(src); filter(f_cron); destination(d_cron); };

- cron

log { source(src); filter(f_ftp); destination(d_xfer); };

xferlog

log { source(src); filter(f_firewall); destination(d_firewall); };
firewall.log

# log { source(src); filter(f_mail); destination(d_mail); };
maillog

# log { source(src); filter(f_debug); destination(d_debug); };
debug.log

# KpuTuuyeckue cobbitua (AybnuposaHue B OTAeNbHble daiisbl):

#

#

#

Bce

Aapo -
Cron-3apgaun
FTP -
daepBon -
Mouta -

OTnagka -



log { source(src); filter(f_emerg); destination(d_security); flags(final); }; #
Emergency - security

log { source(src); filter(f_alert); destination(d_security); flags(final); }; #
Alert - security

log { source(src); filter(f_crit); destination(d_security); flags(final); }; #
Critical - security

# CeTeBble nogkntoveHus (PPP/SLIP):

log { source(src); filter(f_ppp); destination(d_ppp); }; # PPP -

ppp. log

log { source(src); filter(f_slip); destination(d_slip); }; # SLIP -
slip.log

I'ne:

e Src - CTaHAAPTHBIM UCTOUHUK Syslog (ompezeneH B KOHGUTYpaLMOHHOM (paiijie M0 yMOTUaHUIO;
e d_siem - Ha3HaueHHUe OTTPABKHU Ha yjaneHHbIH XocT SIEM-miaTdopmsi;
e <ip-agpec nor-konnektopa> - IP-agpec areHTta cbopa JIor-Ko/IIeKTopa;

e [1OPT JIOr-KOMMIEKTOPA - TIOPT, TI0 KOTOPOMY areHT cbopa jor-kKosiekropa Oyzer NMpUHUMAaTh
coObITHsI. JIO/DKEeH COBMAaJaTh CO 3HAYEHHEM, yKa3aHHbIM B HACTPOMKAaX COOTBETCTBYIOIIIETO
nipoduns coopa;

e f_devd - GWIBTP, KOTOPBIN MO3BOJISIET UCK/TIOUUTE YacThble COOOIIeH s OT rporiecca devd;

e log fifo size(1000) - Oydepusanus [js TpeJOTBPALLEHUS TTOTEPH COOLITUI TIPU CETeBBIX
cbosix.

IIpumeuanue: Gosee MmoapoOHOE OIMMCaHHWe HACTPOMKHU syslog-ng IpUBeAeHO B paszesne «Hactpoiika
syslog-ng».

ITar 3. HacTpoiika mmppoBanus (ONLOHAIBHO)

Insa Bkmouenus IlIudpoBanuss TLS B 6a3oBoii KoHUrypanuu 3aMeHUTe TmapameTp tcp() Ha tls()
Y YKa@)KUTe TlapameTpbl CepTU(PUKATOB.

Iar 4. ITepe3anyck Cay»X0bI

[nist mepe3artycka Cy»X0bl sys1og-ng BBITIOTHUTE KOMaH/Y:

# service syslog-ng restart && pgrep syslog-ng

[TpoBepbTe MOAK/IFOUEHHE K areHTy cOopa JI0r-Ko/IIeKTopa KOMaH/I0i:

# nc -zv <ip agpec nor-konnekTopa> <MopT Jor-Ko/j/JeKTopa>
ITar5. ITpoBepka co0bITHH

[Tpumep cobeitrii OC FreeBSD 3ammcanHbIX syslog-ng:

Aug 120: freebsd_content /usr/sbin/cron[ ]: (root) CMD (/usr/libexec/atrun)

Aug 120: freebsd_content syslog-ng[ ]: syslog-ng shutting down;
version='4.8.1"

Aug 120: freebsd_content devd[ ]: Processing event '!system=DEVFS
subsystem=CDEV type=CREATE cdev=pts/2'



4.2.2.3 HacTpoiika xypHanuposaHus ZFS

1. Co3patite (aiin [/ UCTIOMHEHUs1 CEPBUCHOIO CKpUNTa /usr/local/etc/rc.d/zfs_events.

2. Yxaxure B (paiisie cefyroliye rapaMeTphl:
#!/bin/sh

# PROVIDE: zfs_events
# REQUIRE: DAEMON
# KEYWORD: shutdown

. /etc/rc.subr

name="zfs_events"
rcvar=zfs_events_enable

load_rc_config $name

: ${zfs_events_enable="N0"}
: ${zfs_events_output="/var/log/zfs_events.log"}

pidfile="/var/run/${name}.pid"
command="/sbin/zpool"
command_args="events -H -v -f"

start_cmd="zfs_events_start"
stop_cmd="zfs events stop"

zfs_events_start() {
if [ -f "$pidfile” ] && kill -0 $(cat "$pidfile") 2>/dev/null; then
echo "$name is already running."
return
fi
echo "Starting $name..."
/usr/sbin/daemon -p "$pidfile" /bin/sh -c "$command $command_args >
$zfs_events_output 2>&1" &

}

zfs_events_stop() {

if [ -f "$pidfile” ] && kill -0 $(cat "$pidfile") 2>/dev/null; then
echo "Stopping $name..."
kill $(cat "$pidfile")
rm -f "$pidfile”

else
echo "$name is not running."

fi

run_rc_command "$1"
3. Omnpepenure peKOMeH/yeMble pa3pelieHus Jj1s HE00X0IUMBIX (atinos:

ITpaBa 1 Byiafiesiel] OCHOBHOTO (patisia CKpurTa:

# sudo chown root:wheel /usr/local/etc/rc.d/zfs_events # Bnageney: root,
rpynna: wheel
# sudo chmod /usr/local/etc/rc.d/zfs_events # MpaBa: rwxr-xr-x

[TpaBa 15 (paiina JOTOB:

# sudo touch /var/log/zfs_events.log # ¢alin nydywe co3gaTb CaMOCTOSATE/IbHO, 4YTOOGLI
cpa3y BblgaTb HeE0OGXOAVMble pa3pelweHuns



# sudo chown root:wheel /var/log/zfs_events.log # Bnageney: root, rpynna:
wheel
# sudo chmod /var/log/zfs_events.log # MpaBa: rw-r-----

[TpaBa asyist PID-gaiina:

# sudo touch /var/run/zfs_events.pid

# sudo chown root:wheel /var/run/zfs_events.pid # Bnageney: root, rpynna:
wheel

# sudo chmod /var/run/zfs_events.pid # NpaBa: rw-r--r--

4. HacrtpoiiTe aBTO3alyCK NpU 3arpy3ke cucTeMbl. [ljis 3TOro B KOH(PUIypal[MOHHBIA (aiin
/etc/rc.conf pobaBbTe napameTp zfs_events_enable="YES".

5. 3amnycTuTre CKPHIIT:

# service zfs_events start
4.2.2.4 Hactpoiika cnyxo6bl auditd

IIIar 1. O01as HacCTpPoiKa
Bk/TrOUMTeE ¥ HaCTPOKTE aBTO3aMyCK CTy>KObI IPH 3arpy3Ke CUCTEMBI:

e BKJ/IFOUHMTE aBTO3aIMycCK CTy>KObI B KOHPUT'YPALIOHHOM (haiinie /etc/rc.conf:

echo 'auditd_enable="YES"' >> /etc/rc.conf

e 3amycTUTe CTY>KOY B TEKyIlleM ceaHce:

# service auditd start && pgrep auditd

KondwurypaimonHssle aiisibl auditd pacrosioykeHbl B JUPEKTOPUM /etc/security:
audit_class audit_control~ audit_user audit_warn auditdistd.conf~
audit_control audit_event audit_user~ auditdistd.conf
IIpumeuaHue: u3MeHeHUsI CJelyeT BHOCUTb B C/efyloliue KOH(MUrypalMoHHble  (Daiisibl:
/etc/security/audit_control (rnobasbHble TlapaMeTpel ayAuTa) W /etc/security/audit_user

(mapameTpbl ayaWTa /i1 KOHKPETHBIX Tiojb3oBareneid). IlompobHee cM. B pykoBozcTBe auditd st
FreeBSD.

HactpotiTe KoH(GUTYypaLMOHHBIN ¢aiii /etc/security/audit control cieayrommm obpa3om:

# OCHOBHble MapamMeTpbl CUCTEMb ayauTa

dir:/var/audit OMpeKkTopua XpaHeHUs XypHanos
dist:off OTKYEeHME CO3[aHUA XECTKUX CChIOK
flags:lo,aa,ad,ap Knaccel aygumpyemblx COObITUN

minfree: MWHMMasbHBIA NPOUEHT CBOGOAHOrO MecTa

naflags:lo, aa
policy:cnt,argv
filesz:2M
expire-after:10M

dnarun gna cobulTnii 6e3 aTpubyTOoB
MonnTuka o6paboTKN COOLITUNA
MakcumanbHbIn pa3vep danna xypHana
MaKcumanbHbIl 06bem XpaHunuuwa

HHIFHEFHITH

KitroueBble K/1acChl ayIMPYeMbIX COOBITHI:
e 10: COOBITHS BXOZA/BbIX0/a;
e aa: aJMUHHCTpPaTUBHbIE IeUCTBUS;
e ad: U3MeHeHUd IpaB JOCTYIIa;

e ap: omepaLuu C aTpudyTaMu.


https://docs.freebsd.org/en/books/handbook/audit/
https://docs.freebsd.org/en/books/handbook/audit/

TTosHbiH crimcok kKinaccos; FreeBSD Audit Documentation.

HacTpoiiTe mapaMeTphl ayuTa I10 M0/b30BaTe/isiM B (paiiie /etc/security/audit user:

# dopmaT: NO/b30BaTE/Ib:BKJ/OYAEMbIE_KJ/1aCChl: UCK/lDYaEMbIE_KacChl
root:lo,ad:no # AyguT Bcex fpelicTBuii root
user:-fc,ad:+fw # [Ana 06bMHOrO MNofib30BaTeNs:
# - MCKMOUYNTb YyCnNewHsle onepauunm c ¢arnamm (-fc)
# - BKIOUYNTb HeyfaudHble nonbiTKW 3anucu (+fw)

Pa6oTa c )KypHajaMH ayAuTa:

e  TIPOCMOTP >KypHara:

# praudit -x1 /var/audit/20231129122235.20231129122958

e MOHUTOPHUHT COOBITHI B pealbHOM BpeMeHU:

# praudit -x1 /dev/auditpipe
ITpumeuanue: JxcypHaabl xpaHamces 8 /var/audit.
IITar 2. HacTpoiika HHTerpamuu c rmjargopmoi
1. Co3paiite dailin A5 UCIIOJIHEHUS] CEPBUCHOTO CKpUMTa /usr/local/etc/rc.d/audit2syslog.

2. Ykaxure B (aiise ciiefyromiye mapaMeTpsl:
#!/bin/sh

# CKpuNT 3anycka cnyxbbl audit2syslog, KoTopas nepeHanpaBnsieT noru aygura
FreeBSD

# n3 /dev/auditpipe uyepesd yTunuty praudit B cucTemHblli xypHan (syslog).

# Wcnonb3yeTcsa B cucteme FreeBSD M uHTerpupyeTcss C rc-cucTtemom 4vepes rc.subr.

# Mopgknw4vaem 6MGNMOTEKY rc.subr ans Mcnonb3oBaHWA CTaHAAPTHLIX QYHKUMIA
ynpaB/eHns Ccnyxo6oii
/etc/rc.subr

# OnpegesieHne NOJHbIX NyTel K yTuauTam, 4TOOb He 3aBWCeTb OT nepemMeHHoi PATH
pgrep_cmd="/usr/bin/pgrep"

kill_cmd="/bin/kill"

stat_cmd="/usr/bin/stat"

logger_cmd="/usr/bin/logger"

# OnpepgeneHne nyTen gna cnyxebHoix daiinos
pidfile="/var/run/audit2syslog.pid" # PID-daiin npouecca praudit
script_log="/var/log/audit2syslog.log" # dainn noros

# OYyHKUMA 3anycka Cryxo6bl:
audit2syslog_start()
{
# MpoBepsiem, 3anyueH nu auditd
if ! ${pgrep_cmd} -x auditd > /dev/null 2>&1; then
echo "$(date '+%F %T') audit2syslog: auditd He 3anyweH" >>
"${script_log}"
return # Bo3Bpawaem owubky, ecnu auditd He BK/4eH
fi

# MMpoBepsiem Hanuuue ycTpoiicTBa /dev/auditpipe, n3 koToporo praudit umTtaeT
norun ayguta
if [ ! -e /dev/auditpipe ]; then
echo "$(date '+%F %T') audit2syslog: /dev/auditpipe oTcyTcTByeT" >>
"${script_log}"
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return 1 # Bo3Bpalaem ownbkKy, €cny yCTPONCTBO HEAOCTYMHO
fi

# OnumoHanbHO! TMpoBepsiem npaBa goctyna K /dev/auditpipe (A0nXHbl 6GbITb 600,
Bnageney root, rpynna wheel)
mode=$(${stat_cmd} -f "%0Lp" /dev/auditpipe) # [MpaBa B 4McnoBOoM QopmaTe
owner=$(${stat_cmd} -f "%Su" /dev/auditpipe) # Bnapgeney
group=$(${stat_cmd} -f "%Sg" /dev/auditpipe) # [pynna
if [ "${mode}" !'= "0600" ] && [ "${mode}" != "600" ] || [ "${owner}" !I=
"root" 1 |l [ "${group}" '= "wheel" ]; then
echo "$(date '+%F %T') audit2syslog: HeBepHble npaBa Ha /dev/auditpipe
(${owner}:${group} ${mode})" >> "${script_log}"
[ -t © ] & echo "audit2syslog: cnyxba He 3anyleHa, HEBEpHble MpaBa Ha
/dev/auditpipe (${owner}:${group} ${mode})" # BbBog B stdout
return 1 # Bo3Bpawaem OwnbKy, ecnu npaBa HeBepHble
fi

# Nposepsem, cywecTByeT aAM pidfile u 3anyweH nu npouecc cBA3aHHbIi ¢ PID
cogepxawemcsa B daline
if [ -r "${pidfile}" ], then
PID=$(cat "${pidfile}")
# MpoBepsem, cywecTByeT /M MNpouecc C yKa3aHHbM PID
if kill -0 "${PID}" 2>/dev/null; then # kill -0 npoBepsieT npouecc 6e3
ero 3aBeplweHns, ownmbku nogasnsiem
echo "$(date '+%F %T') audit2syslog: cnyxba He 3anyweHa MNOBTOPHO,
npouecc yxe pa6otaeT (PID=${PID})" >> "${script_log}"
[ -t © ] & echo "audit2syslog: crnyxba He 3anyleHa MNOBTOPHO,
npouecc yxe paboTtaeT (PID=${PID})" # BbBOg B stdout
return 0 # YnewHo 3aBepwaem CKpUNT, TakK Kak cnyxba yxe paboTaeT
(4TO6L He 3apybnmpoBaTbCs)
else
# Ypandem ycTapeBwuin pidfile, ecnu npouecc He cyuwecTByeT
echo "$(date '"+%F %T') audit2syslog: ycTapeBwuin pidfile HaigeH
(PID=${PID}), ymansem" >> "${script_log}"
[ -t © ] & echo "audit2syslog: ycTapeBuni pidfile HangeH
(PID=${PID}), ypansev" >&2 # BoiBOogMM B stderr
rm -f "${pidfile}" # Ypanaem pidfile
fi
fi

# MpoBepsem, 3anyuweH nu npouecc praudit c /dev/auditpipe
if PIDS=$(${pgrep_cmd} -f "${command} -x1 /dev/auditpipe" 2>/dev/null);
then
# Nlorupyem, 4TO npouecc praudit yxe paboTaeT, M BbiBOAUM coOObWweHue B
TepMMHan, €ecnvM CKpUNT 3anyweH B MHTEPAKTMBHOM pexume
echo "$(date '"+%F %T') audit2syslog: cnyxba He 3anyweHa MOBTOPHO,
ob6HapyxeH npouecc praudit ¢ /dev/auditpipe (PID(s)=${PIDS})" >> "${script_log}"
[ -t © ] & echo "audit2syslog: cnyxb6a He 3anyuweHa MNOBTOPHO, O6GHapyxeH
npouecc praudit c /dev/auditpipe (PID(s)=${PIDS})"
return 1 # 3aBepwaem C owubKoOli, 4YTOOGb WUCKMOUUTL Ayb6aumpoBaHue
fi

# 3anyckaem praudit B GOoHOBOM pexumMe ANA 4TeHua soroB u3 /dev/auditpipe u
nepeHanpasneHus B syslog

${command} -x1 /dev/auditpipe | ${logger_cmd} ${audit2syslog_flags} 2>>
"${script_log}" &

# CoxpaHsiem PID 3anyueHHoro npouecca B pidfile

echo $! > "${pidfile}"

# Jlorupyem ycnewHbli 3anyck c ykasaHuem PID

echo "$(date '"+%F %T') audit2syslog: 3anyueH praudit (PID=$(cat
"${pidfile}"))" >> "${script log}"

[ -t © ] & echo "audit2syslog: sanyueH praudit (PID=$(cat "${pidfile}"))"
>8&2
}



# OYyHKUMA OCTaHOBKW cnyxbbl: 3aBepwaeT npouecc praudit, cBA3aHHbLIA C 3TON Cnyx6oii
audit2syslog_stop()
{
# Npoepsem Hanuume pidfile, 4TO6L onNpefenuTb, Kakoli MpoLecc ocTaHaBAuBaTb
if [ -r "${pidfile}" ]; then
PID=$(cat "${pidfile}")
if kill -0 "${PID}" 2>/dev/null; then

${kill cmd} -TERM "${PID}"

sleep 1

if kill -0 "${PID}" 2>/dev/null; then

echo "$(date '+%F %T') audit2syslog: praudit He oTBeTWN Ha
TERM, nocbinaem KILL" >> "${script_log}"
${kill_cmd} -KILL "${PID}"

fi

echo "$(date '+%F %T') audit2syslog: ocTaHoB/ieH praudit
(PID=${PID})" >> "${script_log}"

[ -t © ] & echo "audit2syslog: ocTaHoBneH praudit (PID=${PID})"

rm -f "${pidfile}"

else

echo "$(date '+%F %T') audit2syslog: pidfile cogepXuT HEKOPPEKTHbIN
PID (${PID})" >> "${script_logl}"

[ -t © ] & echo "audit2syslog: pidfile cogepXmT HEKOPPEKTHbIn PID
(${PID})" >&2

fi
else
if PIDS=$(${pgrep_cmd} -f "${command} -x1 /dev/auditpipe" 2>/dev/null);
then

echo "$(date '+%F %T') audit2syslog: HEeBO3MOXHO KOPPEKTHO 3aBepuuTb
cnyxéy, pidfile oTcyTcTBYyeT, HO HaigeH praudit c /dev/auditpipe
(PID(s)=${PIDS})" >> "${script_log}"

[ -t © ] & echo "audit2syslog: HEBO3MOXHO KOPPEKTHO 3aBepunThb
cnyxéy, pidfile oTcyTcTByeT, HO HaigeH praudit c /dev/auditpipe
(PID(s)=${PIDS})" >&2

return 1

else

echo "$(date '+%F %T') audit2syslog: pidfile He HalifeH, npouecc
praudit gna /dev/auditpipe He 3anyweH" >> "${script_log}"

[ -t © ] & echo "audit2syslog: pidfile He HaligeH, npouecc praudit
ana /dev/auditpipe He 3anyuweH" >&2

return 1
fi
fi
}
# OnpegensieM OCHOBHble MepemMeHHble Ana paboTel ¢ rc.subr
name=audit2syslog # WmMA cnyx6bl, ucnonblyetca B /etc/rc.conf
rcvar=audit2syslog_enable # NepemeHHas B /etc/rc.conf gnsa
BKJ/TIOYEHUSA/BbLIK/IIOYEHNSA CTYXObI
command=/usr/sbin/praudit # KomaHfa Ona 4TeHusa Noros aygura
audit2syslog_flags="-t audit_trail" # onarn gns logger, ykasbiBawwue Ter

coobuweHunii B syslog

# YKa3biBaem QYHKUUM ON1A BbINO/IHEHUA KOMaHA start m stop
start_cmd=${name}_start
stop_cmd=${name}_stop

# 3arpyxaem KoHourypauuw cnyxbel u3 /etc/rc.conf (Hanpumep, audit2syslog_enable,
audit2syslog_flags)
load_rc_config $name

# BbiNONHEHWE KOMaHAbl, nepepaHHoli ckpunTty (start, stop, restart u T1.4.)
run_rc_command "$1"



3. Ompenenute peKOMeH/lyeMble TpaBa U Biazesblia (aiina:

ITpaBa Ayt ocHOBHOTO (paiina ckpumnra:

chown root:wheel /usr/local/etc/rc.d/audit2syslog # Bnageneuy u rpynna
chmod /usr/local/etc/rc.d/audit2syslog # MpaBa: rwxr-xr-x

[TpaBa asist PID-@aiina u y1oroB.:

touch /var/run/audit2syslog.pid /var/log/audit2syslog.log
chown root:wheel /var/run/audit2syslog.pid /var/log/audit2syslog.log
chmod /var/run/audit2syslog.pid /var/log/audit2syslog.log # rw-r--r--

IIpaBa gyt /dev/auditpipe:

chown root:wheel /dev/auditpipe
chmod /dev/auditpipe # rw-------

4. HactpoiiTe aBTO3alyCK TIpU 3arpy3ke cucTeMbl. [ljis 3Toro B KOHGUTYPALMOHHBINA (aiia
/etc/rc.conf gobaBbTe apaMeTp audit2syslog enable="YES".

5. 3armycTuTe CepBUC:

# service audit2syslog start
IMar 3. IIpoBepka co0bITHH

[Tpumep cobeiTuii auditd:

<?xml version='1.0"' ?>

<audit>

<record version="11" event="getaudit addr(2)" modifier="0" time="Wed Aug 13 19:26:45
2025" msec=" + 612 msec" ><subject audit-uid="testuser" uid="root" gid="testuser"
ruid="testuser" rgid="testuser" pid="1368" sid="1323" tid="0 0.0.0.0" /><return
errval="success" retval="0" /></record>

<record version="11" event="auditon(2)" modifier="0" time="Wed Aug 13 19:26:45 2025"
msec=" + 612 msec'" ><argument arg-num="1" value="0x1d" desc="cmd" /><subject audit-
uid="testuser" uid="root" gid="testuser" ruid="testuser" rgid="testuser" pid="1368"
sid="1323" tid="0 0.0.0.0" /><return errval="success" retval="0" /></record>

<record version="11" event="su(1l)" modifier="0" time="Wed Aug 13 19:26:45 2025"
msec=" + 612 msec" ><subject audit-uid="testuser" uid="root" gid="testuser"
ruid="testuser" rgid="testuser" pid="1368" sid="1368" tid="0 0.0.0.0"
/><text>successful authentication</text><return errval="success" retval="0"
/></record>

</audit>

4.2.2.5 BknoyeHne UCToOUYHUKaA Ha nnardopme

[TepeiisuTe B BeO-uHTepdeic MmiaThopMbl U BBITIOJIHUTE AeWCTBUe «BK/IOUeHHe HWCTOUHUKA» [JIs
rncroyHuka FreeBSD.

4.2.3 IBM AIX

Ilnardopma Pagap nojgep>xvuBaeT cO0p COObITHI CO C/IeAYIOIIMX BEPCHI ONepaljuOHHON CUCTeMBbI:
e AIX7.1;
e AIX7.2;
e AIX7.3.

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHue



XapakTepucTuka 3HaueHue

HasBanne IBM-AIX

Howmep (ITopT) 2641

Bennop IBM

Tun AIX

IIpoduns cbopa «Mogayab udp input»

[y HacTpoWKM WCTOYHMKA Ha OTNpaBKy cobertuii B Ilnardgopmy Pajap BbITIOMHUTE CIeAYIOLIHE
JeCTBUS:

1. TlopxmrounTech K BalieMy yCTPONCTBY MO/, ITOJIb30BaTesieM oot.
2. OrtkpoiiTe ¢aitn /etc/syslog.conf.

3. Hactpotite oTmpaBKy cOObITUI Ha areHT cOopa JIOT-Ko/ieKTopa: auth.info @@<IP address
areHTa cbopa f10r-KonnekTopa>, Te YKaKuTe coOOTBeTCTByrowMi [P-anpec. Hampumep:

HHH#HH

begin

/etc/syslog.conf

mail.debug

/var/adm/maillogmail.none

/var/adm/maillogauth.notice

/var/adm/authloglpr.debug

/var/adm/lpd-errskern.debug

/var/adm/messages*.emerg; *.alert;*.crit;*.warning;*.err;*.notice;*.info
/var/adm/messages auth.info @@<IP_address areHTa cb6opa nor-kosaekTtopa>
HH#HHH

end

/etc/syslog.conf

4. CoxpaHuTe U3MEHEeHUs.

5. Tlepesamycture ciyx0y syslog KOMaH/OM:

# refresh -s syslogd

6. Ilepetigute B BeO-uHTEpdelic MIaThOpMbl U BBITIOTHUTE JeiCTBHE «BKIIOUeHNe UCTOUHHUKA» [IJIst
ucrtouduka IBM-AIX.

4.2.4 UFW u firewalld

[ns monyueHust coObITHI C MexceTeBoro 3kpaHa uncomplicated firewall (UFW) mmu firewalld
ero HeoOXOZAMMO TIOJK/TIOUYNUTE KaK OT/e/TbHBIN NCTOUHHK.

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHue

Ha3zBanme Uncomplicated-Firewall-UFW



XapakTepucTuka 3HaueHue

Howmep (ITopT) 2673

Bengop Linux

Tun Firewall

IIpodwuns cbopa «Monavyab tcp_input»

Hactpoiika uCTOYHMKA BKJTFOUYAeT B ceOsi cie/Iytoliiyie MpoLecchl:

1. «Hacrpotika firewalld».

2. «Hactpoiika UFW».

3. «Bx/IroueHHe UCTOYHHMKA Ha Iu1aThopMme».

4.2.4.1 HacTtpoiika firewalld

[To ymonuanuto firewalld ncnone3syercs B cinepyromux OC:
e RHEL 7 u 6osiee HOBBIE BEPCUY;
e CentOS 7 u Gosiee HOBbIE BepCUH;
o Fedora 18 u Gosiee HOBbIE BepCHU;
e SUSE 15 u 605ee HOBbIe Bepcuy;

o 0penSUSE 15 u 60/1ee HOBbIe BepPCHUH.

4.24.1.1 HacTtpoiika gns rsyslog

3amycTuTe CepBuC:

# service firewalld start

Bribepute TuI nepefaun AaHHBIX:

# firewall-cmd --set-log-denied=all | unicast | broadcast | multicast
I'me:
e unicast —Ipolecc OTIIPaBKU MIaKeTa OT OJHOIr'0 XOCTa K APYroMy XOCTY;

e multicast — mporjecc OTMPaBKM TaKeTa OT OFHOTO XOCTa K HEKOTOPOW OTPaHWUEHHOM TpyIIe
XOCTOB;

e broadcast — nmponecc OTIIPaBKH IMAKeTa OT OJHOI'O XOCTa KO BCEM XOCTaM B CeTH.

[Tepe3aryctuTte cyx0y:

# service firewalld restart



UYro0Opl >XypHa/IMPOBaHWE TIaKeTOB ObIIO B OTAenbHOM (haiine, cosgaiite (aiin /etc/rsyslog.d/10-
fw_log.conf U yKaKuTe ciiefyroliee coaepKumMoe:

:msg, contains,"_DROP" /var/log/firewalld.log
:msg,contains, " _REJECT" /var/log/firewalld.log
& stop

Hns OTIIpaBKHU coObITuit firewalld Ha areHTt cbopa JIOT-KOJIJIEKTOPa, co3paunre
daiin /etc/rsyslog.d/11-fw lc.conf U yKa)KuTe cefiyrolilee COAep)KUMOe:

module(load="imfile" PollingInterval="5")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/firewalld.log"
Tag="firewalld"
ruleset="sendlc")
template(
name = "logtemplate"
type = "string"
string = "<%PRI%> %msg%\n"

ruleset(name="sendlc")
{
action(type = "omfwd"
Template = "logtemplate"
Target="<IP-agpec areHT cbopa nor-konnektopa>"
Port="<nopt>"
Protocol="tcp"
ResendLastMSGOnReconnect="on"
action.resumeRetryCount="100"
queue.type="linkedList"
gueue.size="10000")
stop

'pe:
e <IP-agpec areHTa cbopa nor-konnexktopa> - [P-ampec areHTa cbopa JIOT-KOJIEKTOPA;

e <MopT> - TIOPT, 10 KOTOPOMY areHT cOopa Jior-KosjieKTopa OyZeT puHUMaTh CoObITHS. [Jo/mmkeH
COBIMA/aTh CO 3HaUeHHeM, YKa3aHHBIM B HACTPOMKAX COOTBETCTBYIOILET0 Mpodusisi coopa.

[Tepe3amyctuTte cinyx0y rsyslog:

# service rsyslog start

OTKpoiiTe COOTBETCTBYIOLLIUM MOPT:

# firewall-cmd --permanent --add-port=<Homep nopTa>/tcp

4.2.4.1.2 Hacrtpoiika ana syslog-ng

Hacrpowute nepeHarnpassieHre coObITHI CTy>KObI B (aiin /var/log/firewalld.

B mupekropuu /etc/syslog-ng/conf.d gobaBbre aiin firewalld messages.conf cO CaegyHOLUMMU
rmapamMeTpamu:

destination d_firewalld_net {

tep (
"<IP-agpec areHTa cbopa nor-konnektopa>"



port (<Homep nopTa>)
persist-name(d_firewalld_for_siem)

):

};
destination d_firewalld_file {
file(
"/var/log/firewalld.log"
);
};

filter f_firewalld {
message("/N.* REJECT:.*$")
log {
source(s_sys);

filter(f_firewalld);
destination(d_firewalld_file);

};

log {
source(s_sys);
filter(f_firewalld);
destination(d_firewalld_net);

};

I'me, ykaxkure cieyrolye rapaMeTpbl:
o B mapamerpe destination d_firewalld net yKaxure:
e <IP-agpec aredTa cbopa nor-konnexktopa> - [P-ampec areHTa cbopa JIOT-KOJIEKTOPA;

e <HOMep nopTa>- TOpPT, IO KOTOPOMY areHT cOopa JIor-KoJ/uleKTopa OyZeT NMpUHUMAThb
cobbiTus.  [lo/pkeH — COBMazaTh CO  3HAueHWeM, yKa3aHHBIM B HACTPOMKax
COOTBETCTBYHOLIETO rpodus coopa.

e B mnapamerpe destination d_ firewalld file yKaXuTe c/leAywoOlMd NOyTb K Qaiiny:
/var/log/firewalld. log.

[171s1 BKJTFOUEHUST OTTIPABKU JKYPHAJIOB CJTy>K00M f1irewalld BBIOJHUTE KOMaHAY:

# firewall-cmd --set-log-denied=all

17151 3aBepiIeHNst HACTPOWKU He0OX0AMMO Tepe3anyCcTuTh CayX0y firewalld u syslog-ng.
4.2.4.2 Hactpoiika UFW

4.24.2.1 HacTtpoliika rsyslog
ITpoBepsbTe craTyc ciyxk661 UFW:

# ufw status

Eciu He ciy>k0a He 3amyIiieHa, TO BK/IIOUUTE ee

# ufw enable

BxstrounTe >XypHaMpoBaHue COObITUI:

# ufw logging low | medium | high | full

I'me:



e low— perucrpupyet Bce 3ab/0KMpOBaHHbBIE MMaKeThbl, He COOTBETCTBYIOIUE 3aZIAHHOU TIOJIUTHKE
(c orpaHuMyeHHeM CKODOCTH), a TaKXe TMaKeTbl, COOTBETCTBYIOL[ME 3aperuCcTpPUpPOBaHHBIM
rpaBU/am;

e medium— Bce TO, UYTO TMpU 3HaAYeHUH low, a TakkKe BCe paspelleHHble [aKeTbl, He
COOTBETCTBYIOL[ME 3a/laHHOM TMOJIMTHKe, BCe HeJOMyCTUMble MaKeThbl, U BCe HOBbIe COeJUHEHUSI.
Bce 3anucu BefyTcs € orpaHUueHeM CKOPOCTH;

e high — paboTaeT TakKe Kak 1 medium. ITroc Bce makeThl ¢ OrpaHUYeHreM CKOPOCTH;
e full — TaKkXKe Kak M high, HO 6e3 orpaHNUYeHHsT CKOPOCTH.
IIpumeuaHue: peKOMeH/1yeTCs UCII0/Ib30BaTh YPOBEHb JIorupoBaHusi medium.

I[Tepe3anyctuTte cyx0y:

# ufw reload

B koHburyparnmonHsiii ¢aiin /etc/rsyslog.conf mobaBbTe CTPOKY, yKasaB IP-aapec areHTa cbopa jior-
KOJIJIeKTOpa:

if $msg contains '[UFW ' then {

action(type="omfwd" target="IP-agpec areHta cb6opa nor-konnektopa" port="Homep
nopta" protocol="npoTtokon")

stop

| Vi (S
e <IP-agpec aredTta cbopa for-konnektopa> - IP-agpec areHta cbopa Jor-KoJuieKTopa;

e <HOMEp nopTa> - MOPT, TI0 KOTOPOMY areHT cOopa JIor-Ko/IjieKTopa OyZieT MpUHUMAaTh COOBITHSL.
Ilo/mkeH COBMaZiaTh CO 3HAUEHHEM, YKa3aHHbIM B HACTPOWKAX COOTBETCTBYIOIIErO MpPOQU/IsS
cbopa;

e <NpoTOKOM> - TPOTOKON (tcp wiu udp), MO KOTOpPOMYy areHT cOopa Jjor-Kosiiektopa Oygmer
NpYHUMaTh CoObITUsA. [lo/DKeH COBMajaTh CO 3HAYeHHEeM, YKa3aHHBIM B  HaCTPOMKax
COOTBeTCTBYHOIIIero npoguss cbopa.

[Tepe3amyctuTe Ci1ykK0y )KypHaIMpOBaHUS:

# systemctl restart rsyslog

OTKpoiiTe COOTBETCTBYIOILIUM MOPT:

# ufw allow <Homep nopTa>

4.2.4.2.2 Hacrtpoiika syslog-ng

[Tepen HaCTPOWKOM Ciy>KObI syslog-ng 3afaiTte punbtp f_ufw B aiine:
/etc/syslog-ng/conf.d/20-ufw.conf

[Mpumeuanue: B OC Astra Linux ¢huabTp co3aaH 1Mo yMo4aHUIO.
Copepxxumoe datiina:

filter f_ufw {
message("/N. *UFW. *$")



};

destination d_ufw {
file("/var/log/ufw.log");

};

log {
source(s_src);

filter(f_ufw);
destination(d_ufw);

};

His HaCTPOUKHU CITy>KObI syslog-ng qobaBbTe B KOH(UTypaljMOHHBIH catin CITY>KObI
/usr/local/etc/syslog-ng.conf ciaenyroljye napaMeTpsl:

B 6s10ke Destinations yKa)kKuTe TyTH /ISl OTTIDABKU COOOIeHU# B areHT cOopa JIor-KoJIieKTopa:

# Send the messages to an other host

#

destination d_net { tcp('"<ip areHTa cbopa nor-konnektopa>" port(<Homep nopTta>)
log_fifo_size( )): )

destination d_ufw_net { tcp("<ip areHTa cbopa J/Or-kKo//leKTopa, Ha KOTOPOM MOAK/IYEH
ufw kKak nctoyHuk>" port(<Homep nopta>) log_fifo_size( )); };

I'me, ykaxkure cieayrolye rnapameTpbl:
o B mnapamerpe destination d_net ykaxure:

o <IP-agpec areHta c6opa nor-konnexktopa> - [IP-agpec areHta cbopa Jior-KosieKTopa,
Ha KotopoM nogkaoueHa «OC cemerictBa Unix» Kak UCTOYHUK;

o <HOmep rnopTa> - MOPT, TI0 KOTOPOMY areHT cOopa Jor-kojuieKropa OyzeT TpUHUMATh
cobwiTus.  [o/bkeH — coOBMajaTh CO  3HaueHWeM, yKa3aHHbBIM B HaCTPOMKax
COOTBeTCTBYHOLL[Ero rpogus coopa.

e DB mnapamerpe destination d_ufw_net ykKaxure:

o <IP-agpec areuta cbopa nor-konnektopa> - IP-ampec areHTa cbopa j0r-KosieKTopa,
Ha KoTopoM nozax/iroueH UFW Kak MCTOUHUK;

o <HOMEp rnopTa>- TOPT, M0 KOTOPOMY areHT cOopa JIOor-KosuieKTopa Oy/eT MpUHHUMAaTh
cobbiTusi.  [lo/bkeH — COBMajaTh CO  3HaueHWeM, yKa3aHHbIM B HAaCTpOMKax
COOTBeTCTBYHOLLEro rpodus coopa.

B 650ke Log path HactpoiiTe GumbTp f71s )KypHanoB ot UFW:

log { source(s_src);

if {
filter(f_ufw);
destination(d_ufw_net);
} else {
destination(d_net);
Y

};



[TpoBeprTe HacTporiku UFW, BBINOHKB Criefyrolie KOMaH/bl:
# sudo ufw enable
# sudo ufw logging on

# sudo ufw logging low | medium | high | full
[Tepe3zamnyctute ciy»k0y syslog-ng:
# sudo service syslod-ng restart

4.2.4.3 Bknro4yeHne NCTOYHMKA Ha nnaTtdpopme

[Tepeiigute B BeO-uHTepdeic MmiaThopMbl M BBITOJHUATE AeMCTBHe «BK/IOUEHHE HWCTOUHMUKA» IS
rncrouHruka Uncomplicated-Firewall-UFW.

4.2.5 Windows

Ilnardopma Pagap nogaep>kuBaeT coop cobbIThi Co ciiemyromux Bepcuii Windows:
e BepCUH JJIsi IepPCOHA/IbHBIX KOMITBIOTEPOB:
o Windows XP;
o Windows 7;
o Windows 8, 8.1;
o Windows 10;
o Windows 11.
e CepBepHbIe BEPCUU:
o Windows Server 2008;
o Windows Server 2012;
o Windows Server 2016;
o Windows Server 2019;
o Windows Server 2022.
17151 >KypHaIMPOBaHUsT COOBITHI UCTIONMB3YIOTCS CIeIYFOIIIEe CEPBUCHI:
o Windows Eventlog - >xypHan cobeitiii Windows 7 1 rocieyroImyx BepCHii;
o Windows XP Eventlog - >xypHan coberruit Windows XP;

e Windows Event Collector (WEC) - cepBep, KOTOPbIii Ha OCHOBaHWH CO3/laBaeMbIX MO/ITUCOK Ha
COOBITHS MTO/TyYaeT COOBITHSI OT UICTOUHUKOB U 00eCIieurBaeT UX JIOKaTbHOe XpaHeHHUe.

4.25.1 Hactpoiika ucrouHuka Windows Eventlog

XapakTrepuctuku uctounuka Windows Eventlog B ITnardopme Papap:

XapakTepucTuka 3HaueHUe



XapakTepucTHKa

HasBanue

Howmep (ITopT)

Bennop

Tun

ITpodwis cbopa

3HaueHue
Microsoft-Windows-Eventlog
1514

Microsoft

Eventlog

«Moayns eventlog input local»
«Mogvyib eventlog input remote»

Xapakrepuctuku ucrounuka Windows XP Eventlog B Ilnargopme Pajap:

XapakTepucTHKa

Ha3Banue

Howmep (ITopT)

Bengop

Tun

IMpoduns cbopa

3HaueHue
Microsoft-Windows-XP
1523

Microsoft

XP

«Mogaynas eventlog input local»
«Mogaynb eventlog input_remote»

Hactpoiika MCTOYHMKA BK/TFOUAeT B ceOsi CieIyroIiye mpoLecchl:

1. «Co3gaHue yYeTHOM 3amucy s coopa cOOBITUIN.

«IIpemocTaBaeHue T101b30BaTE/I0 MPaB JOCTYIA K XKYPHAIY COOBITUI».

2
3. «HacTpoiika paciiMpeHHbIX IIOJAUTHK ayaura Windows».
4

«BK/Ir0oUeHMe MCTOYHHMKA Ha H]IaTd)ODMe».

4.25.1.1 CospgaHune y4yeTHOIA 3anucu gns coopa coobITUA

Co3paHure yueTHOMU 3armucH fyist cbopa COOBITHIA UMeeT CJiefiytole 0COOeHHOCTH:

e €C/IM UICTOUHHK HAXOOWUTCA B JIOMEHE, TO Ha KOHTPOJIJIEpe JOMEHd HEOGXO,E[I/IMO CO340dTb YUYETHYIO

3alMrChb U NMpeaoCTaBUTb el MMpaBa JOCTYyIIa K )XyPpHa/ly CO6BITHﬁ;

e €C/IM UCTOYHUK He HaXOAHUTCA B IOMEHe, TO HEO6XOAI/IMO CO344Th JIOKa/IbBHYKO YUETHYIO 3alliChb C

dHa/IOTMYHBIM Ha60pOM Ipas.

[71s1 co3fanusi yueTHOM 3aIyCH BBITIOIHUATE C/IeAYHOIlIYe AeiCTBUS:

1. B naHenu ynpasneHust Windows OTKpoiiTe KOHCOJIb YTIpaB/ieHHe KOMIIbIOTEPOM.

2. Tlepetingute B pasgen: Cayxeonbie mporpammbl — Local Users and Groups (/IokajibHbIe

no/ib3oBare/ M M rpynnsl) — Users (IIonb30Batenn).

3. BbBoBute KOHTeKcTHOe MeHH U BbibepuTe TyHKT New User (HoBbIii mo/ib30BaTtesib).
Otkpoetcsi okHO "New User (HoBbili Tosib3oBaTenb)" (cM. «Puc. 124»).



New User ? %

User name: siem

Full name: I

Description: [SIEM event reader
Password: loootottoooo.oo
Confirm password: IITTTTTITT I Y

[] User cannot change password
Password never expires
[[] Account is disabled

T

Create Close

Puc. 124 -- OkHo "New User (HoBblii nosb3oBaresib)"

4. YKaxuTe Cyiefyrolue JaHHbIe:
e B nosne Name yKaKuTe UMsi HOBOT'O 110/1b30BaTeJIs;
e B nonsx Password u Confirm Password ykakute maposib;

e eI Bbl He XOTUTe, UTOOBI IO/Ib30BaTe/lb MOT W3MEHWTh TMapojib, TO YCTaHOBUTE
COOTBETCTBYIOLLIWH (h/ar;

e U1  BK/IKYEHUS] HeOrPaHWYEHHOrO0  CpOKa  [JIeMCTBUS  TapoJii  YCTaHOBUTE
COOTBETCTBYIOLIMH (h/1ar

5. Haxwmwute kHOnKy Co3aTh. OTKpOeTCsl CTpaHULja C OTYETOM.

4.25.1.2 T[pepocTaBneHue NoJsib3oBaTe o NpaB A4OCTyNa K XXypHany co6bITuii

st mpefjocTaB/ieHysl TIO/Ib30BaTeI0 MpaB [0CTYyIa K )KypHaly COObITHH, ero Heo6xoAuMo 06aBUThH B
rpynny Event Log Readers.

[ns nobasnenus nosb3oBarens B rpymy Event Log Readers (¢ mpaBom focTyna K )KypHasiam COOBITHI)
He00X0/IMMO BBITIOTHUTE C/Ie/lytollre /1eHCTBUS:

1. B koHconu Computer Management (¥YTipaB/ieHe KOMIIbIOTEPOM) OTKPBITb pa3/en:

System Tools (Cry>kebHbie mporpammbr) — Local Users and Groups (JIoKanbHbIe TIO/Ib30BaTeMN
u rpynnsl) — Groups (I'pymmer)

2. Beibpats B criicke rpymmy Event Log Readers (HUurtarenu >xypHasna co6bitrii) (cM. «Puc. 125»).



;&‘ Computer Management = a X
File Action View Help
s 2@ XE = HED
* Computer Management (Local | Name Description Actions
> Ué System Tools ék Access Control Assistance Operators Members of this group can remot... Groups -
’ @ e enedig * Administrators Administrators have complete an .
{2 Event Viewer : More Actions »
> @) Shared Folders %: Baclftfp Operat?fs Backup Operat-ors can override se...
v B Local Users snd Gioups &% Certificate Se-rvvce DCOM Access Members of this groTJp are allowe... Event Log Readers a
= 2 Users &g Cryptographic Operators Members are authorized to perfor... More Actions »
“| Groups % Distributed COM Users Members are allowed to launch, a...
2 ) e
& Device Manager &% Guests Guests have the same access as m...
v &3 Storage ék Hyper-V Administrators Members of this group have com...
@, Windows Server Backug $~IIS_IUSRS Built-in group used by Internet Inf...
= Disk Management &k Network Configuration Operators Members in this group can haves...
> Fly Services and Applications &g Performance Log Users Members of this group may sche...
*; Performance Monitor Users Members of this group can acces...
%— Power Users Power Users are included for back...
&% Print Operators Members can administer printers ...
&k RDS Endpoint Servers Servers in this group run virtual m...
&% RDS Management Servers Servers in this group can perform ...
ék RDS Remote Access Servers Servers in this group enable users ...
$~ Remote Desktop Users Members in this group are grante...
*i Remote Management Users Members of this group can acces...
&E Replicator Supports file replication in 2 dom...
ék- Storage Replica Administrators Members of this group have com...
& System Managed Accounts Group Members of this group are mana...
*- Users Users are prevented from making ...
& KLAdmins KLAdmins
& KLOperators KLOperators
% SQLRUserGroupSQLEXPRESS SQLRUserGroupSQLEXPRESS
*~ SQLServer20055QLBrowserUserSPGRSERVER ~ Members in the group have the re...
< >

Puc. 125 -- Boioop rpynmnei Event Log Readers /151 BK/IIOUeHHs YUeTHOH 3aMUCH.

OTKpBITh TIPaBOM KHOMKOM MbIIIM KOHTeKCTHOe MeHko rpyrbl Event Log Readers (Uurarenu
)KypHana cobeituii) 1 BeiOpaTh MyHKT Add To Group ([lo6aButk B rpyrmmy). OTKpoeTcss OKHO
Event Log Readers Properties (CBoiicTBa: UntaTenu )KypHaia cobbiTuii) (cM. «Puc. 126»).

[nst o6aBieHys TI0/Ib30BaTesIsl B TPYTITY:
e Haxarb kHOTIKy Add (Jo6aBUTH).

e B orkpeBiiemMcs okHe Select Users (Bwibop: ITosb30BaTen) BbIOpaTb B CITMCKE
TI0/1b30BaTeJIsl, CO3[JaHHOTO paHee, U 100aBUTh ero B rpymily, HakaB KHOMKY OK.

Hnsi coxpaHeHusi BBefleHHbIX HacTpoeK B OkHe Event Log Readers Properties (CBolicTBa:
YuraTenu KypHasa cobbIThii) Haxkatb KHONKY OK (cM. «Puc. 126»).



Event Log Readers Properties

General

% Event Log Readers

Description: Members of this group can read event logs from local
machine
Members:
A siem
Changes to a user’s group membership
Remove are not effective until the next time the

user logs on.

OK Cancel

Apply

Help

Puc. 126 -- lo6aBienne nosib3oBaTens B rpymnmny Event Log Readers.

BHeceHHBbIe H3MeHEHUS BCTYIIalOT B AeﬁCTBHe Ipu cjieJyroiem BXxoae HOBOr'o I10/Ib30BaTe/id B CUCTEMY.

4.2.5.1.3

[nsi HacTPOWMKMU TMOMUTHK ayAuTa Ha KOHTpOJiepax JoMeHa WCIMO/b3yHTCsl TPYIOBbIe TOJIUTHUKU

JIOMeHa.

B rpymmoBoii mo/iMTHKe, MpUMeHsIeMOM /711 KOHTPOJIJIEPOB I0MeHa, BK/TFOUUTE TIOJIUTUKY UCIIO/Ib30BaAHUS
paciiMpeHHOM KoH¢uWrypauuu mosutuku ayauta «Audit: Force audit policy subcategory settings
(Windows Vista or later) (AyauT: NpyuHyJuUTeNbHO Tepeonpe/e/sieT mapaMeTpbl KaTeropyuy TMOJIUTUKU
ay/JiuTa napameTpaMu Mo/iKaTeropuu noauTuku ayauta (Windows Visa uam ciiefiyrolijye BepCcrm))».

[aHHy!O TIOMUTUKY HeoOXxoauMo BKMOUMTh B pasgene «Computer Configuration (Kondwuryparus
KoMmreioTepa)» — «Windows Settings (Kondurypauus Windows)» — «Security Settings (ITapameTpsi
6e3omacHoctn)» — «Local Policies (JlokampHble TOMUTUKHM)» — «Security Options (ITapameTpsr

6e3omacHocTh)» (cM. «Puc. 127»).

HacTpolika paclimMpeHHbIX nonutuk ayauta Windows

v & Kondurypawms komnuioTepa
KongMrypauma nporpaa
v [ Kowdurypauns Windows
Monwtics paspewsenus unen
L Cuenapwn (sanycx/sssepuwenne)
9 Paseepryrue npusreps
v T NMapamerpei Gesonacnoctn
2 Monumaxm yuera sanmcest
v 3 Noxansssie nonwtn
2 Nonvmiea ayanrs
4 Hasmauense npas nonssosatens
2 Mapamserpui Gesonacroctn
Bparamayrp Windows s pesae 6e

. DCOM: Orp:
DCOM:
o AYANT: 3yanT A0CTyNa FA0BANEHLD CHCTEMMbIX O6bexTOR

"a gocTyn o

P na sanycx e

. AyauT: syanT pEHACTIN 13 BoccTaNGE,
. AYAHT: HEMEANEHHOS CTIANOUEHHE CHCTEMBI, ECAM HEBOIMONNO BHECT
& Ayaur: pyn nosw

. AoCTyn K cemi: Pa3pewsiTs TPancAaMo SHONMMNOTD SID & ws
. Sasepusernte paBoTu: OwnCTra BIINA NOAKEUKM BHPTYAALHON NSMATH,

oA ancneryeps cnncea cered

Monwminem oTepemore Knmous

FlOAMTIKM OFPIMMNERNOFO HCROABYOESHIS NPOFP-
TlonuTurn ynpaenests npuAGennamm

8, Nonrwen P ™ P 5 xoun

pabore: patoTm cucTemn 6e3 &

7 BX0A & CHCTenry: npw cmapr-

i EXOA B CHCTEALY: SArOAOBOK Ana nonssoe

EXOA B CHCTEAY: KOMMUECTEO NPEABTYLLIX NOAKMONE

- i EXOA £ CHCTeNty: 06 ucre

. VANTEpaKTUEN®AT BXOA B CHCTEMY: He OTOBPAXATS NOCAEANEE WA NN
. VinrepaxTineiel £X03 B CHCTERTY: He TReBoBaTh Hawatna CTRL+ ALT+D

i EX0A & CHCTEMY: P ceeaernn o

v ) KoMGHIYPaLHA PACLIMDEHHORN NONKTIIN SYAHTS
v 18 Nonumien ayaura cncreas: - OBvext noxanswe
T Broa ywerwoit sanucu
7 Ynpaenenue yuensinamn 3anucaMIn
3 Noapobmoe oTcrexmeanme
7 Aoctyn k caywbe xarancroe (05)
3 Broa/esoon
3§ Aocryn k obvextans
35 Vismenenme nomumucs
T Wenonbsosanme npueinerwii
3 Cucrens
5 Ayant aocryna x enoBessmbin obvextam
ol QoS Ha ocHose noswmIeH
7 AAMIMUCTPATHEHSSE WABOHE

< >

v

i BXOA & CUCTENY: NIOPOTOBOE YHCNO nonw
. VNTEpaKTIENsal BXOR & CHCTEATY: NPEAEN NPOCTOR KOMNBIOTEPS
_. Visrepaktieneait £X04 & CHCTEMY: TeXCT COOBLIEHNA AN NONBICEATENE]
. VINTepaxTIo bt BXOR 8 CHCTEAY: TPEGORATS NPOBEPKI HA KOHTROARED
MnTepaxtuenesit £x04 & CHCTEy: TPEGORSTS CMSPT-KPTY
Knutent cerw Microsoft: ncnonssoears undpoeyio noanucs (eceras)
<. Knment cemn Microsoft: ncnonssosams uidposyro nognuce (< cornacm
- Knment cetn Microsoft: o1npasnats nesawwmdposanmsiit NAposs CTop
.. Koncons socc:

KMM BXOR AAMMHN
Awcret w qocTyn
. KOMTPOANED AOMENS: JANPETHTE HIMENEHE NAPONA YWETHBI JNHCER

2 Kowcons

|
cepeepa 323203 i
# nognuecw Ana LDAP-cepe

AoMena:

Aomens:

. KOMTPOMb yweTHbix 1aNHCETk BMPTYANHIAUMA CEOES 33NUCH & GIN W PEECTD HA OCHOBINWH PACNONGMEHM NON...
KONTPOAb yWeTHb0r 33NHCETE: BCE AAMUHHCTPITOPB PABOTIIOT B PEXMNAE OA0EPENIA JAMHHHCTPITOPOM

SDDU (Security Descriptor Definition Language)
SODL (Security Descriptor Definition Language)

He onpeaeneno
He onpeaeneno

| CeoiicTea: AysnT: NpIHyAMTENBHO NEPEONPEAENSET NAPA... ?

Napansep noxarsnoR 6230n300C™  O6aacsesn

Ay row
KATEr OOWA NOMMTIAGA 3y TA NADAMETDEWM NOSKATEr 0DV
nommeot aymTa (Windows Vista un Chegpouine Bepcus)

(® Beacouent

(O Omnosen

Omera

Bunoven
Omemouen

Puc. 127 -- lo6aeenne Audit: Force audit policy subcategory settings




[l akTUBAIMM ayJuTa AJi1 KOHTPOJUIEPOB [JOMeHa HeOoOXOJMMO HACTPOMTh TIPYIMIIOBYIO TOJIUTHKY,
KOTOpasi paclpoCTpaHsieTcsi Ha KoHTelHep, copepxaiuii DC (KoHTposiiepsl 1oMeHa), B COOTBETCTBUM C
Tabmred 1. (cM. «Puc. 128»).

H Pepaxtop ynpasnennn rpynnossium nonmTskanm

@afin  Jefictewe  Ba  Cnpaswa
|2 m= | HED

|2 Mommia Default Doman Pokcy [WIN-R21665UFDPE.PFR.RL] [ Donxaveropua | Cobemva ayaura |
= g KoMMryPaLIA KONNLKOTED3 5 AyanT nposepsor yweTre aars He HacTpoera
= MommTie 54 Ay cnysBi! NpoBEpKI NOAMNHOCTH Kerberos He HacTpoeHe
8 [ Kodwrypawse nporpass: S5 AYAMT ONEpaLSA ¢ BineTami oyl Kerberos He HACTPOSHD

= | Kondwrypawss Windows:

5% AyanT apyrioc cofiermiai BX00A y9RTHSX 3aruceR He macTpoeno
@ 7] Nommiea paspewesuen uren

=] Cuewapest (3anyox frasepuwersie)

S NapaneTpe: besonacocTn

3 Momiminas yusTHen: Sammcei CBORCT Ba: AYANT NPOBEDKN YHETHBOE AANNEIX x|

J Moxanseeie nomrinn

# (J Nommisca ayauta n""""lrb’“"""l

B § Hamauersie npas nonssosatens

& [l Napanetpe: fesonacocti j By3AT NDOBEDIM ¥HETHOO BHHBO
i Kypean cofema

A TPynne: € orparr-ennM 40T yNon
4 Cwcresesie crymbel
@ Peectp

W R AR

' Bafinosan orcrens ¥ HacpouTs cnemywowme colbmin BymTa:
F5” Momemism nposonwol cerw (JEEE 802.3) | Yenex

| Bpaamayzp Windows & pesase nossiuerHol Besonaco

| TIOMMTINGH QMCNeTIspa Cruscca CeTedh W Omas

st Momiervwn Gecnposoarod cemw (IEEE 802.11)
| Mot OTKPBITOND KMOUA
| MoniTieg: OrpaHMENHOMD HONOMLI0S3FIA NDOrPaNN
| Faura focTyna K ceTi
| MonTiest yIPaBEA MpHIOKEHItS
& 3 Nonuriea IP-Besonacocy ma "Criywba katanoros Actin
2 [ KoHdwrypaws pacumpesssi NOMMTISM 3yauTa
£ 1% Nonwriea ayanra

HEHEEE

# [ Noapobuoe orcreximane

@ [ Aocrym k cnywbe xatanoros (DS)
& A Bwoafecon

= ':1 [locTyn i ofmescran

& [ Wanerierse nomemiest

® 5 Wnomssosane npas

& [ Cucrema

@ [ AyauT aocTynak roSansHem oSbexTan
%yl QoS e oavose nomiect OK Onveria Mpwagrum
@ A wanos: norme (ADMX-be

= [ Hactpoia
8 ] Kondwrypaus Windows
# (3] MapaneTpst NEHEM YNPaBREHUA
2 & Komdwrypawsm nonssosatens
& [ Nommaas

@ (] Hactpoixa

‘ 2

Puc. 128 -- VI3MeHeHHe NOIMTUK ayAuTa.

Tabnwua 1 -- ITomtuku aygura OC Windows 2008/2012

ITonuTuka aypura Tun cobbITHI

Ayput nipoBepKy yueTHbIX JaHHbIX (Account Logon — Audit Credential Validation) Ycnex u OTkas

Aynur cnyx6s1 npoBepku nogyuHHOCTH Kerberos (Account Logon — Audit Kerberos Authentication

. Ycnex u OTKas
Service)

Aynut onepauuii ¢ 6uneramu cny>x6ni Kerberos (Account Logon — Audit Kerberos Service Ticket

. Ycnex 1 OTkas
Operations)

Ayput 1pyrux coObITHI BX0/ia yueTHbIX 3amuceit (Account Logon — Audit Other Account Logon

Ycnex u OtKas
Events)

Ayput ynipaBsieHust rpynnamMu nipuioxkeHui (Account Management — Audit Application Group

Ycnex u OtKas
Management)

Aypur ynipaBsieHUsl yYeTHBIMHU 3aIUCSIMUA KOMITBIOTepoB (Account Management — Audit Computer

Ycnex u OTkas
Account Management)

Aypur ynpassieHust rpynnamMy pacrpocTtpanenust (Account Management — Audit Distribution Group

Ycnex u OTkas
Management)



ITosuTHKa ayauTa
AyauT apyrux cOOBITHIA yTpaB/ieHHsl YUeTHbIMU 3anucsmu (Account Management — Audit Other
Account Management Events)

AypauT ynipaB/ieHust TpynmnamMu 6e3omacHoctd (Account Management — Audit Security Group
Management)

Ayput ynpassieHUsl yueTHbIMU 3anucsiMy (Account Management — Audit User Account Management)

Aypur aktuBHocTd DPAPI (Detailed Tracking — Audit DPAPI Activity)

Ayput co3panus npoueccos (Detailed Tracking — Audit Process Creation)

Bk/rouaTh KOMaHAHYIO CTPOKY B COOBITHS co3aHus mporjeccoB (Computer

Configuration — Administrative Templates — System — Audit Process Creation — Include command line

in process creation events)

Aypur 3aBepuenusi nporjeccoB (Detailed Tracking — Audit Process Termination)

Ayput coberruii RPC (Detailed Tracking — Audit RPC Events)

Ayput nozipo6HOI perivkanyy ciy»0b1 KatanoroB (DS Access — Audit Detailed Directory Service

Replication)

Aynur noctyna K ciyxbe karanoros (DS Access — Audit Directory Service Access)

Aynaut usmeHenus cy>k0b1 KaTanoros (DS Access — Audit Directory Service Changes)

Aypaut perutukaimu cny>»0s! kKatamoros (DS Access — Audit Directory Service Replication)

Aynur 61okupoBku yuetHbix 3anmceit (Logon/Logoff — Audit Account Lockout)

Aypur pacimperHoro pexxuma IPsec (Logon/Logoff — Audit IPsec Extended Mode)

Aypur ocHoBHoro pexxuma IPsec (Logon/Logoff — Audit IPsec Main Mode)

Aypur 6eicTporo pexkuma IPsec (Logon/Logoff — Audit IPsec Quick Mode)

Aynut Boixoza u3 cucremsl (Logon/Logoff — Audit Logoff)

Aynut Bxoga B cuctemy (Logon/Logoff — Audit Logon)

Aypur cepepa nonuTrku cetu (Logon/Logoff — Audit Network Policy Server)

Aypur npyrux cobbrtuii Bxoza/Beixozia (Logon/Logoff — Audit Other Logon/Logoff Events)

Aypur ciermansHoro Bxoga (Logon/Logoff — Audit Special Logon)

AypuT cobeiTrH, co3paBaembix npunoxeHusmu (Object Access — Audit Application Generated)

Aypur cBenienmii 06 obiem datinoBom pecypce (Object Access — Audit Detailed File Share)

Tun co0bITHI

Ycnex u OTkas

Ycnex u OTkas

Ycnex u OTKas

He ¢ukcupyrorcs

Ycnex u Otkas

BkitoueHo

Ycnex n OTkas

He dukcupyrorcs

He ¢ukcupyrorcs

Ycnex u OTKas

Ycnex u OTkas

He ¢ukcupytorcs

Ycnex u OTKas

He ¢ukcupyrorcs

He dukcupytorcs

He ¢ukcupyrorcs

Ycnex

Ycnex u OTKas

He ¢ukcupyrorcs

Ycnex n OTkas

Ycmex u OTKas

He ¢ukcupyrorcs

He dukcupyroTtcs



IMonuTHKa ayauTa

Aynur obitiero datinosoro pecypca (Object Access — Audit File Share)

Aynut datinosoit cuctemsr (Object Access » Audit File System)

Aynur nogkmouenus pubtpaipu (Object Access — Audit Filtering Platform Connection)

Aynur orbpaceiBanus naketoB ¢unbtpanuu (Object Access — Audit Filtering Platform Packet Drop)
Ayput pabots! ¢ guckpunropamu(Object Access — Audit Handle Manipulation)

Aynut o6wekToB sifpa (Object Access — Audit Kernel Object)

Aynur apyrux cobbituii soctyna Kk o6bekram(Object Access — Audit Other Object Access Events)
Aynut peectpa (Object Access — Audit Registry)

AypauT mucrieTduepa yueTHBIX 3amucei 6e3omacHocty (Object Access — Audit SAM)

Aypaut u3menenus nosutuku ayauta (Policy Change — Audit Policy Change)

AyauT u3mMeHeHUs TTOJUTUKY TTpoBepku noymHHOCTH (Policy Change — Audit Audit Authorization
Policy Change)

Ayaut udmeHenus rosutuku aBropusanuu (Policy Change — Audit Authorization Policy Change)

Ayput m3meHenus osutukK ¢unstparyu (Policy Change — Audit Filtering Platform Policy Change)

Ayt n3mMeHeHust OJMTUKK Ha ypoHe npaBun MPSSVC (Policy Change — Audit MPSSVC Rule-
Level Policy Change)

Ayput apyrux cobbituii m3mMeHeHus moymtHKH (Policy Change — Audit Other Policy Change Events)

AyauT UCTIOIb30BaHKS TIPUBMJIETUM, 3aTparuBaroux KoHuAeHMa bHble JaHHbIe (Privilege
Use — Audit Sensitive Privilege Use)

AyauT UCToIb30BaHMs PUBUIIETHH, He 3aTparuBaroinx KoHbUAeHI[uaIbHbIe JaHHbIe (Privilege
Use — Audit Non-Sensitive Privilege Use)

Aypaut npaiiBepa IPsec (System — Audit IPsec Driver)

Aynur ipyrux cucteMHbix cobbiTuit (System — Audit Other System Events)

Aynut usmeHeHus coctosiHus 6e3omacHoctu (System — Audit Security State Change)
AyauT paciupeHus CUcTeMbl 6e3omnacHocTH (System — Audit Security System Extension)

Ayput uenoctHoctu cucteMsl (System — Audit System Integrity)

4.2.,5.1.4 Bko4YeHNe NCTOYHUKA Ha nnaTtdopme

[TepetizuTe B BeO-MHTEpdEIC TIaTGOPMBI U BHITIOTHUTE CIeYIOIINe 1eHCTBUS:

Tun co0bITHI

Ycnex u OTkas

Ycnex u OTkas

He ¢ukcupyrorcs

He ¢ukcupyrorcs

He dukcupytorcs

He dukcupyrorcs

He ¢ukcupyrorcs

Ycnex u OTKas

He dukcupytorcs

Ycnex u oTkas

Ycnex u OTKas

Ycnex u OTKas

He dukcupytorcs

Ycnex u Otkas

Ycnex u OTKas

Ycnex u OTKas

Ycnex n OTkas

He ¢ukcupyrorcs

He ¢ukcupyrorcs

Ycnex u OTKas

Ycnex n OTkas

Ycnex u OtKas



1. Tlepeligute B pasgen Ucrounnku — M CTOUYHHKH.

2. Tlepetigute B BeO-uHTepdetic m1aThopMbl U BBITIOJHUTE AelCTBUE « BK/IIOUeHHe UCTOUHUKA» [IJIst
rcrouHruka Microsoft-Windows-Eventlog v Microsoft-Windows-XP.

4.25.2 Hactpoiika uctouHmka WEC

XapakTtepucTyiku uctouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHuUe

Ha3Banue Microsoft-Windows-WEC
Howmep (ITopT) 1524

Bengop Microsoft

Tun WEC

«Mogayiabe eventlog input local»
«Mogavyias eventlog input remote»

IMpoduns cbopa

B 3aBHUCMMOCTH OT KOH(UIypalyyd CeTd HACTPOMKA MCTOUHHKA BBITIOJHSAETCS OJHUM U3 CJeYIOIIUX
Crioco0oB:

o «Hactporika WEC BHe jjoMeHa»;

e «Hactpoiika WEC B JoMeHe C HUCII0/J1b30BaHUeM I'PYIIINOBLIX HOJIUTUK.

4.25.2.1 HacTtpoiika WEC BHe gomeHa
HacTpoiika nepecbuIKH COOBITHI, HHUIIMUPOBAHHON COOPIIIMKOM
[Tepen HaCTPOWKOM HEOOXOAUMO:

e Pa3peIIUTh MeX/1y UCTOUHHUKOM U COOPIIIMKOM CeTeBOe B3aumozelcTBue 1o noptam 5985/TCP u
5986/TCP;

e Ha ucTOYHUKe 06aBUThH «Network Service» U ucrosb3yemoro mnosb3oBarens B «Local Computer
Policy/Computer Configuration/Windows Settings/Security Settings/Local Policy/User Rights
Assignment/Manage auditing and security log»;



Manage auditing and security log Properties ? X

Local Securty Setting  Explain

'il Manage auditing and security log

Administrators
NETWORK SERVICE
WIN-2CSJOOGASUP\reader

Add User or Group...
Puc. 129 — lo6aBnenue Network Service

BLIK/TFOUMTh Ha WCTOYHMKe W cOopiguke rpoBepky mnoayiuHHOCTH NTLM B «Local Computer
Policy/Computer Configuration/Windows Settings/Security ~Settings/Local Policy/Security
Option»(onLMoHaNbHO);

Ha UCTOUHMKe 100aBuTh «Network Service» W MCIO/Ib3yeMOro To0Jb30BaTesss B rpymmy «Event
Log Readers»;

yCTaHOBUTBD TI0C/IeJHHUE OOHOB/IEHUS /IJIs1 OTIEPALIMOHHOM CUCTEMBI U TIepe3arpy3uTh (MCIPaBIIsIOT
n3BecTHbIe pobieMbl ¢ WinRM u .Net).

Hacmpotika ucmoyHuka coobimuti:

1.

2.

OTKpBITh KOMaHJHYI CTPOKY C TIpaBaMU aIMUHMCTPATOpa CUCTEeMbI U B Hel MOC/e/[0BaTe/bHO
BBITIOJTHUTD CJIeIYIOL1e KOMaH/bl:

winrm gc -q
wecutil gqc /q

winrm set winrm/config/client @{TrustedHosts="ip_agpec_cbopuwnka"}

Co3zaTh yueTHyIO 3amuch U 100aBUTH ee B rpyImy «UuTaTesu >KypHasia COObITHI».

Hacmpolika coopujuka coobimuti:

1.

OTKprTB KOMdHJAHYIO CTPOKY C IpaBaMW dJMHWUHUCTPATOPa CUCTEMBI U B Heil nocjie0BaTe/IbHO
BBITIOJTHUTH C/ieyrolre KOMaH/bI:

winrm gc -q
wecutil qc /q
winrm set winrm/config/client @{TrustedHosts="ip_agpec_ucTouyHuka"}

3aiiti B «IIpocMOTp COOBITUI» U CO3/1aTh MOATUCKY:

e HaxxaTb mpaBo KHOMKOM M0 NMyHKTY «IToAMucKyu» 1 BbIOpaTh «C03aTh TOAHCKY».



] Npocmorp cobummwit - u] X

Qaitn  feicreme Bua Cnpaexa

-

v Hactpausaemeie npeacrasnesma
v s Xyprans: Windows

lo
I«
(
5]
{

= Kyprans: npuaoxesnit n cayxb

1 Noanucxn

Wn Cocrosmme Tun Moogse | Moanucxn 2

Mpunowenne Omxpuims coxpanesmbiil xypran..
Besonacnocre ¥ Cozaams nacTpaneaemoe npeacrasnenme..
Ycranosxa

Wmnopt HacTpansaemoro npeactasnenms
Cucrema

Meperanpasnenmsie cobuimua Cosgame nognucxy
Bua »

Orxpoite coxpanenmuii xypran.. G O6woewms

Cozaate MacTpansaesoe npeacTasnenne... ﬂ Cnpasxa »

MIMnopT nacTpaneaesoro NpeacTasnenna

Cosgare nognucxy...

Bna >
O6nosute

Cnpaexa >

Puc. 130 — ITpocmoTp cobbiTUi. Co3aaHue NOANMCKH

B oOTKpbIBIIEMCS OKHe BBeCTH HMsl TMOAIMCKHA, BBIOpaTh KOHEUHBbIM JKypHana [is
M0/TyyaeMbIX COOBITMH W THI TOANHMCKA «VHUIIMUPOBAHO COOPIUKOM» U HaXKaTb
«BbIOpaTh KOMIBIOTEPBI».

CeoficTea nognuckm =

Wma nognucem: ||

Onucanne:

KoHeurslii xypHan: MepeHanpaeneHHble CoBBITUA e

Tun NOANMCKM N MCXOAHBIE KOMMBROTEDEI
®) WHuyunposaro cBopLymkon BuiBpaTh KOMMBHOTEPEL...

JtoT KOMMOBHTED CEAZBIEAETCA C MCXOAHBIMK KOMMOBHITERAMA U NPEACCTABNAET NOANWCKY.

() MIHULMNPOBAHD MCKOAHBIM KOMMBHOTEPOM BriGpate rpynnbl KoMOsOTEROE

WecxogHele KOMNBHITEDEI B EblﬁpEHHblx rEynnax JoHe BEITE HACTPOEHBI © NOMOLUEHD NAWTHEN MK
NOKANEHOM KOHq)HI'_‘,"pELl'HH Ha YCTAHOBAEHWE CEAZKM C A3HHBIM KOMNOBHTEDOM W NOMYHEHWE NOIMNUCKNA.

Cobupaemele cobemma: <MNETP HE HACTPOEH> Beibpate cobermua... =

Y4ETHEA 33aNNCk NONL30BATENA (A0AXHA MMETE JOCTYN ANA HTEHWA K AyPHANAM WCTOYHUKA):

Y4EeTHaA 3aNNck KOMNBHOTERa
MzmeHeHME yHETHOR 3aNUCH WKW HACTPORKS ACNONHWUTENBHBIX NapaMETROE: fononHuTensHo...
QK OTmena
Puc. 131 — CpoiicTBa NOJMMCKH

Haxatb «/100aBUTh JOMEHHbIN KOMIIBIOTED.



-4 KomnetoTepel

Komneroreper (0):

Kras AoBaEnTs AOMEHHBIA KOMMNBRITED...

onees

Puc. 132 — [To6aBieHre KOMMeHTapus

Bsectu [P-agpec unu DNS-uMs uctouHuKa U HaxkaTb «OK».
Beibop: "Komnetotep”

BriGepuTe TN ofbekTa:

|"Komnmeep" | Tunb! oBbeKTOB...

B cnepyowem mecte:
|WOHKGHOUP |

Pasmewenme. ..

BeeovTe vMeHa BoiBvpasmbl ofberToE [DpUMEaDLI):
152.168.150.20

[poBepyTE MMeHa

LononHuTensHo. .. OK OmaeHa

Puc. 133 — 3anosiHeHue cBefienuii 06 IP-aapece uiu DNS ucrounnka

e Haxatb «BbibpaTh COOBITHSI», HACTPOUTH (PUIBTP A/ 3aripoca HeoOXOJUMBIX COOBITUH U

HakaTh «OK».



TunbTp 3anpoca >
PuneTp XML
Aara: NiobBoe Bpems w

Yposerb cobemus: Kpwtuueckoe Mpegynpexaetne [ ] MogpoBHocti

COwmbra CBEIEHNA

® Mo *ypHany KypHane! cobeimnii: |HpMnDDKEHMe,EE.unar:HUCTb,CM -

() Mo wctounnky  Wetounmkn coBrimmii: | -

Brntodenne nan nckniderne kogos coBeimuil, BeegnTe kogel cobbimrid nawn guanasoHbl
KOJ4OE, Pasfenan ux 3anateitn. s ncknroueHna yonoBna BEEIUTE 3HAK MuHyC. Hanpumep:
1,3,5-99,-76

|<Bce KOAEl COBBITHEA>

Kateropua sagaum: |

Kntoyeekble cnoea: |

MonezoBaTens: |<Bce NoABZ0BATENN> |

Komneroteper: |<Bce KOMMEHTER B> |

CuncriTte

Otmer

Puc. 134 — ®unbTp 3anpoca

e Haxarb «/lomonmHUTeILHO» W BbIOpaTh «OmnpeeneHHbIN I10/1b30BaTe/b», OCTabHbIE
rapamMeTpbl OCTaBUTh 10 YMOTYaHUIO.

,ﬂ,DI‘IDJ‘IHHTE.I'IbeIE napaMeTpbl NC4NUCKW X

YueTHana zannce NONB30EBATENS:

BriBpaHHbIE yHETHBIE 33NMCKH JONHHBl MMETE JOCTYN ANA HTEHWA K NPOTOKONZM MCTOMHWKE
() YuetHan 3anuck komneroTepa
(O] OnpeaenenHblid Nnone3oBaTENE
SRV-DEMO-1\reader Monezoeatent U Naponk...

OnTrMW3aLMA oCcTaBkn coBbImuii
®) OBbiunan
() ¥YMEHBLUEHHAA NPOMyCKHaR cNocoBHOCTh

() YmeHbLUEHHAA 3aepoKKa

MpoTtokon: HTTP v MopT 5985

o

Puc. 135 — [lono/1HMTe/TIbHBIE NApaMeTPbl NOANHCKH

3. Haxarts «Ilonmb3oBaTens U MapoJ/ib», BHECTHU YUETHbIE NdHHBIE I10/Ib30BATe/Id, CO34dHHOI'O Ha
cepBepe-uCTOUHHKE COGBITHﬁ, " 3aTeéM COXPAHUTHb U3MEHEHMUA.



4. Tlocne co3faHusi TIOATIMCKY TIPOBEPUTH €€ CTaTyC, Ha)kaB 10 Hel TpaBOM KHOTKOW M BbIOpaB
«CoCTOsIHUe BBIITOJTHEHUS».

4 CoCToAHWE EBINCAHEHWA Nognuckn - Test-Cl *

CoctoaHue NoANWUCEH:

AKTHEHBIN - : HET 40N0NHWTENEHOMO COCTOAHKA,

WMoxogHele komnetoTeper Beero 1, 1 AKTUMEHARA

CocToanue Komnetotep OTknHuYuTE

'ﬁ'AKTHEHbIﬁ 192.168.150.20

[192.168.130.20] - AxrmBnbii - : HET 4onNoAHWTENBHOMD COCTOAHKA,

JakpeITe
Puc. 136 — CocrosiHHe BBINO/THEHHS MOANMCKHA

5. IIpoBepuTh MOCTYyIIEHHE COOBITHI B YKa3aHHBINA B TIOATIMCKE XKYPHaI.
HacTpoiika nepecbiiKi COObITHIH, HHUI[UMPOBAHHON MCTOUHHUKOM

[Tepen, HacTpoOWKOW HeoOXOAWMO pa3pelmTh Ha (aiiepBosie cOOpLIMKA CeTeBOe B3aUMO/EHCTBHE 10
nopty 5986/tcp.

Tak>xe He0OXOIUMO BHIMYCTUTb U YCTAaHOBUTh CEPTU(UKATHI TPOBEPKU MO/TMHHOCTH K/IMEHTa U CepBepa
B COOTBETCTBHUH CO C/Ie/[yIOI[UMH TPeOOBaHUSIMMU:

e cepTH(UKAT TPOBEPKH TOIMHHOCTH CepBepa /JO/DKEeH ObITh YCTAHOBJEH HAa KOMIIBIOTEpe
cbopivka COObITWM B JIMUHOM XPaHWIWIIE JIOKAJBHOTO KOMIIBIOTEpa, CyOBEKT 3TOTro
cepTUdUKaTa I0/DKEH COOTBETCTBOBATh MOJIHOMY JOMEHHOMY MMeHH COOPILUKa;

. CepTI/I(bI/IKaT MPOBEPKH TIIOA/IMHHOCTU KJ/IME€HTa [OOJ/DKEH OBITH YCTaHOBJ/IEH Hd KOMIIBKOTE€paX
WCTOUHMKA COOBITUM B JINUHOM XpaHW/IMILE JIOKA/IbBHOIO KOMIIBHOTEpAd, Cy'6"beKT 9TOro
CepTI/I(bI/IKaTa A0JDKeH COOTBETCTBOBATH ITIOJIHOMY NOMEHHOMY MMEHU NCTOUHHKA;

e CepTU(UKAT YAOCTOBEPSIOLIEr0 L[EHTPA J0/DKeH ObIThb YCTAaHOBJEH HAa BCEX KOMITbIOTEpax B
«JloBepeHHbIe KODHEBbIE 1[€HTPbI CePTU(PUKAL[MM»; €C/TH CepTU(UKAT KIMEeHTa BbIJAH LIEHTPOM
cepTU(UKALMHY, OTIMYHBIM OT OZHOTO W3 COOPIUKOB COOBITUMN, ITH KOPHEBBIE ¥ TTPOMEKYTOUHbIE
cepTHU(UKATBI TAaKXKe JOJDKHBI ObITh YCTaHOBJIEHBI Ha COOPIIMKe COOBITHH;

e TPOBEpPUTH y CepTU(UKATa MPOBEPKU MOJIMHHOCTY K/IMeHTa Hajiuure pa3peliieHus Ha YTeHue JJis
noss3oBatens NETWORK SERVICE:

KoHconb ynpaBneHua cepTudmkatamm\npaBoil KHOMKOW no cepTudnkaty\ynpasneHue
3aKpbLITHIMU  K/IlYaMK



e e cepTH(UKAT KaWeHTa ObLT BbIIaH MPOMEXYTOUHBIM LIEHTPOM CepTHU(MHUKAI[UHU, a COOPIUK
paboraer Ha Windows 2012 wiu Gosiee mo3aHel BepCcuH, HEOOXOJUMO HACTPOUTH CIIeAYHOIIIA
paszes peectpa:
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Control\SecurityProviders\Schannel\
ClientAuthTrustMode (DWORD) = 2

ITpoBepuTh COCTOSIHME OT3bIBA CEPTU(PUKATOB MOXKHO C/Ie/lyIOIINM 00pa3oM:

certutil -verify -urlfetch <nyTb go daina ceprtupukarta>
Hacmpotika ucmoyHuka co6bimuti

1. OTKpBITb KOMaHJHYIO CTPOKY C MpaBaMH aJMUHMCTpaTOpa CUCTEMbl U B Hel BBIMIOJHUTh
C/1eyIOLIYI0 KOMaHAy:

winrm qc -q

2. OTKpbITh peJaKToOp JOKalbHOM TpynrnoBoid mnoauTuku (gpedit.msc) W mepeilTd B pasfje:
[MomuTrika  JjioKambHOTO  KommbioTepa\KoHpurypauuyss — KomrmbioTepa\AIMUHUCTPATHBHBIE
mabmoue\Windows KomrmoneHThI\[Tepechinika cOObITHI.

(=] Pegaktop nokansHoli rpynnosoii nonuTkA

®aiin  [Jeicrene  Bug  Cnpaska

o | nm= HE T

=/ Monuruxa "Nlokansmsii kemnerorep” |7 Niepectuna cobemnn
~ (& Kondurypauna komnsrorepa
7 Kondurypauus nporpanu

7 Kongurypauna Windows

w [ AQMUHICTPaTUBHbIE LIaBAOHS: ] HactpouTs komeursii ancnerucp noammcku Brarouera Her

UroBbl npockoTpems onucanie Cocroanne Cocronmue Konmentapnii

SMEMENTS, BbgENUTE Ero ] HacrponTs ncnosis3osarie pecypcoe cepeepa nepecsini Biniouena Her

v ] Komnonens: Windows
7 Exploit Guard & Sawwmrmke Windows
7 Internet Explorer

MDM

NetMeeting

OneDrive

RSS-Kamanst

SmartScreen 3awnnika Windows

Windows Hello ans Guzeca

Windows Ink Workspace

] Windows Messenger

| Windows PowerShell

Ananus crabunsroctn Windows

AnTvewpycHan nporpamita "Sawriink W,

Besonachocts Windows

Erowmerpua

*| BroaTexera

" Beaenue xyprana cobermuii

* BnpTyannsauns cpeacts ssannoaeicTEns

* Bcrpoenan cnpaeka

7| Tamkersi pabouero crona

7| Tonocossie dymiu

*| Ancnetuep oxon paoucro crona

* loBasuTs komnomers! & Windows 10

“ Nomawnan rpynna

7| 3anyck Npw MEPBOM BKNKOMEHMM KOMIER

7 3sykosanucs

" Vicropus thaiinoe

" Kanenaaps Windows

7 Kamepa

7 Kapral

| KOH(MASHUMA/EHOCTS NPUAGIKEHHA
Marazun

] Haimn

OBmen coobutenummun

Onmimmzawna AocTaskn

Oruerei o6 owmbkax Windows

Mapamerpe: exoaa Windows

| Mapamerpei saeepLucHun paBoTel

| Mapamerpe npeserTayu

MepenocHan onepauyonnas cuctena

Mepeckinka cobermii

Puc. 137 — PegakTop /10Ka/IbHOM IPYNIOBOH MOJTUTHKH

3. OTKpbITE 371eMeHT «HacTpouTh KOHeUHBIM [ucCrneTdyep MOAIMCKWA», BKIOUYUTH €ro M HaXarTb
KHOTIKY «[Iokasatb».



A HacTpowTe KOHEMHEIR AMCNETUER NOAMNNCKN O X

Ei HacTpouTs KOHEYHEIR AMCMETHED NOANKUC KW
MNpeabiaywmii napameTp

() He 3a3H0 KommerTapuii:
(@) BrnroueHo

() OrenroueHo

TpeGoearus K BepCM: [ e e Windows Vista

Mapamerper: Cnpaeka:

3TOT NapamMeTp NoJNTUKA NO3BCAAET HACTPOWTE 34PEC CEPBEPS,
WHTEpBAN OBHOBAEHWA M LEHTP, BbldaroLLmii cepTudinkat ana
KOHEYHOTD AWCMETHERA NOANMCKN,

SubscriptionManagers | Mokasate...

Ecnu 3T0T NapamMeTp NoANTUKN BKAHOYEH, MCKOAHBIR KOMMBIOTER
MOMHO HACTPOWTE HA NOLKNFYEHNE K ONPEENEHHOMY
NOAHOMY ACMEHHOMY UMeHn unw IP-agpecy ans sanpoca
CBEAEHUIA 0 NOANWCKE.

Mpw ncnonesoeannn npotokona HTTPS npumenaetca
CNEAYHOLLMIA CHHTAKCKC:

Server=https://<nonHGE JOMEHHDE MMA
cBepwnka>:5936/wsman/SubscriptionManager/WEC, Refresh=«
WHTEpEAN OBHOBNEHWA B CEKYHAAX> IssuerCA= < oTneuatok
CEPTUMKATE NPOBEPKM NOAIMHHOCTI KanenTax ., Mpu
MCNone3oBaHkn npotokona HTTP ykaseieaeTca nopt 5983,

Ecnu 3T0T NapameTp oTKIOUEH WK HE HACTPOEH, KOMMBHOTED
cBopunka coBbTUil HE yKa3bIBAETCA,

o (o]

Puc. 138 — HacTpouThb KOHeUHbIH JUCIeTyep MOANNCKI

4. B OTKpbIBLIEMCS OKHe BBECTH CJIe[YIOLIMK NTapaMeTp U HaxkaTb «OK»:

Server=https://<FQDN
cbopuwuka>:5986/wsman/SubscriptionManager/WEC, Refresh=60, IssuerCA=<0Tne4aTokK
ceptupmukaTta CA>

5. B OTKpBITOM KOMaHJHOUW CTPOKe C MpaBaMH aJIMUHUCTPATOPa CUCTEMbI BBITIOIHUTH CJIeAYHOIIYIO
KOMaH[y:
gpupdate /force

Hacmpotika c6opujuka codbimuti

1. OTKpBITb KOMaHJHYH CTPOKY C MpaBaMH aJMUHUCTpPATOpa CUCTEMbl U B HeU IOC/e/0BaTeIbHO
BBITIOJIHUTH C/Ie/IyIOLIe KOMaH/Ibl:
winrm gc -q
wecutil gc /q
winrm set winrm/config/service/auth @{Certificate="true”}

2. BBecTu yKa3aHHYI HIKe KOMaHZy U TIpoBeputh, uto mnapametpy «AllowUnencrypted» B
pa3zenax «Service» u «Client» nprcBoeHo 3HaueHUe «false»:
winrm get winrm/config
Eciu nprcBoeHo 3HaueHue «true», TO BBECTU C/Ie[yIole KOMaH/bl:

winrm set winrm/config/service @{AllowUnencrypted="false"}

winrm set winrm/config/client @{AllowUnencrypted="false"}



3. TlpoBeputhb HacTpouiKu npoc/iymuBaTenss WinRM:
winrm e winrm/config/listener

Ecum B BbBogle KOoMmaHzbl «Transport=HTTP» u «Port=5985», To HeoOXOAWUMO BBLITIOJTHUTD
nepekatouenre Ha HTTPS u 5986.

4. BoimonHuTe nepekatoueHue mnpocoaywmBarenss WinRM na HTTPS, BBeas mnocsiefoBaTenbHO
cieyrolie KOMaH/ bl
winrm delete winrm/config/Listener?Address=*+Transport=HTTP

winrm create winrm/config/Listener?Address=*+Transport=HTTPS @{Hostname="<FQDN
cbopumka>"; CertificateThumbprint="<0TneuaToK ceptudukaTa npoBepKU
noanvHHocTn cepBepa>"}

5. Co3paTb J0KaIbHOTO M10/b30BaTesis ¥ [00aBUTh ero B JIOKa/JIbHYIO IPYIITy afMUHUCTPAaTOPOB.

6. Co3paTh comocTaB/ieHue cepTU(UKaTa, KOTOPbIM TPHUCYTCTBYeT B [OBepEHHBbIX KOPHEBBIX
L[eHTpaX CepTU(UKALMKM KOMIIbIOTepa WM TPOMEXYTOUYHbIX LleHTpaX cepTuduUKaluu, C
CO3/laHHBIM paHee I10/1b30BaTe/eM:

winrm create winrm/config/service/certmapping?Issuer=<0TnedyaToK cepTudpnkaTa
CA>+Subject=*+URI=* @{UserName="<username>";Password="<password>"}

7. TlpoBepuTh MPOCIYIIMBATE/b U COMOCTaB/IeHHe CePTU(HKATOB MOXKHO CeYIOLMMU KOMaH/jaMU:

e C k/MeHra:

winrm get winrm/config -r:https://<NonHoe_umsa_c6opumka>:5986 -
a:certificate -certificate:”<0TnevyaToK cepTudukata MPOBEPKU MNOA/IMHHOCTHU
knueHTta>"

e C cepsepa:
winrm enum winrm/config/service/certmapping

8. 3aiitu B «IIpocMOTp COOBITHII» U CO3AATh TIOATUCKY:

e Haxxarb mpaBoii KHOTIKOM 110 IYHKTY «IloAmcku» 1 BbIOpaTh «CO34aTh TIOATIMCKY».

Bl Npocmorp cobummit - u] X
Qailn  [eiictene Bwg Cnpaexa

oo 2 B

Bl Npocmorp cobemmit (Noxansmi) Aencrann

+ Hactpansaemsie npeacrasnesma ‘ o
v (& XypHane: Windows Vs Cocrommme Tun Moxogmee | Noanucxn

] Npunoxenne OTxpoiTs COXpanenmbIl XypHan..
[¢] Besonacrocrs ¥ Cozaate HacTpaneaemoe npeacTasnene..

[] Yeranoena
: MIMNOpT HACTPEMBAEMOrO NPEACTARNEHNA
] Cucrema

| | Neperanpasnenmeie coburna Cosaame noanmcxy
= Kyprane: npunoxesnil n cayxt

1 Nognuecan

Orxpuite coxpanenmnil xypran..

Bua »

G Obmoswms

CO3A3TE HACTPAMEAEMOE NPEACTIENENNE... Cnpaexa »

MIMNopT HaCcTPanEaemoro NpeacTasnenna
Cosaame noanucxy...

Bua >
Obnoents

Cnpaexa >

Puc. 139 — ITpocmoTp cobbITHIH

e B oTKphIBIIEMCS OKHe BBeCTM WMsl TMOJNMCKM, BbIOpaThb KOHEUHBIM >KypHal [yist
TI0/Ty4aeMbIX COOBITHI M THI MOANMUCKU «VIHUIIMMPOBAHO MCXO/AHBIM KOMIBIOTEPOM» U
Ha)KkaTb «BbIOpaTh rpyMIibl KOMITBIOTEPOBY.



«J CeoicTea nognuckw - Test-Sl

Mma nognnckm: | est-5l

Onucanwne:

KoHeuHbIi xypHan: MepeHanpaeneHHble coBbITHA

TN NoANKCKN W MCXOAHEIE KOMNBHTEREI

(® VHNLMHPOBAHE NCXOAHBIM KOMMLHITEPOM BeiBpate rpynnbl KOMMBHITEPOE...

WcxoaHele KOMOBHOTEDEI B EbIGFIEHHbIX rpynnax 40 Hel BEITE HACTPOEHEI C NOMOLLEBHD NOAWTHEN WK
NoKansHOK KDHdJMI'}I'pELI,MM Ha YCTaHOBAEHWE CEBASK € AaHHBIM KOMMOBHITEPOM W NSAYHEHWE NOANNCKN.

CoBupaemele coBbiTua:

BriGpatk coBuiTua...

Hactpoiika 4oncaHUTENBHBIX N3paMETPOE:

JononHuTeneHo...

Puc. 140 — CpoiicTBa NOJNMCKH

Haxkatb «/l06aBUTH He JOMEHHBIN KOMITHIOTED».

«J [pynnbl KOMNBHOTEROB

Komnerotepe (0

Hraa

BrnroueHn JoBaBnTb A0MEHHBIR KOMMNBHOTED...

JoBaBnTe HE JOMEHHEIR KOMMNEBHITED...

BriGepuTe LEEHTPEI CEPTUMKALMK, MCNOALIYEMBIE LNA NPOBEPKN NEANMHHOCTH
KOMMNBHITEQOE, HE BXOAALLIMX B AOMEH:

Koy Bblgan Kem Bblaan Cpok geficTem JoBaeuTe ceptudukaret...

o

Puc. 141 — I'pynnsl KOMNbLHOTEPOB

B OTKPBIBIIEMCA OKHE BBECTHU UMS UCTOUYHUKA COOBITHI U HaXKaThb «OK».



Beegute DMS-umeHa ogHoro WAN HECKONBKWX KOMMBIOTEPOE, HE
EXOAALLMX B gomMeH, MoxHO MCNoNb306aTE NOACTAHOBOYHBIE SHAKK,
Hanpumep, "*.mydomain.com”.

BeecTi meHa EOMNBHITEQOE!

OTtmena
e Haxath «/lo6aBUTh cepTHdUKATDI».
-4 Tpynnel KoMnBtOTEROE >
KomneroTeps (1):
ran BrnroueHn JoBaBnTe A0MEHHEBIH KOMINEBIOTER...
srv-demo-ksc Brntoven "
JoBaenTe He AOMEHHEIN KOMNEHOTER...
Yaanute
Weknrounte
< >

BriGepnTe LeHTpbl CEpTUGMKILNKM, MCNIOALIYEMBIE 4R NPOBEPKN NOLINHHOCTI
KOMMBHOTEROE, HE BXOAALLMX B JOMEH:

Komy BeiaaH Kem ebigan Cpok gefcTEm [Jobasnte cepTudmKaTol..

orsrs

Puc. 142 — T'pynnsi KomnbloTepoB. [lodaBienue ceprudukara

e« B OTKpbIBUIEMCS OKHe BbIOpaTb CepTU(UKAT IIeHTpa CepPTHU(HKALMH, BBIMTYCTUBIIETO
cepTy(UKaThl NPOBEPKU MOJIMHHOCTU K/IMeHTa U cepBepa, U HakaTb «OK».

LeHTpbl cepTUgUEaLIMK >

BLIiBEpMTE OAWH MMM HECKONBKO LEHTROE CEPTHDMKALMM, KoTopble DyayT
MCNONL30BaTECA ANA NPOBEPKH NOAMMHHOCT MCXOAHEIX KOMMEIOTEPOE.

KoMy BelAaH KeM Bhl... HasHaue... MoHATH... Cpok e, ™

SIMicrosoft Windows... Microsof... Meanmc...  OTeyTer.. 3L.12.2.,

54 SRY-DEMO-1-CA SRV-DE...

_aJ'n".-x".N.verisign.cum... Class 3... [MMpoeep... OTtcyToT.. 25.10.2.
_EJRDDt Agency Root Ag... <Bce:= Otcyter... 01012,
_EJ'I.-'eriSign VeriSign ... lMposep...  VeriSign 17.07.2..
_eJll'eriSign Class 3Pri... Class 3... 3awmwe... VeriSign... 03.01.2.w
£ >

OTMeHa MpocMoTp cepTUdMKaTa

Puc. 143 — IleHTpHI cepTHdUKALUA

e JlobaBuTh Npy HEOOXOAWMOCTH [pyryue MCTOYHHMKH COOBITUM M cepTHU(HKAThl LIeHTPOB
cepTUUKaLMU U HaxKaTb «OK».



«J [pynnel KCMNBHOTERCE b

KomneroTepe (1):

ram BraroueHn JoBaenTe 4oMEHHEIR KOMIBHITERD. ..
snv-demo-ksc BrntoyeH "
JoBaenTe HE ZOMEHHBIA KOMMNEBHITED...

¥aanute

WecknrounTe

BeiGepuTe LeHTpel CEpTUGUKALIAK, MCNOAB3YEMBIE 4NA NPOBERKN MNOATMHHDCT
KOMMOBHITEROE, HE BXOAALLNK B AOMEH:

Komy BbigaH Kem BeigaH CpoK AefCTEM JoGaente cepTudmkaTol..,

SRV-DEMO-... SRV-DEMO-1-.. 07.09.2027

¥panute cepTudmrate

QK CTrena

Puc. 144 — I'pynnsl KOMIBIOTEPOB

o Haxatb «BbibpaTh COOBITHSI», HACTPOUTH (PUIBTP A/ 3aripoca HeoOXOJUMBIX COOBITUH U

HakaTb «OK».

DuaeTp sanpoca hed
Tunetp XML

fara: NioBoe epena ~

YposeHb cobeitus: Kputnueckoe Mpegynpexaernne [ Mogpobroctn

OwimbBra CeegeHus
® Mo xyprany KypHane! cobemnit: |I'Ipm'|oerme,anna(Hoch,CM -
) Mo ncTodHUKY  AcTounukn coBeimuii: | =

BraroueHue man nckniodeHne kogos coboimuil, Beegute kogel coBeITHil namn guanasoHel
KOAOB, PA3AENAA WX 3aNATeIMU. JNA NCKNIDHEHNA YCNOBWA BEEIUTE 3HAK MuHyC, Hanpumep:
1,3,5-99,-76

|< Bee kogkl coBeimuii>

Kareropus sagaqm: |

Kntoueskle cnosa: | -
Monssoearent: |<Bce NonL30BEATENN> ‘
Komneroteper: |<Bce KOMMBHITEPEI> ‘
Ounctute
Oruesa

Puc. 145 — ®uabTp 3anpoca

e Haxarp «[lononmHuTenbHO», BEIOpaTh MPOTOKOI « HTTPS» 1 cOXpaHUTh N3MeHeHMUs.



,ﬂ,DI‘IDJ’IHMTEJ'IbeIE napamMeTpel No4NUCKN X
ONTUMWUZaLNA ZOCTEKN COBBITHL

® OBbiunan

O ¥MmeHBLIEHHEA nponyCcKkHan cnocoBHOCTE

(O ¥YMeHbLUEHHaR 338epHKa

MpoTtokon: HTTPS w

Oruens

Puc. 146 — [lono/1HMTe/IbHBIE NApaMeTPbl HOATHCKH

9. Tlocne co3jaHusi TIOANMCKUA TPOBEPUTL €€ CTaTyC, Ha)kaB 1O Hel TpaBOM KHOIKOW M BbIOpaB
«CocTosiHUe BBITIOTHeHUs». J]0/DKeH TOSBUTHCSI ICTOUHUK COOBITHI C COCTOSTHUEM « AKTUBHBIM».

4 COCTOAHME BBINCAHEHNA Nognuckn - Test-5 e

CocToaHue noANUCKN:

AKTMEHBIN - : HET JONONHWTENBHOTD COCTOAHMA,

WcxoaHeie komnetoTeper: Bcero 1, 1 AkTueHan

CocToaHue Komnetotep

@ Aktveneii  srv-demo-ksc

[srv-demo-ksc] - AKTUBHBIA - : HET 4ONOAHWTENEHOD COCTOAHWA,

3akpbiTe

Puc. 147 — CocTosiHHe BBINOJIHEHUS MOANMCKHA

10. TIpoBepuTh B KOHEYHOM >KypHasie COOpIIMKA TOCTYIIeHHe COOBITHI C MCTOYHMKA. B ciydae
HeIOCTYTIJIeHUs] COOBITUI MPOCMOTPETh CJieYIOIIHe KYPHabl COOBITUN MUCTOYHMKA U COOPIIHMKA
Ha MpeJMeT Hanuusl OIIUOO0K:

Microsoft-Windows-Windows Remote Management/Operational
Microsoft-Windows-Eventlog-ForwardingPlugin/Operational
Microsoft-Windows-CAPI2/0Operational

Microsoft-Windows-EventCollector/Operational

4.25.2.2 HacTtpoiika WEC B gOMeEHe C NUCNONb30BaHMEM IPYyNMNOBbIX NOJINTUK

[laHHasi MHCTPYKLIMS IPUMEHSIeTCSl B Cly4ae, ec/id cepBepbl-UCTOUHUKU U cepBep WEC pacrionoyxeHsl B
0JJHOM JloMeHe. Vcrionb3yeTcs MeTos, cO0pa, MHULIMMPOBaHHbIN HCTOYHUKOM.

Hacrpoiika ceppepa WEC
s HacTpotiku cepBepa WEC Heob6xo1umo:
1. OTKpBITb KOMaHJHYIO CTPOKY.
2. 3amycTtuth CTy>K0y yaaneHHoro yrpasiaeHus Windows: winrm qc —q.

3. 3amycture ciyx0y cbopmyka cobeituii Windows: wecutil qc /q.



CepBep-CcOOPIIUK HACTPOEH.

HaCTpOﬁKa MNOAINMUCKH C THIIOM «I/IHI/IHI/II/IPOBBHO HCTOYHHUKOM»

[ HacTpoliku noAmucky Ha cepeepe WEC HeoOXoauMo:

o > o

10.

11.
12.
13.

OTKpBITh TlaHeb yripaBjeHus Windows.

Bribpats «Administrative Tools» — «Event Viewer».

B neBoit uactu okHa BbIOpaTh «Subscriptions».

B ryiaBHOM MeHI0 BbIOpaTh «Action» — «Create Subscription...».

B oTkpsbIBILIEMCSsI OKHe B IT0J1e «Subscription name» BBejuTe Ha3BaHUe MOJIHUCKU.

Subscription Properties X

Subscription name: | |

Description: ‘ ‘

Destinatien log: Forwarded Events v

Subscription type and source computers
(O Collector initiated

This computer contacts the selected source computers and provides the subscription.

(® Source computer initiated Select Computer Groups...
Source computers in the selected groups must be configured through policy or
lecal configuration to contact this computer and receive the subscription.

Events to collect: «<filter not configured> Select Events.., -

Configure advanced settings: Advanced...

Cancel

Puc. 148 — Create Subscription

B packpeiBatoiiemcst criicke «Destination log» Beibpats «Forwarded Events».

B 6oke mapametpoB «Subscription type and source computers» BbIOpaTh BapuaHT «Source
computer initiated».

HaxxaTb kHOMKy «Select Computers...»
B oTkpbiBiIeMcst 0KHe HaxkaTb KHOTMKY «Add Domain Computers...».

B otkpbiBiieMcst okHe B nosie «Enter the object name to select» BBecTM uMMsi KOMIIbIOTEpa U
HakaTb KHOTKY «Check Names».

Haxxatb KHOIKY «OK».
B okHe «Computer Groups» HaxkaTb KHONIKY «OK».

B okHe «Subscription Properties» Ha)kaTb KHOTIKY «Select Events...».



1 Query Filter X r
Filter XML
Logged: Any time ~
Event level: Critical Warning [ Verbose

Error [ Information

@) Bylog Event logs: |.C\pplication,Security,Setup,System,Forwarded { |

(0 Bysource  Event sources: | -

Includes/Excludes Event IDs: Enter ID numbers and/or ID ranges separated by commas. To
exclude criteria, type a minus sign first. For example 1,3,5-99,-76

|<AII Event [Ds>

Task category: |

Keywords: | -

User: |<AII Users> |

Computer(s): |<A|| Computers> |

Clear

Cancl

Puc. 149 — Query Filter

14. B OTKpPBIBIIEMCS] OKHE HACTPOUTh (PUIBTP COOBITHI U HaXkaTb KHOMKY «OK».

15. B okHe «Subscription Properties» Ha>kaTb KHONIKY «Advanced...».

Event Delivery Optimization:
) MNormal
O Minimize Bandwidth
(®) Minimize Latency

Protocol: HTTP e Port: 5885

Puc. 150 — Event Delivery Optimization

16. B oTtkpeiBilieMcsi okHe B 0Osioke mapameTpoB «Event Delivery Optimization» BbIOpaTh BapviaHT
«Minimize Latency».

17. Haxkatb KHOIIKY «OK».
18. CHoBa HakaTb KHOIKY «OK».
HacTpoiika rpynnoBoy No/JIMTHKH /I/IS ME)KCeTeBOro 3KpaHUPOBaHUA

Ili1 HAaCTPOMKHU TPYIIOBOM TOJIMTHKU /i1 MEXCETeBOro SKPaHUPOBAHMsS Ha KOHTPOJIEpe JOMeHa
Heo0X0UMO:

1. OTKpbITh NaHesb ynpasaeHyss Windows.
2. Beibpatb «Administrative Tools» — «Group Policy Management».

3. B sieBo#i uacTy OKHa BbIOpATh rPYTIIOBYIO MOJUTHKY U HAXKATh IMPABYIO KHOTIKY MBIILIH.



4. B BbImajaroiieM criurcke HaxkaThb «Edit...».
Otkpoetcsi okHO «Group Policy Management Editor».

5. B neBoii uactu okHa BbiOpaTh y3en «<Vwms nomutuki> Policy» — «Computer Configuration» —
«Policies» — «Windows Settings» — «Security Settings» — «Windows Firewall with Advanced
Security» — «Windows Firewall with Advanced Security» — «Inbound Rules».

6. B riaBHOM MeHIO BBIOpaTh «Action» — «New Rule».

OTKPOETCH MacCTep CO3adHUA IMpaBWJ/ia 411 HOBOI'O BXOJAILIETr0 IMTOAK/TIOYEHM .

@ New Inbound Rule Wizard x

Rule Type C

Select the type of firewall rule to create.

Steps:

@ FRule Type

@ Predefined Rules
@ Action O Program

Rule that controls connections for 2 program

What type of ule would you like to create?

O Port
Rule that controls connections for 2 TCP or UDP port.

(® Predefined:
Windows Remate Management ~
Rule that controls connections for @ Windows experience.

i () Custom
h Custom nile.

< Back Cancel

Puc. 151 — Macrep co3paHus npaBuia /Isi HOBOT0 BXO/IAILEro MOAK/II0YeHNs

7. Ha mepeoM 1mare BeiOpath BapuaHT «Predefined».

8. B packpsiBaroiiemMcsi criicke BbiOpaTh «Windows Remote Management» M Ha)kaTh KHOTIKY

«Next».



ﬁ MNew Inbound Rule Wizard X

Predefined Rules

Select the rules to be created for this experience

Steps:

» Fule Type Which rules would you like to create?

» Predefined Rules The following nules define network connectivity requirements for the selected predefined group
» Action Rules that are checked will be created. i a nule already exists and is checked. the contents of

the exdsting rule will be ovenwritten

Rules:
Name Fule Exsts Profile Desc
Windows Remote Management {(HTTP-In} No Public Inbo|
Windows Remote Management (HTTP-In} Mo Domain, Priv...  Inboy
q
'
! < >
|

< Back Nexd > Cancel

Puc. 152 — Macrep co3aaHus npaBuia /i HOBOro Bxo/siero noaxkaouenus. Iar 1

9. Ha aegyroiem mare HaxkaTb KHOIKY «Next».

& New Inbound Rule Wizard *

Action C

Specify the action to be taken when a connection matches the conditions specified in the rule

Steps:
@ Fule Type What action should be taken when a connection matches the specified conditions?
@ Predefined Rules

(@ Allow the connection
& Action

This includes connections that are protected with [Psec as well as those are not.
(O Allow the connection if it is secure
This includes only connections that have been authenticated by using IPsec. Connections

will be secured using the settings in IPsec properties and rules in the Connection Security
Rule node.

P () Block the connection

< Back Cancel

Puc. 153 — Macrep co3anus nmpaBuiia Jjisi HOBOro Bxoasiero nogxkaodenus. Ilar 2

10. Ha cnenytoiem 1are BeiOpaTh BapuaHT «Allow the connection» 1 Ha)kaTh KHOTIKY «Finish».

11. B neBoii yacti okHa BbIOpaTh y3en «<Wwms nomutuk> Policy» — «Computer Configuration» —
«Policies» — «Windows Settings» — «Security Settings» — «System Services».

12. B nipaBoii yactu okHa BeiOpath « Windows Firewall».



=/ Group Policy Management Editor - o x
File Action View Help
e @ XE= HE
~ (& Computer Configuration || Service Name Startup Permission ~
vAE ”“";‘eéw . {3 YMuware Alias Manager an... Not Defined Mot Defined
- v: d“ ::2"95 {3 VMware CAF AMQP Com... Not Defined  Not Defined
-
— ncows Setings {EFVMware CAF Manageme... Not Defined  Not Defined
“ Name Resolution Pelicy 5 Vhare Smapshot Provider NotDefined  Not Defined
£ Scripts (Startup/Shutdown) ware Snapshot Provider Not Defined  Not Define
= 3 vMware Tools Mot Defined Mot Defined
1= Deployed Printers
2, Security Settings {3 Volume Shadow Copy Not Defined  Not Defined i
22 Account Policies [ WalletService Not Defined  Not Defined l
3 Local Policies {3 Windows Audio Not Defined Mot Defined
3 Eventlog {3 Windows Audio Endpoint... Not Defined ~Not Defined
A Restricted Groups {3 Windows Biometric Service Mot Defined Mot Defined
3 System Services {3 Windows Camera Frame .. Not Defined Mot Defined
A Registry {3 Windows Connect Now - .. Not Defined Not Defined
% File System {3 Windows Connection Ma... Mot Defined Mot Defined
4/ Wired Network (IEEE 802.3) Policies {3 Windows Defender Metw... Mot Defined Mot Defined
| Windows Firewall with Advanced Security {3 Windows Defender Service  Not Defined  Not Defined
| Network List Manager Policies {3 Windows Driver Foundati... Mot Defined  Not Defined
Zilf Wireless Netwaork (IEEE 802.11) Policies {3 Windows Encryption Prov... Not Defined Mot Defined
3 Public Key Policies {3 Windows Error Reporting ... Not Defined  Not Defined
1 Zﬂﬂ“‘_“”e_Re‘é”“‘”’l‘;“I“‘_‘“ {3 Windows Event Collector ~ Not Defined ot Defined
| Application Control Policies N
&, 1P Security Policies on Active Directory (MS B2 Windows Event Log ot Defined ot Defined
o } s ! Windows Firewall Not Defined  Not Defined
~ Advanced Audit Policy Configuration :
dl Policy-based Q05 {3} Windows Font Cache Serv... Not Defined Not Defined
“ Administrative Templates: Policy definitions (ADM £ Windows Image Acquisiti.. Mot Defined Nt Defined
| Breferences [ Windows Insider Service  Not Defined  Not Defined
v 4 User Configuration {3 Windows Installer Not Defined  Not Defined
3 Policies . || [ Windows License Manage... NotDefined  Not Defined
a 5 || Windows Management In... Not Defined ~Not Defined .

Puc. 154 — HacTpoWKa rpynmnoBbIX HOJIUTHK

13. B r;1aBHOM MeHI0 BbIOpaTh «Action» — «Properties».

14. B oTKpbIBIIEMCsI OKHe ycTaHOBUTB Guiaxkok «Define this policy setting».

15. BriOpaTh aBTOMAaTHUYeCKU PEXKUM 3aItycka CTyKOBbI.

Security Policy Setting

Windows Firewall Properties

aa. Windows Firewsall

Define this policy setting

Select service startup mode:

(@) Automatic
() Manual
: (") Disabled
;
Edit Security...
: e | [
i

Puc. 155 — Hactpoiiku Windows Firewall

16. Haxxatb KHONIKY «OK».

['pynnoBast mosMTHKa HaCTpOeHa.

Hacrpoiika rpynmnoBoii NoJIMTHKH /ijis yueTHoH 3anucu CepBepa COopmuka

1711 HaCTPOWKM TPYINOBOM MOMUTHKY /1 yueTHOM 3anucu «Network Service» Ha KOHTposiepe joMeHa

He00X0JUMO:

1. OTKpbITh NaHesb ynpasiaeHyss Windows.



2. Beibpatb «Administrative Tools» — «Group Policy Management»
3. B sieBo#i yacTy OKHa BLIOpATh IPYTIIOBYIO MOJUTHKY M HAXKATh IMPABYIO KHOTIKY MBIILIH.
4. B Bbinagaroniem cnucke Haxatb «Edit...».

OTtkpoeTcst okHO «Group Policy Management Editor».

5. B neBoil yacTM OKHa B KOHTEKCTHOM MeHI0 y3na «<Wwms monutuku> Policy» — «Computer
Configuration» — «Policies» — «Windows Settings» — «Security Settings» — «Restricted
Groups» BbiOpath y3en «Add Group».

6. B otkpbiBileMcs okHe B mojie «Group» BBecTu «Event L.og Readers» u HakaTh KHOTIKY «OK».

7. B oTKpbIBLIEMCSI OKHe cripaBa oT 1ojist «Members of this groupbl» HaxkaTh KHOTIKY «Add...».

Event Log readers Properties ? X
Configure Membership for Event Log readers...

Members of this group:

<This group should contain no members:

This group is @ member of:

<The groups to which this group belongs Add.
should not be modified:

i
i
a
1]

QK Cancel Apphy

Puc. 156 - Event Log Readers Properties

8. B otkpeiBliemcs okHe B none «Members of this group» BBectu «Network Service» u HakaTb
KHOMKY «OK».

9. Haxatb KHOIIKY «OK».

['pynnoBast nosMTHKa HaCTpOeHa.

Hacrpoiika rpynnoBou noJuTHKH /ijisi ceppepa WEC

[171s1 HacTpOMKY rpymnIioBoi noauTrky f1s cepBepa WEC Ha KOHTposiiepe floMeHa Heo6X0juMo:
1. OTKpbITh NaHesb ynpasiaeHyss Windows.
2. Beibpatb «Administrative Tools» — «Group Policy Management»

3. B sieBo#i uacTy OKHa BbIOpATh rPYTIIOBYIO MOJUTHKY U HAXKATh IMPABYIO KHOTIKY MBIILIH.



4. B BbinagaronieM cnucke Haxatb «Edit...».

Otkpoetcsi okHO «Group Policy Management Editor».

5. B neBoii uactu okHa BbiOpaTh y3en «<Vwms nomutuki> Policy» — «Computer Configuration» —
«Policies» — «Administrative Templates...» - «Windows Components»

Forwarding».

6. BriOpath mapametp «Configure target Subscription Manager».

= Group Policy Management Editor
File Action View Help
e 2@ = BE T

| Edge Ul A || setting

| Event Forwardin
“ Event Log Servic
_| Event Logging

|| Configure forwarder resource usage
@ Configure target Subscription Manager

State Comment
Not configured Mo
Not configured Mo

Puc. 157 - Group Policy Management Editor

7. B rnaBHOM MeHIO BbIOpaTh «Action» — «Edit».

A Configure target Subscription Manager

E Cenfigure target Subscription Manager

Previous Setting

() Not Configured Comment:
(®) Enabled
() Disabled

Supported on: [ At |east Windows Vista

Options:

Help:

SubkscripticnManagers Show...

This policy setting allows you to configure the server address,
refresh interval, and issuer certificate authority (CA) of a target
Subscription Manager,

If you enable this policy setting, you can configure the Source
Computer to contact a specific FOQDN (Fully Gualified Domain
Name) or [P Address and request subscription specifics.

Use the following syntax when using the HTTPS protocol:
Server=https://<FODN of the
collector=:5386/wsman/SubscriptionManager/WEC, Refresh=<Re
fresh interval in seconds>, IssuerCA=<Thumb print of the client
authentication certificate>, When using the HTTP protocol, use
port 5985.

If you disable or de not configure this pelicy setting, the Event
Collector computer will not be specified.

Puc. 158 — Hactpoiika noanucu

8. B oTkpbiBILIeMcsi OKHe BbIOpaTh BapuaHT «Enabled».

9. Haxarb KHOMKY «Show».

10. B otkpeiBileMcsi OkHe BBecTu uMsi cepepa WEC B ¢opmatre FQDN, B 3aBUCMMOCTH OT

HCII0J/Ib3yeMOro IMpOTOKO/Ia:

e ewM UcroJsb3yercsd nporokoa HTTP:

Server=http://<Wmsa cepBepa WEC>:5985/wsman/SubscriptionManager/WEC




e equ ucnosb3yetrcd nporokoa HTTPS:

Server=https://<ma cepBepa WEC>:5986/wsman/SubscriptionManager/WEC

11. Haxkatb KHOTIKY «OK».

12. CHoBa Ha)kaTb KHOMKY «OK».

13. Beibpats lapametp «Configure forwarder resource usage».

14. B rmaBHOM MeHI0 BbIOpaTh «Action» — «Edit».

15.
16.

17.
18.

19.

A Configure forwarder resource usage O X
9 9

E‘ Cenfigure forwarder rescurce usage Next Setting

1 () Mot Configured CEERE
5 (®) Enabled
() Disabled
Supported on: [t |east Windows Vista
Cpticns: Help:

This policy setting contrels resource usage for the forwarder
(source computer) by controlling the events/per second sent to
the Event Collector.

The maximum forwarding rate ( events/sec ) allowed
for the forwarder:

1000 =
If you enable this policy setting, you can control the velume of
events sent to the Event Collector by the seurce computer. This
may be required in high velume environments,

If you disable or do not configure this policy setting, ferwarder
resource usage is not specified.

This setting applies across all subscriptions for the forwarder
(source computer).

Puc. 159 — Configure forwarder resource usage

B OTKPBIBIIEMCS OKHE BbIGpaTb BapHaHT «BkiroueHo» .

B mone «The maximum forwarding rate (events/sec) allowed for the forwarder» BBecTu
MaKCHUMaJTbHO€ UHCJI0 COOBITHM, TIepe/ilaBaeMbIX 3a CEKYHIY.

CpegHee uuC/I0 COOBITHI, COXpaHsieMOe 3a CyTKM B >kypHaie Oe3oracHoct OC (Security),
MOJKHO y3HaTh BbIlosHUB B Windows PowerShell komangy:

(Get-WinEvent -FilterXML "<QuerylList><Query><Select
Path='Security'>*[System[TimeCreated[timediff() @SystemTime
)<=86400000]]]</Select></Query></QueryList>").count.count’

HakaTtb KHOIKY «OK».

B nieBoit wacTu okHa BbIOpaTh y3en «<Vms mommutuku> Policy» — «Computer Configuration» —
«Policies» — «Windows Settings» — «Security Settings» — «System Services».

Bri6bpats «Windows Remote Management (WS-Management)».



~ i Computer Cenfiguration

- o @Windows Driver Foundation - User-mode Driver Framew... Mot Defined  Not Defined
v E'D“;Ioiware Settings &}Windows Encryption Provider Host Service Mot Defined Mot Defined
o - Windows Settinggs &}Windows Error Reporting Service Mot Defined Mot Defined
e Name Resolution Pe @Windows Event Cellector Mot Defined Mot Defined
._._ Scripts (Startup/Shu ]%}Windows Event Log Mot Defined Mot Defined

= Deployed Printers &}Windows Firewall Mot Defined Mot Defined

" i!. Security Settings @Windows Font Cache Service Mot Defined Mot Defined
53 Account Policies &}WindowslmageAcquisition (WIA) Mot Defined Mot Defined

j Local Policies &}Windowslnsider Service Mot Defined Mot Defined

j Event Log @Windowslnstaller Mot Defined Mot Defined

4 Restricted Groug @Windows License Manager Service Mot Defined Mot Defined

4, System Services &}Windows Management Instrumentation Mot Defined Mot Defined

r_;. Registry @Windows Mobile Hotspot Service Mot Defined Mot Defined

4 File System @Windows Modules Installer Mot Defined Mot Defined

i’,-.',r Wired Metwork &}Windows Presentation Foundation Font Cache 3.0.0.0 Mot Defined Mot Defined

— Windows Firewa {3 Windows Push Notifications System Service Not Defined Mot Defined

| MNetworkListMa || #% \windows Push Notifications User Service_458¢5f11 Not Defined  Not Defined

=—“1'['F Wireless Networ indows Remote Management (W5-Management) Mot Defined Mot Defined

| Public Key Polici || ¢oy \in dows Search Not Defined  Not Defined

- i?j?::::sé!: 3 Windows Time Not Defined  Not Defined

g IP Security Polici &}W?ndows Update . . Mot Def?ned Mot Def?ned

“ Advanced Audit E‘}}'}THH.T‘FP,“,‘I_Eb Iiroxy Auto-Discovery Service HUT: Eeﬁnec! NUT: Eeﬁned

Puc. 160 - Windows Remote Management (WS-Management)

20. B r;aBHOM MeHI0 BBIOpaTh «Action» — «Properties».

21. B oTKpbIBILIEMCSI OKHe ycTaHOBUTH (axkok «Define this policy setting».

22. BpiOpaTh aBTOMaTHUeCKUH PEXXUM 3aITyCKa CITy>KOBI.

| Windows Remote Management (W5-Management) Pr... ? *
Securty Policy Setting

i-.]a. Windows Remote Management (WS-Management)

Define this policy setting

Select service startup mode:

(®) Automatic
| {1 Manual
(") Disabled
fi
f Edit Security...

[ P T pp—— |

Cancel Apply

L) P o B — |

Puc. 161 — Windows Remote Management (WS-Management) Settings

23. Haxatb KHONIKY «OK».
['pynmnoBas Mo/siMTHKA HaCTpOeHa.
IToaroroBka ¢opBap/iepoB K OTIpaBKe
[17151 MOATOTOBKY HEOOXO[UMO:

1. OTKpBITb KOMaHJHYIO CTPOKY.

2. BreimonmHuTh B HWHTepdelice KOMaHAHOW CTpoKHM KoMaHAy gpupdate /force (ayis obGHOBeHuUs
TPYTINOBBIX MOJIMTUK Ha opBap/epax).



3. Tlepe3amyck cnyx6b1 «Cmayxba ymanenHoro yripaeaeHuss Windows (WS-Management)»
(«Windows Remote Management (WS-Management)».

Co3paHne rpynoBoi NoJIMTHKHA

1711 HaCTPOWKM TPYTITIOBO# MMOJIMTUKY Ha KOHTPOJI/Iepe lIoMeHa HeoOX0[uMo:
1. OTKpsITh NaHenb ynpasyieHus: Windows.
2. Bribpatb «Administrative Tools» — «Group Policy Management».

3. B neBoii yacTy 0KHa BBIGPEITI: 06’LEKT, AJIs1 KOTOPOr'o HYy>KHO CO34aTh I'DYIITIOBYHO IMMOJIMTHUKY.

|3, Group Policy Management — m} X
# File Action View Window Help - & %
s 2m 0XEc| Hem
| & Group Policy Management . wece
v A F?r”t: demo.local Linked Group Policy Objects  Group Policy Inheritance Delegation
v 33 Domains ; -
v F3 demo.local Link Order GPO Enforced Link Enabled
;] Default Domain Policy 1 S new Yes Yes
2| Domain Controllers
| wec |
;t Gro Create a GPO in this domain, and Link it here...
-l Wi Link an Existing GPO...
s i Star Block Inheritance
» L8 Sites )
&% Group Poli Group Policy Update...
.+ Group Poli

Group Policy Modeling Wizard...

New Organizational Unit

View »
New Window from Here

Delete

Rename

Refresh

Properties

Create a GPO in this dc Help

Puc. 162 — Group Policy Management

4. B rnaBHOM MeHI0 BeIOpaTh «Action» — «Create a GPO in this domain, and Link it here...».
5. B otkpeiBlIemcs 0kHe B 1oJie «VMsi» BBeCTU UMSsI TPYIITIOBO# MOJIUTUKH.
6. Haxatb kHONIKY «OK».

I'pyninoBas nosmMTHKa CO3/aHa.

PerieHre BO3HHKHOBEHHSI BO3MO)KHBIX ITP001eM

B ciyuae Bo3HUKHOBeHUs pobsieM ¢ HacTpoikorh WEC — >KypHaJbl ¢ omMbKaMyu MOXKHO Haiitu B Event
Viewer, B pa3gene «Applications and Services Logs» — «Microsoft» — «Windows» — «Eventlog-
ForwardingPlugin» — «Operational».
Ecu B )XypHasie ciefiyrorniasi ormoka:

The forwarder is having a problem communicating with subscription manager at address

http://<FQDN_of_WEC_Server>:5985/wsman/SubscriptionManager/WEC. Error code is
2150859027 and Error Message is <f:WSManFault xmlns:f="
http://schemas.microsoft.com/wbhem/wsman/1/wsmanfault " Code="2150859027"

Machine="demo-server2012.demo.local"><f:Message>The WinRM client sent a request to an
HTTP server and got a response saying the requested HTTP URL was not available. This
is wusually returned by a HTTP server that does not support the WS-Management

protocol. </f:Message></f:WSManFault>.



Ha WEC cepBepe He0O6X0JUMO BBITIOJTHUTD CI€YIOIHEe KOMaH/IbI:
# netsh http delete urlacl url=http://+:5985/wsman/

# netsh http add urlacl url=http://+:5985/wsman/ sddl=D:(A;;GX;;;S-1-5-80-569256582-
2953403351-2909559716-1301513147-412116970) (A; ;GX; ;;S-1-5-80-4059739203-877974739-
1245631912-527174227-2996563517)

[Tocne uero mepe3anyctuth cayx0y «Ciykba yganeHHoro ynpaBieHuss Windows (WS-Management)»
(«Windows Remote Management (WS-Management)» Ha cepeepe WEC 1 KoMribioTepe-popBapzepe.

4.2.5.2.3 BkloyeHe UCTOYHUKA Ha nnaTcopme
[Tepeiigute B BeO-uHTepdelic maaThopMbl U BBINIOIHUTE AelCTBUe «BK/IOUeHWe WCTOYHUKA» /ISt

ncroudrka Microsoft-Windows-WEC.

4.2.6 OC cemeinncTBa Unix
4.2.6.1 OnucaHuve

IIpumeuanue: HauuHasa c eepcuu 3.7.2 8 [Inamg¢opme Padap éce ucmoyHuku, Komopble S8A50Mcs
onepayuoHHbIMU cucmemamu cemeticmea Unix, 06se0uHeHbl 8 00uH ucmouHuk Linux-Unix.

Ilnardopma Pagap nogzaep>xuBaeT coop cobwithii co ciieaytrommx OC cemerictBa Unix:
e Astra Linux Special Edition 1.7 u BbIIe;
o Ubuntu 16.04, 18.04, 20.04, 22.04;
e« CentO0S6,7,8,9;
e Debian 8,9, 10, 12;
e Oracle Solaris 10, 11;
o Red Hat Enterprise Linux 6, 7, 8;
e SUSE Linux Enterprise Server 11.3, 12, 15;
e Fedora 30, 31.
17151 >)KypHaIMpOBaHUsi COOBITUM UCTIOMB3YIOTCS CIeIyolLre CTyKObI:
e rsyslogum syslog-ng - cay»x0a >KypHa/JIMPOBaHUS [I/Isl OTIIPABKU COOBITUM B TUIAT(HOPMY;

e auditd- oTBeuaeT 3a 3amvCh COOOIIEHWI ayJWTa BbI3BAHHBIX aKTUBHOCTBHIO TIPHJIOYKEHUH WIH
CUCTEMBI.

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHue
HasBanue Linux-Unix
Howmep (TTopT) 2671
Benpmop Unix

Tun Linux



XapakTepucTuka 3HaueHue

«Mogayb tcp_input»
«Mogayne udp_input»

IMpoduns cbopa

IIpumeuaHue: eciu ucmoyHuk 6ydem omoaseamb 604bWOL NOMOK cobbimull, U ecau Makux UCMOYHUKO8
b6ydem MHO20, MO peKomeHOyemcsi nepedagamb cobbimuss no npomokoay UDP. Tak kak npu
ucnosnb3zoeaHuu npomokona TCP modcem obpazoeambcsi 6onbwiasi ouepedb HA azeHme cbopa no2-
koanekmopa. Ho npu ucnoab3oeaHuu npomokoaa UDP mo2ym npoucxodumb nomepu. [lns ebibopa
ONMUMA/IbHbIX HACMPOeK 0/15 8aulell cucmembl, peKOMeHOyemcsi 06pamumbcsi 8 CAyHcOy mexHUUecKo20
conpoegodcoeHus: ITnam¢opmbt Padap.

Hactpoiika uCTOYHMKA BKJTFOUYAeT B ceOsi cie/Iytoliiye MpoLecchl:
1. Hacrpoiika cy»KObl )KypHa/IiDOBaHMUSI.
2. Hacrpoiika ciy0s1 auditd.
3. Hacrpotika )xypHanupoBaHusi bash-koman.
4. TIpoBepKa HaCTPOEHHOM KOH(UTypaLUH.
5. Bk/roueHHe UCTOYHHKA Ha T1aTdopme.

IIpumeuanue: ece Oelicmeus npu HAcmpolike UCMOYHUKA OOAXCHbI 8bINOAHSIMBCS OM  UMEHU
cynepno/ib3oeamessi.

4.2.6.2 HacTpoliika cnyX6bl XXypHanimpoBaHus

[nst otripaBku cobbiTHi cTaHzAapTa syslog B Ilnatdopmy Papap Ha vcTOuHHKe HEOOXOMMO HACTPOHUTh
cy»k0y KypHa/MpOBAHUsI U OTIPaBKy COOBITHIA.

B uenax opraHum3auuu  6Ge3omacHOM Tiepefaud  JaHHBIX Ha areHT cbopa JIOr-KOJ/UIeKTOpa TI0
npotokony TCP, a Takke obecrieueHWs] BO3MOYKHOCTH (pUbTparii COOOIIIeHHH 10 UCTOYHWKAM U UX
COZIeP>KUMOMY TIpe/IJIaraeTCst UCTOIb30BaTh CIIY>KOBI rsyslog Wi syslog-ng.

CnyObl peanu3yrOT MeXaHW3M LIeHTPa/M30BaHHOTO TPOTOKO/MpoBaHus cobObithii B OC cemelicTBa
Unix. Bce yactu cucrembl (BK/ItOYast siip0 U CHUCTeMHble CJIY)KObI) MepejialoT TMPOMCXOJSIIe B HUX
cobbiTusi cnyxbe >KypHa/iupoBaHUs. B cBowo ouepezb, ciy>k0a >KypHaqupoBaHUsl A00aBisieT K Tesy
cobbITUst HHPOPMaLIMIO 0 8axcHocmu (severity), kamezopuu (facility), BpemeHU TpoOUCIIIeCTBUSI COOBITHS,
hostname wu IP-agpec xocta, ums u PID c1y»k0b1, creHepupOBaBIiiei Jior.

Cny>kba >KypHalnvpoBaHHs, COTJIACHO HAacTpoiiKaMm B (paiine KoHpurypanmu, KrnaccuuippyeT Bce
COOBITHSI B HECKOJBKO BBIXOJHBIX TIOTOKOB, coryiacHO kameeopuu (facility) w eascHocmu (severity).
Harmpumep, cobbiThsi simpa cucTeMbl OyayT MMeTh KaTeropuio kern, a coObITHsI TIOUTOBOTO cepBepa -
kareroputo mail. Ec/ii ypoBeHb Ba)KHOCTU He MIMeeT 3HaueHHsi, HO Heo0X0[uMo, 4To0bl B 0JHOM (aiise
ObUTM cOOpaHbl COOBITHSI TOJBKO OJIHOTO [IeMOHa, B (aitie KOHMOUTYpaluy CIy>KObI »KypHA/TUPOBAHMUSI
yKa3bIBaeTCs 3ammuch kern.* -/var/log/kern.log, The * - mobol ypoBeHb Ba)KHOCTH CoObITHS. Ho
ec HeoOXOIMMO, HarpyMep, COXpPaHATh B (aiia coObITHsI OUIMOOK TOYTOBOTO CepBepa, YKa3bIBaeTCs
crpoka mail.err /var/log/mail.err. Takum 00pa3oM, MOKHO pacIipefe/IuTb COOBITHS Pa3HBIX
KaTeropvii U ypoBHell Ba)KHOCTH TI0 Pa3HbIM (paiiiam.



[Tepen HayajioM paboThI C raTopmoit MBI pPeKoOMeHyeM BaM HaCTPOUTH
napameTpbl kamezopuu (facility) u eaxcHocmu (severity) coObITHS /711 ONTUMM3ALIMN TIepelaBaeMoOro B
nat¢opMy MOTOKa.

ITogpobHee 0 MexaHW3Me 11eHTPaTM30BaHHOTO MPOTOKOIMPOBAHMS COOBITHI Bbl MOYKETe 03HAKOMUTHCS B
COOTBETCTBYHOIIMX PYKOBOACTBax s Baiieit OC.

4.2.6.2.1 OnpeaesieHNe UCNOMb3YEMOIN CNYXObl XXypHaIMPOBaHUSA

Ecmu ycranoBnieHa OC Astra Linux, Debian umm Ubuntu, To BeINO/HHATE KOMaHAY:

# dpkg --list | grep syslog

Ecmu ALT Linux, CentOS unu Red Hat Enterprise Linux, To BbIIOIHUTe KOMaHAY:

# rpm -ga *syslog*

Ecmu SUSE Linux Enterprise Server, To BbIIIOJIHUTe KOMaH/Y:

# zypper search *syslog* --installed-only | grep 'i |'

Ha okpaH OyzeT BbIBeleHO Ha3BaHWEe WUCIO/b3yeMol CIyKObl. Ecau pesysnbTaT OT/IMYaeTcs
OT rsyslog WM syslog-ng, TO PEKOMEH/AYETCS BLITTOJIHUTh YCTAHOBKY COOTBETCTBYIOILEH CITYKOBI.
4.2.6.2.2 HacTtpoliika rsyslog

Ecnu cimy»x6a He ycTaHOB/IEHa, TO BBl MOXKeTe ee YCTaHOBUTb. [I/Is1 3TOr0 BBINIOHUTE COOTBETCTBYIOLIYIO
KOMaHZy:

OC Komanpga

# apt-get update

Juts1 ciucteM Ha 6ase deb (Debian / Ubuntu) # apt-get install rsyslog

11 cuctem Ha 6ase RPM (Red Hat / CentOS) # yum -y install rsyslog

HobaBbTe ciyx0y rsyslog B aBTO3arpy3Ky U 3aIyCTUTE:
# systemctl enable rsyslog

# systemctl start rsyslog

Kondurypaimonssiii ~ ¢aiin  ciyk0sl /etc/rsyslog.conf Mo  yMOMUaHUIO WMeeT  CJIeAYHOIIYIO
CTPYKTYpY:

[TepBoi et cekys MOAYyJIeH:

e Moaymu BBOZ@ — MOXKHO paccMaTpuBaTh Kak crocob cbopa uHbopMalMd W3 pasMdyHbIX
VCTOYHHUKOB, HAUMHAOTCS C im;

e Moaynu BbIBOIa — TIO3BOJISIFOT OTITPAB/IATH COOOIIeHus B (aii/ibl, TI0 CeTH WM B 06a3y JaHHBIX,
VIMs1 HAUMHAeTCs Ha onm;

e Moaynmu ¢umbTpaLM — MO3BOSIOT (HUIBTPOBATh MOCTYTAOIIKE COOOIIEHHSI TI0 Pa3TMUHbIM
KpUTEPHUSIM, HAUUHAIOTCA C Tm;

. MO,ILYJ'II/I MapCrHra — TIIpeA0CTaB/IAIOT PpAaCIIMpPpeHHbIe BO3MO>XHOCTU [Jid CHUHTAKCHYECKOI'O
dHaJ/Ih3a COO6LL[€HI/I$I, HAQUMHAKOTCA C pm.

Hanee uaet cexius ro0anbHBIX AUPEKTHB:



e S$ActionFileDefaultTemplate RSYSLOG_TraditionalFileFormat mpefnychbiBaeT 3aIMChIBaTh
COﬁHTHHB(bOpMaTe<PRI> TIMESTAMP HOSTNAME TAG MSG;

e $RepeatedMsgReduction on MpeANMCHIBaeT OTOPACHIBAThH AYO/IMKATHI COODIIEHHIA;
e $WorkDirectory /var/spool/rsyslog— 3a/laeT AUPEKTOPHIO it pabounx (aiiioB CayO0bi;

e $IncludeConfig /etc/rsyslog.d/*.conf — 3a/laeT AUPEKTOPHIO AOTOTHUTENbHBIX (aiisioB
KOH(Uryparuu.

HupekTuBbl $FileOwner, $FileGroup ¥ MpOUYMe — YCTaHAB/IWBAKOT MpaBa [OCTYyIa, Bjazenblia U
TpymIy Mo YMOJTYaHUIO [i71s JioT-(haiiioB.

[nsi HACTpPOWKM TiepechbUIKA COOBITMHA B areHT cOopa Jor-KoyijleKTopa HeoOXOJuMO B KOHeI]
KOH(UTryparoHHoro daiisia rsyslog.conf 106aBUTh C/IeAyIONIYIO CTPOKY:

auth,authpriv.* @@<agpec areHTa cbopa nor-kosnekTopa>:port
I'ne:
e <ip-agpec arenTta cbopa for-konnekTopa> - IP-agpec areHta cbopa Jior-KoJuIeKTopa;

e port - TOPT, IO KOTOPOMY areHT cOopa JIoT-KoJyijieKTopa OyZieT mpuHUMAaTh COObITHS. [lomKeH
COBIMA/aTh CO 3HaUeHHeM, YKa3aHHBIM B HACTPOMKAX COOTBETCTBYIOILETO Mpoduisi cOopa;

e (0@ - yKasbIBaeTCs B C/lyyae, eCjv UCIo/b3yercs npotokosn TCP;

e (@ -yKasblBaeTcsd B Cjly4ae, ec/id UCIoJb3yeTcs npoTokoa UDP.
[17151 3aBepiiIeHNs] HACTPOWKN He0OX0/IMMO Tiepe3aryCTUThb CIyk0y rsyslog.
Hactpoiika oTnipaBKH co0bITHH OT C/1y0bI auditd

Yrober cmykba rsyslog mpuHMMana ¥ OTMpaB/isjia TOTOK coObiTMi OT cyx0bl auditd, Heobxomumo
co3zarsk (aiin /etc/rsyslog.d/30-auditd.conf 1 yka3aThk B HeM cjiefiyioliye rmapamMeTphl:

module (load="imfile" mode="inotify" PollingInterval="10")
input (type="imfile" File="/var/log/audit/audit.log"
Severity="info"
Facility="localge"
tag="audit:")
local6.* (@@<IP-anmpec areHTa cbopa JIOT-KOJIJIeKTopa>:port
I'me:

e <ip-agpec arenTta cbopa for-konnekTopa> - IP-agpec areHta cbopa J0r-KoJIeKTopa;

e port - MOPT, MO KOTOPOMY areHT cOopa Jor-KoyieKTopa OyzeT MpUHUMaTh COObITHS. [Jo/mKeH
COBIMA/aTh CO 3HaUeHHeM, YKa3aHHBIM B HACTPOMKAX COOTBETCTBYIOILETO Mpodusisi cOopa;

e (0 - yKa3bIBaeTCs B CIyYae, eC/Ivd UCIo/b3yeTcs mpotokon TCP;
e (@ - yKa3bIBaeTCs B C/Iyyae, eC/IM UCTOoJIb3yeTcs poTokoa UDP.
HacTtpoiika oTnipaBku co0bITHi 0T 1y<061 UFW u firewalld
Cny>x0a rsyslog MOXKeT CaMOCTOSITe/TbHO MepeiaBaTh COOBITHS OT C/IyXKO firewalld m UFW.

HPI/I HGOGXOAI/IMOCTI/I BbI MOXXeTe IMOAK/IIOUHUTD C]'[y>K6BI KdK OTAEHBHBIﬁ HCTOYHHK.



OrmicaHre HaCTPOWKY Cy>K0 orcaHo B pa3gese «UEW u firewalld».

4.2.6.2.3 HacTtpoiika syslog-ng

Ecmm cy>x0a He ycTaHOB/IEHa, TO Bbl MOXKETe ee yCTaHOBHUTD. J{/Isi 3TOTO BBITIOTHUTE COOTBETCTBYIOLYIO
KOMaHZy:

OoC Komanpga

# apt-get update

Iuis1 cucteM Ha 6ase deb (Debian / Ubuntu) # apt-get install syslog-ng

JJ1a cucteMm Ha Gase RPM (Red Hat / CentOS) # yum -y install syslog-ng

HobaBbTe Ciyk0y syslog-ng B aBTO3arpy3Ky U 3amyCTHTe:

# systemctl enable syslog-ng

# systemctl start syslog-ng

B koHdurypaiuonHoMm atine /etc/syslog-ng/syslog-ng.conf HacTpoWte ciayx0Oy Ha cbop

HeoOX0oAMMBIX COOBITHI (IpMep daiina npuBesieH B paszene «[Ipumep daiina KoHGUrypauuy cayK0Ob
syslog-ng»).

B Hauane daiina ykaxute Bepcui0 CTy>XObI (eC/TM OHa He yKa3aHa) M BK/IFOUeHHbIe KOH(PUTypaLlMOHHbIe
(aiisb:

@version: 3.35
@include "scl.conf"

@include "/etc/syslog-ng/conf.d/*.conf"

B 6s10ke options ycTaHOBHTE Clefyroliye riobanbHbie epeMeHHbIe:

options {
flush_lines (0);
time_reopen (10);
log_fifo_size ( );
chain_hostnames (off);
use_dns (no);
dns-cache(no);
use_fqdn (no);
create_dirs (no);
keep_hostname (yes);
stats-freq(0);
mark-freq(0);

};

B 6s10Ke Sources yKaXuTe UICTOUHUKH TTOTyUYeHUs JIOTOB, HAllPUMep:
source s_sys {

system();

internal();

};

B 6n0ke Destinations ykaxure MyTH K (aiinam, coOMpaeMbIX )KypHa/IOB:



# cTaHOapTHble daiinbl XypHanosB.

#

destination d_auth { file("/var/log/auth.log"); };
destination d_auth { file("/var/log/auth.log"); };
destination d_daemon { file("/var/log/daemon.log"); };
destination d_kern { file("/var/log/kern.log"); };
destination d_lpr { file('"/var/log/lpr.log"); };
destination d_mail { file("/var/log/mail.log"); };
destination d_syslog { file("/var/log/syslog"); };
destination d_user { file("/var/log/user.log"); };
destination d_uucp { file("/var/log/uucp.log"); };

# XypHanbl, nocTynawuwmye OT MOYTOBLIX MOACUCTEM.

#

destination d_mailinfo { file("/var/log/mail.info"); 3},
destination d_mailwarn { file("/var/log/mail.warn"); };
destination d_mailerr { file('"/var/log/mail.err"); };

# yHuMBepcanbHble ¢ainbl XypHasoB.

#

destination d_debug { file("/var/log/debug"); };
destination d_error { file("/var/log/error"); };
destination d_messages { file('"/var/log/messages"); };

# root's KOHCONb.
#
destination d_mlal { usertty("*"); };

# virtual KoHconb.
#
destination d_cons { file('"/dev/console"); };

# oTnTpaBKa coOO6UEeHNA B areHT c6opa /for-KosnekTopa
#

log_fifo_size( )): ),

destination d_net { tcp("<IP-agpec aredHta cbopa

nor-konnektopa>" port

I'ne, B mapametpe destination d_net ykKaxuTe ciaefyroljve JaHHbIe:

e <IP-ajpec aredTa cbopa for-konnektopa> - IP-agpec areHta cbopa J10r-KOIeKTOPa;

e port - MOpPT, MO KOTOPOMY areHT cbopa Jor-Kosiekropa OyzeT NMpuHUMaTh COObITHA. [Jo/mkeH

COBIMA/aTh CO 3HaUeHHeM, YKa3aHHBIM B HACTPOMKAX COOTBETCTBYIOILETO Mpodusisi coopa.

B 6soke Filters HacTpoiTe MpaBW/ia U YPOBHHU >KypHa/JMPOBaHUs, UTOObI yCTAaHOBUTH Kakue WMEHHO

coob1jeHust OyIyT OTIPaBIATECS. PEKOMEHYIOTCS C/le/Iyolie HaCTPONKH:

filter f_dbg { level(debug); };

filter f_info { level(info); };

filter f_notice { level(notice); };
filter f_warn { level(warn); };

filter f_err { level(err); };

filter f_crit { level(crit .. emerg); };

filter f_debug { level(debug) and not facility(auth, authpriv, news, mail); };

filter f_error { level(err .. emerg) ; };
filter f_messages { level(info,notice,warn) and

not facility(auth,authpriv,cron,daemon,mail, news); };



filter f_audit { program("audit"); };

filter f_auth { facility(auth, authpriv); };

filter f_daemon { facility(daemon) and not filter(f_debug); };

filter f_kern { facility(kern) and not filter(f_debug); };

filter f_1lpr { facility(lpr) and not filter(f_debug); };

filter f_local { facility(local®, locall, local3, local4, locals,
local6, local7) and not filter(f_debug); };

filter f_mail { facility(mail) and not filter(f_debug); };
filter f_syslog3 { not facility(auth, authpriv, mail) and not filter(f_debug); };
filter f_user { facility(user) and not filter(f_debug); };
filter f_uucp { facility(uucp) and not filter(f_debug); };

filter f_cnews { level(notice, err, crit) and facility(news); };
filter f_cother { level(debug, info, notice, warn) or facility(daemon, mail); };

filter f_console { level(warn .. emerg); };

B 6noke Log path yKakuTe MapIIpyTH3al[d0 TPHHSATOTO C/Ty>KOOH JIOrMpOBaHUsI TOTOKA COOBITHH
(6nok Source) B yka3aHHble aiinbl JjioroB (6/i0Ka Destination) B COOTBETCTBUM C 3a/laHHBIMHU

bumbTpamu:

log { source(s_sys); filter(f_auth); destination(d_auth); };

log { source(s_sys); filter(f_daemon); destination(d_daemon); };
log { source(s_sys); filter(f_kern); destination(d_kern); };

log { source(s_sys); filter(f_lpr),; destination(d_1lpr); };

log { source(s_sys); filter(f_syslog3); destination(d_syslog); };
log { source(s_sys); filter(f_user); destination(d_user); };

log { source(s_sys); filter(f_uucp),; destination(d_uucp); };

log { source(s_sys); filter(f_mail); destination(d_mail); };

log { source(s_sys); filter(f_debug); destination(d_debug); };
log { source(s_sys); filter(f_error); destination(d_error); };
log { source(s_sys); filter(f_messages); destination(d_messages); };
log { source(s_sys); filter(f_console); destination(d_cons); };
log { source(s_sys); filter(f_crit); destination(d_mlal); };

# ANA oTNpaBKW COOOWEHWI A Ha yAaneHHbld canTt
# ybeauTecb, UYTO CTPOKA HWXE He 3aKOMMEHTMpoBaHa

log { source(s_sys); filter(f_auth); destination(d_net); };

Baumanue! ybeoumecb, umo He  3aKOMMEHMUpPOBAHA  CMpPOKa log { source(s_sys);
filter(f_auth), destination(d_net),; }

Jns 3agepuwieHus Hacmpoliiku HeobXo0umo nepesanycmums cAyHcOy syslog-ng.
Hacrpoiika oTnipaBKH co0bITHIT 0T CTyk0b1 auditd

Onsi otmpaBKM coObITHIA coOupaembix ciyk0oit auditd Ha areHT cbOopa JOT-KO/ITIEKTOpa, B
JVpeKTopuH /etc/syslog-ng/conf.d gobaBbTe (aiim audit messages.conf CO  CAeIYIOLMMA
rapamMeTpamH:

source s_audit {



file (/var/log/audit/audit.log persist-name (s_auditd_for_siem)
program_override("auditd"));

};
destination d_auditd {

tep (
"<IP-agpec areHTa cbopa nor-konnexktopa>"

port
persist-name(d_auditd_for_siem)
);

};

log {
source(s_audit); destination(d_auditd);
1

I'me, B mapametpe destination d_auditd ykaxuTe ciefyrolye riapameTphl:
e <IP-ajpec areHTa cbopa for-konnekTopa> - IP-afgpec arenra cbopa /0r-KosieKTopa;

e port - TMOPT, IO KOTOPOMY areHT cOopa JIor-Ko/ijieKTopa OyZieT MpUHUMAaTh COObITHS. Jlo/mKeH
COBIIAZIATh CO 3HAUeHWeM, YKa3aHHBIM B HACTPOMKAX COOTBETCTBYIOIIero mpodusis coopa.

Hactpoiika oTnipaBku co0bITuii 0T C1y<061 UFW H firewalld
Cﬂy>K6a syslog-ng MOXeT CaMOCTOATE/ILHO I1epeaBaTh COOBITHUSA OT cny>K6 firewalld u UFW.
[Tpu HeOOXOIUMOCTH BBl MOXKETE TOAK/IIOUNTD CTY>KObI KaK OT/|e/TbHBIA UCTOUHUK.

Omnwmcanue HaCTPOUKH Cy>k0 omucaHo B pa3gene «UFW u firewalld».

4.2.6.3 Hacrtpoliika cnyx6bl auditd

Cnyxb6a auditd npegHa3HaueHa [ii MOHUTOPWHTA COOBITHI OIEpalMOHHOM CHUCTeMbl W 3alHCH UX B
YKYPHaJIbI COOBITHH.

Hactpotika ciy>k0bl BK/IIOUaeT B Ce0si YCTAHOBKY M TIOJK/IIOUEHHE C/TY)KObI B KaueCTBe HMCTOUYHHKA
cobertuit gy Ilnargopmer Pagap.

Ecmm cy>x6a He ycTaHOB/IEHa, TO BBl MOKETE ee yCTaHOBHUTD. JI/Isi 3TOTO BBITIOTHUTE COOTBETCTBYIOI[YIO
KOMaHJy:

OC Komanpga

# sudo apt-get install auditd

Jutst ciucteM Ha 6ase deb (Debian / Ubuntu) # sudo apt-get install audispd-plugins

# yum -y install auditd

It cucteM Ha 6a3e RPM (Red Hat / CentOS) # yum -y install audispd-plugins

4.2.6.3.1 HacrTpoiika KoHturypaumoHHoro chaiina cnyxosbl auditd

Koudwuryparmonseii  daiin  ciyxbel - /etc/audit/auditd.conf - cofepKUT wuHPOpPMALUIO O
KOH(UTryparyu, crieluuunyto Ai1s aygura. CTpykrypa (aiina: oJHO K/I0ueBoe C/I0BO KOHPUrypaluy B
Ka&X/10i1 CTPOKe, 3HaK paBeHCTBa, a 3aTeM CJe/lyeT COOTBeTCTBYHOL{asi MH(opMalLis 0 KOH(UrypaLyu.



Ecm y Bac OC Ha 6a3e deb (Debian / Ubuntu), To B /etc/audit/auditd.conf yKakuTe cjeayroliee
COZIep>KUMOe:

local_events = yes

write_logs = yes

log_file = /var/log/audit/audit.log
log_group = adm

log_format = ENRICHED

flush = INCREMENTAL_ASYNC

freq =

max_log_file =

num_logs =

priority_boost =

disp_gos = lossy

dispatcher = /sbin/audispd
name_format = NUMERIC

##name = mydomain

max_log_file action = ROTATE
space_left =

space_left_action = SYSLOG
verify_email = yes

action_mail acct = root
admin_space_left =
admin_space_left_action = SUSPEND
disk_full _action = SUSPEND
disk_error_action = SUSPEND
use_libwrap = yes

##tcp_listen_port = 60
tcp_listen_queue
tcp_max_per_addr
##tcp_client_ports = 1024-65535
tcp_client_max_idle =

enable_krb5 = no

krb5_principal = auditd

##krb5_key file = /etc/audit/audit.key
distribute_network = no

Ecm y Bac OC Ha 6a3e RPM (Red Hat / CentOS), To B /etc/audit/auditd.conf ykaxkute cnexyroiee
CoZiep>KUMOe:

local_events = yes

write_logs = yes

log_file = /var/log/audit/audit.log
log_group = adm

log_format = RAW

flush = INCREMENTAL_ASYNC

freq =

max_log_file =

num_logs =

priority_boost =

name_format = HOSTNAME
max_log_file_action = ROTATE
space_left =

space_left_action = SYSLOG
verify_email = yes
action_mail_acct = root
admin_space_left =
admin_space_left_action = SUSPEND
disk_full_action = SUSPEND



disk_error_action = SUSPEND
use_libwrap = yes
##tcp_listen_port = 60
tcp_listen_queue =
tcp_max_per_addr =
##tcp_client_ports = 1024-65535
tcp_client_max_idle =

transport = TCP

krb5_principal = auditd
##krb5_key_file = /etc/audit/audit.key
distribute_network = no

g_depth =

overflow_action = SYSLOG
max_restarts =

plugin_dir = /etc/audit/plugins.d
end_of_event_timeout =

Onucanuve napamMeTpoB KOHQUrypalyoHHOro ¢aiina /etc/audit/auditd.conf npuBefeHO B paszere
«Ornucanue napameTpoB datiina auditd.conf».

4.2.6.3.2 HacTpoiika npaBui paclUMPEHHOro ayamta

Ecm y Bac OC Ha 6a3e deb (Debian / Ubuntu), To co3gaiite ¢aiin C mpaBWiamMyd paclIMpeHHOTO
ayaurta /etc/audit/rules.d/extended.rules u Job6aBbTe TyJa CleqyOL[He ITPABUIA:

-D
-b
-f

-a exclude,always -F msgtype=BPRM_FCAPS
-a exclude,always -F msgtype=BPF

# ===== EXECVE (BCE KOMAHJbl) =====
-a always,exit -F arch=b64 -S execve,execveat -k exec_all_commands
-a always,exit -F arch=b32 -S execve,execveat -k exec_all_commands

# ===== PRIVILEGE ESCALATION =====

-a always,exit -F arch=b64 -S

setuid, setgid, setreuid, setregid, setresuid, setresgid, setfsuid, setfsgid -k
privilege_escalation

-a always,exit -F arch=b32 -S

setuid, setgid, setreuid, setregid, setresuid, setresgid, setfsuid, setfsgid -k
privilege_escalation

# ===== SENSITIVE FILES =====

-a always,exit -F arch=b64 -S open,openat,openat2 -F path=/etc/shadow -F auid!=-1 -k
shadow_read

-a always,exit -F arch=b32 -S open,openat -F path=/etc/shadow -F auid!=-1 -k
shadow_read

-a always,exit -F arch=b64 -S open,openat,openat2 -F path=/etc/passwd -F auid!=-1 -k
passwd_read

-a always,exit -F arch=b32 -S open,openat -F path=/etc/passwd -F auid!=-1 -k

passwd_read

# ===== MOUNT OPERATIONS =====
-a always,exit -F arch=b64 -S mount,umount2 -k mount_operations
-a always,exit -F arch=b32 -S mount,umount2 -k mount_operations



# ===== PTRACE
-a always,exit
-a always, exit

(Process Tracing)
-F arch=b64 -S ptrace -k
-F arch=b32 -S ptrace -k

# ===== SOCKET OPERATIONS
-a always,exit -F arch=b64
-a always,exit -F arch=b32
-a always,exit -F arch=b64
-a always,exit -F arch=b32
-a always,exit -F arch=b64
-a always,exit -F arch=b32
# ===== TIME MANIPULATION

-a always,exit -F arch=b64 -S

-a always,exit -F arch=b32
time_changes
# ===== NETWORK CONFIG ===

-a always,exit -F arch=b64 -S

-a always,exit -F arch=b32
# ===== PROCESS TRACKING =
-a always,exit -F arch=bh64
-a always,exit -F arch=b32
-a always,exit -F arch=bh64
-a always,exit -F arch=b32

FILE OPERATIONS ==

ptrace_usage
ptrace_usage

-S socket -F a0=2 -k socket_ipv4
-S socket -F a0=2 -k socket_ipv4
-S socket -F a0= -k socket_ipvé6
-S socket -F a0= -k socket_ipvé6
-S bind -k network_bind

-S bind -k network_bind

adjtimex, settimeofday, clock_settime -k time_changes

-S adjtimex, settimeofday, stime,clock_settime -k

sethostname, setdomainname -k network_modifications

-S sethostname, setdomainname -k network_modifications

-S fork,vfork,clone,clone3 -F auid!=-
-S fork,vfork,clone,clone3 -F auid!=-

-S exit,exit_group -k process_exit
-S exit,exit_group -k process_exit

# CtatucTtuka daihinos (6aszoBas MHOopmauus)
-a always,exit -F arch=bh64 -S stat,lstat,statx -k file_stat
-a always,exit -F arch=b32 -S lstat,stat -k file_stat

# fstat - vHOopmauma o OTKpbITOM daine
-a always,exit -F arch=b64 -S fstat -k fstat_usage
-a always,exit -F arch=b32 -S fstat -k fstat_usage

# mknod - co3gaHue cneunanbHbiX ¢ainos
-a always,exit -F arch=b64 -S mknod,mknodat -k mknod_usage
-a always,exit -F arch=b32 -S mknod,mknodat -k mknod_usage

-S chown, fchown, 1chown, fchownat
-S chown, fchown, 1chown, fchownat

XECTKNUX N CUMBOJINHECKNX CCbUIOK

-S link,linkat,symlink,symlinkat -F auid!=-
-S link,linkat,symlink,symlinkat -F auid!=-

-F auid!=-
-F auid!=-

-k process_creation
-k process_creation

-k chown_usage
-k chown_usage

-k link_usage
-k link_usage

-S
-S

-S

# chown - n3meHeHne Bnagenbua
-a always,exit -F arch=b64
-a always,exit -F arch=b32
# link onepauuu - co3gaHue
-a always,exit -F arch=b64
-a always,exit -F arch=b32
# ===== SOCKET OPTIONS ===
-a always,exit -F arch=b64
-a always,exit -F arch=b32
-a always,exit -F arch=b64
-a always,exit -F arch=b32
-a always,exit -F arch=b64
-a always,exit -F arch=b32
-a always,exit -F arch=b64
-a always,exit -F arch=b32

-S

auid!=-
auid!=-

setsockopt -F
setsockopt -F

auid!=-
auid!=-

getsockopt -F
getsockopt -F

listen -k listen_usage
listen -k listen_usage

-k setsockopt_usage
-k setsockopt_usage

-k getsockopt_usage
-k getsockopt_usage

accept,accept4 -k accept_usage

accept4 -k accept_usage



-a
-a

-a
-a

-a
-a

-a
-a

-a
-a

-a
-a

-a
in
-a
in

-a
-a

-a
-a

-a
-a

-a
-a

-a
-a

-a
-a

always,exit -F arch=b64 -S shutdown -k shutdown_usage
always,exit -F arch=b32 -S shutdown -k shutdown_usage

always,exit -F arch=b64 -S getpeername -k getpeername_usage
always,exit -F arch=b32 -S getpeername -k getpeername_usage

always,exit -F arch=b64 -S getsockname -k getsockname_usage
always,exit -F arch=b32 -S getsockname -k getsockname_usage

===== SIGNALS & IPC =====
always,exit -F arch=b64 -S getgroups -k groups_query
always,exit -F arch=b32 -S getgroups -k groups_query

always,exit -F arch=b64 -S kill,rt_sigqueueinfo,tgkill -k kill_signal_usage

always,exit -F arch=b32 -S kill,rt_sigqueueinfo,tgkill -k kill_signal_usage
always,exit -F arch=b64 -S futex -F auid!=-1 -k futex_usage
always,exit -F arch=b32 -S futex -F auid!=-1 -k futex_usage

always,exit -F arch=b64 -S shmget,shmctl,shmdt,shmat -k ipc_shm_usage
always,exit -F arch=b32 -S shmget,shmctl,shmdt, shmat -k ipc_shm_usage

always,exit -F arch=b64 -S semget,semctl, semop, semtimedop -k ipc_sem_usage
always,exit -F arch=b32 -S semget -k ipc_sem_usage

always,exit -F arch=b64 -S msgget,msgctl,msgsnd,msgrcv -k ipc_msg_usage
always,exit -F arch=b32 -S msgget,msgctl,msgsnd,msgrcv -k ipc_msg_usage

always,exit -F arch=b64 -S
otify_init,inotify_init1,inotify_add_watch,inotify_rm_watch -k inotify_usage
always,exit -F arch=b32 -S
otify_init,inotify_init1,inotify_add_watch,inotify_rm_watch -k inotify_usage

always,exit -F arch=b64 -S splice,tee,vmsplice -k splice_usage
always,exit -F arch=b32 -S splice,tee,vmsplice -k splice_usage

always,exit -F arch=b64 -S pipe,pipe2 -k pipe_usage

always,exit -F arch=b32 -S pipe,pipe2 -k pipe_usage

always,exit -F arch=b64 -S flock -F auid!=-1 -k flock_usage

always,exit -F arch=b32 -S flock -F auid!=-1 -k flock_usage

always,exit -F arch=b64 -S mlock,mlock2,munlock,mlockall,munlockall -k mlock_usage

always,exit -F arch=b32 -S mlock,mlock2,munlock,mlockall,munlockall -k mlock_usage
always,exit -F arch=b64 -S mremap -F auid!=-1 -k mremap_usage

always,exit -F arch=b32 -S mremap -F auid!=-1 -k mremap_usage

always,exit -F arch=b64 -S mincore -F auid!=-1 -k mincore_usage

always,exit -F arch=b32 -S mincore -F auid!=-1 -k mincore_usage

always,exit -F arch=b64 -S madvise -F auid!=-1 -k madvise_usage

always,exit -F arch=b32 -S madvise -F auid!=-1 -k madvise_usage
===== WATCH RULES (KoHbuUrypaunoHHble ¢ainb) =====

/etc/passwd -p wa -k passwd_changes

/etc/group -p wa -k group_changes

/etc/shadow -p wa -k shadow_changes
/etc/gshadow -p wa -k gshadow_changes
/etc/security/opasswd -p wa -k opasswd_changes

/etc/ssh/sshd_config -p wa -k sshd_config_changes
/etc/ssh/ssh_config -p wa -k ssh_config_changes



-w /root/.ssh -p wa -k root_ssh_changes
-w /home -p wa -k home_changes

-w /etc/pam.d/ -p wa -k pam_changes
-w /etc/security/pwquality.conf -p wa -k pwquality_changes
-w /etc/security/ -p wa -k security_config_changes

-w /etc/sudoers -p wa -k sudoers_changes
-w /etc/sudoers.d/ -p wa -k sudoers_d_changes

-w /etc/cron.d/ -p wa -k cron_d_changes

-w /etc/cron.daily/ -p wa -k cron_daily_changes

-w /etc/cron.hourly/ -p wa -k cron_hourly_changes
-w /etc/cron.monthly/ -p wa -k cron_monthly_changes
-w /etc/cron.weekly/ -p wa -k cron_weekly_changes
-w /etc/crontab -p wa -k crontab_changes

-w /var/spool/cron/ -p wa -k cron_spool_changes

-w /etc/systemd/ -p wa -k systemd_changes
-w /usr/lib/systemd/system/ -p wa -k systemd_system_changes
-w /1lib/systemd/system/ -p wa -k systemd_lib_changes

-w /etc/init.d/ -p wa -k init_d_changes
-w /etc/rc.local -p wa -k rc_local_changes

-w /etc/profile -p wa -k profile_changes

-w /etc/profile.d/ -p wa -k profile_d_changes
-w /etc/bash.bashrc -p wa -k bashrc_changes
-w /etc/zsh/ -p wa -k zsh_changes

-w /etc/hosts -p wa -k hosts_changes

-w /etc/hostname -p wa -k hostname_changes

-w /etc/network -p wa -k network_config_changes
-w /etc/resolv.conf -p wa -k resolv_conf_changes

-w /sbin/insmod -p x -k insmod_execution

-w /sbin/rmmod -p x -k rmmod_execution

-w /sbin/modprobe -p x -k modprobe_execution

-a always,exit -F arch=b64 -S init_module,delete_module, finit_module -k
kernel_module_operations

-a always,exit -F arch=b32 -S init_module,delete_module,finit_module -k
kernel_module_operations

-w /etc/modprobe.conf -p wa -k modprobe_conf_changes
-w /etc/modprobe.d/ -p wa -k modprobe_d_changes

-w /boot -p wa -k boot_changes
-w /boot/grub -p wa -k grub_changes
-w /boot/grub2 -p wa -k grub2_changes

-w /etc/ld.so.preload -p wa -k ld_preload_changes
-w /etc/1ld.so.conf -p wa -k ld_so_conf_changes
-w /etc/1ld.so.conf.d/ -p wa -k 1ld_so_conf_d_changes

-a always,exit -F arch=b64 -S open,openat,openat2 -F dir=/tmp -k tmp_library_load
-a always,exit -F arch=b32 -S open,openat -F dir=/tmp -k tmp_library_load

-a always,exit -F arch=b64 -S open,openat,openat2 -F dir=/dev/shm -k shm_library_load
-a always,exit -F arch=b32 -S open,openat -F dir=/dev/shm -k shm_library_load

-w /etc/selinux -p wa -k selinux_changes
-w /usr/sbin/setenforce -p x -k setenforce_execution
-w /usr/sbin/semodule -p x -k semodule_execution



-w /etc/apparmor -p wa -k apparmor_changes
-w /etc/apparmor.d/ -p wa -k apparmor_d_changes

-w /etc/audit/ -p wa -k audit_config_changes

-w /etc/libaudit.conf -p wa -k libaudit_conf_changes
-w /sbin/auditctl -p x -k auditctl_execution

-w /sbin/auditd -p x -k auditd_execution

-w /var/log/audit/ -p wa -k audit_log_changes

-w /etc/locale.conf -p wa -k locale_changes
-w /etc/localtime -p wa -k localtime_changes

# ===== DANGEROUS TOOLS =====

-w /usr/bin/docker -p x -k docker_execution

-w /var/lib/docker/ -p wa -k docker_data_changes
-w /etc/docker/ -p wa -k docker_config_changes

-w /usr/bin/nc -p X -k nc_execution

-w /usr/bin/ncat -p X -k ncat_execution

-w /usr/bin/socat -p x -k socat_execution
-w /usr/bin/netcat -p x -k netcat_execution

-w /usr/bin/tcpdump -p x -k tcpdump_execution
-w /usr/sbin/tcpdump -p x -k tcpdump_sbin_execution

-w /usr/bin/ssh -p x -k ssh_execution
-w /usr/bin/scp -p x -k scp_execution

-w /usr/bin/sudo -p X -k sudo_execution
-w /usr/bin/su -p X -k su_execution

-w /usr/bin/python3 -p x -k python3_execution
-w /usr/bin/perl -p X -k perl_execution

Ecmu y Bac OC Ha 6a3e RPM (Red Hat / CentOS), To B /etc/audit/rules.d/extended.rules momumo rpaBus
BbIIlIe, YKa)KUTe C/ie[ytolliee CO/lep>KUMOe:

-1

--reset-lost

-a always,exclude -F msgtype=CRYPTO_KEY_USER
-a always,exclude -F msgtype=CRYPTO_SESSION
-a always,exclude -F msgtype=NETFILTER_CFG
-a always,exclude -F msgtype=SYSTEM_RUNLEVEL
-a always,exclude -F msgtype=BPF

-e

4.2.6.3.3 HacTtpowka nnarnHa syslog gna sanucu noros auditd

B daiin /etc/audit/plugins.d/syslog.conf BHeCUTe cjieyrolye U3MeHeHUs :

Ons Debian 10, CentOS, Fedora u Ubuntu:

# This file controls the configuration of the syslog plugin.



= OH O # OH O H OH®

It simply takes events and writes them to syslog. The
arguments provided can be the default priority that you

want the events written with. And optionally, you can give

a second argument indicating the facility that you want events
logged to. Valid options are LOG_LOCALO® through 7, LOG_AUTH,
LOG_AUTHPRIV, LOG_DAEMON, LOG_SYSLOG, and LOG_USER.

active = yes

direction = out

path

builtin_syslog

type = builtin

args

LOG_LOCALG6

format = string

[Ins Debian 11 u Bblie:

This file controls the configuration of the syslog plugin.

It simply takes events and writes them to syslog. The
arguments provided can be the default priority that you

want the events written with. And optionally, you can give

a second argument indicating the facility that you want events
logged to. Valid options are LOG_LOCALO® through 7, LOG_AUTH,
LOG_AUTHPRIV, LOG_DAEMON, LOG_SYSLOG, and LOG_USER.

active = yes

direction = out

path

/sbin/audisp-syslog

type = always

args = LOG_LOCAL®6

format = string

4.2.6.4 Hactpoiika xypHanupoBaHus bash-komaHp,

[ns peanusaluy MexaHU3Ma JKyPHa/lMPDOBaHUsI MOJXKeT HCIIO/Ib30BAaThCs BCTPOEHHAst IlepeMeHHast
bash PROMPT_COMMAND, KOTOpasi BBIMIOJHSETCS Iepes, BbIBOZAOM IIpUIJ/allleHUss KOMaHJHOW CTPOKM.
[TepemeHHas 3anMchbIBaeT MpebIAYLIYIO BEIMOJHEHHYO KOMaHAy B ¢popmare syslog key-value.

4.2.6.4.1

[Tepes BBITIOJTHEHWEM HACTPOWKM >KypHanupoBaHus bash-komanz y6emgutecs,

MoproToBKa K HacTpolike XypHanupoBaHus bash-komaHng,

CJleiyroliue yCaoBUS:

e TIOJIyYEH AOCTYII Yoot WK Mpasa sudo A4 3alucu B /etc/profile.d/ ;

yTo COOJIIO/IeHBI



e YCTaHOBJIEH logger;,

e ycraHossieH Bash (e zsh, fish u ap.) Bepcuu 4.3 vy BhIlIIe.

4.2.6.4.2 Llaru no HacTpoiike xypHanupoBaHua bash-komaHpg,
1. Co3pgatite ¢aiin bash-syslog.sh B karanore /etc/profile.d.

2. Yxaxure B (paiisie cefyroliye HAaCTPONKU:

#!/bin/bash

# JlornpoBaHue BCell BBeAEHHON Nosb3oBaTesieM CTpoku 4vepe3 syslog (key=value
dopmarT)
# PaboTaeT TO/NbKO B MHTEPaAKTMBHLIX ceccusix bash

__audit_logger() {
local RETVAL=$?
local CMD="$(history 1 | sed 's/A *[0-9]* *//")"
[[ -z "$CMD" && $RETVAL -eq 0 ]] && return
local ESCAPED_CMD=${CMD//\"/\\\"}

# lonydyaem cUCTEMHble AaHHble
local TS=$(date -u +"%Y-%m-%dT%H:%M:%SZ")
local USER=$(whoami)

local LOGIN_USER=$LOGNAME
local USER_ID=$(id -u)

local GID=$(id -g)

local GROUP=$(id -gn)

local PID=$$

local HOST=$(hostname)

local IP=${SSH_CONNECTION%% *}
IP=${IP:-"local"}

local TTY=$(tty 2>/dev/null)
local CwD=$(pwd)

local SHELL_NAME=$

local BASH_VER=$BASH_VERSION

# dopmMmpyem M oTnpasaifgem Jfor
logger -t logger -p user.debug \

"logger: type=logger_audit_command timestamp=\"$TS\" UID=\"$USER\"
AUID=\"$LOGIN_USER\" uid=$USER_ID gid=$GID GID=\"$GROUP\" cwd=\"$SCWD\"
tty=\"$TTY\" ip=\"SIP\" hostname=\"$HOST\" shell=\"$SHELL_NAME\"
bash_version=\"$BASH_VER\" pid=$PID command=\"$ESCAPED_CMD\" exit_code=$RETVAL"

}
# AKTUBUPYEM TONbKO B UHTEPAKTUBHbLIX CECCUAX
if [[ $- == *1i* ]]; then
export PROMPT_COMMAND=__audit_logger
fi
I'ne:

e RETRN_VAL=$? — coxpaHsieM KO/ BO3Bpara Ipe/blAylleil KoMaH/Ibl (Ha BCIKUN Clydai,
MO>KHO PacCIIUpUTh);

e logger — OTIpaB/isieM COOOITeHHe B CUCTEMHBIN )KYPHaT;

e -p user.debug— ucronb3yeM syslog-pacunutu user/debug (Mo ymosyaHuto monaziéT B
/var/log/syslog);

e $(whoami) — KTO BBITIOJTHU/I KOMaH/Y.



3. BeizaliTe pa3spelieHre Ha UCIOHeHUe 3Toro ¢aiina:

# sudo chmod +x /etc/profile.d/bash-syslog.sh

4. 3amyCTuTe CKpPUIT:

# sudo bash /etc/profile.d/bash-syslog.sh

5. [Ilepesanycrture 3k3emmisip Bash:

# exec bash -1

4.2.6.4.3 T[poBepKa HACTPOWKN XXypHanupoBaHua bash-komaHp,

BrinosinuTe KOMaHzay:
# echo "Test command"

# tail -n 5 /var/log/syslog | grep "user.debug"

O>xyiaeMblid pe3y/bTar:

<15>Aug 15 14:28:51 debl2-auditd logger: logger: type=logger_audit_command
timestamp="2025-08-15T11:28:51Z2" UID="root" AUID=\"root\" wuid=0 gid=0 GID="root"
cwd="/root" tty="/dev/pts/0" ip="172.30.253.1" hostname="deb12-auditd" shell="-bash"
bash_version="5.2.15(1)-release" pid=6324 command="1s" exit_code=0

4.2.6.4.4 OTKaT UaMeHeHuil

1. Cospaiire ¢aiin ckpurnra B 10001 AUPEKTOPUH:

# nano /tmp/revert-bash-syslog.sh

2. Ykaxure B (aiine revert-bash-syslog.sh cienyromiye mapamerpsi:
#!/bin/bash

set -e # 3aBepuuTb BbLIMOSIHEHWE MNpPK IOON ownbkKe

# MyTb K CKPUNTY, KOTOPbLIA Mbl co3faBann ANA XypHanMpoBaHus
HOOK_FILE="/etc/profile.d/bash-syslog.sh"

echo "[!] OTkaT XypHanupoBaHus bash-komaHg 4vepe3 syslog..."

# Npoepsem Hanuuune odanna
if [ -f "$HOOK_FILE" ]; then
echo "[+] HahgeH cKpunT XypHanupoBaHusa: $HOOK_FILE"
echo "[+] Ypansaw..."
rm -f "$HOOK_FILE"
echo "Ckpunt yganén."
else
echo "[=] dain $HOOK_FILE He HalileH — BO3MOXHO, Yyxe Obln yaanéx."
fi

# Ha BCSKMWIA cnydaii ouynuaem nepeMeHHyl OKPYXeHUsi B TeKylel ceccun
unset PROMPT_COMMAND

echo "PROMPT_COMMAND ou4uleH uU3 TeKywero OoKpyxeHus.'"

echo " exec bash -1 - BbinonHeHue"
echo " echo \$PROMPT_COMMAND # < OO/MKHO 6bITb NycTo"
echo " [ina npoBepku, 4YTO KOMaHAbl OONblie He XypHanupywTcsa nocne nepesarpysku:"

echo " tail -f /var/log/syslog | grep logger"

3. YcraHoBUTe IIpaBd Ha BbITIOJIHEHHE!



# sudo chmod +x /tmp/revert-bash-syslog.sh

4. 3amnyCcTuTe CKpPUIT:

# sudo bash /tmp/revert-bash-syslog.sh

5. TlepesamyctuTe TeKyIIyr 000/I0UKY:

# exec bash -1
4.2.6.5 [epesanyck cnyxo

[Tocsie HaCTpOMKK KOHUrypaLyy 1000 c1y>KObI, €€ He0OX0AUMO TIepe3arTyCTUTD.

Ecmu B OC MCII0J/Ib3YeTCsd CUCTeMa MHULIMa/IN3alr Upstar t, TO BBIIIOJHHUTE KOMaHAY:

# service <Ha3BaHMe cnAyx6bl> restart

Ecm System V, TO BBINIOJIHUTE KOMaHAY:

# /etc/init.d/<HazBaHune cnyxbbl> restart
4.2.6.6 Hactpoiika 6paHgmay3pa

Eciu ucrione3yercs 6paHamMayap, TO He00X0uMO OTKPBITh opT 2671/TCP.
st 5TOro BBIMNOMHUTE C/IeAYIOLYI0 KOMaHAy:

e eC/IM UCTob3yeTcs cayxba firewalld:

# firewall-cmd --permanent --add-port=2671/tcp

e eQIM UCTONb3yeTcs cayxba iptables:

# iptables -A OUTPUT -p tcp --dport 2661 -j ACCEPT

e ecm B Bameld OC wucnosb3yercs SElinux, To 4ToObl NMPOBEPUTHh AaKTUBEH /M OH BBITIOJHUTE
KOMaHJy

# getenforce

Ecsiu 6b11 MostyueH oTBeT Permissive, TO cy»kba OCTaHOBJIEHA; eC/iM Enforcing, TO cy)K0a 3amyiieHa
1 ee HEOOXO/IMUMO HAaCTPOUTH CJIIYIOIIUM 00pa3oMm:

# semanage port -a -t syslogd_port_t -p tcp 2661
# ausearch -c 'audisp-remote' --raw | audit2allow -M my-audispremote

# semodule -X 300 -i my-audispremote.pp

ITpu HEOO6XOAUMOCTH MOXKHO OTKJTFOUUTE CJTY>KOy KOMaH/0M:

# setenforce 0
4.2.6.7 BknoyeHne UCTOUYHUKA Ha nnatdopme

[TepeiisuTe B BeO-uHTepdeic MmiaThopMbl U BBITIOJIHUTE AeWCTBUe «BK/IOUeHHe HWCTOUHUKA» [JIs
rcrouyHuka Unix/Linux.

4.2.6.8 Mpumep channa koHcpurypauyum cnyxobl syslog-ng

[Mpumep datina /etc/syslog-ng/syslog-ng.conf:



@version:
@include "scl.conf"

# Syslog-ng configuration file, compatible with default Debian syslogd
# installation.

# First, set some global options.
#options { chain_hostnames(off); flush_lines(0); use_dns(no); use_fqdn(no);

# dns_cache(no); owner("root"); group("adm"); perm(0640);
# stats_freq(0); bad_hostname("Agconfd$"); mark-freq(0);
#};

options {

flush_lines (0);
time_reopen (10);
log_fifo_size ( );
chain_hostnames (off);
use_dns (no);
dns-cache(no);
use_fqdn (no);
create_dirs (no);
keep_hostname (yes);
stats-freq(0);
mark-freq(0);

};

HitHHH R HHHHHHHHHH
# Sources
HAH#HHHH BB HHH SRR HHH BRI
# This is the default behavior of sysklogd package
# Logs may come from unix stream, but not from another machine.
#
source s_sys {
system();
internal();

};

# If you wish to get logs from remote machine you should uncomment
# this and comment the above source line.

#

#source s_net { tcp(ip(127.0.0.1) port(1000)); };

HtHHHH R HHHHHH AR HHAHS

# Destinations

HtHHHH R HHHHHH AR HHAHS

# First some standard logfile

#

destination d_auth { file("/var/log/auth.log"); };
#destination d_cron { file("/var/log/cron.log"); };
destination d_daemon { file("/var/log/daemon.log"); };
destination d_kern { file("/var/log/kern.log"); };
destination d_lpr { file("/var/log/lpr.log"); };
destination d_mail { file("/var/log/mail.log"); };
destination d_syslog { file("/var/log/syslog"); };
destination d_user { file("/var/log/user.log"); };
destination d_uucp { file("/var/log/uucp.log"); };

# This files are the log come from the mail subsystem.
#

destination d_mailinfo { file("/var/log/mail.info"); };
destination d_mailwarn { file('"/var/log/mail.warn'); };
destination d_mailerr { file("/var/log/mail.err"); };

# Logging for INN news system



#

#destination d_newscrit { file("/var/log/news/news.crit"); };
#destination d_newserr { file("/var/log/news/news.err"); },;
#destination d_newsnotice { file("/var/log/news/news.notice"); };

# Some 'catch-all' logfiles.

#

destination d_debug { file('"/var/log/debug"); };
destination d_error { file("/var/log/error"); };
destination d_messages { file('"/var/log/messages"); };

# The root's console.
#
destination d_mlal { usertty("*"); 1},

# Virtual console.
#
destination d_cons { file('"/dev/console"); };

# The named pipe /dev/xconsole is for the nsole' utility. To use it,
# you must invoke nsole' with the -file' option:

#
# $ xconsole -file /dev/xconsole [...]

#

#destination d_xconsole { pipe("/dev/xconsole"); };
# Send the messages to an other host

#

destination d_net { tcp("<IP-agpec areHTa cbopa nor-koniekTopa>" port
log_fifo_size( )): )

# Debian only
#destination d_ppp { file("/var/log/ppp.log"); }%};

HHHBHABHHBHHBHA R HA R R HH

# Filters

HitHHHH AR HHHHHHHT

# Here's come the filter options. With this rules, we can set which
# message go where.

filter f_dbg { level(debug); };

filter f_info { level(info); };

filter f_notice { level(notice); };
filter f_warn { level(warn); };

filter f_err { level(err); };

filter f_crit { level(crit .. emerg); };

filter f_debug { level(debug) and not facility(auth, authpriv, news, mail); };
filter f_error { level(err .. emerg) ; };
filter f_messages { level(info,notice,warn) and

not facility(auth,authpriv,cron,daemon,mail, news); };

filter f_audit { program("audit"); };
#filter f_auth { facility(auth, authpriv) and not filter(f_debug) and not
filter(f_audit); };
filter f_auth { facility(auth, authpriv); };
#filter f_cron { facility(cron) and not filter(f_debug); };
filter f_daemon { facility(daemon) and not filter(f_debug); };
filter f_kern { facility(kern) and not filter(f_debug); };
filter f_1lpr { facility(lpr) and not filter(f_debug); };
filter f_local { facility(local®, locall, local3, local4, locals,
local6, local7) and not filter(f_debug); };
filter f_mail { facility(mail) and not filter(f_debug); };
#filter f_news { facility(news) and not filter(f_debug); };
filter f_syslog3 { not facility(auth, authpriv, mail) and not filter(f_debug); };



filter f_user { facility(user) and not filter(f_debug); };
filter f_uucp { facility(uucp) and not filter(f_debug); };

filter f_cnews { level(notice, err, crit) and facility(news); };
filter f_cother { level(debug, info, notice, warn) or facility(daemon, mail); };

#filter f_ppp { facility(local2) and not filter(f_debug); };
filter f_console { level(warn .. emerg); };

HAHHHH BB HHH AR HHH BB HAH S

# Log paths

HHtHHHHH R HHHHHH AR AHAHS

log { source(s_sys); filter(f_auth); destination(d_auth); };
#log { source(s_sys); filter(f_cron); destination(d_cron); };

log { source(s_sys); filter(f_daemon); destination(d_daemon); };

log { source(s_sys); filter(f_kern); destination(d_kern); };

log { source(s_sys); filter(f_lpr),; destination(d_lpr); };

log { source(s_sys); filter(f_syslog3); destination(d_syslog); };

log { source(s_sys); filter(f_user); destination(d_user); };

log { source(s_sys); filter(f_uucp); destination(d_uucp); };

log { source(s_sys); filter(f_mail); destination(d_mail); };

#log { source(s_sys); filter(f_mail); filter(f_info); destination(d_mailinfo); };
#log { source(s_sys); filter(f_mail); filter(f_warn); destination(d_mailwarn); };
#log { source(s_sys); filter(f_mail); filter(f_err); destination(d_mailerr); };
#log { source(s_sys); filter(f_news); filter(f_crit); destination(d_newscrit); };
#log { source(s_sys); filter(f_news); filter(f_err); destination(d_newserr); };
#log { source(s_sys); filter(f_news); filter(f_notice); destination(d_newsnotice); };
#log { source(s_sys); filter(f_cnews); destination(d_console_all); };

#log { source(s_sys); filter(f_cother); destination(d_console_all); };

#log { source(s_sys); filter(f_ppp); destination(d_ppp); };

log source(s_sys); filter(f_debug); destination(d_debug); };

{
log { source(s_sys); filter(f_error); destination(d_error); };
log { source(s_sys); filter(f_messages); destination(d_messages); };
{
{

log
log

source(s_sys); filter(f_console); destination(d_cons); };
source(s_sys); filter(f_crit); destination(d_mlal); };

# All messages send to a remote site
#
log { source(s_sys); filter(f_auth); destination(d_net); };

Hitt
# Include all config files in /etc/syslog-ng/conf.d/
Hit#H

@include "/etc/syslog-ng/conf.d/*.conf"
4.2.6.9 OnucaHue napametpoB daina auditd.conf

[TepeueHb peKOMeHZyeMbIX ITapaMeTPOB KOH(GUTypariuy NprBeJieH B Tab/uLe:

KroueBoe Onmcanme Debian / Red Hat /
CJIOBO Ubuntu CentOS

[MapameTp ompe/esisieT, HE0OXOJUMO /iU CJTy)be coOUpaTh JIOKATbHbIE

local_events
COOBITHS

yes yes

write_logs [MapameTp onpefersieT, HeOOXOJUMO JIH CITyKOe 3aMmUChIBaTh >KYPHaJIbI yes yes



KnroueBoe
CJIOBO

log_file

log_group

log_format

flush

freq

max_log_file

num_logs

priority_boost

disp_gos

dispatcher

name_format

max_log_file_

action

space_left

space_left_act
ion

Onucanue

[MosHbINA MyTh K (akiny )XypHasa, B KOTOPOM OyIyT XPaHHUTHCS 3aIiCH
ayaura

[pyrma, KoTopasi MPUMEHSIeTCS K pa3pelieHrsaM Qaiiia KypHana

®opmar xypHana. [lapamerp oruckiBaeT, Kak MHGOPMaLHs J0/DKHA
XpaHUTHCSA. [10CTyTIHBIe 3HAYeHUsT

- RAW - 3ammchk aygura OyayT XpaHATBCSI TOUHO Tak, Kak ero OTITPaBIisieT
0PO;

- NOLOG - 3anuch ayAuTa XpaHUTbCS He OyeT;

- ENRICHED - 3anuch ayaura OyeT XpaHUThCsI C 06oraijeHueM:
nobaBuTcs undopmanus o uid, gid, CUCTeMHBIX BbI30BaX, apXUTEKTYpe U
aZipece COKeTa I1epef 3aMiCh0 COObITHS Ha [JUCK.

Koman/ia copoca JjaHHbBIX Ha AUCK. [loMyCTUMbIe 3HAUeHUs:

- none

- incremental

- data

- sync

CKOJTBKO 3amucelt cyie/lyeT 3arucath repe/i BeInoHeHrneM KoMaHzbl flush.
HoctynHo Tonbko, eciu flush umeet 3Hauenue incremental

MakcumarnbHbii pa3mep (aiina )KypHana, B MerabanTax

KosmuecTBO coxpaHsieMbIX (haiiyioB KypHasia

H606XOAI/IMO€ TIOBbIIIIE€HKWE TIPUOPUTETA

[ToBeneHue CTy>KObI IPU TOTEPSIX MEXKAY CIIY>KOOH U AWCTIETYEPOM.
[JomnycTrmble 3HaUeHMs

- lossy - 6/10kMpoBaTh CBSI3b;

- lossless - He 6/10KMpPOBaThH CBSI3b

JTo rporpaMma, KoTopasl 3arycKaeTcst cy»k00# rpu 3arycke. OHa Oyzet
repe/iaBaTh KOIMTMU BCeX COOBITUM ay/IuTa Ha CTaH/apTHBINA BBOJ, 3TOTO
MIPUJIOKeHHs1. Y 6e/inTecCh, UTO BHI JIOBepsieTe MPUI0KEeHHI0, KOTOPOe BbI
ZobaBsieTe B 3Ty CTPOKY, TIOCKOJIBLKY OHO 3aITyCKaeTcsi C IpaBaMu root
dopmat HaMMeHOBaHUs y3/10B (node) KOMITEIOTEPOB, KOTOpbIE
[100aB/ISIIOTCS B TIOTOK COOBITHI ayauTa. JlomycTUMble 3HaUeHHsI:

- none - B COOBITHE ayiUTa He YKa3bIBAaeTCsI UMl KOMITbIOTEpa;

- hostname - yka3biBaeTcst Ms1, Bo3Bpaiaemoe 3anpocom gethostname
- fqd - monHOE JOMeHHOe NMsT KOMIIbIoTepa

- numeric - Toxke uto u fqd, Ho Tipu 3TOM omipenensieTcst IP-agpec
KOMITbIOTepa

- user - HaMMeHOBaHHe Y4YeTHOMH 3aryCcH 110J1b30BaTe st KOMITbIOTepa
[MoBeneHue Cy>KOBI TPU JOCTIKEHWH MaKCUMasIbHOTO pa3Mepa ¢aiina
JKypHasa. [lomyCcTUMble 3HaueHusI:

- ignore - HAYero He Jenarsb;

- syslog - BbIIaTb TpeyTIPeX/eHre B CUCTEMHBIHN »KypHaJl;

- suspend - TIPeKpaTUTh 3aMKCh;

- rotate - moc/jieZ0BaTeIbHO MEHATh >KyPHaJbl [/ 3aII1CH;

- keep_logs - ananornued napamerpy Rotate, 3a HCK/TFOUEHHEM TOTO, UTO OH

He UCIOJB3yeT apameTp num_logs. 3To mpejoTBpallaeT rnepe3anich
JKYPHAJIOB ayAuTa

Ko/ruecTBO OCTaBIIMXCS Ha AUCKe MerabailT, Mpu JOCTHKeHUH KOTOPBIX
ciyxba 6yziet TpeboBaTh BhIMOIHEHYE rapameTpa space_left_action,
TOCKOJIBKY B CHICTEMe HaUWHAeT 3aKaHUMBAThCS JUCKOBOE MPOCTPAHCTBO
[MoBeneHue Cy>KObI KOT/a B CUCTEMe Ha4yasio 3aKaHYMBAThCS JUCKOBOE
MPOCTPAHCTBO. [lomyCcTUMble 3HAYeHHSI:

- ignore - HUUEro He [ie/aTh;

- syslog - BbljaTh Npefiynpex/ieHre B CUCTEMHBIH >KypHAJT;

Debian /
Ubuntu

/var/log/audi
t/audit.log

adm

ENRICHED

INCREMEN
TAL_ASYN
C

50

lossy

/sbin/audisp
d

NUMERIC

ROTATE

75

SYSLOG

Red Hat /
CentOS

/var/log/audit/
audit.log

adm

RAW

INCREMEN
TAL_ASYN
C

50

rnapaMeTp He
YKa3bIBA€TCA

rnapaMeTp He
YKa3bIBAe€TCA

HOSTNAME

ROTATE

75

SYSLOG



KnroueBoe
CJIOBO

verify_email

action_mail a
cct

admin_space_
left

admin_space_
left_action

disk_full_acti
on

disk_error_act
ion

use_libwrap

tcp_listen_que
ue

tcp_max_per_
addr

tcp_client_ma
x_idle

enable_krb5

krb5_principa
1

transport

distribute_net
work

q_depth

overflow_acti
on

max_restarts

Onucanue

- email - oTnpaBUTH NMpeAyTIpeXXIeHKe Ha a/[pec MeKTPOHHOH MOYTHI,
yKa3aHHbIH B IlapaMeTpe action_mail_acct v B CUCTeMHBIH >KypHaJ;

- eXeC - BBINIOJIHUTh CKPUIIT;

- suspend - MPeKpaTUTb 3alIUCh KYPHAJIOB

- single - epeBeCTH KOMIBIOTEP B O/JHOMOJ/Ib30BATETBCKHN PEXKUM

- halt - BBIK/TFOUNTE KOMIIBIOTED.

[MoBeseHue Cy>XO0bl 17151 TIPOBEPKHU aJjpeca 3JIeKTPOHHOM TI0UThbI

A,apec BHEKTDOHHOﬁ TOYTHI WK ajiac. 3HaueHue 110 YMOJTYaHHMIO - Ioot

Ko/MuecTBO OCTaBLIMXCS HA AUCKe MerabaiiT, Mpu JOCTHXKEHUU KOTOPBIX
cyxba Oyzer TpeboBaTh BhINOIHeHUe apamerpa admin_space_left_action,
MOCKOJIBKY B CHICTeMe HaulHaeT KPUTHUECKU He XBaTaTh AUCKOBOTO
MIPOCTPAHCTBA

[ToBeneHue caykObl, KOrZla B CUCTeMe HauMHaeT KPUTHUECKH He XBaTaTh
JMICKOBOTO ITPOCTPAHCTBA. JJomyCTHMBIE 3HAaUeHUs Te >Ke, UTO U ISl
space_left_action

Kakoe geficTBue cnefiyeT npepuHsTh, eCIM CIy>k0a 06HapysKuia uTo
[IUCK, Ha KOTOPBIY 3alMChIBAIOTCs (haiiyibl XKyPHA/IOB, 3aII0JIHEH.
JorycTuMbIe 3HAUEHHs Te JKe, UTo U Ayist space_left_action

Kakue feficTBus ciiefjyeT IIpeANpUHSTh IPY BOSHUKHOBEHHH OIIMOKY ITPU
3anvcy coOBITHH ayiuTa Ha AWCK W/IM U3MeHeHUH 10C/IeZ0BaTebHOCTA
JKYDHAJIOB.

[TapameTp onpefersieT, ClefyeT A UCIIOJIb30BaTh tCP_wrappers s
0OHapY>KeHUsI MOTBITOK MOK/TIOUEHHUS C pa3pelleHHbIX KOMIBIOTEDPOB

[TapameTp orpefiesisieT KOTAYECTBO JOIMYCTUMBIX O’KUAAIOIINX COeIMHEHNN
B ouepeau

ITapameTp orpefiesisieT KOJIMUeCTBO PA3pPEIIeHHBIX 0JHOBPEMEHHBIX
TIOIK/TFOUeHu ¢ ogHoro IP-azipeca

ITapameTp ompefiesisieT KOTMYEeCTBO CEKYH/, B TeUeHHe KOTOPBIX JOMYCTUMO
Ge3nelicTBUe KyMeHTa (He TIOCTYTIAl0T JAaHHbIe), IPeX/e YeM CIy>K0a
MOJIACT XKaJI00y 1151 3aKPBITUS HEAKTUBHOTO TIOAK/TFOUeHus1. 3HaueHue 0
OTKJTFOUAET ITPOBEPKY.

[TapameTp onpefeseT, UCro/b30BatTh 1 Kerberos 5 a1 ayTeHTH(UKALUY
Y mpoBaHUsS

JTo npUHLMIIaN AJis 3Toro cepeepa. [To ymomuanuto ucrnoss3yercs auditd.
YuuTbIBast 3TO 3HaUEHUE 110 YMOJTYAHUIO, CepBep Oy/1eT UCKaTh KITHY C
rMmeHeM Byfia Auditd/hostname@EXAMPLE.COM, xpansiuiics B
/etc/audit/audit.key, f1s ayTeHTMdUKaMY, Te UMS XOCTa — 3TO UM XOCTa
cepBepa, Bo3BpaljaeMoe DNS

I[TpoToKon nepesiauu AaHHBIX. Ecii ycraHoBieHo 3HaueHne TCP, OyayT
WCI10/1b30BaThCsl TOJIBKO TCP-coejuHeHUs B BUZle OTKPBITOrO TeKcTa. Ecim
ycTaHOBJieHO 3HaueHre KRB5, st ayreHTHUKALMK U nrdpoBaHus Oy /et
ncrosb3oBaThesi Kerberos 5

[TapameTp omnpeJessieT, UCIIOJB3YeTCs JIU pacrpe/eneHHast CeTh

[TapameTp ompe/ie/isieT, HaCKOJIbKO 6OJIBIIOH OKHA ObITH BHYTPEHHSIS
ouepe/ib COOBITHI ayquTa

[TapameTp onpesiesisieT, KaKoe JeHCTBUsI HY>KHO MPeTNPUHATE CTy>K0e npu
reperoiHeHUK BHYTPeHHel ouepesiu. JomyCcTUMbIe 3HAUEHHS Te JKe, UTO U
I1st space_left_action

HapaMETp orpejessieT, CKOJIbKO pa3 CJ'Iy>K6a MOJKeT IIOTIbITaThCsA
rnepe3aryCTuThb BI:I].LIE,EL]J.IPIIZ N3 CTPOs IJIarH

Debian /
Ubuntu

yes

root

SUSPEND

SUSPEND

SUSPEND

yes

no

auditd

rapameTp He
yKa3bIBaeTcst

no

rnapaMeTp He
YKa3bIBaeTCsa

rapameTp He
yKa3bIBaeTCs

rapameTp He
yKa3bIBaeTCs

Red Hat /
CentOS

yes

root

50

SUSPEND

SUSPEND

SUSPEND

yes

rnapaMeTp He
YKa3bIBAe€TCA

auditd

tcp

no

1200

SYSLOG

10



KoueBoe Onmcanme Debian / Red Hat /
CJIOBO Ubuntu CentOS

napameTp He = /etc/audit/plug

lugin_dir ITapameTp ormpenesnsieT MyTh, 10 KOTOPOMY YCTAHOBJ/IeHbI T/IariHEL. .
plugin._ P P OTpex YT, pomy y yKasbiBaercs | ins.d

[TapameTp omnpefesisieT KOJMYECTBO CEKYH[, UCITO/b3yeMoe
end_of event & GHOJMOTEUHBLIMH MPOLIEYPaMH MOJIb30BATETLCKOTO MPOCTPAHCTBA rapameTp He
_timeout auparse() u yrumramu aureport(8), ausearch(8) ass Toro, uTobbl CuMTaTH yKa3bIBaeTcst
coObITHe 3aBepIIeHHbIM TIPH aHAJTM3e TIOTOKA >KYPHa/a COOBITHIA.

4.3 PeweHusa Network Security

IIpu pabore 1o mnoakmoueHuto peiieHnii Network Security B KauecTBe HCTOUHHKA COOBITHIA
B [Inardopmy Pasap BaM MOKeT MPUTOAUTHLCS Cliefiytolijasi ClipaBOYHas MH(OPMaLIUs:

o «MCTOUYHMKIY;

e «HacTtpolika JIor-KoJIJIeKTOpa».

4.3.1 Checkpoint Firewall (NGFW)

XapakTepucTuku uctouHuka B Ilnardopme Pagap:

XapakTepucTHKa 3HaueHue

HasBanue Checkpoint-Firewall
Howmep (TTopT) 2511

Benpop Checkpoint-Firewall
Tun Log-Exporter

ITpoduns cbopa «Monavyb tcp_input»

[17151 HaCTPOMKY MCTOYHMKA BBIMIOJIHUTE CIe[yIoLUe 1eliCTBUS:
1. TopkmounTech K KoHCoaM Checkpoint Firewall.
2. Tlepek/tounTeCh B PEXKHUM expert:
> expert

3. Co3paiiTe KOHQUrypaLMo OTIIPaBKU >KypPHAaJIOB:

# cp_log_export add name <uma KoHOuUrypaumm> target-server <ip-agpec areHTa
cbopa nor-konnekTopa> target-port <nopT, yKa3aHHbli ¢ npodune cbopa> protocol
tcp format <dopmaT cobuiTuin syslog | cef>

4. 3anycTuTe CO3/JaHHYIO KOH(UTYypaL1IO:
# cp_log_export restart name <uma KoHOUrypauum>r
5. Ecmu B KoHOUrypauuu 0b1a oryiijeHa omrbkKa, To U3MeHHTe ee:

# cp_log_export set name <uma KoHourypauumn> [napameTpbl 3HAYEHUSA]

6. TlepeiiauTte B BeO-uHTepdeiic m1aTdopMbl U BBITIOHUATE JeHCTBUe « BKIIOUeHre NUCTOUHUKA» IS
rncroynrka Checkpoint-Firewall.



4.3.2 Checkpoint Firewall (opsec)
XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapaKkTepucTuka 3HaueHue

Ha3zBanwue Checkpoint-Firewall-opsec
Howmep (TTopT) 2510

Bengop Checkpoint-Firewall

Tun opsec

TIpoduns c6opa «Moayae opsec_lea input»

Buumanue! /[1s Hacmpoliku cepeepa CheckPoint Heobxodum kauenm SmartConsole.

Buumanue! /[1s npuema cobbimutli om ucmouHuka Checkpoint-Firewall-OPSEC ucnosnb3yemcsi moabKo
azeHm cbopa noe-koanekmopa oas OC Linux.

Hactpotika UCTOUHMKA BK/TFOUAeT B ce0sl Cieyroliye maru:
1. TloaroroBka 00bekToB B cucteMe "CheckPoint".
2. Hacrpotika cepsepa "CheckPoint".
3. BxkJitoueHHe UCTOUHHMKA B IIaTGopMe.

IIIar 1. IToaroroBka 06bexkToB B cucteMe CheckPoint

1. Botiaute B Beb-uHTepdeiic cucrembl Checkpoint Firewall u otkpoiite okHo "Object Explorer"
(cm. «Puc. 163»).

# New... v

¥ Queries Q, O all Time ~ | Log File: Latest Log File | Enter search query
Found 120 results (1.1 sec)

Object Categories

. Souree User... Ac.. AccessRuleN.. Policy. Description & Network Objects ey -
Today, 14:55:16 ® . ¥ & checkpoint-t., 172.30.250.1 checkpoint-test.. redirect (ICMP) redirect Traff... 4 Services P
Today, 14:55:16 @ %, ¥ B checkpointt.. 172.30.250.1 checkpoint-test... redirect (ICMP) redirect Traff. &8 Applications/Categories =73
:55: % ¥ & x X
Today, 14:55:16 @ . ¥ & checkpoint-t., 172.30.250.1 checkpointtest.. redirect (ICMP) redirect Traff... 5 VPN Communtties 2
o g g "
~ Today, 14:55:16 ® *, ¥ & checkpoint-t.. 172.30.250.1 checkpointtest.. redirect (ICMP) redirect Traff... B o
e Today, 14:55:16 @ * ¥ & checkpointt.. 172.30.250.1 checkpaint-test... redirect (ICMP) redirect Traf. ot Users |
MONTOR - T REEAT @ . ¥ & checkpoint-t.. 172.30.250.1 checkpainttest.. redirect (ICMP) redirect Traff... © Time Object N
ime Objects
Today, 14:55:16 ® , ¥ & checkpoint-t., 172.30.250.1 checkpoint-test.. redirect (ICMP) redirect Traff... .
o 8§ UserCheck Interactions 13
Today, 14:55:16 @ %, ¥ B checkpointt.. 172.30.250.1 checkpoint-test... redirect (ICMP) redirect Traff. @
. Limit 4
Today, 14:55:16 22 @ . ¥ O checkpointt. 172302501 checkpoint-test.. redirect (ICMP) redirect Traff...

F BB checkpointt.

o

Today, 14:52:32

Puc. 163 — ITepexop B "Object Explorer”

2. B oxkne "Object Explorer" Hakmute kHOTKYy New u u3 kateropuu "Network Object" BbibepuTe
nyHKT Host.... (cm. «Puc. 164»).



Object Explorer

* All - # New...~ L Adions - Q, Search...
Hetwork...
== Tags  Modifier Last Modified
- Categories Host...
. PB #t System 20.01.2020 10:40
o & Network Objects (17) ) Netwark Group...
o 0 System 20.01.2020 10:40
v s 494 j
= SIS (R = L i G s Gateways and Servers 2020 10:40
- ¥ 7!
v || 28 Applications/Categories (7508) & Service . Network. 0201020
#: VPN Communities (2) " Custom Application/Site » T 2020 1040
» Ao Data Types (62) - o loT Discovery Service.., Group v 2020 10:40
v ek Users (1) 1 VPN Community ' Address Range » 2020 10:20
v | ® Time Objects (3) " Data Tpe ' Dynamic Objects » .202010:40
. . User 8 W
v 8 UserCheck Interactions (13) 1 Wildcard Object... 2020 10:40
s
@ Limit () i Enver ' Security Zane... 2020 10:40
1 Resource : LSV Profile.. 2020 10:40
1 Time ' Mare » 12020 10:40
G 1z UserCheck 4 System 20.01,2020 10:40
- L5M Prafil
[ IF: rotie ' System 20.01.2020 10:40
FLIRH timt... System 20.01.2020 10:40
2 12seconds System 20.01.2020 10:40
X 1337x.0rg System 20.01.2020 10:40
& 6002 System 20.01.2020 10:40
B 1anai System 20.01.2020 10:40
® IClickWebSlideShow System 20.01.2020 10:40
8888 items
Clase

Puc. 164 — OxHo "Object Explorer". Bri3oB okHa "New Host"

3. Orkpoetcst okHO "New Host" (cM. «Puc. 165»).

Mew Host
; . pgr-agent
Enter Object Comment

Machine

General

L% |17
Network Management IPvd address: # [172.30.250.132 Resolve from name

.
NAT IPv6 address:
Advanced

Servers

Groups & Add Tag

OK Cancel

Puc. 165 — Okuo "New Host"

4. B okne "New Host" BbInosHUTE C/leyroLUe 1elCTBUS:
e YKaXuTe HaMMeHOBaHUe X0CTa, Harlpumep "pgr-agent";
e B nose IPv4 address ykakute IP-agpec areHra c6opa Jior-KoJjieKTopa;

o HaxwmuTe KHONKYy OK. Xoct nosiButcst B okHe "Object Panel" B pa3znene Network Objects
— Hosts.

5. B okse "Object Explorer" HaxkmuTe KHOTKY New u u3 Kateropuu "Server" Boibepute OPSEC
Application — Application (cM. «Puc. 166»).



Object Explorer

* Al -

v
v

v

8888 items

- Categories

& Network Objects (17)

% Sewvices (494)

2! Applications/Categories (7508)
#: VPN Communities (2)

> | e Data Types (62)
v gt Users (1)

© Time Objects (3)
R UserCheck Interactions (13)

@ Limit (4)

3 New.. 12 Adions »+  Q Search..
m Network... e Modifier
P8 # fost.. System
Network Group...
- o System
= 10 Network Object System
& « Service System
- Custom Application/Site System
= 1 10T Discovery Service... System
N VPN Community System
N Data Type System
1" User System
N Server Data Center
1 Resource OPSEC Application
3 Time Identity Provider...
G 1z UserCheck LDAP Account Unit.
o LSM Profile More
= Limit... System
= 12seconds System
3 1337%0rg System
I 15002 System
B 1anat System
@ 1ClickWebsSlideShow System

Last Modified
20.01.2020 10:40
20.01.2020 10:40
20.01.2020 10:40
20.01.2020 10:40
20.01.2020 10:40
20,01.2020 10:40
20.01.2020 10:40
20.01.2020 10:40
20.01.2020 10:40
' 012020 10:40
' Application..,
CVR Group...
UFP Group...
4 CPMI Group..,
20,01.2020 10:40
20.01.2020 10:40
20.01.2020 10:40
20.01.2020 10:40
20.01.2020 10:40
20.01.2020 10:40

Close

Puc. 166 — OkHo "Object Explorer". Bri3oB okHa "OPSEC Application"

6. Ortkpoetcst okHO"OPSEC Application Properties" (cM. «Puc. 167»).

OPSEC Application Properties - pgr-log-collector

? X

General LEA Pemissions
Name: |DQHC| |
Comment: |
Color: | B Black ~ |
Host: |E par-agent v| New
Application properties
Vendar: User defined i
Product: Wersion:
Activate...
Server Entities Client Entities
[Jcwe [JELA
Cjure
[CJAMON C15Am
Jcemi
CJomi
[Juas
Description: Log Export API
Secure Intemal Communication
|Communication...| DN: |
OK Cmvena

Puc. 167 — Okno "OPSEC Application Properties"

7. B OKHe BBITIOJIHUTE CIeAYIOIIUe 1eUCTBUS:

e B nose Name ykakxuTe Ha3BaHUe CBOMCTBa, Hanipumep "pgr-Ic";

o B mosie Host 13 BbIMazaroliero Crivicka BoibepuTe 3HaueHue "pgr-agent”;

o B Ttabmuie Client Entities ycranoBure dmar "LEA";

e HaXM

uTe Ha

(cm. «Puc. 168»).

kHorky Communication.

OTtkpoetcs

OKHO

"Communication"



Communication X

The onedime password that you specify must also be used in the module
configuration.

Oneime password: | ssssnnne |

Confirn onetime password: |"unn| |

Trust state: |L|nin'rtia|izeu:| |

Close

Puc. 168 — Oxno "Communication"
e  BBITNOJIHUATE B OKHE CJIeAYIOIIUe 1elCTBUS:
e  YKaXuTe Y MOATBEepAUTE Map0/ib B COOTBETCTBYIOLLUX IMOJISIX;
e HaXMuTe KHOIKY Initialize.
o HaxmuTe KHONKY OK u 3akpoiite okHo "OPSEC Application Properties".

8. OrtkpoliTe Ha peJakTUpOBaHMe CO3/laHHOe paHee CBOWCTBO pgr-lc (cm. «Puc. 169») nns
kKornrpoBanus 1osist DN, Tak Kak OHO OyZieT MCIT0/Ib30BaThCsl TTPU HAaCTPOMKe Tipoduist cbopa.



OPSEC Application Properties - pgr-lc ? hd

General  |EA Permissions

Name: |I39F‘|C |

Comment: |

Calor: | B Black ~ |

Host: |_I;I_ par-agent v| New...

Application properties

Vendor: User defined ~
Product: Version:
Activate...
Server Entities Client Ertities
[Jcwe [JELA
[JurpP LEA
[CJAMON [C]5AM
CJcPmi
CJomi
CJuas

Secure Intemal Communication

Communication... DN:| N=pgric O=checkpointiest. oxcyyd |

Omrera

Puc. 169 — OxHo "OPSEC Application Properties". ITosie "DN" noc/ie HHUI[HA/IM3aLH
Haripumep:
CN=pgr-1c, O0=checkpoint-test..oxcyy9

9. Ony6muKyliTe BHeCeHHbIe W3MeHeHUsT HaxkaB KHOMKY Publish (cm. «Puc. 170»).

1 Discard | Session - @7 Publin

B saipts » [ Adions ~ {5 Monitor

Status Name Version Active Blades Hardware CPU Usage Recommer ded Updates Recommended Jumbo

L) B checkpoint-test 17230.250.131 R80.40 = B Openserver @ 2% 10updates Qailable Check_Point_R80_40_JUMBO_HF_Bundle T211_

suonepijep

Puc. 170 — Be6-unrepdeiic cucrems " Checkpoint Firewall". Kuonka "Publish”

ITar 2. Hactpoiika cepBepa "CheckPoint"

IIpu Hactpoiike mpodusis cbopa (cMm. pasgen «Mopaynb opsec lea input») nmotpebyercs ykKasaTb
3HaueHue DN cepsepa "CheckPoint".

Ero moxuHo mnonyuutb, nepeiifs no nytd C:\Program Files (x86)\CheckPoint \SmartConsole\
R80.40\PROGRAM u 3anyctuB npuwioxeHue GuiDBedit.exe.

Hanee nepetinute B BeTKy Table — Network Objects — network_objects u Bribepute B cTosbie Object
Name ums cepsepa "CheckPoint".



Otkpoetcss Tabsmura obbekta. B cronbie Field Name HaiiguTte CTpPOKy sic_name ¥ CKOMHUpYHTe
3HaueHue u3 ctosbia Value (cM. «Puc. 171»).

@1 172.30.250.131 - Check Point Database Tool *
File View Objects Fields Search Queries Help
L
Tables Queriss Object Name Class Name Last Modify Time o
= Table ~ | | Bipgr-agent host_plain Tue Jul 09 15:43:43 2024
Administraters :he:kpomt-te;t gateway_ckp Thu Jul 04 11:40:50 2024
Anti-Malware AI\_DHCva_RE\ay_Agents_and_Ser..‘ multicast_address_range Meon Jan 20 09:39:54 2020
Desktop [E)AlLDHCPVE_ Servers multicast_address_range Mon Jan 20 09:39:55 2020
B Device Management [B)1Pv6_Link_Local_Hosts network Mon Jan 20 09:39:55 2020
Endpoint B DMZNet dynamic_object Men Jan 20 02:38:44 2020
~[E Global Properties [EInternalhet dynamic_object Men Jan 20 02:38:44 2020
Large Scale Manager [EyExtenalZone security_zone Mon Jan 20 09:38:44 2020
Managed Objects [EDMZZone security_zone Men Jan 20 09:39:44 2020
Network Objects [@LocalMachine dynamic_object Mon Jan 20 02:38:44 2020
network_objects [ LocalMachine All_interfaces dynamic_object Mon Jan 20 08:38:44 2020
sofaware_gw_types [ECPOShield dynamic_object Mon Jan 20 09:39%:44 2020
vs.slot_objects @ AuwiliaryNet dynamic_object Mon Jan 20 (2:39:44 2020
gf::rc \ntemaIZune security_zone Mon Jan 20 08:39:44 2020
’E‘ Policies © W\re\essZonE security_zone Mon Jan 20 09:39:44 2020 .
Field Name Type Value Valid Values Default Value Field description &
sam_purge_file_start_size unumber 100 O~uint_max 100 SAM File Size To Purge
sc_portal boolean false Management Portal
scrubbing_blade string not-installed {installed, not-installed} not-installed Threat Extraction
=d_reject_on_cluster fo boolean false Define the IPS connections during fail over ..
security_blades _topology made string topolagy table {routing_tables topolagy table} topolagy_table security_blades topalogy_mode
send_to_checkpoint boolean true true @5hare anonymous attack information wit...
series_type string 3_Blades_Basic {3_Blades_Basic,6_Blades_XTM,6_Blades_Po... 3_Blades_Basic Network Security Blades
session_interval unumber 10800 120~4000000000 10800 @The duration of a session
sic_identifier owned object gw_sic_identifier gw_sic_identifier sic_identifier
id_type string ip_addr {gw_name,serial_num lab,ip_addr} ip_addr id_type
id_value string id_value
icname ______________Jsting | en=cp mgmto=checkpointct | |SCNeme_______ |
slim_fw_hardware_type string @Embedded Security Gateway Hardware
Puc. 171 — ITonyuenue "DN" cepBepa "CheckPoint"
JT0 3HaueHue U aBaseTrca DN cepBepa, Harpumep:
cn=cp_mgmt, o=checkpoint-test..oxcyy9
v
BrimonxuTte HACTPOUKY IMOAK/TIOUEHHA, MEXKCETEBOI'O SdKDAHUPOBAHUA U J)KYPHA/IMPOBaAHUSA:
v v v
1. Tlogkmountecb 1o SSH K cepBepy, TmepeliguTe B peXuUM expert U OTKpouTe aiin

$FWDIR/conf/fwopsec.conf Ha pefakKTUPOBaHUe:
> expert

# vi $FWDIR/conf/fwopsec.conf

YkaxuTe B (paiisie cyiefyrolyie HaCTPOUKU:
lea_server port 0

lea server auth_port 18184

lea server auth_type sslca

CoxpaHHTe U3MeHeHHs U Tiepe3arTyCTUTe CepPBHC:

# cpstop
# cpstart
Co3paiiTe mMpaBWIa MEXCETEBOTO SKPaHUPOBaHWs, pa3pelnaroiiyde TpadhuK 10 [OpTaM

TCP/18184 1 TCP/18210. ITo nmopty TCP/18210 npoucxo Ut nosiyueHue ceptrduKara c ceppepa
CheckPoint arenTom cb6opa sor-komnekropa. Ilo mopry TCP/18184 6yzner uatu tpadhduk B
HarpaBJieHHWH OT areHTa cbopa jor-kosutekropa K cepepy CheckPoint. ITociie HacTpoMKH TpaBUI
HaxxmuTe KHOTKy Install Policy (cm. «Puc. 172»).



Standard

“
==X = Install Policy [ Actions = Y
- Access Control

L] Policy No. Name Source Destination VPN Services & Applications  Action Track Install On

1 send_logs2 EF checkpoint-test M pgragent * Any “ FW1_lea @ Accept B Log EH checkpoint-test
“ Fwi_ufp

6 NAT
- Threat Prevention
2 send_logs = pgragent €8 checkpoint-test * Any 4 FW1lea D aceept B oo CH checkpoint-test
N Pelicy “ FWl_ica_pull

i@ Exceptions 4 FWi_ufp

Puc. 172 —ITosyuenune "DN" cepBepa "CheckPoint"

5. OTKpoiiTe MMONMTHKY Ha peflakTUpoBaHue U B ctosibie Track ycranoBure 3Hauenue "Log".
IIIar 3. Bk/iouyeHre HCTOYHHMKA B IyiaTgopme

HOnst ycranoBnenusi coequHennss SIC Mexxay areHTom cbopa mor-kosinekropa v cepepoM CheckPoint
HeoOX0IMMO CKOTUpPOBaTh cepTu(dUKaT paHee co3maHHOro obOwvekTa mpunoxenuss OPSEC pgr-lc ¢
cepBepa MpH TTOMOIIM yTUINUTEI opsec-tools Ay OC Linux.

YTunuty HeoOX0IMMO YCTaHOBUTE Ha Y3eJl, T/ie PacrioyioXKeH areHT cbopa Jior-KoyjieKTopa.
[TonyuuTh YTUMUTY MOXHO TIO CCHUIKE.
[Tocsie yCTaHOBKY YTHINTHI BHITIOJIHUTE CJIeYIOIINE 1eHCTBUS:

1. Wmnoptupyiite cepTU(UKAT:

# ./opsec_pull cert -h <IP-agpec cepBepa> -n <Ha3BaHue npunoxeHnsas OPSEC> -p
<Maposnb pna BXxopa B npusioxeHue OPSEC>

2. Ceptudukat opsec.pl2 MNOSIBUTCS B TeKyl[el AUPEKTOPUH.

Buumanme! [Ipu nonbimke 6bINOAHUMBL KOMAHOY Modcem BO3HUKHymb owubka -bash:
opsec_pull_cert: command not found uau -bash: ./opsec_pull_cert: No such file or directory.
OOHUM U3 803MOXMCHDBIX pewleHull, Modxcem Obimb, ycmaHoeka Heoocmarowjux bubauomex: # dpkg -
-add-architecture i386 # apt-get update # apt-get install libstdc++6:i386 libgccl:i386 libc6-i386
libpam-modules:i386

3. Tlepetigute B BeO-uHTepdelic maaThopMbl U BBITIOTHUTE JeiCTBHE «BK/IIOUeHNe UCTOUHUKA» [IJIst
ncrounuka Checkpoint-Firewall-opsec.

4.3.3 Cisco ASA

XapakTepucTuku ucrouHuka B [Inardopme Papap:

XapakTepucTuka 3HaueHUe
Ha3panue Cisco-ASA
Howmep (ITopT) 2520
Benpmop Cisco

Tun ASA

IIpoduns c6opa «Mopavyib udp_input»



https://support.checkpoint.com/results/sk/sk63026

Baumanue! Bce KkomaHObl no Hacmpolike UCMOUYHUKA BbINOAHAIOMCS 6 pexcumMe 2100a/1bHOLL
KOH(ueypayuu. /[na smoeo nepelidume 8 npusuie2upo8aHHblll pedxcum: eeedume enable u napoab
aomuHucmpamopda. B KoHconbHOU cmpoke 3HAK > psioOM C UMEHeM XOocmad CMeHUmcsi Ha #. 3amem
gsedume KomaHoy #configure terminal. B KOHCO/bHOU cMpOKe 3HAK # psI0OM C UMeHeM XOCmda CMeHUmcs
Ha (config)#.

17151 HACTPOMKU MCTOUHUMKA BBITIOJTHUTE C/IeIyIOLIUe NeCTBUS:

1. TlogkmouuTech K KOHCOMM YCTPOMCTBA U TIePeHIUTe B PEXXUM I'7100a/IbHOM KOH(PUTypariu.

2. Bk/roumnTe )XypHa/TMPOBaHHUe U SKCIIOPT COOBITHI C YCTPOWCTBA:

(config)# logging enable

(config)# logging host <uma uHTepdeica> <IP-agpec areHTa cbopa nor-kKosnekTopa>
(config)# logging trap <ypoBeHb foOrupoBaHuMA> (ykKasaTb OAWH W3 YPOBHEN BaXHOCTU
cobbiTuin: alerts, critical, debugging, emergencies, errors, informational,
notifications, warnings)

(config)# logging console <ypoBeHb /0rupoBaHuUA> (ykKasaTb OAWH W3 YPOBHEW
BaXHOCTW cobbiTuin: alerts, critical, debugging, emergencies, errors,
informational, notifications, warnings)

(config)# logging asdm <ypoBeHb forvpoBaHuMA> (ykKasaTb OAWH W3 YPOBHEN BaXHOCTU
cobbiTuii: alerts, critical, debugging, emergencies, errors, informational,
notifications, warnings)

(config)# logging device-id ipaddress <id ycTpoicTBa>

(config)# logging timestamp

3. Tlepeiigute B BeO-uHTepdeiic m1aTdopMbl U BBITTOJHUATE JeHCTBHe « BKIFOUeHre NCTOUHUKA» ISt
rncroyHuka Cisco-ASA.
4.3.4  Fortinet FortiAnalyzer
XapakTtepucTuku uctouHuka B Ilnargopme Papap:
XapakTepucTHKa 3HaueHue
Ha3Banue Fortinet-Fortianalyzer
Howmep (TTopT) 2572
Bengop Fortinet
Tun Analyzer
Ipoduns c6opa «Moayab udp input»

[1711 HaCTPOMKY MCTOUHKMKA BBITIOJIHUTE CIe[yIoLe 1eliCTBUS:

1. BoiiguTte B BeO-uHTepdelic CUCTeMBI 0] YUeTHOM 3aMMChi0 C TIpaBaMH aJMUHUCTPATOPA.

2. Tlepeiigute B pa3zen Advanced — Syslog Server (cMm. «Puc. 173»).



{23 Dashboard + Create New [# Edit B Delete [& Test %% Column Settings ~

@ Logging Topology O 4 Name IP or FQDN: Port
& All ADOMs O Pangeo_syslog_to_ 2« 18:2572
 Storage Info

£» Network

& HA

& Admin ]
[B Certificates b
& Log Forwarding
[ Fetcher Management
i Event Log
[3 Task Monitor
K Advanced v
SNMP
Mail Server
Meta Fields
Device Log Settings

File Management

Advanced Settings

Puc. 173 — System Setting. Syslog Server

3. Haxwure kHomky Create New. OTkpoercss okHO "Create New Server Setting" (BHeILIHUN BUJ
okHa aHasiornueH okHy "Edit Syslog Server Setting" cm. «Puc. 174»).

Edit Syslog Server Settings

Name Pangeo_syslog_to
IP address (or FQDN]) (¢ 18
Syslog Server Port 2572

Puc. 174 — Okno "Edit Syslog Server Setting"

4. B OTKpBIBIIEMCS] OKHEe YKa)KUTe CIeJyIoLe HaCTPOUKHU:
o B 1ose Name yKaxuTe Ha3BaHMe CepBepa;
o B osie IP-address (or FQDN) ykaxure IP-asipec areHta cbopa Jior-KoJ/uieKTopa;

o B miosie Syslog Server Port ykaxuTte TOpT, 10 KOTOPOMY areHT COOpa JIOr-KOJUIeKTopa
Oyzmer mpuHUMaTh COOBbITHSA. JlO/DKEH COBMA/laTh CO 3HaUeHHEM, YKa3aHHBIM B HaCTPOMKAX
COOTBeTCTBYHOLL[Ero rnpoguss coopa;

e HaxmuTe KHONKY OK.

5. [Ilepeiinute B pa3zgen Log Forwarding v HaxxmuTte KHOTIKYy Create New. OTkpoeTcst okHO "Create
New Log Forwarding" (cMm. «Puc. 175»).



Create New Log Forwarding

Name

Log Filters

Enable Exclusions

FortiAnalyzer

All FortiGates
All FortiAnal

All FortiWebs

®Syslog

All FortiSandboxes

Select Device 4

OFF

OFF

Common Event For

mat(CEF)

Puc. 175 — OkHo "Create New Log Forwarding"

6. B OTKpBIBIIEMCSI OKHE YKa)KUTe C/Ie[yHollle HaCTPOUKHU:

7. Tlepeiiaure B BeO-uHTepdeic miaTdhopMbl U BBITIOJHUTE JeMcTBUe « BKIIoueHre NCTOUHUKA» [I7IsSt

e B 1ojse Name YKaKUTE€ HAUMEHOBAHHE H&CTPOFIKPI;

e B I0JIe Status yCTaHOBUTE Mepek/iroyaresib B ronoxeHue ON;

e B rmnone Remote Server Type BeiOepute TUI (opMaTa OTIIPABISEMBIX >KypHA/IOB

(pexomeHpayemoe 3HaueHue: "Syslog");

e B one Server IP ykaxute IP-aapec areHra cbopa /0r-KoJiiekTopa;

e B mosie Server Port ykaxuTe TOpPT, TI0 KOTOPOMY areHT cOopa Jjor-KoJ/uieKtopa Oyner
npuHUMaTh CoObITHS. [lO/DKeH COBMajaTh CO 3HAYeHWeM, yKa3aHHbIM B HAaCTPOMKax

COOTBETCTBYHOILI[Ero Mpodust coopa;

o B 0Osioke Device Filters g06aBbTe ycTpOICTBa, C KOTOPBIX OyyT TepechiiaTbCsl COOBITHS;

e HaxmuTe KHOIKY OK.

rncroyHuka Fortinet-Fortianalyzer.

4.3.5

Fortinet FortiSandbox

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:

XapaKkTepucTuka

HasBanue

Howmep (TTopT)

Benpmop

3HaueHue

Fortinet-Fortisandbox

2574

Fortinet

Eh G G G



XapakTepucTHKa 3HaueHue
Tun Sandbox

Ipoduns cbopa «Mogayae udp_input»

st HACTPOWKM UCTOYHKMKA BBITIO/THUTE C/Ie[IyIOLUe NeUCTBUS:

1. Boiigute B BeO-uHTepdeiic cucrembl FortiSandbox rmos yueTHOW 3amuchio € TIpaBaMu
aZIMUHUCTpATOpa.

2. Tlepeiipute B pa3nen Log&Report — Log Servers (cMm. «Puc. 176»).

€2 Fortisandbox 1000F 2 LogServers ReglarMode >_  Bv (D

What are you looking for Q + CreateNew =

@ Dashboard

L Name Server Type Server Address Port Statu
FortiView ossIM Syslog UDP 10. 223 514 Enabl

& Network Pangeo_SIEM Syslog UDP 0. 208 516 Enabl

& System

@ Virtual Machine
B Scan Policy
M ScanInput
B File Detection

@ Network Alerts

v v v v v v v

% URL Detection
|l Log & Report S

All Events

System Events

VM Events

Job Events

Notification Events

Local Log

Diagnostic Logs

Summary Report

Report Center

Puc. 176 — FortiSandbox. Pa3pgen "Hacrpoiika )xypHa/ioB"

3. Haxwure kHoOrKy Create New 1 B OTKphIBLIEMCSI OKHe (cM. «Puc. 177») yKaxuTe ciefyroLuie
HaCTPOMKU:

Edit Remote Log Server

Name: | ) SIE

Type: | Syslog UDP A
Log Server Address: E) 08

Port: | 516

Status: @ Enable O Disable

Alert Logs
[ Include Jobs with Clean Rating
Critical Logs
Error Logs
Warning Logs
Information Logs

Debug Logs

Puc. 177 — Oxno "Edit Remote Log Server"



B 11osie Name ykaxuTe HauMeHOBaHWe CepBepa;
B 110/1e Type BbIOepHTe MTPOTOKO/ B3aUMO/IeHCTBYSI U (hopMaT OTITPABKU COOBITHI;
B 1iosie Log Server Address ykaxute [P-agpec areHTa cO0pa JI0r-KOJIJIEKTOPA;

B 1iosie Port yka>kuTe 1opT, 110 KOTOPOMY areHT cbopa jior-kosieKtopa OyeT pUHAMAaTh
cobbiTus.  [lo/pkeH — COBMajaTh CO  3HAueHWeM, yKa3aHHBIM B HACTpOMKax
COOTBETCTBYHOLI[Ero rpoduss coopa;

B 11oJ1e Status BbiOeprTe 3HaueHue Enable;
BbIOEpUTE YPOBHU JIOTUPOBAHUSI, YCTAHOBHUB COOTBETCTBYIOLHUE (h/iary;

HakmuTe KHOTKy OK.

4. Tlepeligute B BeO-uHTEpdeC M1aT(HOPMbI M BBITIOJTHUTE [eHCTBUE « BKIFOUeHHe UCTOUHUKA» /IS
ucroyHvka Fortinet-Fortisandbox.

4.3.6

Fortinet FortiWeb

XapakTepucTuku uctouHuka B Ilnardopme Pagap:

XapakTepucTuka 3HaueHUe

HasBanue

Howmep (ITopT)

Bennop

Tun

ITpodwis cbopa

Fortinet-Fortisandbox

2574

Fortinet

Sandbox

«Mopayib udp_input»

,Z[J'IH HaCTpOﬁKH NCTOYHHMKA BBITTO/JIHUTE C/IeAyroline AEI;’ICTBHH:

1.

Boiinure B BeO-uHTepdeiic cuctembl Fortiweb u mepeiinure B pasgen Log&Report — Log
Policy —» SIEM Policy.

Haxxmute kHONKYy Create New.

I[py co3/jaHUY TTOJIMTUKU YKa)KUTe Crie[[yolye HaCTPOUKHU:

B 1ios1e Policy Type BriOepuTe 3HaueHne ArcsSight CEF;
B ios1e IP Address(IPv4) ykaxkute IP-afipec areHTa cOopa JI0r-KO/IJIEKTOPA;

B nosie Port ykakurte TopT, 110 KOTOPOMY areHT cbopa Jsior-KosuieKTopa Oy/ieT mpuHUMaTh
cobbrTusi.  [lo/pkeH — COBMajaTth CO  3HAYeHWEM, YKasaHHbBIM B HACTpPOMKax
COOTBeTCTBYHOLL[Ero rnpoguss coopa;

HakmuTe KHOTIKY OK.

4. Tlepetigute B BeO-uHTepdetic 11aTGopMbl U BBIMOTHUTE [eHCTBHE «BK/IOUeHre UCTOUHHUKA» JIJIst
ncrounvka Fortinet-Fortiweb-WAF.



4.3.7 HAProxy

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTUKa 3HaueHue

Ha3sanue HAProxy

Howmep (TTopT) 3020

Bennop HAProxy

Tun Proxy

[Ipodums c6opa «Moayb tcp_input»

151 HaCTPONKU MCTOUHWKA BBITIOJTHUTE CIeIyIOIIe JeHCTBUS:
1. Ortkpoiite daiin /etc/haproxy/haproxy.cfg U BbIIOJHUTE C/IeAYIOLHe HACTPOUKMU:

e B CeKIUio global g00OaBbTe CTPOKY:

log /dev/log locall info

e B cekiuio default 1obaBbTe CeLyOI[He CTPOKU:
log global
mode http
option httplog

log-format "%ci:%cp %Ti:%fp %bi:%bp [%tr] %ft %b/%s %TR/%Tw/%TC/%Tr/%Ta
ST=%ST %B %CC %CS %tsc %ac/%fc/%bc/%sc/%rc %sq/%bgq URI=%HQ%{+Q}r"

2. Yrober cobweitusi  HAProxy coxpaHsimch B daiin /var/log/haproxy.log, cUCTeMa
aBTOMATHUYeCKH co3zaeT ¢aiin /etc/rsyslog.d/49-haproxy.conf. Ecim dalin He ObIT Co3/1aH,
ero HeoOXOAMMO CO3/IaTh BPYYHYIO W HATIOJTHUTh CJIEIYIOIIAM COZePIXKUMBIM:

$AddUnixListenSocket /var/lib/haproxy/dev/log
:programname, startswith, "haproxy" {
/var/log/haproxy.log
stop
}

3. Uto6n1 cobbiTrss HAProxy oTnpaB/isiich Ha areHT cOopa JIor-KoJieKTopa, Heo6X0AuMOo CO3/aTh
daiin /etc/rsyslog.d/60-haproxy-siem.conf U BCTaBUTh C/eAyHOIIMe CTPOKU, yKa3aB IP-
azipec areHTa cbopa JIor-KoJiieKTopa U TopT, YKa3aHHbBIN B COOTBETCTBYIOIeM Tipodue coopa:

module(load="imfile" PollingInterval="5")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/haproxy.log"
Tag="haproxy"
ruleset="sendlc")
template(



name = "logtemplate"
type = "string"
string = "<%PRI%> %msg%\n"

ruleset(name="sendlc")
{
action(type = "omfwd"
Template = "logtemplate"
Target="<IP-agpec areHTa cbopa nor-kossexktopa>"
Port="<nopT, ykKa3aHHbliii B npopune cbopa>"
Protocol="tcp"
ResendLastMSGOnReconnect="on"
action.resumeRetryCount="100"
queue.type="linkedList"
queue.size="10000")
stop

4. Tlepetigute B BeO-uHTepdetic 11aTGOPMBI U BBITOTHUTE [JeHCTBHE «BK/IIOUeHHe UCTOUHHUKA» JIJIst
ucrouHvka HAProxy.

4.3.8 Kaspersky Web Traffic Security

XapakTepucTyuku uctouHuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHue

HaszBanmue Kaspersky-Web-Traffic-Security
Howmep (ITopT) 2606

Benziop Kaspersky

Tun Proxy

Ipoguns cbopa «Moay/b tcp_input»

IIpumeyaHue: OaHHYIO UHCMPYKYUIO HEOOXOOUMO B8bINOAHUMDb HA KaxcOom y3ne kaacmepa Kaspersky
Web Trdffic Security.

[1711 HaCTPOMKY MCTOUHMKA BBITIOJIHUTE CIe[yIoLUe 1eiiCTBUS:

1. Tlogxmouutech K ycrpoiictBy Kaspersky Web Traffic Security ¢ momougsto uHTepdetica
KOMaH/JHOW CTPOKM M0/, M0/Ib30BaTesieM root.

2. Co3paiite KOHGUTYpaIMOHHBIN (haiis A5t Cy>KObI rsyslog:
vim /etc/rsyslog.d/kwts_to_siem.conf
3. HacrpoiiTe OTIpaBKy C/IeAyIOIHUX 00bEKTOB:

local®.*,locall.*, local2.*,authpriv.*,local7.* @@<Ip-agpec areHta cbopa nor-
KOJIJIeKTOpa>:<nopT, YyKa3aHHbii B npoounie cbopa>

4. CoxpaHHUTe U3MeHeHHUs 1 Tlepe3aryCcTuTe CIyk0y rsyslog.

# service rsyslog restart



5. Ilepeiinute B BeO-uHTepdetic 11aThopMbl U BBITIOTHUTE JeHCTBUE «BK/IIOUeHre UCTOUHUKA» [IJIst
ucrouynrka Kaspersky-Web-Traffic-Security.

4.3.9 McAfee Web Gateway

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTuka 3HaueHue

Ha3zBanwue Kaspersky-Web-Traffic-Security
Howmep (ITopT) 2606

Benpop Kaspersky

Tun Proxy

«Mogaysb tcp_input»
«Moavyib udp_input»

ITpodwis cbopa

17151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOIIUe NeiCTBUS:
1. Botigute B uHTepdeiic crcTeMbl 10/l yUeTHOM 3aMuChi0 C TIpaBaMU a]MUHUCTpATOpa.

2. Tlepeiigute B pa3gesn Policy, 3atem BoibepuTte BK1agky «Rule Sets» u myHKT MeHto «Log Handler»
(cm. «Puc. 178»).

I McAfee McAfee Web Gateway 'ﬁ i A L7 .S I T — oy »
Template

Rule Sets Lists Settings

& Rule Sets.

|
| tog Handier |

Puc. 178 — BoiGop /1oroB

o

PackpotiTe crincok «Default», BeibepuTe «Access Log», B MpaBoii 4acTH OKHa Bbl/le/IUTe TIPaBUIO0
1 HaxkmuTe KHorky Edit.

4. B cexuuu «Events» HaxxmuTte KHOTIKy Add, a 3atem Event.
5. Bribepure «Syslog (Number, String)» 1 HaxXMHUTe KHOTIKY Parameters.

6. [ns mapametrpa «l1. Level (Number)» ycTaHoBuTe 3HaueHue 6, UTO yKa3biBaeT Ha YPOBEHb
norupoBanus «Informational». [Ins HacTpoiiky nmapamerpa «2. Message (String)» Hakxmute Use
Property u BoiGepute «User-Defined.logLine».



7. Haxwmwute nocnenoBatenbHo KHOMMKH OK — OK - Finish.
8. TloBropure feiicTBUS .11 3-7 [J1s APYTUX HAOOPOB TIPaBUII.
9. Ilepetigute B pa3gen Configuration u Beioepute BKIaaKy «File Editor».

10. Pa3BepHuTe CIMCOK C HMEHEM COOTBETCTBYIOIIIEr0 YCTPOWCTBAa W  BbiOepute  (aiin
rsyslog.conf (cM. «Puc. 179»).

r
| * 2N D @
W/’MCA'EGE" ‘ Web Gateway LIJ - ), Sea.. [ save Changes |~
Configuration

An Intel Company
Dashboard Policy Accounts Troubleshooting

fppliances | File Editor |

Editor
= 5 5
B i MWGE732¢Cloud . Edit = | 48 Discard Ohanges...l
| hosts
S e $FileGroup adm ;I
- oepfdeont fumask 0026
~|_| ospfdsonf # include confie files in fetefrsvsloe d
| regaly conf $lncludeGonfie fete/reyslog d/% conf
| ripdconf
Jui riphed conf A RULES
gl r<=loe conf # Log all kernel messages to the console.
~| | snmpdconf # Logeing much else clutters up the screen.
- | sockd conf Hhern ¥ Jdev/conzole
- || gshd_confie
77 sysctlcont # Log anwthing (except mail) of level infa or higher.

# Don't log private authentication messages!
zebraconf | * infoydaemon =info;mail hone;authpriv nonecron none | E}/ar/logfmessages
# The authpriv file has restricted access.
authpriv ¥ Svarflogfzecure

# Log all the mail messages in one place.
mail # ~#var/log/maillog

# Log cron stuff
cran# Avarfloefcron

# Evervbody eets emergency messages
*gmere

# Save news errorz of level crit and higher in a special file
uucp.news or it Fvarflog/zpooler

# Save boot meszages also to bootlog
local7* #var/log/boot log

daemon.info @17216111:514

# 3 begin forwarding rule 3B

# The statement between the begin . end define a SINGLE forwarding

# rule. They belong together, do NOT =plit them. If you create multiple LI
+ S5 lem e Vet dle denle

Li-.L1

Puc. 179 — PepaktupoBaHue rsyslog
11. Haiipure B datine ciefyronyt0 CTPOKY:
*.info;mail.none;authpriv.none;cron.none /var/log/messages

[ob6aBbTe B Hee apameTp «daemon.!=info»:

*.info;daemon. !=info;mail.none;authpriv.none;cron.none -/var/log/messages

Taxke fobaBbTe CefyIOLIYI0 CTPOKY AJIs1 OTIPaBKM COOBITHI Ha areHT cbopa Jior-KoJjieKTopa
(@ - ornipaBka o nporokonny UDP, @@ - otnipaBka no npotokosy TCP):

daemon.info @<ip-agpec areHTa cbopa Nor-KoAneKTopa>:<nopT, YyKa3aHHbli B npoodune
cbopa>

12. Haxxmute kHONKYy Save Changes 111 coxpaHeHUst U3MeHeHUH.

13. TepeiiguTe B Beb-uHTepdeiic miaThopMbl U BHITIOTHUTE AelicTBUe «BK/IoueHre NCTOUHUKA» IS
rncrouHuka McAfee-Web-Gateway.

4.3.10 Microsoft Forefront TMG

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:



XapakTepucTHKa 3HaueHue

Ha3zBanwue Microsoft-Forefront-Threat-Management-Gateway
Howmep (ITopT) 1540

Benpop Microsoft

Tun Firewall_Proxy

IIpoduns cbopa «Moayb smb_input»

[1711 HaCTPOMKY MCTOYHMKA BBIMIOJIHUTE CIe[yIoLUe 1eliCTBUS:
1. Boiiaute B uHTepdeiic yrnpasnenus cucremoii Forefront TMG Management.

2. Ilepenpure B pa3gen Log & Reports u oTkpolite Bkiagky "Logging" (cm. «Puc. 180»).
~lsixd

File Action View Help
e rmEmala TdS A
I Microsoft Forefront Threat Management B ncrosclt
E @ Forefront TMG (WINREO3NGSLH) |~ Forefront Logs & Reports
£ Dashboard T Enterori
8 Monitoring hreat Management Gateway 2010 nterprise
' Firewall Policy ; )
Logging ' Reporti
@E Web Access Policy = = / Tasks ‘Hdp \
¢ E-Mail Policy Filter By | condition | value |
%/ Intrusion Prevention System Log Record Type  Equals Firewall or Web P... Logging Tasks
W Edit Filter
<4 Networking Log Time -
iﬁj System — @ Stop Query
1] EoceSEpars Time_~ Client IP Destination IP__| Destinatior.
<+ Update Center Log Time I = I — | — | Configure Logging
§ Troubleshooting IWBNB 23410PM 127001 127001 8080 | 4 Configure Firenal Logaing
11/29/2023 2:34:10PM  127.0.0.1 127.0.0.1 8080 7 Configure Web Proxy Logging
11/29/2023 2:34:10 PM  127.0.0.1 127.0.0.1 8080 ﬁ Configure Log Queue
11/29/2023 2:34:10PM  127.0.0.1 127.0.0.1 8080
@ View Log Status
Initiated Connection WIN-REO32N6TLH 11/ | A, Define Log Text Colors
Log type: Firewall service I.;! Save Filter Definitions
Status: The operation completed successfully, ’ )
Rule: [System] Allow HTTP/HTTPS from Forefront TMG to specified Mirosof S
Source: Local Host (172,30, 250. 101: 11989) 23 Copy Selected Results to
Destination: Internal (5-0003.a-msedge.net 204.79.197.203:443) Clipboard
Protocol: HTTPS 23 Copy Al Results to Clipboard
El Additional information
& Number of bytes sent: 0 Number of bytes received: 0
# Processing time: Oms Original Client IP: 172,30.250.101
Kl i = I

Puc. 180 — Forefront TMG. Pa3aen "Log & Reports”

3. B paboueii obsmactu cripaBa mepeiguTe Ha BKAaAKy "Task" u Hakmute kHONKy Configure
Firewall Logging. Otkpoetcs okHo "Firewall Logging Properties” (cM. «Puc. 181»).



Firewall Logging Properties x|
] X

09 |Fields |
Log storage format:

" 5QL Server Express Database (on local server)

Mame: ISALOG_yyyymmdd_FWS_nnn.mdf Options, ..
" SQL Database Options... I
{* File

Format:

IW3C extended log file format ﬂ

Name: ISALOG_yyyymmdd_FWS_nnn.w3c Options... |
¥ Enable logging for this service

1f you are logging to a remote file or SQL database using a non-default
port, in the System Policy Editor, enable the appropriate Remote Logging
configuration groups.

oK Cancel £plyy

Puc. 181 — Okno "Firewall Logging Properties’

4. Ha Bknazke "Log" BbINOTHUTE CeAyIOLIIe [1eHCTBUS:
o B10sie Log storage format BribepuTe 3HaueHue "File";
« B nosie Format 13 Bhilazaroiiero crivicka Beibepute 3HaueHue "W3C";

e HaxmuTe KHOTIKYy Options. OTKpoeTcst okHO "Options" (cM. «Puc. 182»);
m x|
Store the log file in:

{* Logs folder
(in the Forefront TMG installation folder)

" This folder (enter the full path):

Browse. .. |

The spedfied folder must exist on each server in the array.
If the folder does not exist on a server, the service will not

start.
~Log file storage limits
[V Limit total size of log files (GB): |_3
[V Maintain free disk space (MB): 512
Maintain log storage limits by:

(¥ Deleting older log files as necessary
" Discarding new log entries
¥ Delete fies older than (days) 7

[V Compress log files

Puc. 182 — Firewall Logging Properties. Options



e B OKHe "Options" BBINOJHUTE C/IeAYIOLMe JeHCTBUS:
o BT1ose Store the log file in BeiGepuTe KaTanor xpaHeHHs )KypHaJa;

o B Osoke Log file storage limits HacTpoiiTe HeOOXOJUMBIE JTUMUTBI /11 XPAHEHUS
(haiisia ¢ )KypHasiom;

o HaxmuTe KHOMNKY OK.
e HaxmuTe KHONKY OK.

5. Ha Bknazgke "Task" Haxkmute KHONKY Configure Web Proxy Logging. Otkpoetcs okHo "Web
Proxy Logging Properties" (cm. «Puc. 183»).

x4
Log |Fields |
Log storage format:

(" SQL Server Express Database (on local server)

Name: ISALOG_yyyymmdd_WEB_nnn.mdf Options. .. |

(" SQL Database %

% File
Format:
{W3C extended log file format M|

Name: ISALOG_yyyymmdd_WEB_nnn.w3c Options... |

[V Enable logging for this service

If you are logging to a remote file or SQL database using a non-default
port, in the System Policy Editor, enable the appropriate Remote Logging
configuration groups.

oK Cancel A |;.":-'

Puc. 183 — OkHo "Web Proxy Logging Properties"

6. Ha Bkyagke "Log" BbIMo/HKTE CleAyIolye JelCTBYS:
o Brosie Log storage format Beibepute 3HaueHue "File";
o B osie Format 13 Bbira/aroiiiero crvcka Beibepute 3HaueHue "W3C";

e HaxMmuTe KHONKY Options. OTkpoeTcst okHO "Options" (cMm. «Puc. 184»);



Joptions x|
' Store the log file in:

' Logs folder
(in the Forefront TMG installation folder)

" This folder (enter the full path):

EBrowse. .. I

The spedified folder must exist on each server in the array.
If the folder does not exist on a server, the service will not

start.
~Log file storage limits
v Limit total size of log files (GB): | 8
[¥ Maintain free disk space (MB): 512

Maintain log storage limits by:
¥ Deleting older log files as necessary
{" Discarding new log entries
[V Delete files older than (days) [7

[V Compress log files

oK cancel |

Puc. 184 — Web Proxy Logging Properties. Options

e B OKHe "Options" BbIMOJHUTE C/IeAYOIIUe 1elCTBUS:
o B moje Store the log file in BbIGepuTe KaTanor XxpaHeHHs )KypHaJa;

o B Osoke Log file storage limits HacTpoiiTe HeOOXO[UMBIE JTUMUTBI JIJIST XPAHEHUS
¢aiina c >xypHanom;

o HaxmuTe KHOIKY OK.
e HaxmuTe KHOIKY OK.

7. Haxmute kHONKY Apply (cM. «Puc. 185»).
Logs & Reports

- Forefront
Threat Management Gateway 2010 Enterprise

_!A Apply | Discard l To save changes and update the configuration, dick Apply.

/LoggingYReporh’ng\ Tasks ¢ Help

Puc. 185 — Forefront TMG. Knonka "Apply"

8. OrTkpouTe ceTeBOM JOCTYII K KaTajoram, yKa3aHHbIM B II1. 5 U 6.

9. Tlepeiiaute B BeO-uHTepdeiic T1aTdOpPMbl U BBITIOJHUATE JeHCTBUe «BKIIOUeHre NCTOUHUKA» IS
rcrounrka Microsoft-Forefront-Threat-Management-Gateway.

4.3.11 Ngate CryptoPro VPNGate

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:



XapakTepucTHKa 3HaueHue

HasBanue

Howmep (ITopT)

Bennop

Tun

ITpodwis cbopa

CryptoPro-VPNGate-Ngate

2562

CryptoPro

VPNGate

«Mogayab udp_input»

7151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOLIUe NeiCTBUS:

1. HacrpoiTe 0TIpaBKy ’KypHasioB C IOMOLIBIO I syslog:

nepeluTe B IUPEKTOPUIO /etc/rsyslog.d/;
OTKpoiiTe Qaiin KoHpurypauu 50 -ng-manual-fwd.conf;

3aKOMMEHTHPYITe COZiep)KUMOoe 1 BCTaBbTe C/IeyIOlyt0 HH(OpMaI[HIO:
module(load="imfile" PollingInterval="10")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/ngate/ng-admin/ng-admin.log"
Tag=""ng-admin")

if $syslogtag == 'ng-admin' then @<ip-agpec areHTa cb6opa nor
KonnekTopa>IP:<nopT, YyKa3aHHblii B npopune cbopa>

& stop

riepe3anycTuTe CIyK0y rsyslog.

2. Tlepeiigute B Beb-mHTepdeiic n1aThopMbl U BBITIONMHUTE [elCTBHe «BKIoueHre NCTOUHUKA» IS
ucroynuka CryptoPro-VPNGate-Ngate.

4.3.12 OpenVPN

XapakTepucTuku ucrouHuka B [Inardopme Papap:

XapakTepucTuka 3HaueHUe
Ha3panue OpenVPN
Howmep (ITopT) 2180
Bengiop Openvpn
Tun VPN

IMpoduns cbopa

«Moayab udp_input»




daiisibl )KypHa/IOB UCTOUHHMKA COJZIepKaT CIeAYIOIIyH0 NH(POPMALHIO:

e /var/log/openvpn/openvpn.log - cofepXXUT WH(OPMALMIO O TIOAKIHOUEHUSIX K BUPTYya/bHOU
yactHou cetu (VPN);

e /var/log/openvpn/status.log- comep)XuUT UWHMOpPMALMI0 O KaKIOM  KJIMEHTCKOM
MOJAK/IOUeHUH, Takyr Kak [P-agpec k/veHTa, MCHOJ/b3yeMbld TPOTOKOJ, OTMpaB/ieHHbIE U
TOJTyUeHHbIe OAMTHI.

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/Ie[IyIOLUe NeUCTBUS:

1. B datin KOH(Uryparum OpenVPN (/etc/openvpn/server.conf W1
/etc/openvpn/client.conf) mobaBbTe ciefyoIIe HACTPOUKY:

status /var/log/openvpn/status.log
log /var/log/openvpn.log
log-append /var/log/openvpn.log

verb 3

2. B karanore /etc/rsyslog.d/ co3mairte daiin KOHOUTYPALUMH /s CTYXKOBI rsyslog:

# sudo nano /etc/rsyslog.d/openvpn.conf

3. Hacrpoiite KoH(pUrypaLHtO:

module(load="imfile" PollingInterval="10")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/openvpn/openvpn.log"
Tag="standart_openvpn_log")
if $syslogtag == 'standart_openvpn_log' then @<ip-agpec areHta cbopa nor-
KonnekTopa>:port
& stop
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/openvpn/status.log"
Tag="status_openvpn_log")
if $syslogtag == 'status_openvpn_log' then @<ip-agpec areHTa cb6opa nor-
KonnekTopa>:port
& stop

I'ne:
e <ip-ajpec areHTa c6opa for konnektopa> - IP-aipec areHra cOopa J0r-KosieKTopa;

e port - TOpPT, MO KOTOPOMY areHT cOopa Jior-KosuieKTopa OyZieT MpPUHUMATh COOBITHS.
IomkeH COBMajaTh CO 3HAYEHWEM, YyKa3aHHbIM B HACTPOMKaX COOTBETCTBYHOLETO
nipodusis cbopa.

4. Tlepesamycture ciayx0y rsyslog:

# systemctl restart rsyslog

5. Ilepeiinute B BeO-uHTepdetic naThopMbl U BBITIOTHUATE JeUCTBHE «BKIIOUeHe UCTOUHHUKA» [IJIsT
ucroynuka OpenVPN.



4.3.13 PaloAlto NGFW

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTuKa 3HaueHHue

Haspanmue PaloAlto-Firewall
Howmep (TTopT) 2580

Bengop PaloAlto

Tun Firewall

Ipoduns cbopa «Moavsib udp_input»

,Z[J'IH HaCTPOﬁKH HNCTOYHHMKA BBITTOJIHUTE C/IeAyHolne AeﬁCTBHHI

1. Boiigute B uHTepdeiic ycrpoiictBa PaloAlto oz yueTHO 3anuchbio € paBaMU aZlMUHKCTpaTOpa.

2. Tlepeiimutre B pa3sgen Device — Setup — Services — Service Route  Configuration
(cm. «Puc. 186»).

DEVICE

Services

Update Server updates.paloaltonetworks.com

Verify Update Server Identity

DNS Servers

Primary DNS Server 10.1.1.1
Secondary DNS Server

Minimum FQDN Refresh Time (sec) 30
FQDN Stale Entry Timeout (min) 1440

Proxy Server
1t Primary NTP Server Address

Secondary NTP Server Address

Services Features

)

&
' e

Puc. 186 — Murepdeiic ycrporicta PaloAlto. ITepexop B pa3gen "Service Route Configuration”

3. B otkpeBmemcs okHe "Service Route Configuration" (cm. «Puc. 187») BbiOepute MyHKT
Customize 1 Ha Bkagke "[Pv4" nBakpl HOXKMHUTe Ha CTPOKY Syslog.



Service Route Configuration

Use Management Interface for all [f @) Customize

1Pv4 IPvé Destination 1

SERVICE ‘ SOURCE INTERFACE SOURCE ADDRESS

Multi-Factor Authentication | Use default Use default
Netflow Use default Use default
NTP Use default Use default
Palo Alto Networks Use default Use default
Panorama Use default Use default
Proxy Use default Use default
RADIUS Use default Use default
SCEP Use default Use default

Use default Use default

Any 10.1.1.2
Use default Use default
[J uiD Agent Use default Use default

(=)

Set Selected Service Routes

“ can(c‘

Puc. 187 — OkHo "Service Route Configuration"

4. B otkpeiBiiemMcs okHe "Service Route Source" (cm. «Puc. 188») BriOepute Source Interface u
ykakute Source Address ¢ KOToporo y Bac OyJyT OTIIPaB/IsITbCS COOBITHS:

Service Route Source @

Service

Source Interface Any

Iy
Source Address  10.1.1.2 e

Puc. 188 — OxkHo "Service Route Source"

5. Haxwmute kHonKy OK B okHax "Service Route Source" u "Service Route Configuration".

6. TIlepeiigute B pa3zen Device — Server Profiles — Syslog (cMm. «Puc. 189»).



DEVICE

User |dentification (@)
°
52 Data Red n
2nd Serve
VM Information Sources [ ' Name LOCATION NAME SYSLOG SERVER TRANSPORT F
roubleshooting rhel-rsyslog-srv rhel 192.168.2.75 TCP !
ertificate Management
E{] Certificates
E‘ Certificate Profile
@ OCSP Resp r

€

2

&

[ Kerberos
@

M

15 SAML Identity Provider 4
wnos s psionesi- | @) Add JO Delete @ Clone @) PDF/CSV
»

Puc. 189 — NuTepdeiic ycrpoiicrBa PaloAlto. ITepexop B pa3pgen "Syslog”

7. Haxwmute kHonKy Add. OTkpoetcsi okHO "Syslog Server Profile” (cm. «Puc. 190»).

Syslog Server Profile @
Name  syslog-to-siem 1
Servers Custom Log Format
NAME SYSLOG SERVER TRANSPORT PORT FORMAT FACILITY
L'pan;;cc "192.168.0250 uDP 2580 "IETF LOG_USER
3 4 5 6 / 8

“ ancet

Puc. 190 — OkHo "Syslog Server Profile"”

8. B okne "Syslog Server Profile" B mone Name ykaxuTe HauMeHOBaHHe MPOQUIS U HaKMHUTe
kHOTIKY Add. B nosiBuBIIeMcst 6/10Ke TIO/el YKaKHTe CIeAYIOIHe HaCTPONKH:

o B nose NAME ykaxuTe HauMeHOBaHUe CcepBepa;
o Bmnone SYSLOG SERVER ykaxute IP-azsipec areHTta c6opa /10r-Ko/ijieKTopa;
o B 1osie TRANSPORT Bribepute nipotokos "UDP" fjisi OTIIpaBKU COOBITH;

e B mone PORT ykaxure TMoOpT, MO KOTOPOMY areHT cOopa Jjor-kos/uiekropa OyneT
NpUHUMaThb CoOBITHSI. [lo/DKeH COBMajaTh CO 3HAaueHWeM, yKa3aHHbIM B HaCTpOMKax
COOTBeTCTBYHOIIIero npoduss cbopa;

o B mnose FORMAT Bribepute popmat hopmupoBanus syslog-coobmenus "[ETF";



e« B mone FACILITY BeiGepute 3nHauenuwe facility pans oTmpaBnsieMbx —cooOreHMiA
"LOG_USER",;

e HaxmuTe KHONKY OK.

9. Ilepetigute B paszgen Objects — Log Forwarding (cm. «Puc. 191»).

OBJECTS

D NAME LOCATION DESCRIPTI.. | LOG TYPE FILTER PANORAMA | SNMP EMAIL

traffic All Logs

@ SaaS Quality Profile

S Traffic Distribution Profi
58 Crhadidac
Puc. 191 — UnTepdeiic ycrporictBa PaloAlto. ITepexop B pa3gen "Log Forwarding"

10. Haxxmure kHonky Add. Otkpoetcst okHO "Log Forwarding Profile” (cm. «Puc. 192»).

Log Forwarding Profile @
( Name  syslog-to-siem )
T 1
Oitems | > X
NAME LOG TYPE FILTER FORWARD METHOD BUILT-IN ACTIONS

Puc. 192 — Okno "Log Forwarding Profile"

11. B okHe "Log Forwarding Profile" B mosie Name yka)kute HavMeHOBaHHe TTPOMU/IS U HAXKMUTE
kHornKy Add. OTtkpoetcst okHO "Log Forwarding Profile Match List" (cM. «Puc. 193»).



Log Forwarding Profile Match List @

MName | syslog-traffic-to-siem 1
in

Descripti

Log Type | traffic 2

Fitter = an Logs

Forward Method Built-in Actions

_| Panorama |_ Cuarantine
D SHMP ~ D EMAIL D MAME TYPE
® Add (® Add

B | svsioc ~ O wrre ~

| & [creumem

rhel-rsyslog-srv

syslog-to-siem
OF

(® Add
New Syslog Profile

() Add
3

Cancel

Puc. 193 — Hacrpoiika npoduiia ornpaBKH XypHaso. Ilar 1

12. B OTKpBIBLIEMCSI OKHE YKa)KUTe C/ie/lytollje HaCTPOUKU:
e B 1ose Name yKaxuTe HaMeHOBaHue Mpodu/s;
o B1osie Log Type BoiOepuTe 3HaueHue "traffic";
e B 10Jie Syslog BeIOepuTe CO3ZAHHBIN TTPOGUIIB /ISt OTIPAaBKU COOBITHH syslog;

e TIOBTOpUTE nobaBneHue CO3/laHHBIX nipoduseit yKa3zaB B nosie Log
Type cOOTBeTCTBYIOLME 3HaueHUst "threat", "auth" " BbIOpaB B
niosie Syslog cooTBeTcTBYOLMI TPOdUb (CM. «Puc. 194»).

Log Forwarding Profile @

Name  syslog-to-siem

Description

K N 3items — X
NAME ~ LOG TYPE FILTER FORWARD METHOD BUILT-IN ACTIONS
[J  syslog-auth-to-siem auth All Logs Syslog
« syslog-to-siem
syslog-threat-to-siem threat All Logs Syslog
« syslog-to-siem
[[]  syslog-traffic-to-siem traffic All Logs
« syslog-to-siem

®Add O Delete @) Clone

“ S

Puc. 194 — Hacrpoiika npoduiisa oTnpaBKH XypHasos. ITlar 2

e Haxmute KHONKY OK.

13. IepeiiguTe B pa3aen Device — Log Setting (cM. «Puc. 195»).



T AULIC UL LU P U e

=4 Authentication Sequence

Sy
User Identification O
o
s Data Redistribution
7
/

Ea Device Quarantine
E@] VM Information Sources
J"' Troubleshooting
#8 Certificate Management
E Certificates
E] Certificate Profile
@ OCSP Responder
(%) SSL/TLS Service Profile
(g scep
(*) SSL Decryption Exclusio
55 SSH Service Profile

|5 Log Settings '

1T e 2
% SNMP Trap
Eﬁ Syslog

Ei)‘ Email
@ HrTP

O

W=

f Configuration :

stem )
NAME DESCRIPTION FILTER PANORAMA SNMP TRAP EMALI
palo-system All Logs
) Delete @) Clone (&) PDF/CSV

NAME DESCRIPTION FILTER PANORAMA SNMP TRAP EMAI

il All Logs

[% Netflow

75} RADIUS
3 TACACS+
5 LDAP

PR

3

A Kerberos

-

DESCRIPTION FILTER PANORAMA SNMP TRAP EMAIL ]

Puc. 195 — FaTepdeiic ycrpoiicrBa PaloAlto. ITepexoa B pa3aen "Log Setting"

14.B
(cM. «Puc. 196»).

Log Settings - System

6/10ke System Ha)KMHUTE

kHOTKy Add. OTkpoeTcsi OKHO

"Log Setting -

(hd'llu M]

Filter | Al Logs

Description

Forward Method

O | sump ~

® Add

:I Panorama

& D EMAIL ~

®

T
(=8
(=™

O svsioc ~

O [HTTe A~

(+) Add

15.B okHe "Log Setting

Cancel

Puc. 196 — OkHo "Log Setting - System"

- System" B mone Name ykaxuTe HauMeHOBaHUWe PO,

6110ke Syslog HaxxmuTe KHOTIKY Add, BeibepurTe co3/aHHBINA TPpoduIb 1 HaxkmuTe KHOTIKY OK.

B



16. Bepraurecs B pa3zen Device — Log Setting (cm. «Puc. 190»).u B 6110ke Configuration HaxmuTe
kHonKy Add. Otkpoetcst okHO "Log Setting - Configuration" (cm. «Puc. 197»).

Log Settings - Configuration @
‘ Narme ) |
Filter | Al Logs 1

Description
Forward Method
Panorama

O sume O | eman

A

O | s¥sLoG

syslog-to-siem

& Syslog Profile

Cancel

Puc. 197 — OkHo "Log Setting - Configuration"

17.B okne "Log Setting - Configuration" B mnosie Name yka)kure HauMeHOBaHWe NpoGus, B
6110ke Syslog HaxxmuTe KHONIKY Add, BeibeprTe co3/aHHbINA podub 1 HakMuUTe KHOTIKY OK.

18. IMepetiguTe B pasgen Policies — Security u Haxxmute kHONKy Add (cM. «Puc. 198»).

POLICIES

‘ & Security '
= 2 Source
£ QoS
&9 Policy Based Forwarding NAME TAGS TYPE ZONE ADDRESS USER
5 Decryption
1 trazo {efault I intrazone
@3 Tunnel Inspection @
3 Application Override g
2 terzone-defaul ! interzone Ny 3Ny
7/ Authentication &
G DoS Protection
@ sp-waN

)
- 2 i ,
+) Add J—) Delete (@) Clone (2) PDF/CSV

Puc. 198 — UnTepdeiic ycrpoiicra PaloAlto. ITepexopa B pa3gen "Security”




19. B otkpeiBiiemMcst okHe "Security Policy Rule" mepeiizute Ha Bk/iazky "Source", BbIOEpUTe 30HY
oTnpaBku Source Zone, eciM 30Ha OTCYTCTByeT, /fo00aBbTe ee HakaB KHonky Add
(cm. «Puc. 199»).

Security Policy Rule @
Ger‘s‘,v Destination = Application = Service/URL Category = Actions
1 A 1 Any any any
SOURCE ZONE [  source AppRress [J source user [ | source pevice
v
72 ncice

Negate

Puc. 199 — OkHo "Security Policy Rule". Bkiagka "Source

20. B okne "Security Policy Rule" mepeligure Ha BKaagky "Destination" BbiOepuTe 30HY
orripaBku Destination Zone, ecid 30Ha OTCYTCTByeT, [J00aBbTe ee HaxkaB KHOMNKy Add
(cm. «Puc. 200»).

Security Policy Rule @

DESTINATION ZONE C] DESTINATION ADDRESS D DESTINATION DEVICE
v
73 outsi

3 | Negate

Puc. 200 — OxkHo "Security Policy Rule". Bkiragka "Destination”

21. B okne "Security Policy Rule" nepeiiguTe Ha BK1agKy "Action" B 6110ke Log Setting ycraHoBuTe
¢naru Log at Session Start, Log at Session End, B nosie Log Forwarding BriGepuTe ripocuib
oTrpaBku cobbIThii 1 HaxxmuTe KHOTIKY OK (cM. «Puc. 201»).

Security Policy Rule 1 @
General Source Destination Application Service/URL Category ‘ Actions '
Action Setting Log Setting
Action = Allow

Other Settings 2
Profile Setting Schedule None
Profile T Non QoS Marking | None
] Disable ectio

Puc. 201 — OxHo "Security Policy Rule". Bknagka "Action"

22. Haxxmute kHonKy Commit — Commit All Changes 1 151 mpocMoTpa BBe/IeHHBIX HM3MeHEeHUH
HakmuTe kHOTIKy Change Summary (cm. «Puc. 202»).



Commit

ite the running configuration with the commit scope.

© Commit All Changes Commit Changes Made By:

COMMIT SCOPE LOCATION TYPE

policy-and-objects

device-and-network

shared-object

Preview Changefll (3] C ) Validate Commit Group By Location Type

D

Puc. 202 -- Okuo "Commit"

23. B otkpsiBiieMcsi okHe "Change Summary" - mpoBepbTe BBeieHHbIe u3MeHeHUst (cM. «Puc. 203»).

Change Summary (0] ]
C.‘. ditems | = X
: WILL BE PREVIOUS

OBJECT NAME TYPE LOCATION TYPE LOCATION OPERATIONS OWNER COMMITTED OWMERS

route Others edit admin Yes admin
sysopg-forwarding Security Rule create admin Yes admin
syslog-to-siem Server Profile: Shared create admin Yes admin

Syslog
vsysl VSYS create admin Yes admin
Group By Mone v

Object Level Difference syslog-to-siem

Candidate Config Running Config

Close

Puc. 203 — Oxno " Change Summary "

24. Tlocne IpOBepPKY KOPPEKTHOCTH BBe/IEHHBIX U3MeHeHUM HaXMUTe KHOMKY Commit 1 10XX11UTeCh
pe3ynbTaTta Successful (cm. «Puc. 204»).

Commit Status @

Operation Commit
Status Completed
Result Successful

Details Configuration committed successfully

Commit

Close

Puc. 204 — Okno "Commit Status"



25. Tepetiaute B BeO-uHTEpdetic m1aThopMbl U BBITIOJHUTE AelCTBUE «BK/IIOUeHHe UCTOUHUKA» [IJIst
rcrounvka PaloAlte-Firewall.

4.3.14 Pfsense Firewall Netgate

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHue

Ha3zBanwue Pfsense-Firewall-Netgate
Howmep (ITopT) 2561

Benpop Pfsense

Tun Firewall

Ipoduns cbopa «Moavyib udp_input»

17151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOIIUe NeiCTBUS:
1. BoiiguTe B BeO-uHTepdeic cucTeMsl 1 niepeianTe B pa3zen Status — System Log — Settings.

2. Ortkpotite 6110k Remote Logging Options (cM. «Puc. 205»).

Remote Logging Options

Enable Remote Logging I Send log messages to remote syslog server L

Source Address I Default (any) e

This option will allow the logging daemon to bind to a single IP address, Ber‘than all IP addresses. If a single IP is picked, remote syslog servers
must all be of that IP type. To mix IPv4 and IPv6 remote syslog servers, bind to all interfaces

NOTE: If an IP address cannot be located on the chosen interface, the daemon will bind to all addresses.

IP Protocol I IPva w

This option is only used when a non-default address is chosen as the soh above. This option only expresses a preference; If an IP address of the
selected type is not found on the chosen interface, the other type will be tried.

Remote log servers | 192.166.0.254:514 B PLport] Plport

Remote Syslog Contents Everything

(] System Events

[C) Firewall Events

(] DNS Events (Resolver/unbound, Forwarder/dnsmasgq, filterdns)

(] DHCP Events (DHCP Daemon, DHCP Relay, DHCP Client)

() PPP Events (PPPoE WAN Client, LZTP WAN Client, PPTP WAN Client)
(] General Authentication Events

(] Captive Portal Events

] VPN Events (IPsec, OpenVPN, L2TP, PPPoE Server)

(] Gateway Monitor Events

(] Routing Daemon Events (RADVD, UPnP, RIF, OSPF, BGP)

() Network Time Protocol Events (NTP Daemon, NTP Client)

[ Wireless Events (hostapd)

Syslog sends UDP datagrams to port 514 on the specified remote syslog server, unless ancther port is specified. Be sure to set syslogd on the remote
server to accept syslog messages from pfSense

I Save

6

Puc. 205 — Hacrpoiika pfSense. Remote Logging Options
3. YKaxure ciefyrolle HaCTPOUKU:
e BKJ/IIOUMTe OTTIPaBKY )KypHaJ/IOB, ycTaHOBUB (uiar B nosie Enable Remote Logging;

e B 10Jie Source Address 13 BbITA/ArOIIEro CKUCKA BbIOEPUTE UCTOYHHK >KYPHAJIOB;



e B nonie Remote log servers ykaxxute IP-azpec areHTa cOopa JIOr-KOJ/UIEKTOpa U TOPT,
yKa3aHHbBIN B COOTBETCTBYIOILEM ITpodusie cOopa;

e« B mone Remote Syslog Contents BeiOepuTe >XypHasibl [jisi OTIPaBKH, YCTaHOBUB
COOTBETCTBYHOIIUe (py1ary;

e HaXMHUTe KHOMKY Save.

4. Tlepetigute B BeO-uHTepdetic 11aTGOpPMbI U BITOTHUTE [eHCTBHE «BK/IIOUeHHe UCTOUHHUKA» JIJIs
ucrouHvka Pfsense-Firewall-Netgate.

4.3.15 Snort

XapakTepucTyUku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHue

Ha3Banue Snort

Howmep (ITopT) 2517

Bengop Cisco

Tun NIDS

Ipoguns cbopa «Moay/b tcp_input»

7151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOIIUe eiCTBUS:

1. B karasore /etc/rsyslog.d/ co3gaiite aiin KOHGUTYpayu A1t CTy>KObI rsyslog:

# sudo nano /etc/rsyslog.d/snort.conf

2. HactpoiiTe KoH(Urypailuo:

If ($programname contains 'snort' and ($msg contains 'start' or $msg contains
'Start' or $msg contains 'Stop' or $msg contains 'stop' or $msg contains
"ERROR' or $msg contains 'fail' or $msg contains 'Fail')) or ($msg contains
"snort' and $msg contains 'exit') then @@x.Xx.Xx.x:port

If $msg contains 'Classification' and $programname contains 'snort' then
@@x.x.x.x:515

I'ne:

e x.x.x.x:port- IP-agpec areHTa cbopa JOr-KO/IZIeKTOpa M TIOPT, YKa3aHHBIA B
COOTBeTCTBYHOIIIeM rpoduie cOopa;

e [epBasi CTPOKa KOH(Urypaluu 1o3BosisieT otnpas/isaTs B Ilnardopmy Pagap cucreMHble
)KYPHaJ/Ibl, UCK/ItOUasi He UH(POPMaTUBHBIE;

e BTOpas CTPOKA BKJIHOYAET MepecbulKy npeaynpexaeHui (alerts) B Ilnargopmy Papap.

3. Tlepe3amnyctute cayx0y rsyslog:

# systemctl restart rsyslog

4. Tlepetigute B BeO-uHTepdetic 11aTGopMbl U BBIOTHUTE [eHCTBHE «BK/IOUeHre UCTOUHHUKA» JIJIst
HMCTOYHHUKA Snort.



4.3.16 Solar webProxy

Solar webProxy - mpoaykT kinacca SWG (Secure Web Gateway) poccutickoit komrianuu PocTesiekoMm-
Couap.

ITepes HACTPOMKOM HWCTOUHHWKA PEKOMEH[yeTCs O03HAaKOMHUTBhCS C JOKYMEHTOM PYKOBOJCTBO TIO
YCTaHOBKe U HacTpoike Solar webProxy).

XapakTepucTyku uctouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHuUe
HaszBanmue Solar-WebProxy
Howmep (ITopT) 2592

Benzop Solar

Tun Proxy

«Moayab tcp _input»
«Mopayib udp_input»

IMpo¢uns cbopa

Hactpoiika CTOYHMKA BKJTFOYaeT B ceOsi cieiyroliiye maru:
1. Hacrpoiika )xypHa/iupoBaHHs CTy>XObl BeO-uHTepetica mosb3oBatens (smap-play-server).
2. Hactpotiika KypHaupOBaHUsI Be0-3arpoCcoB I0Jib30BaTe el pokcu (skvt-wizor).
3. Hactpotiika OTIIpaBKU COOBITHI B TUIaTGOPMY.
4. Bxk/toueHre WCTOYHUKA B TIIaTdopMme.
IIIar 1. HacTpoiika )XypHa/IHpOBaHUA Cy)K0bI Be0-uHTep(eiica mo/ib30Barens (smap-play-server)

[laHHasi HaCTpoOMKa I03B0JIsSIeT )KyPHAIMPOBaTh AeWCTBUS aIMUHUCTPATOPOB B BeO-UHTep(delice cuCTeMbl
Solar webProxy.

CoObITHSI TI0O YMOJTYaHUIO COXPaHSIOTCI B aiin /var/log/messages Ha y3ne c ponblo "Cepsep
yIpasJjieHus".

[Tpumep coObITHI:

Mar :59: swpOl-main java: webserver: admin@/ : get filter hosts
[swp0O1- fllter test.lab, swpO@l-reverse.test.lab]

Mar 100 swpOl-main java: webserver: admin@/ : get list of all
categories

Mar :00: swpOl-main java: webserver: admin@/ : Action: 'read
layer'; Layer: 'BckpboiTue HTTPS'

Mar 100: swpOl-main java: webserver: admin@/ : get list of all
categories

Mar 100: swpOl-main java: webserver: admin@/ : get list of all
categories

BrImonHUTE CieyroIue 1eHCTBUS:


https://rt-solar.ru/upload/materials/Solar_webProxy_Installation_and_deployment_RR.PDF
https://rt-solar.ru/upload/materials/Solar_webProxy_Installation_and_deployment_RR.PDF

1. Boiizute B BebO-uHTepdeiic cucrembl U TiepeiiiuTe B pasgen Cucrema — OCHOBHBIE
HacTpoiiku — JKypHanupoBanue — CepBep Bed-unTepgeiica" (cm. «Puc. 206»).

Cepsep Be6-uHTep(eitica  skvt-play-server.conf

YypHanuposaTb AeficTBus nonb3osatened Bsyslog  audit-to-syslog

YpoBeHb XypHanupoBauus  log-level

Puc. 206 — J)KypHa/nupoBaHue JiefiCTBUH I10/1b30BaTeei

2. YcraHoBuTe ¢naxok JKypHanupoBaTh /JielicTBUA No/ib3oBaTesieil B syslog.
3. CoxpaHuTe U3MeHeHHs U TPUMeHUTe KOH(PUTypaLUo.

4. OrtkpoiiTe KOH(MUTYpPaLUUMOHHBIA aitn CIyk0bl rsyslog (/etc/rsyslog.conf) u pgobaBbTe
CJIeIYIONIYI0 HACTPOHKY:

localo.* /var/log/messages

5. Ha y3ne c posnbio CepBep ympaBiieHHs co3jaiiTe ¢aiin koHdurypaiuu /etc/rsyslog.d/03-
send_skvt_master.conf U yKakuTe cjiefyollIye HAaCTPOUKU:

module(load="imfile" PollingInterval="10")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/messages"

)

if $programname == 'java' and $msg contains 'webserver' then @@<ip-agpec areHTa
cbopa nor-konnekTopa>:port

I'pe:
e <ip-agpec aredTa cbopa nor-konnexktopa> - [P-ampec areHTa cbopa JIOT-KOJIEKTOPA;

e port- TIOPT, IO KOTOPOMY areHT cbopa Jior-kos/uiektopa OyzeT NMpUHHUMAaTh COOBITHS.
Ilo/mkeH COBMaZiaTh CO 3HAYEHWEM, YKa3aHHBIM B HACTPOMKAaX COOTBETCTBYHOLIETO
ripousisi cbopa;

e (@@/@ - oTripaBKa Oy/ieT BBIMOMHATLCS 110 1TpoTokoay TCP/UDP.

6. Tlepe3amnyctute ciayx0y rsyslog:

# systemctl restart rsyslog
IITar 2. HacTpoiika >XypHa/IMHpOBaHUsA Bed-3alpocoB MoJib30Baresiei npokcu (skvt-wizor)

[Tpumep coObITHI:

Mar 124 swpO1l-filter java: [acc-domain:TEST.LAB] [acc-groups:] [acc-
ip: ] [acc-name:da] [acc-port: ] [bytes-in: ] [bytes-out: ] [flt-
categories: ] [flt-codes:11,0,0,0,0] [flt-policy:3aBepuweHne o6paboOTKN NOANTUKN]

[flt-rules:BckpoiBaTb HTTPS no ymonuaHuio,Nepexon K cnow Icap Request,MNepexon K crow
3anpeT pgocTyna K caiitawm,lepexon K cnow Icap Response,lepexon K cnow 3aBepuweHue
obpaboTknm nonutukn] [flt-status: ] [flt-time: ] [req-
hostname:safebrowsing.googleapis.com] [req-method:GET] [req-
pathname:/v4/threatListUpdates:fetch] [req-protocol:https] [req-
query:$ct=application/x-



protobuf&key=AIzaSyC7jsptDS3am4tPx4r3nxis7IMjBc5Dovo&$httpMethod=POST&$req=ChUKE25hdm
NsaWVudC1hdXRvLWZmb3gaJwgFEAEaGwoNCAUQBhgBIgMwMDEWARC3nRAaAhgFyU6KeiICIAIOARONCAEQAROD
bCgOIARAGGAEiAzZAWMTABENWDDBOCGAUYx1EZzIgIgAigBGicIAXABGhsKDQYDEAYYASIDMDAXMAEQ8_oLGgIY
BVB3OG4iAiACKAEaJwgHEAEaGwoNCACQBhgBIngMDEwARCSlAwaAhgFLhmniCICIAIOARolCAkQAROZCgOIC

RAGGAElAzAwMTABECAaAth- ==] [reqg-referer:] [reqg-time: -03-

] [res-datatype: appllcatlon/x protobuf] [res-ip: ] [traf-
mode: forward] [x-virus-id:] [req-port: ] [flt-reason:]
Mar :35: swpOl1l-filter java: [acc-domain:] [acc-groups:] [acc-ip: 1
[acc-name:] [acc-port: ] [bytes-in:0] [bytes-out:0] [flt-categories:] [flt-

codes:0] [flt-policy:policy.xml] [flt-rules:] [flt-status: ] [flt-time:1] [req-
hostname:secure.eicar.org] [req-method:CONNECT] [req pathname ] [req-protocol:https]
[reg-query:] [req-referer:] [reqg-time: -03- ] [res-
datatype:application/skvt-unchecked] [res-ip:] [traf mode forward] [x-virus-id:]
[req-port: ] [flt-reason:]

BrinonauTe criefyronue geUCTBUs:

1. Boiigute B BeO-uHTepdelic cucteMbl W Tiepediaute B pasgen Cucrema — PacimimpeHHbIe
HAaCTPOUKU — PuIbTpalusa ¥ K3IIHpoBaHHe Tpaduka.

2. OrtkpoiiTe HacTpoiiku PUIbTPALUA U aHa/IM3 TpaduKa nmojib3oBaresied — PopmaThl 3aNMCH
B syslog (cm. «Puc. 207»).

v/  (DopmaThbl 3anucy B Syslog

Puc. 207 — ®opmarsl 3anucH B syslog

3. ¥YcraHoBuTe Quiaru 3anmuch xypHaia (popmar SIEM) u 3anucek npeodpasoBanus IP-agpeca
ucrouyHuka (popmar SIEM).

4. CoxpaHuTe U3MeHeHUs ¥ IPUMeHHTe KOH(UTypaLKIo.

5. Ha y3max c ponsio @unetp HTTP-tpadmka v O6paTHbli  NPOKCH-CepBep HaCTPOiTe
)KypHa/IMpOBaHUe B OT/e/IbHbIN (aii:

e co3paiTe daiin /var/log/skvt.log:

# touch /var/log/skvt.log
e HACTpOWTe AOCTYyM K (aimny:
# chmod 600 /var/log/skvt.log
IITar 3. HacTpoiika oTnipaBKH COOBITHH B my1IaTopmMy

1. HacrpoiitTe mnepeHanpaBieHre cobObiTii B aiin /var/log/skvt.log BHecs B ¢aiin
/etc/rsyslog.conf COOTBETCTBYIOIIYIO KOH(UTYpaLHIO.

2. Bo n30e)kaHue nybnpoBaHus OTK/IFOUYHTe 3armch coOBbITHI B daiin
/var/log/messages (omepaTop stop):



$template rawSkvt, "%syslogtag¥% %msg%\n"

localo.* /var/log/skvt.log; rawSkvt
& stop
*.info;mail.none;authpriv.none;cron.none /var/log/messages

3. CoxpaHWTe U3MEHeHHs U Tiepe3arryCcTuTe Cyx0y rsyslog:

# systemctl restart rsyslog

4. Hacrpoiite potauuto ¢aiina /var/log/skvt.log ¢ momoubto logrotate. st aToro cospaire
¢aiin /etc/logrotate.d/skvt co crefyrOIMMU HACTPOMKAMU:

/var/log/skvt.log {
weekly
rotate 4
missingok
notifempty
nomail
compress
create 0600 dozor dozor
minsize 10M

5. IlpoBepsbTe ycioBus logrotate:

# logrotate -df /etc/logrotate.d/skvt

6. 3amycture poTauuto daiina:

# logrotate -f /etc/logrotate.d/skv

7. Hactpotite otripaBky cobbituii B Ilnardopmy Pagap. /l1s 3Toro cosjaiite KOHMUTrypalMOHHBIN
daiin /etc/rsyslog.d/03-send_skvt.conf co cleAyrOIMMU HACTPOUKAMU:

module(load="imfile" PollingInterval="10")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/skvt.log"
Tag="skvt wizor_ log"

)
if $syslogtag == 'skvt_wizor_log' then @@<pangeo-log-collector>:<port>
& stop

8. CoxpaHWTe U3MEHEHHs U Tiepe3arryCTuTe Cyx0y rsyslog:

# systemctl restart rsyslog

IIar 4. ITepeiiguTe B Beb-uHTEpdeiic 11aTGopmMbl U BEIMTOTHUTE AeHCTBUe « BKIoueHre UCTOUHUKA» IS
rncroyHuka Solar-WebProxy.



4.3.17 Squid Proxy

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTUKa 3HaueHue

Haspanmue Squid-Proxy

Howmep (TTopT) 2890

Bengop Squid

Tun Proxy

Ipoduns cbopa «Moavyb udp_input»

,D;J'ISI HaCTpOﬁKH HNCTOYHHMKA BBITTOJIHUTE C/IeAyHolne AEﬁCTBHHI

1.

OTkpoliTe KOHOUTYpaALMOHHBIN aiin squid.conf:
# sudo nano /etc/squid/squid.conf

Co3paiiTe mabnoH dopmara KypHasioB:

logformat radar %la:%lp %>a %[ui %[un [%tl] "%rm %ru / HTTP/%rv'" %>Hs %<st
"%{Referer}>h" "%{User-Agent}>h" %Ss:%Sh

Ykaxkure 1mab10H popmara )KypHai0oB B HAaCTPOIKe KYPHATMPOBaHUs sy s10g:

access_log syslog:[local2.info](http://local2.info/ "BHewHAsa ccbiika (OTKpoeTcH
B HOBOM OKHe)'") radar

CoxpaHuTe (paii U repe3anycTure CIyXo0y:
# sudo service squid restart
OTKpo¥iTe KOH(PUTYPALMOHHBIN (haii CIy>KObI rsyslog:

# sudo nano /etc/rsyslog.conf

Ykaxkute IP-agpec areHta cOopa JIOT-KOJ/UIEKTOpPA, TIOPT, YKa3aHHBIA B COOTBETCTBYHOILEM
npodusie cbopa v OTKIIOUNTE 00BeIHEHHE COODIIeHMIA:

local2.* @<IP-agpec areHTa cbopa nor-konnetopa>:port

$RepeatedMsgReduction off
CoxpaHuTe U3MEHEHUs U Tiepe3aryCTuTe CIyKO0y:
# sudo service rsyslog restart

[TepeiiguTe B BeO-uHTEp(detic miaTdopmMbl U BBITIOTHUTE [IeMCTBHE « BKIroueHre NCTOUHUKA» AJIst
rcToyHrka Squid-Proxy.

4.3.18 Suricata

XapakTepucTuku uctouHuka B Ilnardopme Papap:



XapakTepucTuka 3HaueHue

Haspanmue Squid-Proxy
Howmep (ITopT) 2890
Bengop Squid

Tun Proxy

[Mpodunb cbopa (aKTUBHBIN COOP)

«Mogays sftp_input»
«Mogyvib ssh_collector input»

ITpodwis cbopa (TTaccuBHEIN cO0p) «Moay/b tcp_input»

Hepe/:[ HaCTpOﬁKOﬁ HNCTOYHHWKA TIIpOBEDPLTE W IIpU HEO6XO'E[I/IMOCTI/I BHeCHUTe HW3MEHEeHHsA B d)ai/’m

/etc/suricata/suricata.yaml Ha XOCTe, I'Zle yCTaHOB/IeHa Suricata.

Hike npuBezieH mpuMep AaHHOTO (aiisia B YaCTH JIOTHPOBAHHUS COOBITHIA:

# Configure the type of alert (and other) logging you would like.
outputs:
- eve-log:

enabled: yes

filetype: regular

filename: eve.json

# Enable for multi-threaded eve.json output; output files are amended with

# an identifier, e.g., eve.9.json

#threaded: false

#prefix: "@cee: " # prefix to prepend to each log entry

# the following are valid when type: syslog above

#identity: "suricata"

#facility: locals

#level: Info ## possible levels: Emergency, Alert, Critical,
## Error, Warning, Notice, Info, Debug

#ethernet: no # log ethernet header in events when available

#compact: yes

#ensure-ascii: yes

#escape-slash: yes

#redis:

# server: 127.0.0.1

# port: 6379

# async: true ## if redis replies are read asynchronously

# mode: list ## possible values: list|lpush (default), rpush, channel]|publish

# ## lpush and rpush are using a Redis list. "list" is an alias for
1lpush

# ## publish is using a Redis channel. "channel" is an alias for
publish

# key: suricata ## key or channel to use (default to suricata)

# Redis pipelining set up. This will enable to only do a query every

# 'batch-size' events. This should lower the latency induced by network

# connection at the cost of some memory. There is no flushing implemented

# so this setting should be reserved to high traffic Suricata deployments.

# pipelining:

# enabled: yes ## set enable to yes to enable query pipelining

# batch-size: 10 ## number of entries to keep in buffer

# Include top level metadata. Default yes.

#metadata: no
# include the name of the input pcap file in pcap file processing mode



pcap-file: false

Community Flow ID

Adds a 'community_id' field to EVE records. These are meant to give
records a predictable flow ID that can be used to match records to
output of other tools such as Zeek (Bro).

Takes a 'seed' that needs to be same across sensors and tools
to make the id less predictable.
enable/disable the community id feature.
community-id: false
# Seed value for the ID output. Valid values are 0-65535.
community-id-seed:
xff:
enabled: no
# Two operation modes are available: "extra-data" and "overwrite".
mode: extra-data
# Two proxy deployments are supported: "reverse" and "forward". In
# a "reverse" deployment the IP address used is the last one, in a
# "forward" deployment the first IP address is used.
deployment: reverse
# Header name where the actual IP address will be reported. If more
# than one IP address is present, the last IP address will be the
# one taken into consideration.
header: X-Forwarded-For
types:
- alert:
tagged-packets: yes
- frame:
enabled: no
- anomaly:
enabled: yes
types:
# decode: no
# stream: no
# applayer: yes
- http:
extended: yes # enable this for extended logging information
# custom allows additional HTTP fields to be included in eve-log.
# the example below adds three additional fields when uncommented
#custom: [Accept-Encoding, Accept-Language, Authorization]

HHHHFHHFH T

# set this value to one and only one from {both, request, response}

# to dump all HTTP headers for every HTTP request and/or response
# dump-all-headers: none

# This configuration uses the new DNS logging format,
# the old configuration is still available:

# https://docs.suricata.io/en/latest/output/eve/eve-json-output.html#dns-

vl-format

# As of Suricata 5.0, version 2 of the eve dns output
# format is the default.

#version: 2

# Enable/disable this logger. Default: enabled.
#enabled: yes

# Control logging of requests and responses:

# - requests: enable logging of DNS queries

# - responses: enable logging of DNS answers

# By default both requests and responses are logged.
#requests: no

#responses: no

# Format of answer logging:

# - detailed: array item per answer

# - grouped: answers aggregated by type

# Default: all



#formats: [detailed, grouped]
# DNS record types to log, based on the query type.
# Default: all.
#types: [a, aaaa, cname, mx, ns, ptr, txt]
- tls:
extended: yes # enable this for extended logging information
# output TLS transaction where the session is resumed using a
# session id
#session-resumption: no
# custom controls which TLS fields that are included in eve-log
#custom: [subject, issuer, session_resumed, serial, fingerprint, sni,
version, not_before, not_after, certificate, chain, ja3, ja3s]
- files:
force-magic: no # force logging magic on all logged files
# force logging of checksums, available hash functions are md5,
# shal and sha256
#force-hash: [md5]

- drop:
alerts: yes # log alerts that caused drops
flows: all # start or all: 'start' logs only a single drop
verdict: yes

- smtp:

#extended: yes # enable this for extended logging information
# this includes: bcc, message-id, subject, x_mailer, user-agent
custom fields logging from the list:
reply-to, bcc, message-id, subject, x-mailer, user-agent, received,
x-originating-ip, in-reply-to, references, importance, priority,
sensitivity, organization, content-md5, date
#custom: [received, x-mailer, x-originating-ip, relays, reply-to, bcc]
# output md5 of fields: body, subject
# for the body you need to set app-layer.protocols.smtp.mime.body-md5
# to yes
#md5: [body, subject]
ftp
rdp
nfs
- smb
tftp
ike
dcerpc
krb5
bittorrent-dht
snmp
- rfb
- sip
quic
- dhcp:
enabled: yes
extended: no

#
#
#
#

- ssh
- mgtt:
# passwords: yes # enable output of passwords
- http2
- pgsqgl:
enabled: no
# passwords: yes # enable output of passwords. Disabled by
default
#- stats:
# totals: yes # stats for all threads merged together
# threads: no # per thread stats
# deltas: no # include delta values
- flow

netflow



HacTpoiiky MCTOYHHKA MO>KHO BBITIOJTHUTE JBYMSI CITIOCOOaMHU:

1. AKTUBHBIA COOp uyepe3 TOJK/IHOUEHHE K XOCTy € Suricata ¢ momorrsto moayns SFTP/SSH
nipodust coopa.

2. TlaccuBHbI# cObop OT X0ocTa ¢ Suricata.
Cnioco6 1. AKTHBHBIH COOp uepe3 MOAK/IIYEHHE K X0CTY ¢ Suricata ¢ momomgsio moayasa SFTP/SSH

[Tepeiigute B BeO-uHTepdeic MmIaThoOpMbl W BBITIOJIHUTE JAelCTBUe «BK/IOUeHHe HWCTOUHUKA» [JIs
HMCTOYHHKA Suricata ¥ HaCTpoiTe COOTBETCTBYIOMIMI TTpoduIbL coopa:
e «Mopys sftp_input»;

e «Mopynas ssh_collector_input».

Cnioco6 2. ITaccuBHBIH cOOp OT XocTa ¢ Suricata.

1. Co3patite daiin HaCcTpoeK Jjis rsyslog O CIeAYIOLUMMU NTapaMeTpamu:

module(load="imfile" PollingInterval="5")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/suricata/eve.json"
Tag="suricata"
ruleset="surifwd")
ruleset(name="surifwd")

action(type="omfwd"
Target="IP-agpec konnektopa'
Port="3540"
Protocol="tcp"
ResendLastMSGOnReconnect="on"
action.resumeRetryCount="100"
queue.type="linkedList"
queue.size="10000")

stop

2. Coxpanwure aiin B fupeKTopuu /etc/rsyslog.d/ ¥ repesamnycTuTe Cayk0y rsyslog:

# systemctl restart rsyslog

3. Tlepetigute B BeO-uHTepdelic m1aThopMbl U BBITIOHUATE AeUCTBHE « BKIIOUeHNe UCTOUHUKA» [IJIst
UCTOYHMKA Suricata.

4.3.19 Usergate UTM Firewall

XapakTepucTuku ucrouHuka B [Inardopme Papap:

XapakTepucTuka 3HaueHue
Ha3panue UserGate-UTM
Howmep (ITopT) 2545

Benpnop Usergate



XapakTepucTHKa 3HaueHue
Tun Firewall

Tpoduns cbopa «Mopysib udp_input»

st HACTPOWKM UCTOYHKMKA BBITIO/THUTE C/Ie[IyIOLUe NeUCTBUS:

1. Boiigute B BebG-uHTepdeiic UserGate UTM, nepeiigute B pasgen HacTpoiiku v Bbibepute
BKIaAKy "2KypHasnbl 1 otueTsl" (cMm. «Puc. 208»).

A
uli UserGate [Oawbopa | AuarHocTuka ¥ MOHUTORUHT | Focresoit noptan | M
& UserGate 5
O Hactpoiikn
v

G YNpas/ieHne yCTponNCTBoM
& AIMUHUCTPATOPSI
= Cepmudukarsl Hacrpoiikun unrepdeiica
r &8 Cets
L3 30Hbi Yacosoit nosic Europe/Moscow
B WHTepdeiicyi A3k MHTepdeiica No yMonuaHuio Pycckuit
& Wzl Pexwum aBTOpU3aLmMm Beb-koHCONM Mo uMeHw n naponio
Cg DHep
G2 DNS Mpodunb SSL ans BebG-koHconM Default SSL profile (web console)
“Y" BupTyansHsie MapwipyTUsaTo| Mpodunb SSL ans cTpanuy 6nokupos...  Default SSL profile
&% weep ~
r $h Mons3osateny u ycrpoiicrsa Hacrpoiika BpeMeHu cepeepa

Puc. 208 — Hacrpoiika Usergate. JKypHasbl ¥ 0TUeThI

2. BribepuTe mogpas/ien IKCHOPT KYPHAIOB U HOKMUTE KHOTIKY [{06aBUTH (cM. «Puc. 209»).

Al
ujir USQI’Gate Nawbopa | [vardoctvka v MoHMTOpUHT |

v R JKypHanst

[7 XypHan cobermi Sl

[E% XypHan seb-gocTyna
l00aBNTE v
B Hypran Tpadura o4 k4
E¥ Xypran COB Hassanwe T JKypHaNbl Ans SKCNOpTa Tun cepsepa
[Eh XypHan ACY TN
[E1 Xypran uHcnekTuposari SSH Example log export ftp Hypran cobuiuit, Myphan COB, ... FIP
| [;?; HCT0pua nowara Example log export ssh Hypran cobuiTuid, XypHan COB, ... S5H
SKCMOPT XypHanoBs .
oG forwarding_to_SIEM HKypran cobbitui, XypHan COB, .. Syslog
& Wabnos! forwarding_ta_SIEM2 XKypran cobbitui, XypHan COB, ... Syslog
<, [paeuna oT4ETOB
== Co3naHHbIE OTYETHI

Puc. 209 — DKcnopT XypHa/i0B

3. B otkpeBmemcs okHe "CBOWCTBa MpaBua 3KCIOPTa >KyPHAJOB'" BBINOJHUTE C/IeyrOLye
JIeCTBUS:

HpnMeanne: BCeé OTJe/bHbIe C/JI0Ba B HAd3BdHHUU HEO6X0,E[I/IMO MMCaTb Yepe3 HK)XHee
rnog4yepKrBdHUE

o [Ilepefizure Ha BkAagKy "O6mme" (cM. «Puc. 210») U yKaKdTe CeAyHOIIyIO
H“H(OopMaluio:

o BTI0/e BK/IIOUeHO YCTaHOBUTE COOTBETCTBYHOLLMH (Jiar;

o B mosie Ha3BaHue yKa)kuTe HauMeHOBaHHe CBOMCTBA.



CBoHCTBa NpaBHUJIa SKCNOPTa XypHanos ‘:'}
YnanéHHbid cepsep | JXypHanbi NS 3KaiopTa = Ynp

IBIU'IIO‘-IEHO: v I
IHa3BaHMe: forwarding_to_SIEM I
OnuncaHue:

==

Puc. 210 — CBoiicTBa NpaBH/Ia 3KCIIOPTA )KYPHAJIOB.

o [lepeligute Ha BKajKy "YpaaneHHbld cepep” (cM. «Puc. 211») U yKaxkuTe C/ieyrOIIyr0
MH(OpMaLUIo:

CBOMCTBa NPaBWIa SKCNIOPTA XXYpPHANoB Q
log

I Twun cepsepa: Sys |-3.2.1
[ Aapec cepaepa: 192.168.1.10 }-3.2.2

| Mopr: 2545 < 1-3.2.3

| TpaHcnopT: upp |—3.2.4

I MpoTokon: Syslog (RFC 5424) l"3 5250

I KpUTUYHOCTb: YBeAoMUTENbHAR I‘326
I ObbexT: CoobuieHusn nonb3oBaTenbcKue ]‘3. 2.7

| Mma xocra: utmcore@turtesvereca l> 328
| Hassarve npunoxerus: utm-loganalyzer |

Puc. 211 — CBoilicTBa yJa/IeHHOr0 cepBepa.
o B1one Tun cepBepa yctaHOBUTe 3HaueHue "Syslog";

o BTIoNe Aapec cepBepa ykaxuTe [P-ajjpec areHTa c6opa JI0r-KOJ/IIeKTOPa;



B mosie ITopT yKakuTe MOPT, 1O KOTOPOMY areHT cOopa jor-kKoyuiekropa Oyzer
MpUHUMATh COOBITHS. JO/DKEH COBMajiaTh CO 3HAUeHWeM, yKa3aHHbIM B
HAaCTPOMKaX COOTBETCTBYIOIIETO Mpoduss coopa;

B nosie TpaHcnopT ycraHoBuTe 3HaueHue "UDP";

B nosie IIpoTokoa ycraHoBute 3HaueHue "Syslog (RFC 5424)";

B rojie KpUTHYHOCTE yCTaHOBUTe 3HaueHue "YBeoMuUTe/IbHas ";

B 1iosie O0beKT ycTaHoBUTe 3HaueHHe "Coo0lieHus TIob30BaTeIbCKue";

B mone Umsi xocra v HasBaHue mnpPWI0KeHHA YKA)KUTE COOTBETCTBYIOII[HE
3HaueHus Oe3 rpooOesIoB.

o [Ilepeiigute Ha BKIaAKy "KypHanbl fjis skcriopTa” (cM. «Puc. 212») v BeiOepuTe Ky pHaIbI
JJ1s1 OTTIPaBKM YCTaHOBUB Cjiefytolue aru:

CeoMCTBa NpaBUAA SKCNOPTA YPHANOB e

[ TN e e

7
v

ALY

MypHanbi @opMat
HypHan cobbimuin JSON
HKypnan COB JSON
HypHan ACY TN JSON
HKypHan wHcnektuposaHms SSH JSON
HypHan Tpaduka JSON
KypHan seb-goctyna JSON

o

o

Puc. 212 — Beibop )KypHaJI0B A/ IKCIOPTa

JKypHan cobbITHii;
XKypnan COB;
KypHan Tpaduka;
JKypHan Be6-focTyna;

JL7Is1 BCeX »KypHasioB B rpade @opmar ycraHoBuTe 3HaueHue "JSON".

e Haxmure kHOTIKy COXpaHHUTB.

4. Tlepetigute B BeO-uHTepdetic 11aTGopMbl U BBITTOTHUATE [eHCTBHE «BK/TIOUeHHe UCTOUHHUKA» JIJIst
ucroynuka UserGate-UTM.



4.3.20 ViPNet Coordinator

[TporpammHo-anmnapaTHble KoMiiekchl (ITAK) ViPNet Coordinator HW 4 — mopenbHbIN psif 11THO30B
Oe3omacHOCTH, TpegHA3HAUeHHBIX [/ TIOCTPOeHUs BUPTyanbHOUW cetu ViPNet u obecrieueHust
Oe3omacHOl Tmepefiaud JaHHbIX MeXJy eé 3alljullleHHbIMHA CermMeHTaMH, a Takke (uiabTpaguu IP-
TpaduKa.

ViPNet Coordinator mMeeT BO3MOXXHOCTBH OTIIPABJIATE COOBITUSI ’KypHaja pervcrpauyyd IP-makeToB
(bopmat CEF) u xxypHasa pabotsl ciyk6 iplircfg, mftpd, failoverd.

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHune

HasBanue ViPNet

Howmep (ITopT) 2211

Benpop infotecs

Tun HW

IIpoduns cbopa «Mogaviab udp _input»

IIpumeuanue: [Io ymonuanuto ucmouHuk ViPNet-Coordinator He umeem B603MOXMCHOCMb U3MEHUMb
nopm u npomokoa omnpasku cobbimuli, noamomy cbop cobbimuli aeeHmom cbopa noe-Koniekmopa
npoucxooum no 514/UDP.

Buaumanue! Bce KOMAHObI 8bINOMHAIOMCS 8 pedcume aomMuHucmpamopa. Umobbl eolimu 8 pexcum
aomuHucmpamopa eeedume enable u napoab adMuHucmpamopd. B KOHCO/bHOU cmpokKe 3HAK > psidoM C
UMeHeM Xocma CMeHUmMCcs Ha #.

Hacrpoiika uCTOUHMKA BK/IFOUaeT B cebsi cieyrolye maru:
1. Hacrpoiika KypHana paboTbl Cyk0.
2. Hactpolika )xypHana perucrpaiuu IP-naketos.
3. BxsroueHMe UCTOYHMKA B IJIaTQOPMe.

IIIar 1. HacTpoiika KypHa/ia padoThlI CJIyx0

Buaumanue! [Ipu Hacmpoiike yO0aneHHO20 nNpOMOKOAUPOBAHUsi cobbimuli, npekpawjaemcs 6eoeHue
JHcypHanoe Ha nokaiabHom xocme. Ecau ViPNet Coordinator HW ucnonb3yemcsi 8 pejcume kKiaacmepa
2opsiye20 pe3epeupoBaHusi, mo HeobXoo0uMo Hacmpoums yod/seHHOe NPOMOKOAUPOBAHUEe HA 0OOUX y31axX.

3ajaliTe  ypoBeHb  BeleHMs1  JKypHajla B CeKLUHU debug daiiioB  KoH@Urypaiuu
iplir.conf, failover.ini, mftp.conf:

[debug]
debuglevel= 3
debuglogfile= syslog:daemon.debug



I'ne:

e debuglevel= 3 — YypOBeHb Ba)KHOCTH COOBITHH, 3alMCHIBAEMBIX B >KypHa/l. B03MOKHBIE
3HaueHus:: oT -1 710 4 (1o yMo4aHuio 3, -1 - OTK/IFOUaeT BeZileHUe KypHasa);

e debuglogfile= syslog:daemon.debug — MCTOUHMK HH(OpPMAalMH, BBIBOAMMOM B >KypHall.

3HaueHue syslog:<facility.level>, rme:

o facility — nmpouyecc, popmupytonmii nHbopmaryo. Bo3moxkHble 3HaueHust: kern (si1po),
user (110/1b30BaTeIbCKHe PorpamMmbl) Wik daemon (CUCTeMHBIE CTYKObI);

o level — ypoBeHb B&)KHOCTM WH(oOpMaiuu. Bo3MoxHble 3HaueHus: err (ommbka),
info (uHbOpMaLoHHOe coob1eHre) wu debug (oTnagouHast “HGOpPMaLs).

ITpumeuanue: 06bIUHO OOCMAMOYHO YKA3AHHbBIX NAPAMempo8 N0 YMOAUAHUIO.
Ecnu BeI XOTHTE M3MEHUTh HAaCTPONKU Cy>KOBbI, TO HEOOXOAUMO BBITIOJHUTH CeAYIOIIYe eCTBUS:
1. OcraHOBHUTE COOTBETCTBYIOLIYIO CITYKOY.
2. BHecuTe n3MeHeHUs B KOH(OUTYPAIIMOHHBIN (aii/l CITy>KObI.
3. CoxpaHuTe U3MeHeHHUs.
4. 3aKpouTe peJakTop M 3aIyCTUTe CIyXO0y.

BkstrounTe oTIipaBKy COOBITHIA )KypHasia Cny>»k0, yka3aB [P-azpec areHra coopa s10r-Ko/uieKTopa:

hostname# machine set loghost <IP-agpec areHTa cb6opa /ior-Konnektopa>

IobaBbTe pa3peraroiriee UCXO/sIIee TTPaBUIO, yKa3aB IP-afpec areHTa cOopa JI0r-Ko/ieKTopa:

hostname# firewall local add src @local dst <IP-agpec areHTa cbopa nor-konaektopa>
udp dport 514 pass

IIar 2. HacTpoiika >xypHasia perucrpauuu IP-nakeroB B (popmare syslog + CEF

OcraHoBuTe Cayx0y iplircfy ¥ OTKpoTe ¢aiin KoHpuUrypauuu iplir.conf. B cekumu misc yKaxure
rapaMmeTpbl 5KCIIOpPTa )XypHasia perucrpanuu IP-nakeros:

cef_enabled= yes
cef_ip= <IP-agpec areHTa cbopa nor-kosnektopa>

cef_port= <nopT Ans AaHHOro MCTOYHMKA> (MO ymon4yaHuio: 514)
I'me:
e cef_enabled= yes — pa3pelleHye 5KCIIOPTa 3alyCei )KypHaJa 10 CeTu;
e cef_ip— IP-agpec yor-KoJuieKTopa, Ha KOTOPhINA OyAyT oTrpaBsTbes coobmenusi CEF;

e cef_port— TOpPT, MO KOTOPOMY areHT cOopa Jor-KosieKTopa OyZieT NMpUHHAMATh COOBITHS.
IomkeH coBMaiaTb CO 3HAUYEHHWEM, YKa3aHHBIM B HACTPOWKaxX COOTBETCTBYHOLIEro Mpodusis
cbopa.

Coxpanute usmeHeHus (couetanue kiapuill Ctrl+0), 3akpoiiTe pefaktop (couetanue KnaBuill Ctrl+X).
3anycture cnyx0y iplircfg:
hostname# iplir start

[obaBbTe pa3peliarolriee UCXO/slIlee TTPaBU/IO, YKa3aB IP-ajipec areHTa coopa J0r-KoieKTopa:



hostname# firewall local add src @local dst <IP-agpec areHTa cbopa nor-
KonnekTopa> udp dport 514 pass

Hactpoiika xypHa/iupoBaHus IP-nmakeToB /i/is onpee/ieHHOr0 HHTepdelica

[lpy HeoOXOAMMOCTH BbI MOXKeTe HACTPOUThH >KypHajupoBaHue IP-makeToB /751 OIpe/iesIeHHOrO
uHTepdeiica. [laHHas HacTpoilKa MPOM3BOAWTCS B (pailie KoHUrypauuu uHTepdeiica iplir.conf-
eth<Homep> NpY MOMOLLY KOMaH/IbI:

hostname# iplir config eth<Homep>
Cexkuus [db]:

e registerall= <on/off>— BK/IIOUEHHEe WM BBIKJIIOUEHWE perucTpanuy 3amuceli 000 Bcex
nakerax. [lomycruMble 3HaUCHUS:

o 0off — perucCTpUpPyrOTCS TOJBKO 3a0/I0KMPOBaHHbBIE MMAKeThI (3HAUE€HHE 110 YMOTUaHHIO);
o 0N — PerMCTPUPYIOTCS BCE MaKeThl.
Cekuus [cef]:

e event= blocked — dopmupoBanue coobmennii CEF (KoTopble u OyAyT OTIpPAaBISTHCS) TMpU
peructpaiuyu [P-rakeToB, MPOXOAAIIMX uepe3 UHTepderic

o all— pns Bcex IP-makeToB;
o blocked — TombKO At G/IOKMPOBAHHBIX [P-T1akeToB.

e exclude=— yKa3bIBalOTCSI HOMepa THUIIOB COOBITHM, KOTOPbIe [O/DKHBI OBbITh HCK/IFOUEHBI U3
¢dopmupoBanus coobirennii CEF (yka3biBaroTcsi HOMepa TUTIOB COOBbITHI Uepe3 3arsTyio).

IIpumeuanue: Homepa munog cobbimuli ykazavbl 8 Ookymewme "02 ViPNet Coordinator HW 4.
Hacmpotika e CLI.pdf", exooswuii 8 Komniekm dokymenmayuu Ha ViPNet Coordinator HW 4.

Coxpanute nsmeHeHus (couetanue knasuill Ctrl+0), 3akpoiite pepakTop (couetanue knasui Ctrl+X).
3anycrute cayx0y iplircfg:
hostname# iplir start

IobaBbTe pa3peliarolee UCXO/sIIee TPaBUIIO, yKa3aB [P-aspec areHTa cbopa s0r-KosieKTopa:

hostname# firewall local add src @local dst <IP-agpec areHTa cb6opa nor-
KonnekTopa> udp dport 514 pass

IIar 3. ITepeiiguTe B Be6-uHTepdeiic 11aTGopMbl U BBITTOHUTE JelCcTBUe « BK/IIoueHre UCTOUHUKA» IS
rncroyHuka ViPNet.

4.3.21 WireGuard EdgeSecurity
XapakTtepucTyuku uctrouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHue
HaszBanue EdgeSecurity-WireGuard

Howmep (ITopT) 2182


https://infotecs.ru/downloads/documents/vipnet-coordinator-hw-4/?ysclid=lwtdv1c6ve700701516

XapakTepucTHKa 3HaueHue

Benzop EdgeSecurity
Tun WireGuard
IIpodmns c6opa «Moaynb tcp_input»

IIpumeuanue: WireGuard no ymonuaHuio He 3anucbi@aem ceou cobbimusi. XypHaaupogaHue cobbimuil
WireGuard mMoxcHO 8Kk10UUmb, UCnoab3ys Mooy/b si0pa wireguard linux (8 eepcusix si0pa 5.6 uiu Hogee),
ekmoyus gedeHue xcypHaiaa dyndbg, komopblli omnpaesisiem coobwjeHusi xcypHaaa 8 Oygep coobujeHutl
sa0pa.

7151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOLIUe NeCTBUS:

1. TIpoBepbTe COCTOSIHME >KyPHATUPOBAHUS COOBITUI CHCTEMBI:
# cat /sys/kernel/debug/dynamic_debug/control | grep "wireguard

2. Eciy miocne BBITIOJIHEHWS KOMaHJbl HUYEro He BBIBOAUTCS, TO BK/IKOUMTE >XypHa/MpOBaHUe
COOBITHIA:
# modprobe wireguard

# echo module wireguard +p > /sys/kernel/debug/dynamic_debug/control

CoObITHSI MOXXHO TIOCMOTPETh /1000 U3 CIeIYIOIIMX KOMaH/I:
# dmesg | grep “wireguard

# tail -n 300 /var/log/kern.log
3. Hacrpotite 3anyce )XypHa/IoB B OTZAe/IbHbIN (aiin /var/log/wireguard.log:
e co3jaiiTe Qailn:
# nano /etc/rsyslog.d/10-wireguard.conf

e 100aBbTe B HETO C/ieyOIIHe HAaCTPOUKU:
:msg, contains, "wireguard: " /var/log/wireguard.log

& stop

4. [nsi HaCTPOMKHM OTIIPaBKA COOBITWH MCTOYHMKA Ha areHT cOopa JIOr-KOJUIeKTOpa CO3ZaiTe
datin nano /etc/rsyslog.d/30-wireguard-1lc.conf U yKaXuTe CiaeyroLie HaCTPONKHU:

module(load="imfile" PollingInterval="5")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/wireguard.log"
Tag="wireguard"
ruleset="sendlc")

ruleset(name="sendlc")
{
action(type = "omfwd"
Target="<IP-agpec areHTta cbopa nor-konanektopa>"
Port="<nopT, yKa3aHHbii B HacTpolikax npoouna cbopa>"
Protocol="udp"
ResendLastMSGOnReconnect="on"


https://docs.kernel.org/admin-guide/dynamic-debug-howto.html#debug-messages-at-module-initialization-time

action.resumeRetryCount="100"
gqueue.type="linkedList"
gqueue.size="10000")

stop

5. Ilepefinute B BeO-uHTepdetic 11aThopMbl U BHITIOTHUTE AeHCTBHE « BK/ItoueHre UCTOUHUKA» [IJIst
ucroynvka EdgeSecurity-WireGuard.

4.3.22 Zeek (IDS Bro-ids)

Zeek (panee Bro) oTHOCHUTCSI K CeTeBbIM CHCTeMaM OOHAapy)KeHHUsl BTOP)KeHHs, OCHOBaHHas Ha Unix-
cucTeMax, Kotopast Hab/mojaeT 3a CeTeBbIMH JJaHHBIM M 0OHapy’KUBAeT 110/j03PUTETbHYI0 aKTUBHOCTb.

XapakTepucTyuku uctouHuka B Ilnargopme Papap:

XapakKkTepucTuka 3HaueHue

HasBanmue Zeek

Howmep (ITopT) 2685

Benzop Zeek

Tun IDS

Ipoguns cbopa «Moaynb tcp_input»

,Z[J'IH HaCTpOﬁKH NCTOYHHMKA BBITTOJ/JIHUTE C/IeAyrolne AEﬁCTBHH:

1. B nosurtvke cuctemsl /opt/zeek/share/zeek/site/local.zeek BK/IFOUUTE 3alMCh >KypPHAIOB
B (popmare JSON:

# Output in JSON format
@load policy/tuning/json-logs.zeek
2. 3anycrture zeekctl deploy /sl IPUMeHeHUs] KOH(UIYpaLvu.

3. Tlpu Heob6XOAMMOCTH y/I0CTOBEPbTECH, UTO KOH(UrYpaLMs MPUMeHN/IaCh NTPaBUIbHO. [Iis 3TOr0
BBe/JUTe KOMaH/ly HW)Ke U ITPOBepbTe CTAaTyC y37a:

# zeekctl status
4. TlpoBepbTe oTobpakeHHe coObITHI B (hopmaTe JSON:

# tail /opt/zeek/logs/current/conn.log

5. B koHpuUrypaioHHbli ¢aitn local.zeek q06aBbTe TOJIA stream U process:

type Extension: record {
stream: string &log;
process: string &log;

}

function add_extension(path: string): Extension



4.4

return Extension($stream = path,
$process = '"zeek");

}

redef Log::default_ext_func = add_extension;

3anyctute zeekctl deploy [y IpUMeHeHUs] KOHQUTypaLjiH.

Buumanue! Ha O0aHHom smane modicHO noayyumb owubky Your interface is likely receiving
invalid TCP checksums, most likely from NIC checksum offloading. By default, packets with
invalid checksums are discarded by Zeek unless using the -C command-line option or toggling the
'ignore_checksums' variable. Alternatively, disable checksum offloading by the network adapter to
ensure Zeek analyzes the actual checksums that are transmitted. 13-3a Hee mo2aym He npuxooum
HyJ}CHble noas 8 JcypHaaax. [las  ucnpaeneHuss owubku 8  KOH(pU2ypayUOHHbIL
¢atin local.zeek dobasbme Hacmpoliky: edef ignore_checksums = T;.

Ona cbopa >KypHamoB co3faiite daiin /etc/rsyslog.d/zeek-ssh.conf co CaeqyrOLUUMU
HaCTPOMKaMU:

module(load="imfile" PollingInterval="5")
input(type="imfile"
reopenOnTruncate="on"
File="/opt/zeek/logs/current/ssh.log"
Tag="zeekssh:"
ruleset="zeekssh'")
ruleset(name="zeekssh")

{
action(type="omfwd"
Target="<IP-agpec areHTa cbopa nor-kosasektopa'"
Port="<nopT, yKa3aHHbIi B HacTpoikax npoduna coéopa>"
Protocol="tcp"
ResendLastMSGOnReconnect="on"
action.resumeRetryCount="100"
queue.type="linkedList"
gueue.size="10000")
stop
}

CoxpaHHTe U3MeHeHHs U Tiepe3artyCcTuTe ciyx0y rsyslog:

# systemctl restart rsyslog

[TepeiiguTe B Beb-uHTepdeiic miaThopMbl U BLITIOTHUTE elCTBHe « BK/IoueHre UCTOUHUKA» IS
rncroyHuka Zeek.

PeweHusa System Security

[lpu pabote MO TOAK/IIOYEHWIO pemleHU System Security B KauecTBe HWCTOUHHKA COOBITHI
B Ilnardopmy Pagap BaM MOXXeT NPUTOAUTHLCS CJleflytolliasi CripaBoyHasi UH(OpMaLys:

«ICTOYHMKI»;

«HacTpoiika JIor-KOJ/1/IEKTOpa».




44.1

Confident Dallaslock

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTUKa 3HaueHue

HasBanue DallasLock

Howmep (ITopT) 2676

Benpop Confident

Tun S7Z1

Mpoduns c6opa «Moaynb tcp_input»

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/Ie[lyIOL1e AeUCTBUS:

1.

Boiigute B uHTepdeiic agmuHuctpaTtopa Dallaslock u mepeiiaute Ha BK/Iaaky ITapamerpsi
0e3omacHOCTH — AyJuT.

Bribepute mNyHKT BhIrpy3ka J>KypHa/IOB, BBbI30BUTE KOHTEKCTHOE MEHIO U BblOepuTe
nyHKT CBoMcTBa (cM. «Puc. 213»).

[/ U \ Dallas Lock 8.0.710.0-K [Administrator]
. %
el YuyerHbie 3anucu MNapameTpet 6e30nacHoCTH Kowtpoas pecypcos  CKH XKypHansl!
EB \Q % ‘g Q. - ) Caoiicrea..
. " | €% ‘g ‘. £ el & otvosurs
Bxoa [Ayawt MNpaea O4ncTKa OCTaTONMON  KowTpons  Baokupyemsie M3oanposanHbie
nons3oBarenen VHOQOPMAaLMK UeAOCTHOCTH paclunpeHns npoueccs
Kareropuu AeAcTena
MNapamerp 3Hauenune
EXXypHan Bxoa08 B cucTeMy Bk
XKypHan pecypcos Bk,
XKypHnan ynpasaesuna nonutukamm besonacHoctm Bka.
& XypHan ynpasaeHus yueTHsIMM 3anucamMm Bxa.
® KypHan neuarm Boixa.
¥ XypHan 3anycxa/3asepuenns npoueccos B,

L dukcnpoBaTe B XypHane BXOAOB HeNpaBuabHbIe Nnapoam Her
E£33aHOCUTL B XYPHAN MCXOAALLIME NONBITKK BXOAA Ha yaan... Her
£ 3aHocuTs B XypHan cobbitna 3anycka u ocranosku OC Her
€ 3aHocuTs B XypHan cobuiTua 3anycka U OCTaHOBKM MOA... [la

EJAyaur ycrpoiicre Bk,
IAyaut cobbiTuit 3auncTkm B,
EJAyaut aoctyna: 3aHOcuTs B XypHans! ownbku OC Buixa.

EJAyaut pocryna/zanycka: Bectv ayanT cuctemHbix NoNL30... Bka.

& Meuarars/peaakTmposars wramn Her

&2 Co3paeare TeHeBLIe KONWUK PACNeYaTLIBaeMbix AOKyMmeH... Hert
e ——
£iMakcumansHoe kon-BO 3anuced Coolicrea... 20000, 20000, 20000....

A Nepuoanueckan apxmBauma Xypr Obrosums He ucnonsayerca

Puc. 213 — Dallaslock. Hactpoiika ayaura

OTtkpoetcst 0OKHO BeIrpyska xypHanoB (cM. «Puc. 214»).



Beirpyzka xypHanos X

" | 3kenopr xypranoe B xypran cobbruit Windows

V| 3kenopr xypHanos B SIEM cncremy

Cepeep | 10.10.10.10
QOopMaT BLINPY3KK:

Koanpoeka Buirpy3Ku:

[v] Xypwan exonos

[v] Kypwan ynp. yu.3anncamm

[v] Xypuan pecypcos

[v] KypHan neuaru

[v] Xypwan ynp. nonutukamm

[ 1Xypuan npoueccos
XypHan nakeros M5
XypHan coeanHennn M3
XypHan coObimun OX

XypHan Tpagdwmka

Mepuoa BbIrpy3Ku XypPHaNoBs:

YCTaHoBuTL BCR

Nopr | 2672
Syslog N

CP-1251 v

XYDHAN KOHTPONA NPUNOXKEHNN

JXypHan pe3epeHoro KonupoBaHnsA

10 cekyna v

CHaTb BCE

OK

Ormena

Puc. 214 — OkHo "Bri6op xypHaioB"

4. B OKHe BBINIOJIHUTE C/IeAYIOLIMe AelCTBUS:

e ycTtaHoBUTe (ar IKcNopT XypHasioB B SIEM cucremy;

e B IIOJIE CepBep YKaXUTE IP-a,qpec dI'eHTa c6opa JIOT-KOJI/IEKTOPA;

e B Tmone ITopT ykaxure TMOPT, MO KOTOPOMY areHT cOopa Jjor-kKosiekropa Oyger
MpUHUMAaTh COOBITHS. [IO/DKEH COBMaJaTh CO 3HAYEHWEM, yKa3aHHbIM B HACTPOMKax

COOTBeTCTBYtOIIero npodus cbopa;

e B 10/ie dopMarT BBITPY3KH U3 BBINAZAIOIIETO CITUCKA BbIOepuTe 3HaueHue "Syslog";
e B 1osie KogupoBKa BBITPY3KH 13 BBINA/IAMOIIETO CITHMCKA BbiOepuTe 3HaueHue "CP-1251";

e BbIOEpHTe KYPHA/IbI [/Is1 OTIPABKH, yCTAaHOBUB COOTBETCTBYIOIHME (hr1ar;

e HaxmuTe KHOTIKy OK.

5. Tlepeiiute B BeO-uHTepdec miaTdhopMbl U BBITIOJHUTE AeicTBUe « BKIIoueHre NCTOUHUKA» [ITIsSt

ucrounuka DallasLock.




4.4.2 Kaspersky Anti Targeted Attack Platform

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTuKa 3HaueHHne

HasBanue Kaspersky-Anti-Targeted-Attack-Platform
Howmep (TTopT) 2602

Bengop Kaspersky

Tun APT-protection

Mpoduns c6opa «Moaynb tcp_input»

,Z[J'IH HaCTPOﬁKH HNCTOYHHMKA BBITTOJIHUTE C/IeAyHolne AEﬁCTBHHI

1. Boiigute B BeO-uHTepdetic cuctembl Kaspersky Anti Targeted Attack moj yueTHOH 3ammuchio C
rpaBaMH a[MUHKCTpATOpa.

2. Tlepeiigute B pa3zen Settings — SIEM system (cM. «Puc. 215»).

SIEM system Integration

Kaspersky
@ Anti Targeted

Attack Platform S i Data to send @ Activity log
0 Alerts
B Dashboard
Hos/IP* —

Operation mode

Port*
Reports v

Protoco TCP v
Settings <

Host ID

Sensor servers of the alert in the SIEM system log

Sandbox servers > Heartbeat

External systems N ; ) TLS encryption > Disabled

Puc. 215 — IIpumeHeHne HacTpoiiku ornpaBKH codbITHii Kaspersky Anti Targeted Attack

3. YkKaxure cie[yoliie HaCTPOUKU:
o B nose Data to send ycraHoBute caru "Activity log" u "Alerts";
o B 1osie Host/IP ykaxkute IP-afpec areHTa c60pa JIor-KOJ/IJIEKTOPA;

e B 1o7e Port ykaxure MopT, 10 KOTOPOMY areHT cbopa Jior-KosieKTopa Oy/ieT MpUHAMAaTh
cobbrThsi.  [lo/pkeH — COBMajaTh CO  3HAYeHWEM, YKasaHHbBIM B HACTPOMKax
COOTBeTCTBYHOLL[Ero rpoduss coopa;

e B ose Protocol 13 BeiTaziaro1iero Crivicka BeIbepuTe MpOTOKO B3aumo/ekcteusi: "TCP";
o B 1iosie Host ID ykaxkute ID ycTpoiiCTBa;

o B none Heartbeat ykakute MHTepBas OTIPABKU COOBITHI ¢ WH(pOPMaLell 0 COCTOSTHUM
CUCTEeMBI;



e IIpU HeoOX0AUMOCTH mdpoBaHus OTIIPaBKHU coObITHI B nosie TLS
encryption ycraHOBuTe repek/touaresib B "Enable".

4. [nsa coxpaHeHUs W3MeHeHWW Ha)KMuTe KHONKY Apply.
5. Tlepeiiaure B BeO-uHTepdeic riaTdhopMbl U BBITIOJHUTE AelcTBUe « BKIroueHre NCTOUHUKA» [IJIsSt
ucrounrka Kaspersky-Anti-Targeted-Attack-Platform.
4.4.3 Kaspersky Secure Mail Gateway

XapakTepucTyiku uctouHuka B Ilnargopme Papap:

XapaKkTepucTuKa 3HayeHue

HasBanmue Kaspersky-Secure-Mail-Gateway
Howmep (ITopT) 2608

Benzop Kaspersky

Tun KSMG

Ipoguns cbopa «Moaynb tcp_input»

Hactpoiika ucTouyHrKa BK/IFOYaeT B cebsi cefiytoliiye 1aru:
1. Hacrpoiika SSH noakmouenusi Kaspersky Secure Mail Gateway.
2. Hactpotika skcrnopTa cobsituii B popmate CEF.
3. Hactpotiika otripaBku cobbituii B Ilnargopmy Papap.
4. Bk/toueHHe UCTOYHHMKA B IJIaTGopme.
ITar 1. Hactpoiika SSH noakmouenus: Kaspersky Secure Mail Gateway
1. OTkpoiiTe TepMHUHAJ U BBITIOJIHUTE KOMaHJY:
$ ssh-keygen -t rsa

2. Ha koHcosb OyJeT BbIBEIEHO CJle/lytollee COOOIeHHe:

Enter file in which to save the key (/home/user/.ssh/id_rsa):

3. Haxmure Ha knaBuily Enter. [lasee cuctemMa TMpejioKUT BBeCTH KOJOBYIO (Qpasy /s
JIOMOJIHATE/TbHOM 3aiuThl SSH-noAKII0ueHus:
Enter passphrase (empty for no passphrase):

4. DTOT 1Iar MOXXHO MPOMYCTUTh. IIpy OTBeTe Ha 3TOT W C/EeAYIOLIMNA BOMPOC TMPOCTO HAKMUTE
kiaBuiy Enter. I[Tocse aToro kitou OyieT co3zaH.

5. BrbIBezeTe K/Tt0U B KOHCO/Tb ¥ CKOMUPY#Te ero B Oydep oOMeHa:
$ cat ~/.ssh/id_rsa.pub
Ilpumeuanue: yOeaurech, UTO BbI CKOITUPOBAIM BCE COZEP)KMMOE KIIFOYa: Teao Kioua, afpec

3HEKTp0HHOﬁ IIOYTHEI, 0e3 AOINOJ/IHUTEJ/IbHBIX CHMMBOJIOB M 3HAKOB II€peHO0Ca. ,Z[JIH ITPOBEPKH BbI
MOXKeTe BCTaBUThb CKOHHPOB&HHLIﬁ K/TI04 B OJIOKHOT - AO0JDKHA TMOTYyUUThCA OJiHA CTPOKA.



6. Boiizure B BebO-uHTepdeiic Kaspersky Secure Mail Gateway u mepelizure B pasfen
Settings — Application access — SSH access (cM. «Puc. 216»).

General SSH access
EI Personal accounts + Add key D Add SSH public key to get access to the server
External services Description Key data

Kaspersky
Secure Mail
Gateway

Logs and events

Monitoring

Dashboard o
Application access

Rules i
Single Sign-On login

User lists
Local administrator

Nodes
SSH access

Events L
Built-in MTA
Backup

Message queue

Reports

Accounts

Settings

Puc. 216 — Kaspersky Secure Mail Gateway. SSH access

7. Haxwmute Ha kHOnIKy Add key. Otkpoercs okHO "Add an SSH public key" (cm. «Puc. 217»).

Add an SSH public key X

) At least 1024-bit RSA public keys can be uploaded only.

Description

ksmg_console

Key data

ssh-rsa -----

Puc. 217 — OkHo "Add an SSH public key"



8. B mnosie Description ykaxuTe JOMOHHATE/IbHYIO HH(GOPMALMIO 0 3arpy>kaeMoM Karoue SSH.
9. B nosne Key Data BcTaBbTe CKONMPOBaHHBIN paHee OTKPBIThIN Ki1tou SSH.
10. Haxxmurte Ha kHOTKy Add.

OTkpeITeId KM0u SSH Oyger gobaBneH. AamuHuctparop cucteMbl Kaspersky Secure Mail Gateway
CMOXKeT TIOJK/TFOUUTRCS K JTF0O0MY y3/1y KjlacTepa IMpU HaJIMUMKM COOTBETCTBYHOIero Kioua SSH.

[Tpu He06XOIUMOCTH MPOBEPbTe TIOAKIIOUeHHe KOMaH[0M:

# ssh -vvv -1 .ssh/ksmg_rsa root@your-ksmg-ip-address
I'ne:

e .ssh/ksmg_rsa - myTh K BauieMy Kitouy SSH;

e your-ksmg-ip-address - IP-agpec Kaspersky Secure Mail Gateway.
IIIar 2. HacTpoiika 3kcnopTa coobiTiii B hopmare CEF

1. TloaxmounTech K KOHCOJIM yrpaB/eHusi BUpTyanbHoW MamrHou Kaspersky Secure Mail Gateway
Mo/l YYeTHOM 3aruchio root, ucronb3ys kmod SSH. 3amyctutcs pexxum Technical Support
Mode.

2. OrtkpotiTe (aiin c mapaMeTpamMu KCIIOPTa COOBITHI:

/opt/kaspersky/ksmg/share/templates/core_settings/event_logger.json.template
3. B 6s0ke siemSettings BBITIOTHUTE C/IeAYIOIIE HACTPONKHU:

o ykaxure kareroputo (facility) gns syslog. PekomeHgyeTcss ykasaTh TaKyl0 KaTeropurO
(facility) mnst syslog, koTopast He UCIOb3yeTCs JPYTMMM MporpaMmamu Ha cepBepe. I1o
YMOJIUaHUIO YCTaHOB/IEHO 3HaueHue local2. [lonycTrMble 3HaUeHUs:
Auth.

Authpriv.
Cron.
Daemon.
Ftp.
Lpr.
Mail.
News .
Syslog.
User.
Uucp.
Localo.
Locall.
Local2.
Locals.
Local4.
Local5s.
Localé.
Local?.



e  BKJ/IIOYMTE SKCIIOPT )KYPHa/IOB YCTAaHOBUB 3HaueHUe rmapamMeTrpa enabled paBHBIM true;

e 33/]aliTe ypOBeHb JleTa/lM3alii SKCIIOpPTa KYPHAJIOB, YCTAaHOBUB OJHO W3 CJIeAYIOIIUX
3HaueHUM napameTtpa loglLevel:

e Error —3KCIOPT COOBITHH, CBSI3aHHBIX C BO3HUKHOBEHHEM OIINOO0K;
e Info — 3KCTOPT BCEX COOBITH.

IIpumep:

"siemSettings":
{
"enabled": true,
"facility": "Local2",
"logLevel": "Info",

e 715 KODPEKTHOTO BhIMIOJHeHUs oriepaiiuu napcunra Ilnardopmoit Pajap Bcex KypHaioB
rocTaBbTe Mpobes B cieaytolieli ctpoke (cM. «Puc. 218»).

"siemSettings":

{
"ena : true,
"fac : "Local2",
"logLevel®: "Info",
"formatting":

{

"prefix": "CEF:0|A0 Kaspersky Lab|%PRODUCTS|%VERSION%|%ID%|%NAMES:|%SEVERITY 5| ",

Puc. 218 — PefakTupoBanue (aiijia KoHpUrypauu.

IIpumeyaHue: UCMOYHUK omnpasasiem uacmsb 10208 6e3 obsizamenbHozo nonsi Extension. Ilpoben
pewiaem 3my npob/semMy U 8ce HCypHA/Ibl NPOX00siM onepayuro NapcuHad NpasuabHO.

4. Ortkpotite daiin /etc/rsyslog.conf v BbIMosHUTE C/ieAYyIOLMe HACTPOUKMU:

e H3MEHHUTE CTPOKY:

*.info;mail.none;authpriv.none;cron.none;local®@.none;locall.none
/var/log/messages

yKasaB B Heli 3HaueHue facility:

*.info;mail.none;authpriv.none;cron.none;local®.none;locall.none;<kaTterop
na (facility), BblbpaHHasd Ha ware 2>.none /var/log/messages

e 1006aBbTe B (haiis c/ieAyIOLyI0 CTPOKY:
<kaTeropua (facility), BbiOpaHHasd Ha ware 2>.* -/var/log/ksmg-cef-messages
5. Co3paiite ¢aiin /var/log/ksmg-cef-messages U HACTPOUTe IpaBa J0CTyna K HeMy. [l 3TOro
BBITIOJTHATE KOMaH/IbI:
# touch /var/log/ksmg-cef-messages
# chown root:klusers /var/log/ksmg-cef-messages
# chmod 640 /var/log/ksmg-cef-messages

6. Hacrpoiite rpaBuia poraiyu (HaiiioB C SKCTIOPTUPOBAHHBIMUA COOBITUSIMU. [I/1s1 3TOTO 06aBLTE B
daiin /etc/logrotate.d/ksmg-syslog cieAyroliye CTPOKU:



/var/log/ksmg-cef-messages

t
size
rotate
notifempty
sharedscripts
postrotate
/usr/bin/systemctl kill -s HUP rsyslog.service >/dev/null 2>&1 || true
endscript

7. Tlepe3amycrure ciayx0y rsyslog. /st 3TOTO BLIMOJHUTE KOMaH/Y:

# service rsyslog restart

8. s CUHXpOHMW3AalUM TIapaMeTPOB MEXy y3/7aMd KjacTepa W TPUMeHeHWs W3MeHeHHH,
BHECEHHbBIX B KOHGUTYPaLMOHHbIN (haiis, BBITIOJHUTE CIeAyIOLue 1eHCTBUS:

e Boiaute B BebO-uHTepdeiric Kaspersky Secure Mail Gateway u mepeligute B
pazzen Ilapamerpsl — JKypHansbl ¥ co0biTHA — CoOBITHSA;

e BHECUTe TMPOM3BOJIbHOE H3MeHeHHe B 3HaueHHe /H000ro mapamMeTrpa W HaXMWUTe Ha
KHOTNKy CoXpaHHUTB;

e TIOCJIE TOTO BbI MOXKETe BEPHYTh MCXO/IHOe 3HaueHHe U3MEeHEeHHOTr0 rapaMeTpa. DKCIIOpPT
cobbiTHii B hopmate CEF Oyzer HacTpoeH.

IITar 3. HacTpoiika ornpaBku co6brTuii B Ilnardopmy Pagap

Buaumanue! /[elicmeusi, onucaHHble 8 pazdene, HEOOXOOUMO 6bINOAHUMb HA KAHXCOOM y3/de Kaacmepd,
cobbimusi ¢ Komopo2o 8bl Xomume omnpasnsimsb 6 Ilnam¢opmy Padap. Ileped eHeceHuem usmMeHeHUl 8
KoH(puzypayuoHHble ailibl pekomeHOyemcsi cOeaamb UX pe3epeHble KONnuu.

1. TloakmrourTech K KOHCOMU yIpaB/ieHUs BUPTyanbHOM MaiHou Kaspersky Secure Mail Gateway
Mo/l yUYeTHOM 3amuchio root, ucronb3ysi kmou SSH. 3anycrurcs pexum Technical Support
Mode.

2. Ykaxurte Heobxopumoe 3HaueHue facility, IP-agpec yor-kosiekropa v opT, MO KOTOPOMY JIOT-
KOJIJIEKTOP OyZieT TPUHMMAaTh COOBITHSI OT JAHHOTO MCTOYHHMKA: "2608". [Ins storo mobaBbTe B
KOHell (aiina /etc/rsyslog.conf cieayroliye CTPOKU:

$WorkDirectory /var/lib/rsyslog

$ActionQueueFileName ForwardToSIEM

$ActionQueueMaxDiskSpace

$ActionQueueSaveOnShutdown on

$ActionQueueType LinkedList

$ActionResumeRetryCount -

<kaTeropusa (facility)>.* @@<IP-agpec nor KosnekTopa>:<nopT(TCP)>

3. Tlepe3aryctute ciyx0y rsyslog. st 3TOTO BHIMOJHUTE KOMaH/Y:

# service rsyslog restart



IIlar 4. Bk/1oueHHe HCTOYHUKA B I1aTdopme

[Mepetizure B BebO-wHTepdeic TUIaTGOPMBI M BBITIOJHUTE [eHCTBHe «BK/IIOUeHHWEe WMCTOUHHMKA» JIJIst
ucrounrka Kaspersky-Secure-Mail-Gateway.

4.4.4

Papercut-NG

PaperCut NG - 5T0 cpefiCTBO OTC/I€>KUBaHUS 3a/laHAM [1eUaTy U OTUETHOCTH.

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTuKa 3HaueHHne
HasBanue Papercut-NG
Howmep (ITopT) 2889

Bengop Papercut

Tun Print-Management

TIpoduns cbopa «Moayab odbc_input»

Hacrpoiika uCTOUHMKA BK/TFOUaeT B ceOsl CIeAyroIye [art:

1.
2.
3.
4.

[TepeksroueHre UCTIOIB3yeMOi 0a3bl JaHHBIX HAa MSSQL.
Hacrpoiika ceteBoro noakmouenyst K MSSQL.
Hacrpoiika ODBC pgpaiiBepa.

BxtoueHre ucTouHUKA B yiaTdhopMme.

IITar 1. Ilepektouenue 6a3nl JaHHBIX HAa MSSQL

ITo ymonmuanuto coObITHSI ayauTa XpaHaTcsi B Oa3ze maHHbIX Papercut-NG, Kotopasi ucrionszyetr Apache-
Derby, K KOTOpOl HeT BO3MOXKHOCTH TOJAK/IIOUUTHCS /il U3BJeueHUst >KypHanoB. UToObl Oblia
BO3MOKHOCTh TIOJIK/IFOYAThCSl K 0a3e [JaHHbIX U CBOOOJHO TMOMy4aTh W3 Heé Hy)KHble COOBITHS,
HeoOX0/IMMO TepeKJTF0UUTh paboTy TIpU/IoKeHHUs: Ha 6a3y AaHHbIX oT MSSQL.

IIpumeuaHue: neped Hauasom pabombl ckauaitime u ycmavogume MSSQL u SSMS (sql management

studio).

Iy mepeknroueHus 6a3bl JaHHBIX Ha MSSQL BhITIONHUTE CeyOIUe 1eHCTBUS:

1.
2.

OcranoBure ciyx0y PaperCut Application Server.

OTKpoiiTe KOMaH/JHYIO CTPOKY U IepelijuTe B KaTajor C yCTaHOB/I€HHBIM ITPU/I0’KEHUEM:

cd "C:\Program Files\PaperCut NG\server\bin\win"

BhIMoHKTE 9KCIIOPT CYILeCTBYOIel 6a3bl JaHHBIX:

db-tools export-db
B ycranoBnenHoit MSSQL co3zaiite 6a3y JaHHBIX papercut v rmoJib30BaTe/is papercut.

BriziatiTe 1osib30BaTesr0 papercut rpaea Bia/ienblia 6a30i JaHHbBIX.



6. Hacrtpoiite KoH¢urypauuoHHbld (aiin npunoxenusi Papercut C:\Program Files\PaperCut

NG\server\server:

e 3aKOMMeHTUpYTe CTPOKY database.type=Internal;

e PACKOMMEHTHDYWTe CTPOKU OTHOCsIMecss K MSSQL;

® YKAXKUTE HAMMEHOBaHNE 0a3bl AaHHBIX, UM U IMapOJib BjdJe/blid 0a3bl JaHHBIX:

### Datab

#database.
#database.
#database.
#database.
#database.

# MS SQLS

ase Settings ###
type=Internal

driver=

url=

username=

password=

erver connection example

# IMPORTANT: The username below is a SQL Server user, not a Windows user

# For Int
property
# EQ:
jdbc:sqgls
rue
database.
database.
database.
database
database.

egrated/Windows authentication add integratesSecurity=true
to the connection string

erver://localhost1433;databasename=papercut;integratesSecurity=t
type=SQLServer

driver=com.microsoft.sqlserver.jdbc.SQLServerDriver
url=jdbc:sglserver://localhost:1433;databaseName=papercut

.username=papercut

password=papercut

IITar 2. HacTpoiika cereBoro nojkiaouenns kK MSSQL

1. Ha OC Windows nepenuTe B YnpaB/ieHue KoMNbTepoM — C1yXO0bI "
npuwioxenusa — [ucneruep koHurypanuu SQL Server - CereBasi KoHpurypauus SQL
Server u BkatounTte rpotokosn TCP/IP (cm. «Puc. 219»).

v @

v

3l
»

o

&

v

v

v “” Cnyxebreie nporpammel
(D) Maanmvposwwk :aaaHuii

':\:‘_J' MpouzecauTensHocTs
v 25 3anomunarowme ycTpoiictea
v o CnyoxBel n npunoxkenns

ﬁj Ynpaenatowit snement WMI

A YnpaeneHne KOMNbIOTEPOM (NOKaNBHBIM) ms npoTokona CocTosHne

%~ O6wan namate BrnwoueHo
¥ WmeHoeaHHblE K... Brnwoueno

MpocmoTp cobbimuii = TCP/P BrntousHo

+ Hactpaneaemeie npeacraenenua
n Kyprans Windows

& Mpunoxerne

i+ | BesonacHocts

| Ycranoexa

= | Cucrema
| Nepenanpasnentbie cobermua
3 KypHans! NpUoKEHHA W cyx6
24 Moanwnckn
Obwme nankm
Nokaneteie none3ceatenn n rpynnel

[ucnetuep ycrpoiicTe
Ynpasnenne auckamu
CayxBel

Jmcnetyep kondurypaumm SQL Server
j Cryx6el SQL Server
_a_ Cetesan koHdurypauma SQL Server (32-paspagHan sep:
§ Hactpoiika knuenta Native Client SQL sepcun 11.0 (32-
B9 Pacwmpenne Azure gna SQL Server
_a_ Ceresan kondpurypaumua SQL Server
2= Mpotokone: gna SQLEXPRESS
I%__H;Crpuﬁm wmenta Native Client SOL sepcun 11.0
2. KnnerTckme npotokonsi
% MNcesgoHmumel
B4 Pacwmpenne Azure gna SQL Server

Puc. 219 — CereBas koHpurypanus SQL Server. HacTpoiika npoToko/ioB



2.

7.

BbI30BUTE KOHTEKCTHOE MeHIO Y BbIOepuTe MyHKT CcBocTBa. OTKpoercsi okHO "CotictBa TCP/IP"
(cm. «Puc. 220»).

Ceoincrea: TCP/IP ? 5

MpoToKon IP-anpeca
—————

BrawueHo Het ~
|  AuHamuyeckue TCP-nopThl 0
2 1ps
IP-agpec 192.168.88.27
TCP-nopt
AKTUBHO Ja
BrawueHo Het
. AnHamuyeckne TCP-nopThl 0
|8 1o
IP-aapec =1
TCP-nopT
AKTHEHO Aa
Brnwoyeno Het
AuHammuyeckne TCP-nopTel 0
8 pan
AuHamuyeckne TCP-nopTe v

IP-agpec
IP-agpec

II' OTMeHa MpuMeHuTE Cnpaexa

Puc. 220 — Oxkno "CgoiictBa TCP/IP". Bkiagka "IP-aapeca”

[Mepetigute Ha BKIazaky "IP-ampeca” u B 610ke IPALL ykaxkute ropt "1433" (cM. pucyHok 10).
[Tepesanyctute ciy>x0y SQL cepBep.

3arycTuTe KOMaHZHYIO CTPOKY ¥ MHULIMATU3HUPYHTe HOBYIO 0a3y /aHHBIX:
cd "C:\Program Files\PaperCut NG\server\bin\win

db-tools init-db

3arpys3ute «backup» 06a3bl JaHHBIX:

cd "C:\Program Files\PaperCut NG\server\bin\win

db-tools import-db "backup file name"

3amyctute cnyxk0y PaperCut Application Server.

IITar 3. Hactpoiika ODBC ppaiiBepa

17151 u3BneueHust JaHHBIX U3 0a3bl C TTIOMOIIIBIO JIOT-KOJI/IeKTopa HeooxoaumMo Hactpouth ODBC zpaiiBep:

1.

Ha OC Windows repenuTe B ITanennb ynpas/jeHusa — Cucrema H
0e30macHOCTh — AMHHHCTPHUPOBAHUE.

Otkporite "Uctounuku paHHbix ODBC (64-paspsiHas Bepcusi)', IepeljuTe Ha BKIAJKy
"Cuctemubii DSN" u HakmuTe KHOTKY JlobaBuTh. OTKpoercsi OkHO "Co3zaHue HOBOTO
WCTOYHUKA JaHHbIX" (CM. «Puc. 221»).
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Puc. 221 — Okno "Co3/jaHKe HOBOI0 HCTOYHHKA JJaHHbIX "

3. Beibepure gpaiisep SQL Server u HaxmuTe amee.

4. YKaXuTe HauMeHOBaHHWe HOBOIO WCTOYHMKA W HauMeHOBaHue Bailero SQL sk3emmuispa.
Haxxmure Janee.

5. BkirouuTe npoBepKy MOAJMHHOCTUA ydeTHOM 3armuicu SQL Server, yCTaHOBUMB COOTBETCTBYHOILUIMA
(bnar ¥ yKakuTe JIOTWH U mIaposib sql-mosib3oBatesnsi. Haxmurte Janee.

6. Ha mocnenHem mare yOeauTech, UTO TOAK/IIOUeHHe K 0a3e [JaHHBIX MPOU30MIIO YCIEIIHO U
HakxmuTe KHOIKY I'oToBo.

IITar 4. HacTpoiika /10r-Ko0/1/IeKTOpa U BK/IDUeHHe HCTOYHUKA B I1aTdopme

[Tepeiigute B BeO-uHTepdeic Mm1aThoOpMbl U BBITIOJIHUTE [AelCTBUe «BK/IOUeHHe HWCTOUHUKA» [JIs
rncrounvka Papercut-NG.

445 Sysmon-Windows

Sysmon (System Monitor) - yTWIHTa, KOTOpas TO3BOJISIET TOJyYdUTh 00Jiee TIOMHbIE CBEJEHUs O
coObITHsAX Windows.

Hepe,q Ha4da/iIOM paGOTBI C ICTOUHHWKOM DEKOMEHYeTCA BBIIIOJIHUTE C/1eAyroljre ﬂeﬁCTBHH:

e 03HAaKOMbTECh CO CIIPAaBOYHOM nH(popMalueii 06 yTuivTe Sysmon;

e CKayaiiTe akTya/bHYIO BepCHIO C 0ULIManbHOro pecypca Microsoft;


https://docs.microsoft.com/en-us/sysinternals/downloads/sysmon#overview-of-sysmon-capabilities
https://docs.microsoft.com/en-us/sysinternals/downloads/sysmon

e CKauaiiTe KOHGUTYpaLMOHHBIN (haiin sysmonconfig.xml.

XapakTepucTuku uctouHuka B Ilnardopme Pagap:

XapakTepucTuKa 3HaueHue

Ha3zBanme Sysmon-Windows

Howmep (TTopT) 1513

Benzop Microsoft

Tun Sysmon

IIpoduns c6opa (10KanbLHbIHA c60p) «Moaynse eventlog_input_local»

Ipoguns cbopa (yaneHHbli c6op) «Moaysb eventlog input remote»

IIpumeuaHnue: 015 3anycka ymuaumbl Heo6Xo0umo, umobbl Ha MawuHe, Ha KOMopoU niaHupyemcs cobop
cobbimutl, 6bL10 pacnonodceHo 0ea ¢aiina: ¢aiin-ycmaHoswuk ¢ pacwupeHuem .bat uau .exe u cpatin
KoH(pueypayuu c¢ pacwupeHuem .xml. /Ins yoobcmea pabombl peKoMeHOyemcsi pacnonoxdcumb 3mu
¢haiinbl 8 00HOI nanke.

st HACTPOMKM UCTOYHKMKA BBITTOJTHUTE CJIe[lyIOLUe NeUCTBUS:
1. YcraHoBHUTe M HACTPOWTE YTUIUTY Sysmon:
o cospaute Katanor C:\ProgramData\sysmon);
e B CO3/IJaHHBINA KaTajior CKOMMUPYUTe AUCTPUOYTHUB U KOHPUTYPALIMOHHBIHN (haiis;
e OTKpOWTe KOMaH/HYIO CTPOKY OT UMeHM afMHUHucTparopa (cmd);

e TIepeiiuTe B CO3/IaHHbIM KaTalor U yCTaHOBUTE YTUJIUTY:
cd C:\ProgrambData\sysmon\

sysmon64.exe -accepteula -i sysmonconfig.xml

2. Tlocne ycneiHod ycraHoBkU B IIpocmoTpe codbiTuii Windows (Event Viewer) mosiBUTCSI HOBbIH
>kypHan (Channel) Microsoft-Windows-Sysmon/Operational, B koTopom 6yayT XpaHUTBCS BCe
COOBITHSI.

3. Tlepeiiaute B BeO-uHTepdeiic T1aTdopMbl U BBITIOJNHUTE JeMCTBUe « BKIroueHre NCTOUHUKA» [I7Ist
MCTOYHMKA Sysmon-Windows.

4.4.6 BacTtuoH CKAMY HT

CucremMa KOHTpOJIA [1eHCTBUM NPUBUIETUPOBAHHBIX M0/b30BaTeseli «HoBble TexHomorun» (CKAITY HT)
obecrieunBaeT MOHWUTODHWHI TIOJK/IIOYEHHWH W [IeMCTBHUM, BBIMIOMHSAEMbIX IPUBU/IETMPOBAaHHBIMU
TO/Ib30BaTe/IsIMA  Ha  aJMUHHCTPUPYEMBIX YCTPOWCTBAX: OW3HeC-TIpUIOXKeHusiX, 0a3ax [aHHBIX,
runepsusopax, ceppepax Windows u Unix/Linux, ceTeBbix ycrpoiictBax u T.h. CKIITY mno3Bossier
OCYILIeCTB/ISITb MOHUTOPUHT NMOAKMOYeHnH K ' T-cuctemaM B pealbHOM BpeMeHU U PETPOCIIEKTUBHO, Ha
OCHOBaHWU apXxyBa CecCuH.

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:


http://docs.pgr.local/events/reference/pictures/sysmonconfig.xml

XapakTepucTuka 3HaueHue

HasBanue

Howmep (ITopT)

Bennop

Tun

ITpodwis cbopa

Bastion-SKDPU-NT

2300

IT-Bastion

Access-Gateway

«Mogaviab udp _input»

7151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOLIUe NeiCTBUS:

1. Boiigute B BebO-mHTepdeiic cucrembr CKAINY HT moj ydyeTHOM 3amuchid C TpaBaMu
aZIMUHUCTpaTOpa.

2. Tlepeiigute B pa3zgen Cucrema — MuTerpanus ¢ SIEM u ykakuTe cieyollyo HHGOPMALUIO:

B 110/1e POyTHHT 13 BbITIa/IAI0IIEro CKcKa BbibepuTe 3HaueHHe BK/iroueHo;
B ioj1e lomenHoe ums win IP ykaxure [P-agpec areHta cbopa /1or-KoJiieKkTopa;

B rmosie ITopT ykakuTe TOPT, IO KOTOPOMY areHT cOopa Jior-KoJyijieKTopa Oyner
npuHUMaTh CoObITHS. [lO/DKeH COBMazaTh CO 3HAYeHWeM, yKa3aHHbIM B HAaCTPOMKax
COOTBETCTBYHOLI[Ero rpoduss coopa”;

B Ti0jie [IpOTOKO/I U3 BBITIAZIAIOIIET0 CITHMCKA BBIOEPUTE TIPOTOKOJI B3aWMO/I€HCTBUS:
IIUDP";

B 1osie Log format 13 BbINazialoiero crvcka BbIOepuTe (opMaT OTIPaBKHA COOBITHIA:
"rfc5424";

B mosie @opMaT BpeMeHHM M3 BBINA/AIOIET0 CIKMCKAa BbiOepuTe (opmar OTOOpa’keHuUst
BpPeMeHH B OTTIpaB/isieMOM coObiThu: "rfc3164";

Ha)KMHTe KHOTIKY «+» Jjis1 obaBieHust KOH(UTyparuy, a 3ateM KHONKY IIpuMeHUTH /17151
COXpaHeHHs1 U3MeHeHNH.

3. Tlepetigute B BeO-uHTEp(delic mIaThOpMbl U BBITIOHUATE AeUCTBHE « BKIIOUeHNe UCTOUHUKA» [IJIst
ucrounuka Bastion-SKDPU-NT.

4.4.7 BactuoH CKAIY HT moayns UEBA

XapakTepucTuku ucrouHuka B [Inardopme Papap:

XapakTepucTHKa 3HaueHune

Ha3Banue

Howmep (TTopT)

Bastion-UEBA

2301



XapakTepucTuka 3HaueHue

Bengop IT-Bastion
Tun UEBA
IIpoduns c6opa «Moayb udp_input»

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/Ie[IyIOLUe NeUCTBUS:

1. Boiigute B BeO-unTepdetic moayns UEBA cucrembr CKITY HT moj y4yeTHOM 3ammchbio C
rpaBamMH a[MUHUCTPATOpa.

2. Tlepeiigute B pa3zgen Hacrpoiiku — Koudurypaius >xypHaaupoBauus (cM. pucyHok 10).

-—

L cKany-HT o

A MoHuTopMHr HOBHbIE H EMHbIE Hi ! v -~ Kowdurypauma ;KypHanMposaHna

= OTYéTbI Active Anpec Mopt Mpotokon bopmar DunsTp
2 MNepcoHsl

>. Ceccun

& MHUMAEHTBI

5 KomnoHeHTb!

O Axomanun

& nNpasa goctyna

Wi OmnarHocTika

Puc. 222 — Moayns UEBA. Pa3gen "KoHdurypanust )xypHa/iupoBaHust"

3. Ykaxure B pa3zesie C/iefyILyr0 HHPOPMaLHIO:
e B 1I0JIe Active U3 BbINaAOLIEro CriMcKa BbibepuTe 3HaueHre BKiiroueHo;
e B0/ Aapec ykaxure [P-azipec areHTta cOopa /10r-KoJIeKTopa;

e B mone ITopT ykaxure TMOpPT, MO KOTOPOMY areHT cOopa Jjor-kosnekropa Oyger
NpUHUMaTh COObITHA. [lo/DKeH COBMajaTh CO 3HAaYeHHEeM, YKa3aHHbIM B HACTpPOMKax
COOTBeTCTBYIOIIero npodus cbopa;

e B T[I10JI€ HPOTOKOH W3 BbIlldJalolmiero CIrimcCkd BbIGepI/ITe IMMPOTOKOJI BBBHMOAEﬁCTBI/IHZ
IIUDPH;

e B 1i0sie DopMar 13 BhINaJaoIIero CriicKa BeibeprTe popmat oTnpaBku cobbiThii: "RFC";

e B rmosie PUIBTP M3 BHIMAJAIOIIETO CIKMCKA BbiOepuTe TUIT COOBITHM, OTIPAB/siEMbIX B
nnardopmy: "authorization", "audit", "sessions" wm "incidents";

e HakmuTe KHOTIKY Jlo6aBuTH /151 f06aBneHus KoHpurypaipu. JJobaBbTe TakuM 00pa3om
HeoOX0ZMMOe KOJTMUeCTBO KOHPUTYPaL[Hii;

e HaXMUTe KHOMNKY IIpUMeHUTh HACTPOWKH [iI COXPaHEHWS BceX [00aBIeHHBIX
KOH(Uryparui.

4. Tlepetigute B BeO-uHTepdetic 11aTGopMbl U BBITTOIHUATE [eHCTBHE «BK/IIOUeHHe UCTOUHHUKA» JIJIst
rncrouHvka Bastion-UEBA.



4.5 PeweHusa Endpoint Security

IIpu pabore mo mogkmoueHuro peiieHMd Endpoint Security B KauecTBe HCTOUHHKA COOBITHIA
B Ilnardopmy Pagap BaM MOXXeT MPUTOAUTHLCS CJle/lytOIasi CripaBouHasi “H(GOpMarius:

o «McTOYHMKNY;

e «HacTtpolika JIOr-KoJIJIeKTOpa».

4.5.1 ESET Security Management Center

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHune

HasBanue ESET-Security-Management-Center
Howmep (ITopT) 2609

Bengop ESET

Tun SMC

ITpoduns cbopa «Mopavab tcp _input»

7151 HACTPOWKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOIIUe eCTBUS:

1. Boiiaure B BeO-uHTepdetic cucreMbl ESET Protect (cm. «Puc. 223»).

PROTECT

l €% English —

Log Into Domain

Allow Session in Multiple Tabs

Puc. 223 — Bxop B cucremy ESET Protect

2. Tlepelizute B HaCTPOMKU crcTeMbl U OTKpoiiTe Advanced settings (cM. «Puc. 224»).



PROTECT ::: v Computer Name

Settings Q Type to search... ?
CONNECTION
Server port (requires restart!) 2222
WebConsole port (requires restart!) 2223

Advanced security (requires restartl)

Certificate (requires restart!) Change certificate

UPDATES

ADVANCED SETTINGS

CUSTOMIZATION

Setings

Puc. 224 — Bxop B cucremy ESET Protect

3. B 6moke SYSLOG SERVER (cM. «Puc. 225») yKa)kuTe cie[yro1yie HaCTPOUKH:

SYSLOG SERVER

lUse Syslog server ]

Host I
[ Port ]

l Format Syslog v
’ Transport TCP I v

Octet-counted fI'ElI'T'IiFIg
Puc. 225 — Hacrpoiika SYSLOG SERVER

o B nose Use Syslog server ycraHoBuTe repek/toyaresib B MOJ0)KeHHe "BK/IOUeH";
o B osie Host ykaxkute IP-afjpec areHTa c60pa JIoT-KOJIJIEKTOPA;

o B osie dopmar BeibepuTe 3HaueHue "Syslog";

o B 1osie Transport BeiOepuTe MPoTOKO/ B3aumMogelicTeus: "TCP".

4. B 6noke LOGGING (cMm. «Puc. 226») ykaxkuTe cieiyroliyie HaCTPONKU:



LOGGING

Trace log verbosity Information ] A

Export logs to Syslog

Exported logs format CEF I v

DATABASE CLEANUP

Clean Detection logs older than 5] Months ~
Clean Management logs older than 1 Months ~
Clean Audit logs older than 1 Years v

Clean Monitoring logs older than 1 Months w

CUSTOMIZATION

Puc. 226 — Hacrpoiika LOGGING

e B mojie Trace log verbosity 13 Bbimajaroiiero Crivcka BbIOEpUTe YPOBEHb JleTa/ln3al[uu
)XypHasioB: "Information";

o B nosne Export logs to Syslog Bk/itounTe sKCropT )KypHaioB B ¢opMarte syslog;
o B 1osie Export logs format 13 Brinazaroliero crivcka Boibepute 3HaueHue "CEF".
5. Haxwmwute kHOnKy SAVE.

6. IlepefiguTe B BeO-uHTepdelic M1aThOpMbI U BBITIOHUATE AeHCTBHE « BK/IIOUeHHe UCTOUHUKA» [IIst
rncrounuka ESET-Security-Management-Center.

4.5.2 FireEye HX

XapakTtepucTyuku uctounuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHue

Ha3Banue FireEye-HX

Howmep (ITopT) 4560

Bengop IT-Bastion

Tun FireEye

[poguns cbopa «Moayab udp_input»

st HACTPOWKM UCTOYHHUKA BBITIOJTHUTE C/Ie/lyIol1e AeUCTBUS:
1. TlopkmtounTech K ycrpoictBy FireEye HX ¢ momolipto nHTepdeiica KOMaHZHOW CTPOKHU.

2. AKTUBHpYHTe peXXUM KOH(UTypaliu:
# enable

# configure terminal



3. HactpotiTe oTnpaBKy COOBITHIA Ha areHT cbopa JIor-KoJ/UIeKTopa:
# logging <IP_address areHTa cb6opa nor-koJjuyiektopa> trap none

# logging <IP_address areHTa cb6opa nor-konnektopa> trap override class cef
priority info

4. CoxpaHuTe U3MeHeHUs:

# write mem

5. Tlepeiiaure B BeO-uHTepdec riaTdhopMbl U BBITIOJHUTE AelcTBUe « BKIroueHre NCTOUHUKA» ISt
rncroyHuka FireEye-HX.

4.5.3 Kaspersky Security Center. O6was nicopmaums
B Kaspersky Security Center CyIiecTByIOT C/IeZyIOLIe THUTIbI COOBITHIA:

e OOmme COOBITHA - 3TO COOBLITHSI, KOTOPbIe BO3HUKAIOT BO BCEX YIIPAB/ISIEMbBIX IPOrpaMMax
"Jlabopatopuu Kacriepckoro". Hampumep, obiiiee coObiTrie BupycHasa araka. O6iue coObITHS
UMEIOT CTPOrO OINpe/e/IeHHbI CHHTAaKCUC W CeMaHTHKy. OOIue cOOBITHS HCIIOJBb3YIOTCS,
HampuMep, B OTUeTaX M MaHeId MOHUTOPHHTa;

e Cnenuduueckue co0bITHA ympaB/sieMblx mnporpamM '"Jladoparopuu Kacnepckoro".
Kaxpgast ympaBnsiemass mporpamma "Jlaboparopun Kacrepckoro" wmMeer cobCTBeHHBINH Habop
COOBITHH.

B 3aBuUCHMMOCTH OT yC/IOBUI BO3HHMKHOBEHMs], COOBITUIO MOTYT OBITb INPHUCBOEHBI Pa3/MuUHblE YDPOBHU
Ba)KHOCTH. CyIIleCTBYeT UeTbIpe yPOBHS BaKHOCTU COOBITHIA:

o Kpuruueckoe codbiTHe — COOBITHE, YKa3bIBAIOI[ee Ha BOSHUKHOBEHWE KPUTUUECKOU MPOO/IeMbI,
KOTOpasi MOKeT MPUBECTH K TTOTepe JaHHBIX, 000 B paboTe MM KPUTHUECKOU OIIMOKE;

e Otka3 (yHKIUOHHMPOBAHUA — COOBITHe, yKasblBalollee Ha BO3HUKHOBEHHE Cepbe3HOU
nipobieMbl, OLIMOKHM MK COOs1, TTPOU30ILIEAIIEr0 BO BpeMsi pabOThI TIPOrPaMMBbI WJTH BBITIOTHEHUST

MpoL{e/yps;
(] l'[pe,uynpe)l(,qeﬂne — COGI—:ITI/IE, He 00s3aTesIbHO ABJidroIeecd Cepbe3HbIM, OJHAKO YKd3bIBaroliee
Ha BO3MO>XHO€ BO3HHMKHOBEHNE HPOGJIEM]:I B 6y,[[y1l[€M ‘-IaLL[e BCero CO6BITI/I$I OTHOCATCHA

K IlpeaynpexxieHuaM, ecnd T0oCAe WX BO3HUKHOBeHWs paboTa mporpamMMbel MOKeT OBITb
BOCCTaHOBJIeHa 6e3 TIoTepH JaHHBIX WK QYHKIIMOHATBHBIX BO3MOKHOCTEHH;

o HudopmanmonHoe coobiieHue — coObITHe, BO3HHKAWIlee C IieJbl0 MH(GOPMUPOBaHUS 00
YCIIEIITHOM  BBITIOJIHEHWM ~OTepalid, KOPPeKTHOW paboTe TporpaMMbl WM 3aBepIIeHUH
TpoLie1ypbl.

[nist Kaxx0ro coOBITHS 33/jlaHO BpeMsi XpaHeHUsi, KOTOPOe MOYKHO TTOCMOTPeTb U M3MeHUTh B Kaspersky
Security Center. HekoTopble cOObITUSI He COXpaHsIOTCS B 0a3e JaHHBIX "CepBepa af/MUHUCTPUPOBaHUS"
110 YMOJIYAHHWIO, TIOCKOJIbKY [JIs1 HUX YCTaHOB/IEHHOe BpeMsi XpaHeHWs paBHO Hy/M0. Bo BHelHue
CHCTEMBbI MOKHO 3KCIIOPTHPOBATh TOJILKO Te COOBbITHSI, KOTOpble XpaHsTcs B Oa3e naHHbIx "CepBepa
aZIMUHUCTPUPOBAHUA" He MeHee OIHOTO [iHS.

4.5.4 Kaspersky Security Center. OTnpaBka coobiTuii B chopmare syslog

Tonpko oOImMe COObITUS MOTYT OBITh  SKCIIOPTUPOBaHBI OT  YIpaB/ISEMBbIX [POrpaMM B
dopmarax CEF u LEEF. Eciu Heo0X0AMMO 3KCMOPTUpPOBaTh W 00IMe U creluduyeckre COOBITHS



yTIpaB/sieMbIX TPOTPaMM WM TI0/b30BaTebCKU HAOOp COOBITHI, KOTOpBI HACTPOEH C TIOMOILIBIO

TIOJIUTHK YTIPaBJIsieMbIX TIPOTPaMM, UCIOJb3YHTe IKCIIOPT COOBITHIA B opmMaTe syslog.
XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTuka 3HauyeHue

Ha3zBanwue Kaspersky-Security-Center-syslog

Howmep (TTopT) 2605

Bengop Kaspersky

Tun KSC

IIpodums c6opa «Moayab udp _input»
Hacrpoiika uCTOUHMKA BK/TFOUaeT B ceOsi CeAyroIye [aru:

1. Hacrpotika aBTOMaTU4eCKOTO KCTIOpTa COOBITHIA.

2. Hacrpotiika cobbiTuii as orripaBky B Ilnardopmy Pagap.

3. Bk/roueHHe UCTOUYHUKA B I1aT(opme.

ITar 1. HacTpoiika aBTOMaTH4YeCKOro 3KCIopTa COObITHH
YToOBI BK/TFOUMTH aBTOMAaTHUECKUN SKCITOPT OOIMX COOBITHI BBITIOIHUTE CJIe/[YIOIHe 1eHCTBUS:

1. Boiigute B Kaspersky Security Center u mnepeiigutre B paszien <HaummeHoBaHue CepBepa
aAMHHHCTPHUPOBAHUN>, COOBITHSI KOTOPOTO HEOOXOMMO SKCTIOPTHPOBATh.

2. B paboueii o6nactu BeiOpaHHoro "CepBepa aJMUHUCTPUPOBaHHUsA"  TepedanTe Ha
BK/1a/IKy CoOBITHSL.

3. Haxmure Ha kHOTNKY HacTpouTh mnapameTrpnl yBeJOMJ/IEHHMI M 3JKCIOPTa COOBITHH U B
BbITIa/latoleM criucke BbibepuTe myHKT HacTpouth 3kcnopt B SIEM-cucremy. OTKPOeTCs OKHO
"CBoiicTBa COOBITHIA".

4. B OTKpbIBUIEMCSI OKHe TepeliuTe B pa3zien JKCHOPT COOBITHH U YKOKUTE CJIeAYIOIHe
rapameTpbl 9KCIIOpTa:

e BK/IIOUMTE ABTOMATHYECKHU 3KCIOPT cobObiTuii B 6a3y SIEM-cucteMbl, yCTaHOBUB
COOTBETCTBYIOLLMH (ar;

o B 1osie SIEM-cucrema Bribepute 3HaueHue: "@opmam Syslog (RFC 5424)";

e B Tmione Aapec cepBepa SIEM-cucremsl ykakute I[P-azpec areHta cbopa Jior-
KOJIJIEKTODa;

e B mosie [IpOTOKOJI U3 BBITIAJAOIIEr0 CIMCKA BbIOEpHUTe TIPOTOKON B3aUMOAEHCTBUS:
llUDPll;

e B mosie MakcUMa/IbHBIN pa3Mep coo0IeHusI B falTax yKakuTe 3HaueHue: "2048".

5. Haxmute Ha KHODKYy OK.



Ecrm  tpeGyercss BbimomHWTh 3KcropT B Ilnardopmy Papap coObiTHii, MpOM3OIIEAIIMX —TIOCTIe
orpefieJIeHHOW [jaTbl, H&)XKMWUTE Ha KHOIIKY JKCHOPTHPOBATb apXuB M YKaXWTe [JaTy, HauWHasg C
KOTOpOi Oy/eT BBINOJHEH 3KCIOPT CoObITHA. [To yMosuaHWIO 3KCIOPT COOBITWH HauWHAeTCs Cpa3y
T10CJIe BKJIFOUEeHUSI.

IIIar 2. Bei6op codbITHii A1 oTnipaBku B Ilnardopmy Pagap

BbI MOXKeTe HaCTPOUTh 3KCIOPT cobbIThii B (hopmarte syslog B Ilnardopmy Pagap Ha oCHOBe OIHOTO U3
C/IeIyIOLIUX YC/IOBUM:

Bbi6op o0mux coObiTii. Ecii Bbl BbIOEpUTE SKCMIOPTHUPyeMble COOBITHSI B TIO/NUTUKE (B
CBOMCcTBaXx coObITUS WM B cBoiictBax "CepBepa aaMuHHCTpupoBanusi'), To B ILmaTdopmy
Papap OyayTt mnepesaHbl BbIOpaHHBIE COOBITHS, KOTOpbIe TPOU3OLUIA BO BCEX MpPOrpamMMax,
yTpaB/isieMbIX JIaHHOW TMOJMTUKON, HO BaM He YAacTCs WX IepeoripefieluTh AJisi OTAe/bHOU
NPOrpaMMBbl, YIIPaB/IsieMOU 3TOU MMOTUTHKOM.

Bbi0op coObITHH A/A ynmpaBisieMod mnporpamMmbl. Ecii Bbl BbiOMpaeTe 3KCIIOPTHPYyeMble
COOBITHS /711 YTIPaBJIsieMOM TIPOTPaMMBbl, YCTAHOBJIEHHOW Ha YTIpPaB/IsSeMbIX YCTPOMCTBAax, TO
B Ilnardopmy Papap OyayT rmepegaHbl TOMBKO COOBITHS, KOTOpble TIPOM30LUIA B 3TOU
rporpaMmMe.

Bb160p coOBITHIA 17151 YTIPAB/ISIEMOM TIPOTPaMMBI:

1.

8.

Boiinute B Kaspersky Security Center, mepeiiiutre B pa3zes Ynpas/jsieMble YCTPOWCTBa U
OTKpOWTe BK/IaKy Y CTPOMCTBA.

BribepuTe yCTPOCTBO, BEI30OBUTE KOHTEKCTHOE MEHIO U BbibepuTe MyHKT CBOMCTBA.
B otkpeiBiieMcst okHe "CBoiicTBa ycTpoiicTBa" Bhibepute BKIa Ky IIporpaMmsl.

B crvcke mporpamMm BbibepuTe TMporpammy, COOBITHS KOTOPOW TpeOyeTcs 3KCIIOpTHPOBaTh U
Ha)KMHUTe Ha KHOTIKY CBoO#CTBA.

B otkpeiBiiemMcst okHe "CBoiicTBa mporpaMMel” BeiOepuTe pa3zen HacTpoika coOBITHIA.

B mosiBUBIIIEMCSI CITUCKe COOBITHI BbIOEpUTE OHO UM HECKOJIBKO COOBITHIA, KOTOpPBIe TpedyeTcs
skcrioptuposarts B Ilnardopmy Pagap v HaxxmuTe Ha KHONIKY CBoOMCTBA.

B oTkpbiBiiemMcst okHe "CBONCTBa COOBITHI" BBITIOJHUTE CJIAYIOIIHe 1eHCTBUS:

o Bbibepute rapameTp JKcnoptupoBaTth B SIEM-cucremy no nporokosy Syslog /s Tex
COOBITHH, KOTOPBIE HY>KHO KCIIOPTUPOBATh B hopmare syslog;

e BBIK/IIIOUMTE mMapamMeTp IKcnopTupoBarh B SIEM-cucremy mo mnpotokonay Syslog,
YTOOBI OTMEHHUTH BBIOOD COOBITHI /17151 FKCIIopTa B hopmarte syslog;

e HaxmuTe Ha KHOIKY OK.

Haxxmure Ha kHONKYy OK B OKHe CBOWCTB IIPOrpaMMBbI U B OKHe CBOWCTB yCTPOUCTBA.

Bri6op 061myx cobbITHiA:

1.
2.
3.

Boiigute B Kaspersky Security Center u nepetiaute B paszen IlonmuTuku.
BribepuTe MOMUTHKY, OTKPOWTE KOHTEKCTHOE MeHI0 U BbiOepuTe MyHKT CBOMCTBA.

B oTkpebiBitiemMcst okHe "CBoiCTBa MOMUTUKK"' BbibepuTe pa3gen HacTpoiika coObITHH.



4. B crucke coObiThii BbiDepuTe OZHO WM HECKOTBbKO COOBITHIA, KOTOpble TpeOyeTcs
skcrioptyipoBarth B [Inardopmy Pajap, v HakmuTe Ha KHOTIKY CBoiicTBa.

5. B otkpeiBiIemMcst okHe "CBOMCTBA COOBITHI'" BBITIOJTHUTE C/IEAYIOIIHE AeUCTBUS:

o Bbibepure rapameTp JKcnoptupoBaTh B SIEM-cucremy nmo mporokosy Syslog s Tex
COOBITHM, KOTOPBIEe HY>KHO 3KCITOPTUPOBATh B popmare syslog;

e cHumHTe QuiaxoK IKcnopTupoBaTh B SIEM-cucremy mo mpotokosy Syslog, uToObl
OTMEHHUTH BbIOOP COOBITHI 151 SKcriopTa B oopMare syslog;

e HaxmuTe Ha KHOIKy OK.
6. B okHe CBOMCTB MOJMTUKK HA)KMHUTe Ha KHOTIKY OK.
IIar 3. [TepetiauTte B Be6-uHTEpdeC 11aThOpPMbI U BBITIOJHHUTE eHCTBHe « BK/IFOUeHe UCTOUHUKa» ISt

ucrounuka Kaspersky-Security-Center-syslog.

4.5.5 Kaspersky Security Center. OTnpaBka coObITUi 4yepe3 Microsoft
SQL Server

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHHne

Ha3zBanue Kaspersky-SecurityCenter-db
Howmep (ITopT) 2604

Benpop Kaspersky

Tun KSC-db

IIpodmmns c6opa «Mopyne odbc_input»

Hactpoiika ucTouyHrKa BK/IFOYaeT B cebsi cefiytoliiye 1aru:
1. Coszganue yuetHoit 3anucu Microsoft SQL Server.
2. IlpenocraBnenue gocryna Kk b1 KAV.
3. IIpemocrasiieHue yaJeHHOIO CeTeBOro JOCTyIa.
4. Hacrpoiika mpodwus coopa.
5. BksroueHMe UCTOUHMKA B MIaTQOpPMe.
ITar 1. Co3panue yuerHoii 3anucu Microsoft SQL Server

IIpumeuanue: co3faHve yuyeTHOM 3amucud Microsoft SQL Server Heo6X0AWMO BBITIOMHATE OT UMEHHU
YUeTHOM 3amucy, UMelolleld IipaBa JIoKalbHOro agmuHrcrparopa OC Windows.

1. Ortkpoiite cpeny paspabotku MS SQL Management Studio.

2. B okne "Connect to Server" TMOAK/IIOUATECh K 3K3eMIUISIPY HeoOXOAWMOM 0a3bl JaHHBIX C
rpaBamMH afMuUHUCTpaTopa (cM. «Puc. 227»).



2P Connect to Server X

SQL Server

Servertype: Database Engine v
Server name: [PGRSERVER-AV\SQLEXPRESSN v ]
Authentication: 'SQL Server Authentication v
Login: E: v|
Password: I |

Puc. 227 — IToaxmodeHue K 3k3emiuisipy b/l

3. Orkpoiite okHo "Object Explorer” (cm. «Puc. 228»).

Object Explorer v i ){;
Connect~ ¥ *¥ = Y &
= @ WSTEST3\SQLEXPRESS (SQL Server 14.0.1000 - sa) f
= " Databases ’

1 System Databases

| Database Snapshots /

W KAV ‘

W sS ‘

= B Security (

o o {

New Login... _essinglogin®# |

~ Filter » lionLogin®# /

Start PowerShell 5

M y

Reports » -EXPRESS :
IETRYSSQLEXPRESS !

Refresh y

P O e e e S el o g Y /

Puc. 228 — Okno "Object Explorer"

4. Boibepute pa3zen Logins, BbI30BUTe KOHTEKCTHOe MeHIO U BbiOepuTe TyHKT New Login....
OTtkpoetcsi okHO "Login--New" (cMm. «Puc. 229»).



B Login Properties - radaruser = m} X

et e
General
& Server Roles
& User Mapping [ Login name: [radaruser l J Search
F Securables
K Status
Password: I.ooooooonoooooo ]
Confirm password: [ooooooooooooooo I

[[] Specify old password

[[] Enforce password policy

Connection
Server: [] Map to Credential
WSTEST3\SQLEXPRESS
Cornection: Mapped Credentials Credentia Provider
sa
¢¥ View connection properties
Progress
Ready [ Default database: KAV ] >/
Default language: English Y.

[ok ][ Conee

Puc. 229 — Co3gaHue HOBOro No/ib30BaTes 3K3emiisgpa B/J

B oTkpbiBiIeMcst OKHe TiepeliuTe B pa3zen General v BbINosHUTE CieAyrOIe HAaCTPOWKU:

BKmrounTe pexkuM SQL Server authentication;
B nosie Login name ykaxute nMms nosib3oBaresns "radaruser”;

B nosisix Password v Confirm password ycraHoBuTe U TOATBEPAUTE  Tapojb
T10JTb30BAaTeIs;

NpY HEOOXOJUMOCTH BKJIFOUMTE HCIIO/b30BaHUE TIOJIMTUKU Taposield U 3afiaiiTe CpOK
OoKOHuaHus JeticTBusi maposisa B mosisix Enforce password policy u Enforce password
expiration;

B riosie Default database BriGepute 3HaueHue "KAV".

[TepetiguTe B pa3zen Server Roles u ripefjoctaBbTe moJib30BaTes 0 posb public (cm. «Puc. 230»).



B Login Properties - radaruser - O X
IT Scipt ~ @ Hep

Server role is used to grant server-wide security privileges to a user.

serveradmin
setupadmin
sysadmin

Connection

Server:
)uc-;cq;q\cﬂ—'cXPquq’__, B T f-'—-* PRy PV AR S

Puc. 230 — IIpepocTaBieHue PoJiM 10/Ib30BaTe0

7. Tlepeiinute B pa3znen User Mapping (cM. «Puc. 231») 1 BBINOJHUTE C/IeyOII1e HaCTPOMKU:

B Login - New - O X
— G s~ O
J Server Roles
Users mapped to this login:
¥ Securables Map Database User Default Schema
. radaruser
[0  master
O model
O msdb
0O [ss
O tempdb
Connection
Server:
WSTEST3\SQLEXPRESS Dotobaes role menbertip for: KAV
Connection: [[] db_accessadmin
2 db_backupoperator
¢¥ View connection properties q@ db_dataread
db_datawrter
] db_ddiadmin
[] db_denydatareader
[[] db_denydatawriter
Progress ] db_owner
[J db_securityadmin
Y & public
Cancel

Puc. 231 — Hacrpoiika npaB fgocryna K B/l KAV

e B 06noke User mapped to this login npefocraBbTe paspellieHre Ha TOJK/IFOUeHHE U
ytenue K b/1 KAV.

e B 06soke Database role membership for: <uma B/I> ycranoute Ay BbiOpaHHOUM B/l
posib "db_datareader".

8. TIlepetinute B pa3gen Securables (cMm. «Puc. 232») u B 610Ke Permission for: <umsa cepBepa
CYB/I> ycraHoBuTe ciiefyrolee paspeienue: "Connect SQL - Grant".



B Login - New - ] X
ecta page
K General
K Server Roles
& User Mapping
Type
Server e
Connection
Server: Pemissions for WSTEST3\SQLEXPRESS:
WSTEST3\SQLEXPRESS :
Connection:
sa Pemission Grantor Grant With Grant Deny ~
¢¥ View connection properties iltertrece O a a
Authenticate server O O O
Connect Any Datab... O O
| Connect saL O O
Progress Control server O O O
Ready Create any database O O O
Create availabiltv ar... [ I m v
< >
Cancel

Puc. 232 — YcraHoBKa pa3penieHusi Ha nojxk/o4yeHue K b/l

9. Haxmure kHOnky OK.
ITar 2. IIpenocrasienue focryna K b/l KAV
Hnst npenocraBnenus gocryna K b1 KAV BeinosiHUTe ciefyroiiye 1eHdCTBUS:

1. Boiigute B cpeny pa3spabotku MS SQL Management Studio, otkpotite okHo "Object Explorer"
v BeiOepuTe pa3zen Databases — KAV - Security — Users (cm. «Puc. 233»):

Object Explorer v ax
Connect~ ¥ *¥ Y G
= @ WSTEST3\SQLEXPRESS (SQL Server 14.0.1000 - sa)

# System Databases
® Database Snapshots

@ Database Diagrams

] Tables

® Views

® External Resources

® Synonyms

* Programmability

@ Service Broker

® Storage
@ ¥ Scher ﬁ
® Asym e ——
® Certif Policies »
@ Symr Facets
] Alway

@ Datat Start PowerShell

@ Secur

@ WSS

Security Refresh

Server Objects

Replication

PolyBase
3 Management
@ [¥] XEvent Profiler

Reports 4

B E®

©

Puc. 233 — ®ynkuus co3fgaHus noJb3oBaresns B B/ KAV



2. Bb3oBuTe KOHTeKCTHOe MeHIO U BbibepuTe TyHKT New User... OTKpoOeTCs OKHO CO3/aHUS
HOBOrO rnosb3oBaress B B/l KAV (cm. «Puc. 234»).

W Database User - New — O X
Selecta pag .
3 Scipt Hel
¥ Uwned Schemas
& Membership User type:
# Securables SQL user with login v

& BExtended Properties

User name:
dbuser |

Login name:

[radamser I

Default schema:

PSR b SR & an SV el e al P B

Puc. 234 — Perucrpanus nosb3oBarens B B/l KAV

3. B otkpeiBllemMcs OKHe mnepeiijute B pa3szen General u ycraHoBUTe Cjefyiolljye IapaMeTphl
(cM. «Puc. 234»):

o B nosne User name ycTaHOBUTe UMs MO/b30Bateisi "dbuser";
o B 1osie Login name BriOepuTe 1osib30BaTesis "radaruser”.

4. Tlepeiigute B pasgen Membership u ycraHoBuTe a1 nonb3oBaTenss posb '"db_datareader™
(cMm. «Puc. 235»).

@ Database User - New - O X
IT Scipt ~ ) Heb

Database role membership:
Role Members
J# BExended Properties [0 db_accessadmin
[[] db_backupoperator
[ | db_datareader
db_datawriter
db_ddladmin
db_denydatareader
db_denydatawriter
db_owner
db_securityadmin

ooooog

e B " PR P, bt b S i i = g

Puc. 235 — Hasnauenue poau
5. Haxwmute kHonky OK.
Ilar 3. IlpegocraB/ieHue yAa/IeHHOI'0 CeTEBOr0 AOCTYyIA
1. Ortkpoiite aucrietuep KoHpurypaiuu SQL Server Configuration Manager.

2. Broibepure cnyx0y SQL Server Network Configuration — Protocols for SQLEXPRESS
(cm. «Puc. 236»).



E Sql Server Configuration Manager

/
File Action View Help i
TIEIEEY y
@ SQL Server Configuration Manager (Local) Protocol Name Status {

£ saL Server Services 7

) ) || ¥ Shared Memory  Enabled
B_ SQL Server Network Configuration (32bit e 5 o

d Pip Disabled b
> & SQL Native Client 11.0 Configuration (32t -

a0 2
‘. TCP/IP Enabled ‘
v, on 7
|E‘= Protocols for SQLEXPRESS l s

> &b SQL Native Client 11.0 Configuration

P

P adiiing P SR P o BTN . [ R or i 2 o com il o pr L ont Al

Puc. 236 — IToakmouenue no nporoxkosry TCP/IP

3. B crucke nporokonoB BeibepuTe 11poTokos TCP/IP, BbI30BHTE KOHTEKCTHOE MEHIO U yCTaHOBUTE
cratyc "Enabled". 3aTemM 13 KOHTEKCTHOrO MeHIO BblOepuTe MyHKT Properties. OTKpoeTcsi OKHO
"TCP/IP Properties" (cMm. «Puc. 237»).

|TCP/[P Properties I ? X
oo
TCP Dynamic Ports 0 ~
TCP Port
B ips
Active Yes
Enabled No
IP Address 2001:0:9d38:6abd:38e2:183e:53¢"
TCP Dynamic Ports 0
TCP Port
8 ip9
Active Yes
Enabled No
IP Address fe80::38e2:183e:53e1:12e%2
TCP Dynamic Ports 0
TCP Port
8 pan
TCP Dynamic Ports 52509
TCP Port 1433
v
Active
Indicates whether the selected IP Address is active.
[ 1 e || [ e

Puc. 237 — IlpuMep HaCTPOUMKH MPOTOKOJIA AJISA YAA/IeHHOro AocTyna K B/

4. B oTkpbiBIIeMcs OKHe TiepeiiguTe Ha BK1agky IP Adresses u B 6s10ke mapamerpoB IPAIl ykaxure
TCP nopt /151 JaHHOTO UCTOYHUKA: "1433".

5. Haxmwute kHOnKy OK.



6. Ilepe3amyctute cayxby MS SQL Server:

e 3amycCTWTe yTpaByieHue cayxbamu (cMm. «Puc. 238»);

4 Cnyx6bi - a X ,

Qaiin  [Jeiicrene Bua Cnpaexa

e |FE .= HEl > e nn

2, Cnyx6o! (nokans) -fd Cryx6bi (n0KanbHbIE) . , 3
SQL Server (SQLEXPRESS) ] Wma Onucanue Cocrosnue "

o 6 Gl KtmRm ans KOOPAWHATOPa PacnpeaeneHHbIX TpaH... KoopavH...
CT3HOBUTL CNYXOY & . < 5
DpuocranosuTs cryxby ﬁ‘M.essagmgServnce_ti-‘lbe Cnyx6a, ... ;
,‘,\) Microsoft App-V Client Manages A... ¢
&) OpenSSH Authentication Agent Agentto h... v
o Q Plug and Play Mozeonser.. BoinonHse ¢
0""“""" 'S;)s PrintWorkflow_41bf3 Pabounii n... ;
CYLLLECTBNIRET XPAHEHNE W . /
o6paboTky AaHHbIX, ynpasnser & Quality Windows Audio Video Experience Quality Wi... :
AOCTYNOM K HUM 1 obecneunsaer o Security Code CSP Service The descri...  Boinonuse !
GbICTpY1O TPaH3aKUMOHHYIO G Shared PC Account Manager Manages p... {
obpaborky. & S o 4

s MP aucko apocIpaHcIe (Mankpocod

KQEED 3
' ! QL Server (SQLEXPRESS)

Cnyx6a ys... ¢

2 SQL Server CEIP service (SQLEXPRESS) CEIP servic... Boinonnse [
-f.;’; SQL Server, cnyx6bi cuHxpoHusaumn konTpons ee...  lNpegoctae... Boinonwse
'\‘l;’; Superfetch Moaaepxu... Beinonwse ,
{;’5 Update Orchestrator Service Ynpaenser.. Boinonwse
& VMware Alias Manager and Ticket Service Alias Mana... Bsinonxse /
»inMware CAF AMQP Communication Service VMware C... A
lS?5VMware CAF Management Agent Service VMware C... 4
-S;);VMware Snapshot Provider VMware Sn... 7
& VMware Tools Providess... Bwinosnnse Y
-S;*; WarplITSvec Provides a ... v

ot et S P < e —— g AT A ___,?.,./

Puc. 238 — ITepe3anyck ciyx061 MS SQL Server

o BoiOepure c1yx0y SQL Server ¢ 3anymeHHbiM 3k3emiuisipom BJ] (SQLEXPRESS) u
HaKMHUTe KHOTIKY Ilepe3anmycTUTh C1yXKOYy.

ITar 4. HacTtpoiite npoduib coopa A1 AAHHOT0 HCTOYHHUKA
st HacTpoiiky npodusisi cOopa BIMOIHUTE CIeAYIOIIMe eCTBHS:
1. HaunuTe nporjecc HacTpoiiku npodust cbopa s ucrounrka 2604 Kaspersky Security Center

Database u BeiGepuTte Mogyas «Mogaynb odbc_input» (cM. «Puc. 239»):

< Co3zpanue npoduns c6opa Copocut

AKTMBEH  HasBaHue AreHT cbopa Ha yane LogCollector

odbc_input_2604 Kaspersky Security Center Databas Bepcun arenra cGopa:

AreHT cbopa * Moayne WeTouHmMK *
AreHT cbopa Ha y3ne LogCollector odbe_input 2604 Kaspersky Security Center Database
SQL sanpoc * Mone, koTopoe ByaeT MCNONL30BaTLCA KaK 3aknaaka Ans 1® 3011}

cOoXpaHeHus nosuuun *
SELECT events.event_id AS event_id, events.nHostld AS host_id, even
event_id

WHTepBan Mex/y 3anyckoM 3anpoca B CeKyHaax * (CEITIT®  Nepeknioyatens cOXpaHeHNA NO3MLIAA, NI Hauane JTeHi s *

5 -+ @

YpoBeHb NOrMpoBanms
INFO

Puc. 239 -- Co3pganue npoduisa coopa. Moayss "odbc_input”



2. B mosie SQL 3ampoc yKa)kuTe 3arpoc, KOTOPbIM OyIyT 3arpaniBaTbCst COObITHSI U3 6a3bl JaHHBIX
KSC. Ilpumep 3amnpoca:

SELECT
events.event_id AS event_id,
events.nHostId AS host_id,
events.severity AS severity,
events.group_name AS group_name, event_type,
events.event_type_display_name AS event_name,
FORMAT (events.rise_time AT TIME ZONE 'UTC', 'yyyy-MM-ddTHH:mm:ss.ffffffzzz")
AS event_time,
events.descr AS description,
events.task_display_name AS task_name,
events.task_id AS task_id,
events.product_displ_version AS product_version,
events.paril,
events.par2,
events.pars3,
events.par4,
events.pars,
events.paré,
events.par7,
events.pars8,
events.par9,
events.product_name,
hosts_view.strDisplayName AS hostname,
dnsdomains.strName AS domain,
fqdns.wstrfqdn AS fqdn,
CAST(((hosts.nIpAddress / 16777216) & 255) AS varchar(4)) + '.' +
CAST(((hosts.nIpAddress / 65536) & 255) AS varchar(4)) + '.' +
CAST(((hosts.nIpAddress / 256) & 255) AS varchar(4)) + '.' +
CAST(((hosts.nIpAddress) & 255) AS varchar(4)) AS ip_address,
hosts_view.nPlatformType AS platform_id,
hosts_view.tmLastInfoUpdate AS last_update,
hosts_view.nVirusCount AS virus_count
FROM KAV.dbo.ev_event AS events
JOIN KAV.dbo.Hosts AS hosts ON hosts.nId = events.nHostId
JOIN KAV.dbo.v_hosts AS hosts_view ON hosts_view.nId = hosts.nId
JOIN KAV.dbo.v_hst_fqdns AS fgdns ON fgdns.nId = hosts.nId
RIGHT JOIN KAV.dbo.DnsDomains AS dnsdomains ON dnsdomains.nId =
hosts.nDnsDomain
WHERE events.event_type IN (
'FSEE_AKPLUGIN_AVDB_TOTALY_EXPIRED',
'"FSEE_AKPLUGIN_CRITICAL_PATCHES_AVAILABLE',
'"FSEE_AKPLUGIN_LICENSE_ERROR',
'FSEE_AKPLUGIN_OBJECT_BACKED_UP',
'FSEE_AKPLUGIN_OBJECT_FOUND',
'"FSEE_AKPLUGIN_OBJECT_NOT_DELETED',
'"FSEE_AKPLUGIN_OBJECT_NOT_ISOLATED',
'FSEE_AKPLUGIN_OBJECT_NOT_PROCESSED',
'"FSEE_AKPLUGIN_PEP_APPLICATION_AUDIT_DENIED',
'"FSEE_AKPLUGIN_TASK_LICENSE_ERROR',
'FSEE_AKPLUGIN_UPDATE_ERROR',
"GNRL_EV_ANTIVIRAL_BASES_EXPIRED',
'"GNRL_EV_APP_LAUNCH_TESTED_DENIED',
'"GNRL_EV_APPLICATION_LAUNCH_DENIED',
'"GNRL_EV_APPLICATION_WAS_RESTARTED',
'"GNRL_EV_ATTACK_DETECTED',
'"GNRL_EV_DEVCTRL_DEV_PLUGGED',
'"GNRL_EV_DEVCTRL_DEV_UNPLUGGED',
'"GNRL_EV_FULLSCAN_STATUS_NOTIFICATION',
'"GNRL_EV_INTERNAL_ERROR',



'"GNRL_EV_LICENSE_EXPIRATION',
'"GNRL_EV_OBJECT_BLOCKED',
"GNRL_EV_OBJECT_CURED',
'"GNRL_EV_OBJECT_DELETED',
"GNRL_EV_OBJECT_NOTCURED',
'"GNRL_EV_OBJECT_QUARANTINED',
'"GNRL_EV_OBJECT_REPORTED',
'"GNRL_EV_PASSWD_ARCHIVE_FOUND',
'"GNRL_EV_PTOTECTION_LEVEL_CHANGED',
'"GNRL_EV_SUSPICIOUS_OBJECT_FOUND',
"GNRL_EV_VIRUS_FOUND',
"GNRL_EV_VIRUS_FOUND_AND_BLOCKED',
'"GNRL_EV_VIRUS_FOUND_BY_KSN',
'"GNRL_EV_VIRUS_OUTBREAK',
'"KLAUD_EV_ADMGROUP_CHANGED',
"KLAUD_EV_OBJECTMODIFY',
"KLAUD_EV_SERVERCONNECT',
'"KLAUD_EV_SERVERDISCONNECT',
'"KLAUD_EV_SIEM_TEST_FAILED',
"KLAUD_EV_TASK_STATE_CHANGED',
'"KLEVP_GroupTaskSyncState',
"KLNAG_EV_DEVICE_ARRIVAL',
"KLNAG_EV_DEVICE_REMOVE',
"KLNAG_EV_INV_APP_INSTALLED',
"KLNAG_EV_INV_APP_UNINSTALLED',
"KLNAG_EV_INV_CMPTR_APP_INSTALLED',
'"KLPRCI_TaskState',
'"KLSRV_DATABASE_UNAVAILABLE',
"KLSRV_DISK_FULL',
"KLSRV_EV_LICENSE_SRV_EXPIRE_SOON',
"KLSRV_EV_LICENSE_SRV_LIMITED_MODE',
"KLSRV_EV_MASTER_SRV_CONNECTED',
"KLSRV_EV_MASTER_SRV_DISCONNECTED',
"KLSRV_EVENT_HOSTS_CONFLICT',
'"KLSRV_EVENT_HOSTS_NEW_DETECTED',
"KLSRV_EVENT_HOSTS_NOT_VISIBLE',
"KLSRV_HOST_MOVED_WITH_RULE_EX',
"KLSRV_HOST_STATUS_CRITICAL',
"KLSRV_HOST_STATUS_WARNING',
"KLSRV_INVISIBLE_HOSTS_REMOVED',
"KLSRV_NO_SPACE_ON_VOLUMES',
"KLSRV_RUNTIME_ERROR',
'"KLSRV_SEAMLESS_UPDATE_REGISTERED',
'"KLSRV_UPD_BASES_UPDATED',
"KSNPROXY_STARTED_CON_CHK_FAILED',
"KSNPROXY_STARTED_CON_CHK_OK"',
"KSNPROXY_STOPPED',
'"KSWS_OBJECT_DELETED_ONREBOOT',
'ServerCertificateRenewed',
'000000cc ',

'000000cT ',

'000000d1",

'000000d2",

'00000060d3"',

'000000d4 ',

'000000d5",

'000000d6"',

'00000060d8",

'00000060d9"',

'000000da ",

'000000db ',

'000000dc ',

'000006dd ',

'000000de ',



'000000df ',
'000000fC ',
'0000012f ',
'00000134 "',
'00000136"',
'0000013a’,
'00000141 ",
'0000014d ",
'0000014e ",
'0000014f ",
'00000150,
'00000191",
'00000192",
'00000193 ",
'000001c4 ',
'000001c7",
'000002c3",
'000002c4 ',
'00000321",
'000003a3",
'000003e9’,
'000003fa’,
'0000051e ',
'000007d0",
'000007d4 "',
'000007e4 ",
'000007e5",
'000007e6",
'000007e7 "
)

AND event_id > ?;

3. B mosne ITosie, KoTOpoe OyAeT MCHO/IB30BATHCS KaK 3aK/IajKa /I COXPAaHEHHs MO3UIUHU
yKa)KUTe 3HaueHWe event_id, OHO WCTIONB3YeTCs [/ COXPaHEHHUsI TO3WLUM BBIUUTKH MEXIy
3arpoCcamu.

4. B 6noke /laHHbIe Jjisi mogk/0uYeHust (cM. «Puc. 240») BBITIOJTHUTE CIeAYIOIIe HaCTPONKH:

[aHHble Ana NoaKMoYeHUs

CepBep N8 NOAKMIOUEHUS * MopT ANs NoAKMoYEHUs * (@ 3Hauehve ]
10.10.10.10 1433 —4
[paiizep ANA NOAKMOUEHUA * Ba3a AaHHbIA ANA NOAKNIOYEHMS * (@ 3+auetue ]
ODBC Driver 17 for SQL Server KAV

WM none3oearens * (CEE™®  Naponb * (@ 3rauehve ]
MM nonb3oBatena Gasbl AaHHbIX { Maponb

,U,ononHMTeanble napaMeprl NoOAKNHOYEHUA

Puc. 240 -- Co3panue npoduis cbopa. Moaysis "odbc_input”. biiok "/laHHbIe A/1sl MOAK/TIOYeHHs "

e B mone /lpaiiBep AnA mopak/oueHus Boibepute 3HaueHue ODBC Driver 17 for SQL
Server;

e OCTa/IbHBIE I10JIA 3dIIOJIHUTE COOTBETCTBYHOIUMH CETEBBIMU M YUETHBIMHU NdHHBIMU [JIA
IMOJAK/IFOYEeHHA.



5. Coxpanure npodusb coopa.

IIar 5. [TepetiauTte B Be6-uHTEpdEC 11aTHOPMBI M BHITIOHUTE eHCTBHe « BKIFOUeHHe UCTOUHHUKA» /ISt
ncrounrka Kaspersky-SecurityCenter-db.

4.5.6 Kaspersky Security Center. OTnpaBKka coobiTuii yepe3 MariaDB

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHue

Ha3zBanwue Kaspersky-SecurityCenter-db
Howmep (ITopT) 2604

Benpop Kaspersky

Turn KSC-db

TIpoduns c6opa «Moayab odbc_input»

Ina noakmoueHust B KauectBe nctouHWka Kaspersky Security Center, paboraroiiero Ha 6a3e JaHHBIX
MariaDB, BbinoHUTE Ciefytolye AeiCTBYS:

1. Boiigutre B CMD MariaDB (cm. «Puc. 241»).

B MariaDs 103 (x64)

Command Prompt (MariaDE 103 (...
Database directory (ManalB 10,3 (...
Errcr log (MariaDB 10.3 (x64))
HeidiSOL

my.ini (MariaDB 10.3 (x64])

| MySQL Client (MariaDB 10.3 (x64))

Puc. 241 — CMD MariaDB.

2. Co3paiiTe M0/Ib30BaTeIs C IPaBaMU y/Ja/IeHHOTO TIOAK/TIOUEHUST:

CREATE USER '<ummsa nonb3oBaTena>'@'<ip-agpec areHTta cbopa or-koanektopa>'
IDENTIFIED BY '<Maponb MNonb3oBaTtens>';

3. Beigaiite ripaBa Ha uteHue Tabsmi B 6ase Kaspersky Security Center:

GRANT SELECT ON KAV.ev_event TO '<umsa nonbzoBaTena>'@'<ip-agpec areHta cbopa
nor-konnexktopa>' IDENTIFIED BY '<Maponb [ons3oBatensa>';

GRANT SELECT ON KAV.dnsdomains TO '<umsa nonb3oBaTena>'@'<ip-agpec areHta cbopa
nor-konnexktopa>' IDENTIFIED BY '<[aponb [ons3oBatens>';

GRANT SELECT ON KAV.v_hst_fqdns TO '<uma nonb3oBaTtensa>'@'<ip-agpec areHTta cbopa
nor-konnexktopa>' IDENTIFIED BY '<[aponb [ons3oBatensa>';



GRANT SELECT ON KAV.hosts TO '<umsa nonb3oBaTena>'@'<ip-agpec areHta cbopa nor -
KonnexkTopa>' IDENTIFIED BY '<Mapone [ons3oBatens>';

GRANT SELECT ON KAV.v_hosts TO '<wumsa nonb3oBaTensa>'@'<ip-agpec aredta cbopa
nor-konnexktopa>' IDENTIFIED BY '<Maponb [ons3oBaTtens>';

4. 3amycrure Be6-unTepdeiic Ilnardopmsel Pajap v BeIoNHUTE ClieyIOLIHe 1eHCTBUS:

e TiepeliiuTe B pa3fen AMUHUCTpUPOBaHue — Kiacrep — Y3aelu nepeiiiure K
HaCTPOMKaM y3/1a, Ha KOTOPOM PacIioyIo’KeH areHT cOopa JIor-KoJIjIeKTopa;

o B pa3zene Cekperbl AreHra /j00aBbTe [iBa CeKpeTa:

o pna "MMeHU mnosib3oBartesis' yKaKUTe B COOTBeTCTBYIOLIMX IMMo/AX "Ha3saHue
cekpera" 1 "3HaueHue cekpera';

o pna "llapons nosb3oBarens” yKaKuTe B COOTBeTCTBYHOLMX MoJax "HasaHue
cekpera" U "3HaueHue cekpera'.

5. HaunuTe mporiecc HacTpouku nipodusis cobopa as ucrounrka 2604 Kaspersky Security Center
Database u BeiOepuTe Moy/b odbe_input (cM. «Puc. 242»):

< CospaHue npodunsa céopa CopocuTs

AKTUBEH HassaHue AreHT cbopa Ha y3ne LogCollector

odbc_input_2604 Kaspersky Security Center Databas

Bepcusa areHTta c6opa:

AreHT cbopa * Mopaynb NCTOYHMK *

AreHT c6opa Ha y3ne LogCollector odbc_input 2604 Kaspersky Security Center Database
SQL 3anpoc * Mone, KoTopoe 6yAeT UCMONb30BaTLCA Kak 3aKnagka ans

COXpaHeHns no3nuum * QEEED
SELECT events.event_id AS event_id, events.nHostld AS host_id, even
event_id

WHTepBan Mex/y 3anyckoM 3anpoca B CeKyHaax * MNepekoyaTenb COXPaHEHNA NO3NLUM, NPY Havane YTeHus *

; -+ @
YpoBeHb N0rMpoBaHus

INFO

Puc. 242 -- Co3panue npoduisa coopa. Moayss "odbc_input”

6. B momne SQL 3ampoc yKaXuTe 3aripoc, KOTOPbIM OyyT 3arpaiirBaThCs COObITHS U3 6a3bl JaHHBIX
KSC. Ilpumep 3anpoca:

SELECT
events.
events.
events.
events.
events.

event_id AS event_id,

nHostId AS host_id,

severity AS severity,

group_name AS group_name, event_type,
event_type_display_name AS event_name,

DATE_FORMAT (CONVERT_TZ(events.rise_time, @@session.time_zone, '+00:00'), '%Y-

%m-%dT%H :
events.
events.
events.
events.

%1i:%s.%FZ") AS event_time,

descr AS description,

task_display_name AS task_name,

task_id AS task_id,

product_displ_version AS product_version,


http://docs.pgr.local/events/logcollector/logcollector_setting_profile/#odbc

events.paril,

events.par2,

events.pars3,

events.par4,

events.pars,

events.paré,

events.par7,

events.pars,

events.par9,

events.product_name,
hosts_view.strDisplayName AS hostname,
dnsdomains.strName AS domain,
fqdns.wstrfqdn AS fqdn,
CONCAT(CAST(((hosts.nIpAddress DIV 16777216) & 255) AS CHAR),

N 14

CAST(((hosts.nIpAddress DIV 65536) & 255) AS CHAR),
: 14

CAST(((hosts.nIpAddress DIV 256) & 255) AS CHAR),

o
CAST((hosts.nIpAddress & 255) AS CHAR)
) AS ip_address,
hosts_view.nPlatformType AS platform_id,
hosts_view.tmLastInfoUpdate AS last_update,
hosts_view.nVirusCount AS virus_count
FROM “KAV' . ev_event  AS events
JOIN "KAV™. Hosts® AS hosts ON hosts.nId = events.nHostId
JOIN KAV . v_hosts ™ AS hosts_view ON hosts_view.nId = hosts.nId
JOIN "KAV'. v_hst_fqdns® AS fgdns ON fgdns.nId = hosts.nId
RIGHT JOIN KAV . 'DnsDomains”~ AS dnsdomains ON dnsdomains.nId =
hosts.nDnsDomain
WHERE events.event_type IN (
'"FSEE_AKPLUGIN_AVDB_TOTALY_EXPIRED',
'"FSEE_AKPLUGIN_CRITICAL_PATCHES_AVAILABLE',
'"FSEE_AKPLUGIN_LICENSE_ERROR',
'FSEE_AKPLUGIN_OBJECT_BACKED_UP',
'"FSEE_AKPLUGIN_OBJECT_FOUND',
'"FSEE_AKPLUGIN_OBJECT_NOT_DELETED',
'FSEE_AKPLUGIN_OBJECT_NOT_ISOLATED',
'"FSEE_AKPLUGIN_OBJECT_NOT_PROCESSED',
'"FSEE_AKPLUGIN_PEP_APPLICATION_AUDIT_DENIED',
'"FSEE_AKPLUGIN_TASK_LICENSE_ERROR',
'FSEE_AKPLUGIN_UPDATE_ERROR',
"GNRL_EV_ANTIVIRAL_BASES_EXPIRED',
"GNRL_EV_APP_LAUNCH_TESTED_DENIED',
'"GNRL_EV_APPLICATION_LAUNCH_DENIED',
'"GNRL_EV_APPLICATION_WAS_RESTARTED',
'"GNRL_EV_ATTACK_DETECTED',
'"GNRL_EV_DEVCTRL_DEV_PLUGGED',
'"GNRL_EV_DEVCTRL_DEV_UNPLUGGED',
"GNRL_EV_FULLSCAN_STATUS_NOTIFICATION',
"GNRL_EV_INTERNAL_ERROR',
'"GNRL_EV_LICENSE_EXPIRATION',
'"GNRL_EV_OBJECT_BLOCKED',
'"GNRL_EV_OBJECT_CURED',
'"GNRL_EV_OBJECT_DELETED',
'"GNRL_EV_OBJECT_NOTCURED',
'"GNRL_EV_OBJECT_QUARANTINED',
'GNRL_EV_OBJECT_REPORTED',
'"GNRL_EV_PASSWD_ARCHIVE_FOUND',
'"GNRL_EV_PTOTECTION_LEVEL_CHANGED',
"GNRL_EV_SUSPICIOUS_OBJECT_FOUND',
'"GNRL_EV_VIRUS_FOUND',
"GNRL_EV_VIRUS_FOUND_AND_BLOCKED',
'"GNRL_EV_VIRUS_FOUND_BY_KSN',



'"GNRL_EV_VIRUS_OUTBREAK',
'"KLAUD_EV_ADMGROUP_CHANGED',
"KLAUD_EV_OBJECTMODIFY',
"KLAUD_EV_SERVERCONNECT',
"KLAUD_EV_SERVERDISCONNECT',
'"KLAUD_EV_SIEM_TEST_FAILED',
"KLAUD_EV_TASK_STATE_CHANGED',
'"KLEVP_GroupTaskSyncState',
"KLNAG_EV_DEVICE_ARRIVAL',
"KLNAG_EV_DEVICE_REMOVE',
"KLNAG_EV_INV_APP_INSTALLED',
"KLNAG_EV_INV_APP_UNINSTALLED',
"KLNAG_EV_INV_CMPTR_APP_INSTALLED',
'"KLPRCI_TaskState',
'KLSRV_DATABASE_UNAVAILABLE',
"KLSRV_DISK_FULL',
"KLSRV_EV_LICENSE_SRV_EXPIRE_SOON',
'"KLSRV_EV_LICENSE_SRV_LIMITED_ MODE',
'"KLSRV_EV_MASTER_SRV_CONNECTED',
"KLSRV_EV_MASTER_SRV_DISCONNECTED',
"KLSRV_EVENT_HOSTS_CONFLICT',
'"KLSRV_EVENT_HOSTS_NEW_DETECTED',
"KLSRV_EVENT_HOSTS_NOT_VISIBLE',
'"KLSRV_HOST_MOVED_WITH_RULE_EX',
'"KLSRV_HOST_STATUS_CRITICAL',
"KLSRV_HOST_STATUS_WARNING',
"KLSRV_INVISIBLE_HOSTS_REMOVED',
'"KLSRV_NO_SPACE_ON_VOLUMES',
'"KLSRV_RUNTIME_ERROR',
'"KLSRV_SEAMLESS_UPDATE_REGISTERED',
'"KLSRV_UPD_BASES_UPDATED',
"KSNPROXY_STARTED_CON_CHK_FAILED',
"KSNPROXY_STARTED_CON_CHK_OK"',
'"KSNPROXY_STOPPED',
'"KSWS_OBJECT_DELETED_ONREBOOT',
'ServerCertificateRenewed',
'000000cc’,

'000000cT ',

'000000d1"',

'000000d2',

'00000060d3",

'000000d4 ',

'000000d5 ",

'000000d6",

'000000d8"',

'00000060d9"',

'000000da ',

'000000db ',

'000000dc ',

'000000dd ',

'000000de ',

'000000df ',

'000000fc ',

'0000012f ',

'00000134 ",

'00000136"',

'0000013a"',

'00000141",

'0000014d ",

'0000014e ",

'0000014f ",

'00000150"',

'00000191",

'00000192",



'00000193",
'000001c4’,
'900001c7 ",
'000002c3’,
'900002c4 ',
'00000321",
'000003a3",
'000003€e9 ",
'000003fa’,
'0000051e ',
'000007d0",
'000007d4 ",
'900007e4 ',
'000007e5",
'000007e6",
'000007e7"

AND event_id > ?;

7. B nmnone Ilome, kKoTopoe OyAeT HCHO/b30BaThbCAd KaK 3aKjlajkKa AJdA COXpPaHeHHs
MO3UIMHU YKa)XXUTe 3HaueHue event_id, OHO WCIOMb3yeTCs AJi COXpaHeHUsl MO3ULIMKA BBIUUTKU
MeXX/ly 3arpoCcamH.

8. B 6si0ke /laHHBIe /15 MOAK/IHUYeHHs (CM. «Puc. 243») BBIMOHUTE C/IeyIOI[He HACTPOUKU:

[aHHble ANa NoAKOYeHUA

CepBep ANns NOAKMOUYEHUs * CEEETE  Mopt Ans nopksoueHns *
10.10.10.10 3306 -+
[LpaiiBep ANs NOOK/IOYEHHS * Ba3a AaHHbIA ANA NOAKTIOYEHNS *
MySQL CDBC 8.0 ANSI Driver KAV

MMs nonbsosatens * Naponb *
MmMs nonbsosaTens 6asbl AaHHbIX Mapons

[lononHuTenbHbIe NapaMeTpbl NOAKMIOYEHMA

Puc. 243 -- Co3pganue npoduisa coopa. Moayis "odbc_input". Biiok "/laHHbIe [J/iA MOAK/IIOUeHU "

e B rmone IpaiiBep /sl MOAK/IHUYeHHs BbiOepuTe 3HaueHue MySQL ODBC 8.0 ANSI
Driver;

e OCTaJ/IbHBIE TI0JIF 3dIlIO/IHUTE COOTBETCTBYHOILMMH CETEBBIMHM W YUETHBIMU OdHHBIMHKU [OJISd
MOAK/TFOUEHM.

9. Coxpanwure npo¢uis coopa.

10. TTepeiiguTe B BeO-uHTepdelC T1aTGOPMBI U BBIMOJIHUTE 1eHCTBUe « BK/ItoueHre NCTOUHUKA» ISt
ucrounvka Kaspersky-SecurityCenter-db. He 3a0ygpTe B HacTpoiikax mpodwuis cbopa zjis
JJ@HHOI'0 UCTOYHMKA yKa3aTb COOTBETCTBYIOLIIME CeKPeThl.

4.5.7 Microsoft Windows AppLocker

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:



XapakTepHCTHKA

HasBanue

Howmep (ITopT)

Bengop

Tun

IMpoduns cbopa

ITpumeuanue: azeHm cbopa n02-Koa1eKkmopa 0o ceH Oblmb YCMAaHoeneH Ha MoM dice cepgepe, 20e U

Microsoft Windows AppLocker.

3HaueHue

Microsoft-Windows-AppLocker

1528

Microsoft

AppLocker

«Mogvyias eventlog input local»

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/Ie[lyIOL1e AeUCTBUS:

1.
2.

Bximrounte ciy>k0n1 Application Management u Application Identity.

OTKpo¥iTe JIOKa/TbHBIe TIOUTUKU Oe3omacHOCTH (secpol.msc) u mepeiigute B pa3zen Application

Control Policies — AppLocker — Configure rule enforcement (cMm. «Puc. 244»).

=

M
File Action View Help
| 2 o]

v

| T Security Settings

4 Account Policies
a Local Policies
1 Windows Firewall with Advanced Sect
Network List Manager Policies
Pubdic Key Policies
Software Restriction Policies
Application Control Policies
v [ Applockes
M= Executable Rules
» (3 Windows Installer Rules
[/ Script Rules
S Packaged app Rules

& 1P Security Policies on Local Compute

1 Advanced Audit Policy Configuration
v &y System Audit Policies - Local Grod
3 Account Logon
5 Account Management
5 Detailed Tracking
3 DS Access
» 3 Logon/Logeff
» 3 Object Access
3 Policy Change
3 Privilege Use
'j System
75 Global Object Access Auditing

od More sDout Applocker

‘ B) Which edions of Windows support Applocker?

. For the Applocker policy to be enfoeced on &
N Identty service must be aunning

Use the enforcoment settings for each nie collection 1o
erforced or sudted. ¥ nde enforcement has not boen ¢
by defak

[+ | Corfigure nde erforcement *

B} More about rde erforcement

[A] Exacutable Rules

Rues: 6
Erforcement configured: Rules are audted

[~

Windows installer Rules

Rudes: 3
Erforcement configured: Rules are audted

=

Sonpt Rudes

Rules: 29
Erforcement configured: Rules are audted

Packaged app Rudes

Rules: 14
Erforcement configured. Rules are sudted

Applocker Properties
Erforcement  Advanced

Specky whether Applocker rules are erforced for each nie
collaction

Evecutable nies
£9 Corfigured

Audt only v
Windows Instaler nes

4 Corfigured
Audt ondy =

Scrpt nies
£4 Configured

Aot only v

Packaged app Rules
£9 Configured

Aude only v

More about rule enforcement

Cancel Aply

Puc. 244 — Local Security Policy. Configure rule enforcement

3. Ortkpoetcs okHO "AppLocker Properties” (cm. «Puc. 245»).




Applocker Properties >
Erforcement  Advanced

Spaciy whether ApplLocker nides ane enforced for each nule
collection

Execitable ndes

Cortfigured
Erforce rules v

Windows Installer rubes:
£ Configured

Audt only w

Script nules
b Configured

Audt only "

Packaged app Rules
B Configured

Audt only -

[0k ][ concel [ sony

Puc. 245 — OxkHo "AppLocker Properties"

BrironHuTe B OKHe c/iefiyroliye JeiCTBYs:

o B rniosie Executable rules ycranoBute ¢uar "Configured" u 13 Bblmajarolriero crmcka
BbIOepuTe 3HaueHue "Enforce rules";

o B noyisix Windows installer rules, Script rules, Packaged app Rules ycranoBure ¢ar
"Configured" u 13 BeInazaroero crvicka Beibepure 3Hauenuve "Audit only";

o Haxmure KHONIKY OK. ByayT co3aHHBI COOTBETCTBYIOIMie HADOPHI TIPaBUJL.

HarosmauTte co3ganHble Habopel mpaBui Executable rules, Windows installer rules, Script
rules, Packaged app Rules oganm u3 cieayromyx criocobom:

e aBTOMAaTUUeCKH;
e BpYUHYIO.
Crnoco6 1. ABTOMaTUUecKu:

e B pasgene Application Control Policies -~ AppLocker Boibepute Heob6x0AUMbIM Habop
TIPaBUJI, BBI30OBUTE KOHTEKCTHOe MeHI0 U BbiOepuTe MyHKT Automatically Generate
Rules... (cM. «Puc. 246»).



F Local Security Policy - ] *

File Action View Help

| = Hm

& Security Settings Action  User Narme Condition  Exceptions
& Account Polecies (DDeny Everyone Program Files (<8); INTERNET EXPLOR...  Publisher
;] t:“' P"":'“ with Advamced Seet| 5 Deny Everyane Program Files: INTERMET EXPLORER sig.. Publisher
e ,_i;'!::m et 3| peny Everyone Program Files (65): MICROSOFT® WiN... Publisher
. Public Keymlxuuga eleies ¥ Allow Everyone Al files located in the Windows folder Path
D Software Restriction Policic & Alow BULTIN\Administrators - Allfiles . Path
w | Apphestion Cortial Palcies (JDeny Everyone Al fibes located i the Program Files fol..  Path
W ‘_i Applocker
[ Executable Rules
» [ Windows Installer Rules
» [ Seript Rubes
» W Packaged app Rules Creste Mew Rule...
&, 1P Security Policies on Local Compute z tically G R
3 [ Advanced Audit Policy Configuration
Create Default Rules
Export List...
View ¥
Arrange lcons ¥

Line up lcons.

Help

£ L]

Auternatically generate rules (recommended)

Puc. 246 — Bei6op cnioco6a renepanuu npaBuI

Ha mepBom Imare yka)kuTe T0Jb30BaTessi WM TPYMIY TI0Jb30BaTesiell, Ha Koro Oyner
TIPUMEHSITHCS TTPaBUJIO M MyTh K (aiinam Asist aHammsa (cM. «Puc. 247»).

Automatically Generate Executable Rules X

l Folder and Permissions

This wizard helps you create groups of AppLocker rules by analyzing the files within 2
folder that you select.

User or security group that the rules will apply to:
[Evetyone l Select...

Folder that contains the files to be analyzed:

IC:\Program Fileg] ] Browse...

Name to identify this set of rules:
@gtam Files \
More about these settings

Previous Next > feate Cance}

Puc. 247 — ABTomaTHyeckas resHepanus npasuJ. Illar 1

Haxxmute kHOMKy Next.

Ha BTOpOM I1are ykakuTe, Kak OyAyT aHanusupoBaThcs (haiisibl: 1Mo cepTU(UKATy, IO
X311y WK 10 TYTH (CM. «Puc. 248»).



Automatically Generate Executable Rules

Rule Preferences

Select the type of rules that you want to create. You should only create file hash rules
when necessary. A file hash rule must be revised every time that the file is updated and
a large number of file hash rules might affect system performance.
@ Create publisher rules for files that are digitally signed

If a file is not signed, create the following type of rule:

(®) File hash: Rules are created using a file's hash

(O Path: Rules are created using file's path
(O Create file hash rules for all files
{4 Reduce the number of rules created by grouping similar files

More about rule preferences

< Previous Next > Cancel

Puc. 248 — ABTomaTnueckas resepanus npasu. Ilar 2

Haxxmure kHOIKy Next.

o [IlpoBepbTe wuH(pOpMaLMIO, yKasaHHY0 B TIpaBWie, U HaxkmuTe KHOMKy Create
(cm. «Puc. 249»).

Automatically Generate Executable Rules

— .
Review Rules

The folder analysis is complete and the following rules will be added to the policy.

Rule Type Rules Fles
Publisher 2 29
File Hash 0 0
Total 2 29

71 Review files that were analyzed
[ View rules that will be automatically created

Click Create to close the wizard and create the rules.

< Previous Create Cancel

Puc. 249 — ABTomaTuveckas resepanus npasu. Illar 3

[TpaBuso OyzeT co3aaHo.

o TloBTOpuTe feticTBUs A Kakaoro Habopa nmpaBui Executable rules, Windows installer
rules, Script rules, Packaged app Rules.

7. Croco0 2. Bpyunyto:
e B pasgene Application Control Policies — AppLocker Bribeprute HeoOx0aMMBIN HabOp
TIpaBW/I, BBI30OBHUTE KOHTEKCTHOe MeHIO U BbibepuTe MyHKT New Rule (cm. «Puc. 246»).
OTtpoetcs okHo "Create Rules" (cM. «Puc. 250»).



Create Executable Rules

[——— ]

L_-J Before You Begin

Before You Begin
Permissions Thas wizard helps you create an Applocker rule. A rule is based on file attributes, such as the
file path or the software publisher contained in the file's digital signature.
Conditions
Publisher Before continuing, confirm that the following steps are complete:
Exceptions

» Install the applications you want to create the rules for on this computer.
Name » Back up your existing rules.
+ Review the Applocker documentation,

To continue, click Next.

(] Skip this page by default

Next > Cancel

Puc. 250 — Pyunasn redepanus npasu. Ilar 1

O3HakoMbTecCh ¢ UH(opMalieil B OKHe U HaKMUTe KHOTIKY Next.

Ha BTOpOM 111are BhibepuTe AelicTBre (Pa3pelnTb WK 3alpPeTUTh 3aIyCK) 1 TI0/Ib30BaTesist
(rpynmy nosb3oBareseii), Ha KOro IPUMEeHUTCs IpaBUiIo (CM. «Puc. 251»).

Creste Executable Rules X
[=—— L.
| Permissions
Before You Begin Select the action to use and the user or group that this rube should apply te. An
m allow action permits affiected files to run, while a deny action prevents affected
= files firam running.
Conditions
Publisher
Except X
. xceplions o
Hame o Aoy
® Deny
User or group:
-[\'eryene Select...
Maore about rule permissions
< Previous Cance]

Puc. 251 — Pyunasn renepanus npasut. Ilar 2

Haxxmvute kHOTIKYy Next.

e Ha TpeTheMm 1iare BbIOepuTe THUIT TIPOBePKU (aiisia: 1o cepTuduKary, m1bo mo myT, 1bo

o xaury (cM. «Puc. 252»).



Create Evecutable Rules

lj Conditions

Before You Begin
Permissions Sedect the type of primary condition that you would like to create.
Publesher
0
Exceptions ® Publisher
Select this opticn if the application you want to create the rule for is signed by the
Name software publisher.

O Path

Creste a rube for a specific file of falder path. If you select a folder, all files in the
folder will be affected by the rule.

() File hash
Sebect this cpticn if you want to creaste a rube for an application that is not signed.

More about rule conditions

S Conce

Puc. 252 — Pyunasn redepanus npasu. Ilar 3

Haxkmure kHOMKy Next.

e Ha yeTrBepTOM IIlare B 3aBUCHMOCTU OT BBIOPAHHOTO THMA NPOBepKH (ailyioB f00aBbTe

COOTBETCTBYIOIIlee yCI0oBHe (IyTh, MO0 X311, 1bo ceptudukar) (cM. «Puc. 253»).

Creste Executable Rules

x
—_

|_| Path

Before You Begin

. Select the file or folder path that this rule should affect. If you specify a folder path, all files
Permizsions undemesth that path will be affected by the rule.
Conditions
Exceptions i
S [wPROGRAMFILES %1

Browse Files... I Erowse Folders..

More about path rules and path variables

< Previouws et = Create Cance]

Puc. 253 — Pyunas renepanus npasuJ. Illar 4

Haxxmvute kHOTIKYy Next.

e Ha maTrom 1mare pH HEO6XO,E[I/IMOCTI/I lﬂ;O6E:leT(—Z‘

UCK/IFOUeHUs] U3 TIpaBU/Ia
(cMm. «Puc. 254»).



Creste Evecutable Rules x

—

Exceptions
Before You Begin N
o To add an exception, select the type of exception and then click Add. Exceptions are
Permiissions optional and allow you to exclude files that would normally be included in the rule. To
Conditicns continue configuring this rule without sdding an exception, click Next.
Path
—— Primary condtion:
SPROGRAMFILES\*
Mame
Add exception:
Publicher -
[Exceptions:
Exception Type Add...

<pesom G| ot

Puc. 254 — Pyuynas renepanus npasu. Illar 5
Haxxmure kHOIKy Next.

e Ha 1mecrom 1mare YKAKUTE€ HAWMMEHOBAHUE TIpdBHU/lda W HAXXKMHUTE KHOIIKY Create
(cM. «Puc. 254»).

Create Executable Rules X

MName and Description

Befare You Begin i
Enter a name to identify this rule.

Permissions
Conditiong
Path Name:
Exceptions SPROGRAMFILES %\
Deseriptiors: (Optional

< Previous Cance]

Puc. 255 — Pyunas renepanus npasuJ. Illar 6
ITpaBuno OyzeT co3aaHo.

o TloBTOpuTe feticTBUs A5 Kakaoro Habopa npaBui Executable rules, Windows installer
rules, Script rules, Packaged app Rules.

8. TIpuMeHHUTe MOJUTUKY, BHITIOJHUB C/Ie[yIOLyI0 KOMaH/ly B KOHCOJU:



gpupdate /force

9. IlpoBeputh Hamuuve coObiTHii B pasgene AppLocker: EventViewer.msc — Application and
Service Log — Microsoft —~ Windows — AppLocker (cM. «Puc. 256»).

Bl Evos Viewer

B Aown Yew by

- | 7]
Bl toere <

Tvane 3004 Apph ok x

Gerasel  Dutady

NAROGRAMPLISNAUNTIRNGT DL ORTRTIL ORE LI was preventad from mevng. | & Refresh

Log Nugoe Mcrecoft-Wandows- Appl ochen TXF and (XL (L1 Seve Setected Evwrms.
fource Applocker Logged 2-hm- 22 155813

Frant 10 0ol Tush Categiey  Noore y
Lovet e Veywords | & Rafrash

Wher WN XUOMAAP S Computnr  WIN-XCSIONGARP | H e »
CyCode e

More jormation:  fumt Lag Crine Hels

Puc. 256 — ITpoBepka Ha/IMuusi COOBITUH

10. TTepeiiauTe B BeO-uHTEepGeiic m1aThopMbl U BBIMOJIHUTE JeHCTBUe « BK/IOueHre UCTOUHUKA» ISt
rcrouHrka Microsoft-Windows-AppLocker.

45.8 Microsoft Windows Defender

XapakTtepuctyuku uctounuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHune

HasBanue Microsoft-Windows-Defender

Howmep (TTopT) 1511

Benpop Microsoft

Tun Defender

IIpoduns c6opa «Moaynb eventlog input_local»

IIpumeuanue: cobbIMusi OM UCMOYHUKA 8K/IOUEHbl NO YMOAUAHUIO U 3anucbigaiomcs 8 dcypHan Windows
no nymu Microsoft-Windows-Windows Defender/Operational. Acenm cbopa n02-Kon1ekmopa 00/4ceH
6bimb ycmaHoeneH Ha mom dice cepeepe, 20e u Microsoft Windows Defender.

[Tepeiigute B BeO-uHTepdeic Mm1aThoOpMbl U BBITIOJIHUTE JAelCTBUe «BK/IOUeHHe HWCTOUHUKA» [JIs
rcroyHrka Microsoft-Windows-Defender.

4.5.9 Microsoft Windows Firewall

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:



XapakTepucTuka 3HaueHue

HasBanue Microsoft-Windows-Firewall

Howmep (ITopT) 1512

Benzop Microsoft

Tun Firewall

IIpoduns cbopa «Moayb eventlog input_local»

IIpumeuaHue: aeeHm cb6opa n02-Ko/a1eKmopa 0o0/xceH Obimb YCMAHOB/AeH HA MOM dXce cepgepe, 20e U
Microsoft Windows Firewall.

1711 HaCTPOMKY UCTOUHKMKA BBITIOJIHUTE CIeAyIoLe JeiCTBUS:
1. 3amycrute KoHcob Powershell oT umenu agMuHuCTpaTopa.

2. BximouuTte xypHanupoBaHue s Windows Firewall (115 kaxzaoro mpodwus, >KypHaaupoBaHue
BKJIIOUYAETCs OT/AeIbHO):

Set-NetFirewWallProfile -Profile Domain -LogBlocked True -LogAllowed True -LogMaxSize
-LogFileName "$env:systemroot\system32\LogFiles\Firewall\pfirewall.log"

Set-NetFirewallProfile -Profile Public -LogBlocked True -LogAllowed True -LogMaxSize
-LogFileName "$env:systemroot\system32\LogFiles\Firewall\pfirewall.log"

Set-NetFirewallProfile -Profile Private -LogBlocked True -LogAllowed True -LogMaxSize
-LogFileName "$env:systemroot\system32\LogFiles\Firewall\pfirewall.log"

3. Tlepeiigute B BeO-uHTepdeiic m1aTdOopMbl U BBITIOJHUTE JeMCTBHe « BKIFOUeHre NCTOUHUKA» ISt
ucrounuka Microsoft-Windows-Firewall.

4.6 CeTeBble yCcTpoiCcTBa

[Tpu paboTe M0 MOAK/IIOUEHUIO CETEBBIX YCTPOMCTB B KauecTBe MCTOYHMKA coObiThi B Ilnardopmy
Papap BaM MO)XeT PUTOAUTHCS CJle/lytollasi CripaBouHasi UH(opMarys:

o «HcTOUHUKUY;

e «HacTtpolika JIor-Ko/IIeKTopa».

4.6.1 Cisco Aironet 4404 Wireless LAN Controller

XapakTtepucTuku ucrouHuka B [Inardopme Papap:

XapakTepucTHKa 3HaueHune
Ha3panue Cisco-Aironet
Howmep (TTopT) 2526

Benpnop Cisco



XapakTepucTHKa 3HaueHue
Tun Switch

Ipoduns cbopa «Moavibe udp_input»

HacTpoliky MCTOUHHKA MOXXHO BBITIOJTHUTD CJIEAYIOIMIMMU CIIOCO0aMM:
e  CIIOMOLIbIO0 KOHCOJIM YCTPOMCTBA;
e C TIOMOII[bIO BeO-uHTEpdelica.

Cnoco6 1. C noMo1b0 KOHCO/IM YCTPOHCTBA:

Buumanue! Bce KomMaHObl no Hacmpotlike UCMOYHUKA 6bINOAHAIOMCS 8 pexcume  2/100a/1bHOL
KoHguzypayuu. /lns 3mozo nepelioume 6 npueuie2upOB8aHHbIll pedxcum: egedume enable u naponb
aomuHucmpamopda. B KoHcoabHOU cmpoke 3HAK > psiOOM C UMEHeM Xocmad CMeHUmcs Ha #. 3amem
egedume komaHdy #configure terminal. B KOHCO/IbHOU CMpoOKe 3HAK # psi0OM C UMEeHeM XOCma CMeHUmcs
Ha (config)#.
1. Bk/rouMTe >XypHa/JIMpOBaHUe COOBITHI:
(config)# logging on
2. YcraHoBuTe HeoOXoAMMBIN ypoBeHb facility (o ymomuanuto local7):
(config)# logging <facility>
3. VYxkaxwure IP-agpec areHta cbopa JIor-KoJ/uIeKTopa:
(config)# logging <IP-agpec areHTta cbopa J/ior-KojnekTopa>
4. Bx/rOUMTE 3aMKUCh BPEMEHHBIX METOK TTPY >KYPHATMPOBAHUHU COOBITHIA:

(config)# service timestamp log datatime

5. CoxpaHuTe U3MeHeHUs:

(config)# copy running-config startup-config
Cnoco6 2. C nomouisio Bed-uHTEpeiica:
1. Botigute B Be6-uHTepdetic ycTporicTBa.

2. Tlepetigute B pa3gen Management — Logs — Configs (cM. «Puc. 257»).

Saye Configuration  Ping  Logout Refresh

CIsCco MONITOR  WLANs CONTROLLER WIRELESS SECURITY  MANAGEMENT COMMANDS HELP EEEDBACK
: 3 ~
Management Syslog Configuration Apply
Summary Add
Syslog Server IP Address
b SNMP
HTTP-HTTPS Syslog Server
Telnet-SSH
serial Port Syslog Level Errors ¥
Local Management Syslog Facility Local Use 0 -
Users
User Sessions i )
Msg Log Configuration
¥ LOUSTE
Config )
Message logs Buffered Log Level _Debugging A
Mgmt Via Wireless Console Log Level ‘Disable v
» Tech Support Fils Info
Proc Info O
Trace Info O v

Puc. 257 — Cisco Aironet. HacTpoiika >KypHa/IupOBaHHUsI



3. Ykaxure B pa3fesie c/iefyolyt0 UHPOpMaIuio:

e B miosie Syslog Server IP Addres ykaxure IP-azpec areHTa cOopa /10T-KO/JIEKTOpPa U
HakmuTe KHOTIKY Add;

o B 1osie Syslog Level 13 Boinazaroiiero crivicka BbioeprTe YpOBeHb )KYPHATUPOBAHUS;
o B none Facility u Beirtagarorriero criicka BpioeprTe HeoOXOAMMBIN ypoBeHs facility.
e HakMuTe KHOTKY Apply.

4. Haxwmure kHorKy Save Configuration.

Hanee nepetiaute B BeO-uHTEpdelic m1aTGoOpMbI U BBIOJHUTE AeHCTBHe «BKIIOUeHHEe UCTOUHUKA» [IIsT
ucrounuka Cisco-Aironet.

4.6.2 Cisco I0S. Netflow

Ilnardopma Papap nopgepkuBaer paboty c ycrpoiictBamu Cisco, paboTaroLiMu I0 C/IeAYIOLIM
BepcusM npotokosia Netflow:

o Vb
e V9.

XapakTepucTuky uctouHuka B Ilnardopme Papap:

XapakTepucTuka 3HaueHue

HaszBanmue Cisco-NetFlow

Howmep (ITopT) 2162

Bengop Cisco

Tun NetFlow

IIpoduns c6opa «Mogpysb nf_input»

Buumanue! Bce  komaHObl no HacmpolKe UCMOYHUKA BbINOAHAIOMCS 8 peycume 2100a/1bHOL
KoHguzypayuu. /lns 3mozo nepelidume 8 npueune2upoB8aHHblll pedcum: egedume enable u naponb
aomuHucmpamopd. B KoHconbHOU cmpoke 3HAK > psioOM C UMEHeM XOCma CMeHUmcsl Ha #. 3amem
geedume komaHoy #configure terminal. B KoHCO/bHOU cmpoKe 3HAK # psi0OM ¢ UMeHeM XOCcmda CMeHUmcs
Ha (config)#.

[1711 HaCTPOMKY MCTOUHMKA BBITIOJIHUTE CIe[yIoLe 1eiiCTBUS:
1. TlopkmrounTech K KOHCOJIM YCTPOMCTBA U MepelijuTe B PeXXUM I7100abHOM KOH(PUTypaLUH.

2. BkmouuTe 3KCIIOPT CTaTUCTUKH CETEBOI'O Tpa(’pHKa:

(config)# ip-flow-export destination <IP-agpec areHTa cb6opa nor-konnektopa>
<nopT, YKasaHHbii B npodune cbopa>
(config)# ip flow-export version <Bepcus npoTokona> (LONYCTUMblE 3HAYEHUSN: nnu



(config)# interface <uHTepdeiic, ¢ KOTOpPOro Heob6xoaumo cobupaTb CTATUCTUKY>
(config)# ip flow ingress
(config)# ip flow egress

3. Tlepeiiaute B BeO-uHTepdeic miaTdhopMbl U BBITIOJHUTE AelcTBUe « BKIroueHre NCTOUHUKA» [IJIst
ncroyHuka Cisco-NetFlow.

4.6.3 Cisco IOS Router. System logging

XapakTepucTyiku uctouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHue

Ha3Banue Cisco-IOSRouter
Howmep (ITopT) 2524

Bengop Cisco

Tun IOSRouter

Ipoguns cbopa «Moavyab tcp_input»

Buumanue! Bce KomMaHObl no Hacmpotlike UCMOUYHUKA 6bINOAHAIOMCS 6 pexcume  2/100a/1bHOL
KoHguzypayuu. /lns 3mozo nepelioume 6 npueuie2upOB8aHHbIll pedxcum: egedume enable u naponb
aomuHucmpamopda. B KoHcoabHOU cmpoke 3HAK > psiOOM C UMEHeM Xocma CMeHumcs Ha #. 3amem
ggeoume KomaHoy #configure terminal. B KOHCO/NLHOU CMpPOKe 3HAK # pIOOM C UMeHeM Xocma CMeHUMcs
Ha (config)#.

17151 HaCTPOMKM MCTOUHYMKA BBIMIOJTHUTE C/Ie/lyIOLUe eNCTBUS:
1. TlomkarOuMTECh K KOHCOJIM YCTPOMCTBA U TIepeIuTe B PEXKUM T7100a/TbHON KOHPUTYPaLUH.

2. BxJtoumuTe I0OTMPOBaHKeE MOMBITOK MOAK/IIOUeHHUs K yCTPOUCTBY:

(config)# service timestamps log datetime localtime show-timezone year
(config)# logging userinfo

(config)# login on-failure log

(config)# login on-success log

3. BxsrouuTe norupoBaHue U3MeHeHUM KOHGUrypaly yCTPOKCTBa:

(config)# archive

(config-archive)# log config
(config-archive-log-cfg)# logging enable
(config-archive-log-cfg)# notify syslog
(config-archive-log-cfg)# hidekeys



4. Hactpoiite oTnpaBKy coObITHH Ha areHT cOopa JIOT-KOJUIeKTOpa, yka3aB ero IP-ampec, mopr,
yKa3aHHBI B HACTPOWKax COOTBETCTBYMollero mpoduns cbopa u 3Hauvenue facility (rmo
ymonuanuto local5):

(config)# logging facility locals
(config)# logging host <IP-agpec areHta c6opa nor-konnekrtopa> transport tcp
port <mopT, ykKasaHHbn B npodune cbopa>

5. Ilepeiizute B BeO-uHTepdetic 11aThopMbl U BHITIOTHUTE AelCTBHE « BKIoueHre UCTOUHUKA» [IJIst
ucrouyHrka Cisco-IOSRouter.

4.6.4 Cisco IOS Switch. System logging

XapakTepucTuku uctouHuka B Ilnardopme Pagap:

XapakTepucTHKa 3HayeHHue

HasBanue Cisco-I0S-Switch
Howmep (ITopT) 2523

Bengop Cisco

Tun I0S-Switch

IIpodumns c6opa «Moay/b tcp_input»

Buumanue! Bce KomaHObl no Hacmpolike UCMOUYHUKA 6bINOAHSIOMCS 6 peycumMe  2100a/1bHOL
KoHguzypayuu. /lns 3mozo nepelidume 8 npusuie2upOB8aHHbIll pedxcum: egedume enable u naponb
aomuHucmpamopd. B KoHconbHOU cmpoke 3HAK > psioOM C UMEHeM XOocma CMeHUmcs Ha #. 3amem
ggedume KomaHay #configure terminal. B KOHCONLHOU CMPOKe 3HAK # PAIOOM C UMeHeM Xocma CMeHUMcs
Ha (config)#.

[1711 HaCTPOMKY MCTOUHKMKA BBITIOJIHUTE CIe[yIoLUe 1eliCTBUS:
1. TlogkmounTech K KOHCOJIM YCTPOMCTBA U TIepeliinTe B PeXKUM T7100aIbHOM KOH(UTypariyy.

2. BxsrouuTe 0rupoBaHue MoMbITOK MOJK/IIOUEHHS K YCTPOUCTBY:

(config)# service timestamps log datetime localtime show-timezone year
(config)# logging userinfo

(config)# login on-failure log

(config)# login on-success log

3. BxsrouuTe norupoBaHue U3MeHeHUM KOHGUrypaly yCTPOKCTBa:

(config)# archive

(config-archive)# log config
(config-archive-log-cfg)# logging enable
(config-archive-log-cfg)# notify syslog
(config-archive-log-cfg)# hidekeys



4. Hactpoiite oTnpaBKy coObITHH Ha areHT cOopa JIOT-KOJUIeKTOpa, yka3aB ero IP-ampec, mopr,
yKa3aHHBI B HACTPOWKax COOTBETCTBYMollero mpoduns cbopa u 3Hauvenue facility (rmo
ymonuanuto "local5"):

(config)# logging facility locals
(config)# logging host <IP-agpec areHta c6opa nor-konnekrtopa> transport tcp
port <mopT, ykKasaHHbn B npodune cbopa>

5. Ilepeiizute B BeO-uHTepdetic 11aThopMbl U BHITIOTHUTE AelCTBHE « BKIoueHre UCTOUHUKA» [IJIst
ncroyHrka Cisco-10S-Switch.

4.6.5 Cisco Nexus Switch

XapakTepucTuku uctouHuka B Ilnardopme Pagap:

XapakTepucTHKa 3HayeHHue

Ha3sanue Cisco-Nexus-Switch
Howmep (ITopT) 2525

Bengop Cisco

Tun Nexus-Switch

IIpodumns c6opa «Mogyne udp_input»

IIpumeuanue: no ymoauavuro ucmouHuk Cisco Nexus Switch He umeem 803MOXMCHOCMU U3MEHUMb NOpM
U npomokon omnpagku cobbimuil, nosmomy cbop cobbimuli azeHmom cbopa n02-Koaiekmopa
npoucxooum no 514/UDP.

Baumanue! Bce komaHObl no Hacmpolike UCMOUYHUKA 6bINOAHSIOMCS 6 pexcumMe 2100a1bHOL
KoHpuzypayuu. /lns s3mozo nepelioume 8 npusune2upo8aHHblll pedcum: egedume enable u naponb
aomuHucmpamopd. B KoHconbHOU cmpoke 3HAK > psiOOM C UMeHeM XOCma CMeHUmcs Ha #. 3amem
geedume komaHoy #configure terminal. B KoHConbHOU cmpoKe 3HAK # psi0OM ¢ UMeHeM XOCcmd CMeHUmcs
Ha (config)#.

[17151 HACTPOMKU MCTOUHYMKA BBIMIOJTHUTE C/Ie/IyIOLIUe eCTBUS:
1. TlopxmrounTech K KOHCOJIM YCTPOMCTBA U NepelijuTe B PeXXUM I7100a1bHOM KOHPUTypaLUH.

2. Bx/rouMTe JIOTUPOBAHHE M HACTPOKTE OTIPABKY COOBITHI Ha areHT cOopa JI0r-KoJIeKTopa:

switch(config)# logging message interface type ethernet description
switch(config)# logging event link-status enable

switch(config)# logging event trunk-status enable

switch(config)# logging level all

switch(config)# logging origin-id hostname

switch(config)# logging server <IP-agpec areHTa cbopa nor-kosnekrtopa>
facility locals



3. BepHurech B IpUBU/IETMPOBAHHbBIN PE)KUM U COXPaHUTE U3MEHEHUS:

switch# copy run star

4. Tlepetigute B BeO-uHTepdetic 11aTGOpPMBbI U BBITTOIHUATE [eHCTBHE «BK/TIOUeHHe UCTOUHHUKA» JIJIs
ncrounuka Cisco-Nexus-Switch.

4.6.6 Cisco SG200 Switch

XapakTepucTyku uctouHuka B Ilnargopme Papap:

XapaKkTepucTuka 3HaueHue

HasBanmue Cisco-Nexus-Switch
Howmep (ITopT) 2525

Bengop Cisco

Tun Nexus-Switch

Ipoguns cbopa «Mopavynab tcp_input»

[1711 HaCTPOMKM UCTOUHKMKA BBITIOJIHUTE CIeAyIoLe AeiCTBUS:
1. BoiiguTe B BeO-uHTepdeic ycTporicTRa.
2. Tlepeiigute B Administration — System Log — Remote Log Servers (cMm. «Puc. 258»).

Server Definition: @ DBy IP address () By name

IP Version ) Version & (@ Version 4

Log Server IP Address/Mame: |1?2.30.254.1?

UDP Port [2522
Facility: [Local 5 v |
Description:

B

Minimum Severity Informational v
wohpply| | Close |

Puc. 258 — Cisco SG200 Switch. HacTpoiika oTipaBK¥ coOBITHI

3. Ykaxure B pa3zesie c/ieAyolyt0 HHPOpPMaLUIO:
o Biosie Log Server IP Address/Name ykaxxute [P-afjpec areHTa c6opa J10T-KO/IJIEKTOPa;

e B mnone UDP Port ykakxuTe TIOpPT, MO0 KOTOPOMY areHT cOopa Jior-KosiiekTopa Oymer
NpUHUMaTh COOBITHS. [IO/DKEeH COBMazaTh CO 3HAUEHWEM, YKa3aHHbIM B HACTPOMKax
COOTBeTCTBYIOIIero npodus cobopa;



o B nose Facility u Brimazatoiiero crivcka BbibepuTe HeoOXoAuMbIM ypoBeHb facility:
"Local 5".

4. Tlepeligute B pasgen Administration — System Log — Log Settings u 3as1aiiTe mapameTphl B
COOTBETCTBUHU C «Puc. 259»:

Getting Started g
» Status and Stafistics Log Sﬁnlngﬁ
Legging Enable
System Settings
P iznsgement oo Syslog Aggregator Enable
User Accounts Max. Aggregation Time
Idle Sesslon Timegut — 5 -
ey Oviginator Identifiedid @ :une
(® Hostname
syt Lo ) IPvd Address
T - 1 IPv6 Addrass
. ole Log = () User Dafined
» Fils Managemsnt
Reboot
» Diagnostics RAM Mamory Logging Flash Memary Logging
Discovery - Bonjour
» Discovery - LLDP Emengency: Emeargency:
» Discovery - COP Alert Alert:
Fing Critical: Critical:
= Port Management E E r
mror. rror
» Smadpont
P Wi - !
»_VLAN Managament Waming \Warning: [
» Spanning Tree Matice: Motice: [
» MAC Addrass Tables Infarmational Informational: [
» Multicast Debug: ] Debug: [
» |P Configuration
» Securily I—m—” Cancel |

Puc. 259 — Cisco SG200 Switch. HacTpoiika )xypHa/TMpoBaHHs

5. Tlepeiiaure B BeO-uHTepdeic m1aTdopMbl U BBITIOJHUTE AelCcTBHe « BKIrOueHre NCTOUHUKA» ISt
ucrounuka Cisco-SG200-Switch.

4.6.7 D-link xStack

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapaKkTepucTuka 3HaueHuUe

HaszBanmue Dlink-xstack

Howmep (ITopT) 2773

Bengop D-link

Tun Switch

TIpoduns c6opa «Mogayiae udp_input»

1711 HaCTPOWKM UCTOUHKKA BBITIOJIHUTE CIeAyIoLe IeiCTBUS:
1. BoiiauTe B BeO-nHTEpdeIiC yCTPOKCTBA.
2. Tlepeiigute B pa3zen Administration — System Log — System Log Host.

3. Ortkpoiite System Log Server uiu System Log Server-Add (cm. «Puc. 260»).



Configure System Log Server-Add
Index(1-4) 1
Server IP 0000

Severity ALL v
Locall v
UDP Port(514 or 6000-65535) 514

Status Disabled v

Apply

Show All System Log Servers

Puc. 260 — ITpumep 0KHa HACTPOMKH A00AB/IEHHS OTIPABKY COOBITHI
4. YKaxuTe creAyroIIyi0 WHOOPMaLUIO:

o B nosie Index ycraHoBute 3HaueHue "1". Eci yCTpPOMCTBO y)kKe HaCTPOEHO Ha OTTIPaBKY
Ha JIpyTue cepBepbl, To BbibepuTe CBOOOAHBIN K/IHOU B Auara3oHe ot "1" 1o "4";

o B osie Server IP ykaxuTte [P-agpec areHTa c6opa JIor-KOJIJIeKTOPa;
e B T1IOJIe Severity 13 BbIMA alOIIero CrMcKa BeibepuTe 3HaueHue "ALL",

e B none Facility u3  BbImagatomiero  crnvcka  BblOepuTe  3HaueHWe  "Locald
(security/authorization messages)";

e B rmiosie UDP Port ykaxxute MopT, MO KOTOPOMY areHT cbopa Jior-KosieKkropa Oyzer
NpUHUMAaTh COOBITHS. [IO/DKEH COBMaJaTh CO 3HAUEHWEM, yKa3aHHbIM B HACTPOMKax
COOTBeTCTBYHOLL[Ero rnpodus coopa;

e B ose Status 13 BbIMaaloOIero Crrcka BeibeprTe 3HaueHue "Enabled";

e HaxmuTe KHOKy Apply.

5. Tlepeiaure B BeO-uHTepdeic m1aTdopMbl U BBITIOJTHUTE AelCTBHe « BKIrOUeHre NCTOUHUKA» ISt
ucrounuka Dlink-xstack.

4.6.8 Eltex Switch

XapakTepucTuku ucrouHuka B [Inardopme Papap:

XapakTepucTHKa 3HaueHue

Ha3zBanmue Eltex-Switch

Howmep (TTopT) 2533

Benpnop Eltex

Tum Switch

IIpoduns c6opa «Mopysb udp_input»

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/IeyIOLUe NeUCTBUS:

1. BoiiguTe B BeO-uHTepdeiC yCTpoiCTRa.



2. Tlepetigute B pa3gen System — Logs — Servers (cMm. «Puc. 261»).

=

Configuration Tree oIk

o W System
| System Information
[ ] Reset
o Time
o IP Addrassing
o Domain Name System
= W Logs
| | Propertias
| Flash
| Memor

o File Management
SNMP

Physical
Management Security
Metwork Security
Layer 2

QoS

Statistics RMON

§f GP o3 G gpogpoop

Puc. 261 — Be6-unrepdeiic ycrporictBa. HacTpoiika )XypHaIupoBaHUsA

3. Haxwmurte kHornky Add (+). Otkpoetcst okHO "Add Syslog Server" (cm. «Puc. 262»).

Add Syslog Server

Server [172.30.254 99
UDP Port
Facility
Description

e

Minimum Severty [|niormational w

Puc. 262 — Okno "Add Syslog Server"

4. B OKHe BBITIOJIHUTE C/IeAYIOLIMe JAelCTBUS:

B osie Server ykaxute [P-azpec areHTa cbopa J10r-KOJ/IIeKTOpA.

B mosie UDP Port ykakuTe TOpPT, M0 KOTOPOMY areHT cOopa Jjor-Kosijiektopa Oyzer
NpUHUMaTh COOBITHS. [lO/DKEeH COBMazaTh CO 3HAUEHWEM, YKa3aHHbIM B HACTPOMKax
COOTBeTCTBYHOIIIero npoduss cobopa;

B mosie Facility 13 Bbimajaroiiero crivicka Beidepute 3HaueHue "Local 5".

B mose Minimum  Severity U3  BbINIAZAION[ETO  CIHMCKA  BbIOEpUTE  3HAueHHe
"Informational".



e HaXMHUTe KHOTKY Submit.

5. Ilepeiizute B BeO-uHTepdetic 11aThopMbl U BHITIOTHUTE AeHCTBHE « BKIOueHre UCTOUHUKA» [IJIst
rcrounuka Eltex-Switch.

4.6.9 HP Switch

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapaKkTepucTuKa 3HaueHue

HasBanue HP-Switch

Howmep (ITopT) 4530

Bengop HP

Tun Switch

IIpodums c6opa «Mogayab udp_input»

151 HACTPOWKU MCTOUHWKA BBITIOJTHUTE CIeIyIOIIe JeHCTBUS:
1. BoiiguTe B BeO-uHTepdeiC yCTPorCTRa.
2. Tlepeiipute B pa3znen Log — Setting.

3. B 6noke Log to hosts ykaxxute IP-agpec areHTa cbopa JIOT-KO/UIeKTOpa W TIOPT (/0/KeH
COBIIAZIATh CO 3HAUeHHEM, yKa3aHHBIM B HACTPOMKAX COOTBETCTBYIOIIEro rmpoduss coopa).

4. Haxwmure KHOIKy CoxpaHuTb U IIpyMeHUTh.

5. Tlepeiiaure B BeO-uHTEpdeic m1aTdopMbl U BBITIOJHUTE AelCTBHe « BKIrOueHre NCTOUHUKA» ISt
ucrounuka HP-Switch.

4.6.10 Huawei Switch

Inardopma Pagap nogzep>kuBaeT paboTy CO C/IeAYIOIIMMY BEPCUSIMH YCTPOWCTBA:
e Huawei S Series Switch;
e Huawei AR Series Router;
e Huawei USG Series Firewall.

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHUe
HasBanue Huawei-Switch
Howmep (ITopT) 2531

Benpmop Huawei

Tun Switch



XapakTepucTuka 3HaueHue

Ipoduns cbopa «Moaynb udp_input»

17151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOLIUe JeCTBUS:

1.

Boiigure B wuHTepdeiic komaHaHou cTpoku (CLI) wmapuipytuzatopa Huawei cepuu AR,
koMmmyTtaropa Huawei cepuu S nmm MmexxceteBoro s3kpaHa cepuu USG.

[MosyunTte AOCTYI K CUCTEMHOMY TIpe/iCTaB/IeHHUIO:

system-view

BxtourTe nHMOpPMaI[MOHHBIN LIEHTP:

info-center enable

HactpotiTe oTripaBKy coo6iieHui nHGOPMaIMOHHOTO YPOBHS:

info-center source default channel loghost log level informational debug state
off trap state off

[TpoBeprTe HCXOAHYIO KOHGUrypauuio Mapuipytu3atopa Huawei cepuum AR, kommyTtatopa
Huawei cepuu S nnmn mexxcetreBoro skpana cepumn USG:

display channel loghost

Ykaxure IP-aspec areHta cbopa Jior-kojuileKTopa B KayeCTBe XOCTa >KypHasa [yjis Balllero
KomMyTaTopa u 3azaiiTe facility:

info-center loghost <ip-apgpec areHTa cb6bopa nor-konnektopa> facility <3HaueHue
facility> (Hanpumep, local0)

CoxpaHuTe U3MeHeHUs U 3aKpoiiTe UHTep(eiic KOMaHJHOW CTPOKU:
quit

[MepetiauTte B BeO-uHTepdetic m1aThopMbl U BHITIOHUATE AeHCTBHE « BKIOueHHe UCTOUHUKA» [IJIst
rncrounuka Huawei-Switch.

4.6.11 MikroTik Router

IlnaTdopma Papap noszep>xuBaet paboTy €O C/IeAYIOIUMUA BEPCUSIMU YCTPOHCTBA:

Mikrotik-hEX-S;
Mikrotik-hAP-ac2.

XapakTepucTuku ucrouHuka B [Inardopme Papap:

XapakTepucTHKa 3HaueHue

Mikrotik-hEX-S

HasBanue

Howmep (TTopT)

Mikrotik-hAP-ac2

Mikrotik-hEX-S - 2598
Mikrotik-hAP-ac2 - 2599

Bengop Mikrotik

Tun

Switch



XapakTepucTuka 3HaueHue

Ipoduns cbopa «Moayne udp_input»

HacTpoiiky MCTOYHHMKA MO>KHO BBITIOJTHUTE C/IEYIOIIMMH CIIOCOOaMU:
e  C NOMOLBIO KOHCO/I YCTPONCTBA;
e C TIOMOII[bIO BeO-uHTEpdelica.

Cnoco6 1. C noMo1b0 KOHCO/IH YCTPOICTBA:
1. Boiigute B Winbox u otkpoiite New Terminal.

2. BbINosHUTe HACTPOUKY AEeUCTBUM 10 BeIeHUI0 CUCTEMHOTO JKypHara:

/system logging action

add bsd-syslog=yes - Bk/w4veHue BSD Syslog

name=syslog

target=remote

remote=<ip-agpec areHTa cbopa nor-konnekrtopa>
remote-port=<nopT, YKa3aHHbIi B COOTBETCTBYWlUEM npopune cbopa>

3. BbInonHKTe HaCTPOWKY YPOBHS ZleTanu3aliiy BeJleHUs )KypHasa:

/system logging

add action=syslog topics=info

add action=syslog topics=critical
add action=syslog topics=error
add action=syslog topics=warning

Cnoco6 2. C noMoibio Bed-uHTepderica:

1. Boiigute B Winbox u nepeligure B pa3zgen System — Logging — Action.

2. [ns co3manus HOBoro Action HaXXMUTe KHOTIKY +.

3. B oTKpbIBILIEMCS OKHE YKa)KUTe C/IeyIOLy0 MH(POPMaLHIO:
o B osie Type U3 BhINazaroIero CriMcka BpiOepuTe 3HaueHre Remote;
o B mosie Remote Address: ykaxxure [P-azpec areHra coopa 10r-Ko/IeKTopa;
o B 1o/ie Remote Port: ykakuTe MopT, yKa3aHHbINA B COOTBETCTBYHOLeM Tipodue cbopa;
e ycraHoBute ¢uiar BSD Syslog;
e HakmuTe KHOTKY OKk.

4. Tlepeligute Ha Bkiagky Rules u 1o6aBbTe ueThipe Tomuka: info, critical, error, warning.

5. /[lyiA co3jaHus TOIMKA HAKMUTE KHOIIKY +.

6. B OTKpBIBIIEMCS OKHE YKa)KUTe C/IeyIoIIyt0 WH(OpMAI[UIO:
e B osie Topics 13 BBIMA/AMOIETO CITHMCKA BbIOEpUTE HeEOOXOAMMBIHN TOMUK, HaripuMep info;

e B T1I0JIe Action 13 BBINA/AIOIIETO CITMCKA BbIOEpUTe 3HaUeHUe syslog;



e HaxMmuTe KHOTIKY OK.
7. TloBTopuTe AeuncTBUs 5-6 [/1s1 CO3MaHUs BCeX UeTbIpeX TOMUKOB.

Hanee nepetiaute B BeO-uHTEpdelic m1aTGopMbl U BBITOJHUTE AeHCTBHe «BKIIOUeHHEe NUCTOUHUKA» [IIsT
COOTBETCTBYIOLLIETO UCTOUHUKA:

o Mikrotik-hEX-S;
e Mikrotik-hAP-ac2.

4.6.12 Ubiquiti Switch

XapakTepucTyuku uctouHuka B Ilnardopme Papap:

XapakTepucTuka 3HaueHUe

HaszBanmue Ubiquiti-switch

Howmep (ITopT) 2557

Benzop Ubiquiti

Tun Switch

Ipoguns cbopa «Mopayib udp_input»

HacTpoiiky MCTOYHMKA MO>KHO BBITIOJTHUTE CIeYIOIIMMH CIIOCO0aMU:
e  CIIOMOLBIO KOHCOJIM YCTPOMCTBA;
e C TIOMOII[BIO BeO-uHTEpdelica.

Cnoco6 1. C noMo1br0 KOHCOTH YCTPOICTBA:

Buumanue! Bce komaHObl no Hacmpolike UCMOYHUKA 6bINOAHAIOMCA 8 pexcume 2/100a/1bHOU
KOH(uzypayuu. /[[na smozo nepelidume 8 npusuie2upoB8aHHblll pedxcum: eeedume enable u naponb
aomuHucmpamopd. B KoOHco/nbHOU cmpoke 3HAK > psidoM C UMeHeM XOoCmda CMeHUmcsi Ha #. 3amem
ggedume KomaHoy #configure terminal. B KOHCO/bHOU cmMpOKe 3HAK # psi0OM C UMeHeM XOCmda CMeHUmcs
Ha (config)#.
1. BxsrouuTe XypHa/MPOBaHKWE U HaCTPOWTe TIOJK/TIOUEHKE K areHTy cOopa JIoT-KOJIJIeKTopa:
(config)# logging syslog
(config)# logging host <IP-agpec areHTa cbopa or-konnekrtopa> ipv4 port 6
'ne:
e <IP-agpec areHTa cbopa for-konnektopa> - IP-agpec areHta cbopa Ji0r-KoJIeKTopa;
e port- TIOPT, IO KOTOPOMY areHT cbopa Jior-Kos/uiektopa OyzeT NMpUHUMAaTh COOBITHS.

[omkeH coBMajaTh CO 3HAUEHWEM, YKa3aHHBIM B HACTPOMKaxX COOTBETCTBYIOIIErO
ripousisi cbopa;

e 6 - HEOOXOAVMBIN YPOBEHb Severity.

2. TIpoBepbTe MOAK/IIOUEHHE K areHTy cOOpa JIOT-KOJ/IJIEKTOpa:



(config)# show logging hosts

IIpumep otBera:

Index IP Address/Hostname Severity Port Status

3. TlpoBepbTe HaCTPOMKU:

(config)# show logging

ITpumep oTBeTa:

Logging Client Local Port

Logging Client Source Interface : (not configured)
CLI Command Logging : enabled

Console Logging : enabled

Console Logging Severity Filter : info

Buffered Logging : enabled

Buffered Logging Severity Filter : info

Persistent Logging : disabled
Persistent Logging Severity Filter : alert

Syslog Logging : enabled

Cnioco6 2. C noMoibio Bed-uHTepderica:
1. BoiiguTe B BeO-uHTepdeic ycTporicTRa.
2. Tlepeiigute B pa3zen System — Logs — Configuration.

3. Ykaxure B paszese yieyrol{e HaCTPOUKHU:

Log Configuration

Buffered Log Configuration
Admin Mode Enable

Behavior Wrap

Command Logger Configuration
Admin Mode Enable

Console Log Configuration
Admin Mode Enable

Severity Filter Info
Persistent Log Configuration
Admin Mode Disable
Severity Filter Alert
Syslog Configuration

Admin Mode Enable

Local UDP Port port (1 to )

4. CoxpaHuTe V3MeHeHUs.

Hanee nepetigute B Be6-uHTepdetic iaThopMbl U BLITIOTHUTE JeMCTBUe «BK/IoueHHe UCTOUHUKA» ISt
rncroyHuka Ubiquiti-switch.



4.7 Cuctembl 3aWMTbIl 3/IEKTPOHHOW NOYTbI

[Tpu paboTe MO MOAK/IFOUEHHUIO CUCTEM 3all[UThI I€KTPOHHOMW IMOUThI B KauecTBe MCTOYHHWKA COOBITHI
B [Inardopmy Pasap BaM MOKeT NpUrogUTHCS CleAyroLasi CripaBovHast MH(OpMaLUs:

o «McTOYHMKNY;

e «Hactpoiika J10r-Ko/aeKTopay.

4.7.1 IBM Postfix

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHue

Ha3panue IBM-Postfix

Howmep (ITopT) 1534

Bengop IBM

Tun MTA

IIpoduns cbopa «Mogayab udp input»

[11s1 HACTPOMKM MCTOYHMKA BBITIOJIHUTE C/IelyIOLHe eNCTBUS:
1. Tlopxmroumtech o SSH K y35y ¢ ycraHoBieHHbIM Postfix MTA.

2. B xoHdurypauuroHHoM ¢atine /etc/rsyslog.conf yKakuTe cyie[yrolliye HaCTPOUKU:

mail.*@<IP-agpec areHTa cbopa nor-kKonnektopa>:port
I'pe:
e mail - 3Hauenue facility (o ymonuanuio);
e (@ - mepezmaya faHHBIX 110 rpoToKoay UDP;
e <IP-agpec areHTa cbopa nor-konnexktopa> - [P-ampec areHTa cOopa JIOT-KOJIEKTOPA;

e port - TOpT, MO KOTOPOMY areHT cOopa Jior-KosuieKTopa OyZieT MpUHUMATh COOBITHS.
IomkeH coOBMajaTb CO 3HAueHWEM, YKa3aHHbIM B HACTPOMKAaX COOTBETCTBYIOIIETO
nipodust coopa.

IIpumeuanue: npu HeobxoouMocmu 8bl MOdceme usMeHUmMb 3HaueHue facility, 3a0aHHOe NO yMOAUAHUIO.
Jns smozo e KoHguypayuoHHom cpaline /etc/postfix/main.cf ykaxcume Heobxooumoe 3HaueHue 8
cmpoke syslog facility u nepezanycmume cayxcOy Postfix. 3amem ykadxcume OaHHOe 3HaueHue 8
KoHuzypayuoHHom ¢paiine /etc/rsyslog.conf eMecmo 3HayeHust N0 yMoAuaHuro mail.

3. CoxpaHWTe U3MeHEHHs U Tiepe3arryCTuTe Cyx0y rsyslog:
# systemctl restart rsyslog.service

4. Tlepetigute B BeO-uHTepdetic 11aTGOpMbl U BBITTOTHUATE [IeHCTBHE «BK/IIOUeHNe UCTOUHHUKA» /ISt
rcrounvuka IBM-Postfix.



4.7.2 Microsoft Exchange Server. Audit

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTuKa 3HaueHHne

Ha3zBanwue Microsoft-Exchange-Audit

Howmep (TTopT) 1533

Benzop Microsoft

Tun Exchange audit

IIpoduns c6opa (J10KanbHbIHA c60p) «Moaynse eventlog_input_local»

Ipoguns cbopa (yaneHHbli c6op) «Moayab smb_input»

,Z[J'IH HaCTPOﬁKH HNCTOYHHMKA BBITTOJIHUTE C/IeAyrolne AEﬁCTBHHI

IIpumeuaHue: cobbimus Om UCMOYHUKA BK/HUEeHbl NO YMOAYAHUIO U 3aNUChbIBAOMCS 8 JHCYpHAA NO
nymu C:\Program Files\Microsoft\Exchange Server\V15\Logging\CosmosQueue.

PexkomeHndyemcsi ycmaHaenueamb azeHm cb6opa /n02-Koa1eKkmopa Ha mom dice cepgepe, 20e u Microsoft
Exchange Server, HO npu HeobXoOuMOCMUu 8bl MOJXceme e20 HACMpPOUmb HA YOdAeHHOM cepeepe
(nodpobHee cm. pazden «Microsoft Exchange Server. C6op cobbimuli no cemu» ).

[Mepefizute B BebO-MHTepdeNc TIaThGOPMBI M BBHITIOJHUTE [eHCTBHe «BK/IHOUeHHWEe WCTOUHMKA» /ISt
rcrouHruka Microsoft-Exchange-Audit.

4.7.3  Microsoft Exchange Server. Message Tracking

XapakTtepuctyuku uctounuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHune

Ha3Banue Microsoft-Exchange-MessageTracking
Howmep (TTopT) 1532

Benpop Microsoft

Tun Message Tracking

IIpoduns cbopa (JI0KanbHbIHA c60p) «Mogaynb eventlog input_local»

ITpodwuis cbopa (yaaneHHbId cbop) «Moaynas smb_input»

IIpumMeuaHue: cobbimusi om UCMOUHUKA HeoOXOOUMO 6KAIoUUMb uepe3 KOHCOo/Mb. Cobbimusi 6Oydym
3anucbigambcsi 8 JcypHanr no nymu C:\Program Files\Microsoft Exchange Server\V15\
TransportRoles\Logs\MessageTracking.



PexkomeHdyemcsi ycmaHaenugamp azeHm cOopa /02-Koa1eKmopa Ha mom dice cepeepe, 20e u Microsoft
Exchange Server, HO npu Heo6xoOumMOCMUu 8bl MOJXceme HACMpPOUmMb e20 Ha yOdjaeHHOM cepeepe
(nodpobHee cm. pazden «Microsoft Exchange Server. Coop cobbimuii no cemu»).

,Z[]'IH HaCTpOﬁKH HNCTOYHHMKA BBITMTOJIHHUTE C/IeAYyroLue AEﬁCTBHHI

1. Boiigute B KoHcomb Exchange Administration Center u mnepeiiiure B paszen Servers
(cm. «Puc. 263»).

1] CEnterprise  Office 365

Exchange admin center

recipients servers databases database availability groups virtual directories  certificates
permissions
compliance management L
TAME T SERVER ROLES VERSION
organization
ADDNSEXCH Mailbox Version 15.1 (Build 1034.26) ADDNSEXCH
protection
Mailbox
il flow Version 15.1 (Build 1034.2
Standard
Licensed
mobile
public folders

unified mes:

hybrid

tools

Puc. 263 — Bo16op mouToBOro cepeepa

2. BeiGepuTe HY)KHBIV TIOUTOBBINA cepBep, HAXMHUTe KHOMKY Edit ¥ B OTKpBIBIIIEMCST OKHe TiepeiiinTe
Ha BK/1agKy "transport logs" (cM. «Puc. 264»).

ADDNSEXCH

Message tracking log
Enable message tracking log
Message tracking log path:

|xchange Server\V15\TransportRoles\Logs\MessageTracking
IMAP4
unified messaging Connectivity log
DNS lookups Enable connectivity log
. Connectivity log path:
fransport limits

|xchange Server\V15\TransportRoles\Logs\Hub\Connectivity
I' transport logs ]

Outlook Anywhere Protocol log

Send protocol log path:
| C\Program Files\Microsoft\Exchange Ser\.rer\‘u"15\TransportRole|

Receive protocol log path:

| C\Program Files\Microsoft\Exchange Server\V1 5\TransportRoIE|

Save | Cancel

Puc. 264 — Hactpoiika nouroBoro cepsepa. Bkiagka "transport logs"

3. Ha Bkagke "transport logs" ykaxxute cjiefyolie HaCTPOUKHU:

o B nosie Enable message tracking log Bk/itounte orciexuBaHue cooOlieHUi Ha cepBepe,
yCTaHOBUB COOTBETCTBYOIMIA (rar;



o B none Message tracking log path ykakute nyTh K daliny xKypHaa;
e HaXMHTe KHOIIKY Save.

4. Tlepeligute B BeO-uHTEpdeiC 1M1aT(HOPMbI ¥ BBITIOJHUTE JeHCTBHEe « BKIFOUeHHe UCTOUHUKA» /IS
rcrouHrka Microsoft-Exchange-MessageTracking.

4.7.4  Microsoft Exchange Server. OWA

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTuKa 3HaueHHne

Ha3zBanwue Microsoft-Exchange-OWA

Howmep (ITopT) 1530

Benpop Microsoft

Tun OWA

Ipoduns c6opa (J10KanbHbIHA c60p) «Moaynse eventlog_input_local»

[Mpodunb cbopa (yAaneHHbIH cHOp) «Mopysib smb_input»

IIpumeuaHue: coObIMUsi OM UCMOUHUKA BK/KOUEHbl NO YMOAUAHUIO U 3aNUChI8AOMCS 8 HCYPHA/IbI NO
nymu C:\inetpub\logs\LogFiles\W3SVC1 u C:\inetpub\logs\LogFiless\W3SVC2.

PexkomeHndyemcsi ycmaHaenueamb azeHm cb6opa /n02-Koa1eKkmopa Ha mom dice cepgepe, 20e u Microsoft
Exchange Server, HO npu HeobXoOuMOCMU 8bl MOJXceme HACMPOUMb e20 HA YOdAeHHOM cepeepe
(nodpobHee cm. pazden «Microsoft Exchange Server. C6op cobbimuli no cemu» ).

[Mepefigute B BebO-MHTepdeNc TIaThGOPMbI M BBHITIOJHUTE [eHCTBHe «BK/IIOUeHHWEe WCTOYHMKA» /ISt
rcrounruka Microsoft-Exchange-OWA.

4.7.5 Microsoft Exchange Server. SMTP

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHune

HasBanue Microsoft-Exchange-SMTP

Howmep (TTopT) 1531

Benpop Microsoft

Tun SMTP

IIpoduns cbopa (JIOKanbHLIHA c60p) «Moayns eventlog input_local»

ITpodwuis cbopa (yaaneHHbId cbop) «Mopayns smb_input»




IIpuMeuaHue: coObIMusi OM UCMOUYHUKA HeobXOOUMO 6KAloUUMb uepe3 KOHCO/Mb. Cobbimus 6ydym
3anucbigambcs 8 JcypHaa no nymu C:\Program Files\Microsoft\Exchange Server\V15\TransportRoles\
Logs\FrontEnd\ProtocolLog.

PexkomeHndyemcsi ycmanaenueamb azeHm cb6opa /02-KoaieKkmopa Ha mom dice cepgepe, 20e u Microsoft
Exchange Server, HO npu HeobXoO0umMoCmu bl MOXceme HACMPOUMb e20 HaA YOd/AeHHOM cepeepe
(nodpobHee cm. pazden «Microsoft Exchange Server. C6op cobbimuli no cemu» ).

,Z[]'IH HaCTpOﬁKH HNCTOYHHMKA BBITIOJIHHUTE C/IeAYyHoLue AEﬁCTBHHI

1. Boiigute B KoHcOoMb Exchange Administration Center u mnepeiiaute B pa3sfen Mail
Flow — Receive Connectors (cM. «Puc. 265»).

] Enterprise  Office 365

Exchange admin center

recipients rules delivery reports  accepted domains email address policies |receive connectors| send connectors

permissions

compliance management Select server: |ADDNSExch.pgtest.org hd
organization + S0 -
NAME A | STATUS ROLE
protection
Client Frontend ADDNSEXCH Enabled FrontendTransport c
mail flow Client Proxy ADDNSEXCH Enabled HubTransport
Default ADDNSEXCH Enabled HubTransport L
mobile 1
Default Frontend ADDNSEXCH Enabled FrontendTransport v
t
public folders Outbound Proxy Frontend ADDNSEXCH Enabled FrontendTransport Vi
Ce
unified messaging Di
Le
serve o
) M
hybrid 3¢
tools

Puc. 265 — Pa3aen "Mail Flow"

2. Beibepute Hy)KHBINi KOHHEKTOp, HakmuTe KHOTNKY Edit 1 B OTKpBIBIIIEMCSI OKHe TepeiuTe Ha
BK/IaAKy "general" (cm. «Puc. 266»).

1] CEnterprise Office 365 i - 2.

Exchange admin center

recipients rules delivery reports  accepted domains  email address policies freceive connectors Jsend connectars

(2 Exchange Receive Connector - Internet Explorer -
permissions

compliance management Select server: | ADDNSExch.pgtestorg v Default ADDNSEXCH
organization + Eﬁ [ » general v
ersion:
o NAME & STATUS ROLE security [Version 15.1 (Build 1034.26)
protectiol

scoping

Client Frontend ADDNSEXCH Enabled FrontendTransport
Client Proxy ADDNSEXCH Enabled HubTransport
l Default ADDNSEXCH Enabled HubTransport

Default Frontend ADDNSEXCH Enabled FrontendTransport
Outbound Proxy Frontend ADDNSEXCH Enabled FrontendTransport

mobile

public folders

unified messaging

J Choose Verbose to
< the SMTP conversa
between e-mail ser

Maximum recei
6 v

Puc. 266 — HacTpoiika napaMeTpoB JIOTHPOBaHMS.
3. Ha Bknagke "general" ykakuTe ciefiytolijie HaCTPOUKHU:

o B nosne Connector status ycraHoBuTe pyiar Enable;

« B 1ose Protocol logging level list BoiGepuTe 3HaueHue "Verbose";



e HaXMHTe KHOIIKY Save.
4. Tlepeligute B BeO-uHTEpdeiC 1M1aT(HOPMBI ¥ BBITIOJTHHUTE [eHCTBHE « BKIFOUeHHe UCTOUHUKA» /IS
rcrounvuka Microsoft-Exchange-SMTP.
4.7.6 Microsoft Exchange Server. C60p co6bITUii NO ceTn
[Tpu He06XOAUMOCTH MOXKHO HACTPOUTH COOP COOBITHIA TIO CETH /ISl CJIe[YIOLINX UCTOYHUKOB:

o «Microsoft Exchange Server. Audit»;

e «Microsoft Exchange Server. Message Tracking»;

e «Microsoft Exchange Server. OWA»;

e «Microsoft Exchange Server. SMTP».

[y 3TOr0 HEOOXOUMO OTKPBITH CETeBOM JOCTYII K KarajoraM C )KypHa/laMM U HaCTPOWTh Y/a/eHHbIH
areHT cOopa JI0T-KOJUIeKTOpa AJ1si cOopa JaHHBIX 110 CETH.

[TpumeuaHye: TpeANIOYTHUTENBHBIM CrIocoO0oM cbopa [JaHHBIX, Kak HaubOosiee 0Ge30TacHbBIM, SIBISIETCS
yCTaHOBKa areHTa cbopa jor-kosuiekropa Ha cepBepax Exchange, 1mockosbky B JaHHOM Ciydae He
MIpU/IeTCSl OTKPBHIBATh CETeBOM JOCTYII K KaTasaoraM C KypHalaMH.

[y HacTpoliKK cOopa COOBITHIA TIO CETU BBITTOIHUTE CIeYIOLHe JeCTBUS:
1. OTtkpourTe ceTeBOM AOCTYII K KaTajoram C >KypHa/laMH.
2. Co3paiite nosib30BaTess C TpaBaMU JJOCTyTa K 3TUM KaTajioram 1o CeTH.

3. Ha ypmaneHHoMm areHTe cOOpa JIOT-KOJ/IJIEKTOpa HacTpoute mpoduas coopa smb_input s
COOTBETCTBYIOILIET0 CTOUHUMKA (TIogpoOHee cM. pa3zen «Moysib smb_input»).

4, HPOBepre AOCTYITHOCTBb HeO6XO,Z[I/IMbIX daZipeCcoB U IIOPTOB, B C/iydde HeAOCTYITHOCTHU OTKpOﬁTe
HNX Hd MEXXCETEBOM 3KpdHE.

5. [Hanee mepeiinure B BeO-uHTepdeiic TmaTGopmMbl U BBIIOJIHUATE [eHCTBUe «BK/IOueHUe
HMCTOYHMKA» /1JIs1 COOTBETCTBYIOIEr0 MCTOUHHUKA:

e Microsoft-Exchange-Audit;

e Microsoft-Exchange-MessageTracking;
e Microsoft-Exchange-OWA;

e Microsoft-Exchange-SMTP.

4.7.7 Zimbra

XapakTepucTuku ucrouHuka B [Inardopme Papap:

XapakTepucTHKa 3HaueHue
Ha3zBanme Zimbra
Howmep (TTopT) 1599

Benpnop Synacor



XapakTepucTuka 3HaueHue

Tun MTA

[Ipodums c6opa «Moayib tcp_input»

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/IeIyIOLUe NeUCTBUS:

1. OtkpotiTe KOHGHUTYPALMOHHBIN (haiii Cy»KObI rsyslog:

# nano /etc/rsyslog.conf

2. B xoHdurypauuroHHoM ¢aiine /etc/rsyslog.conf yKakuTe cyie[yroliye HaCTPOUKU:

module(load="imfile" PollingInterval="5")
input(type="imfile"
reopenOnTruncate="on"
File="/opt/zimbra/log/audit.log"
Tag="zimbra-audit"
ruleset="zimbrafwd")
input(type="imfile"
reopenOnTruncate="on"
File="/opt/zimbra/log/mailbox.log"
Tag="zimbra-mailbox"
ruleset="zimbrafwd")
ruleset(name="zimbrafwd")
{
action(type="omfwd"
Target="IP-agpec konnexktopa'
Port="1599"
Protocol="tcp"
ResendLastMSGOnReconnect="on"
action.resumeRetryCount="100"
queue.type="linkedList"
queue.size="10000")
stop

}

### begin forwarding rule ###
*.* @@<IP-appec areHTa cbopa nor-konnektopa>:port
### end of the forwarding rule ###

I'ne:
e (0@ - mepesauva JaHHbIX 110 TipoTokony TCP;
e <IP-agpec areHTa cbopa nor-konnexktopa> - [P-ampec areHTa cOopa JIOT-KOJIEKTOPA;

e port - TOpT, 1O KOTOPOMY areHT cOopa Jor-kosuieKTopa OyZieT MpUHHUMATh COOBITHS.
[omkeH coBMajaTb CO 3HaueHWeM, YyKa3aHHBIM B HACTPOMKaxX COOTBETCTBYIOIIErO
nipodusis cbopa.

3. Tlepesamnycrute ciyx0y rsyslog:
# systemctl restart rsyslog.service

4. Tlepeligute B BeO-uHTEpdeC M1aTHOPMBI ¥ BBITIOTHHUTE [eHCTBHE « BKIFOUeHHe UCTOUHUKA» /IS
rcTouHuka Zimbra.



4.8 NHdpacTpyKTypHbIe CUCTEMDbI

IIpu paboTe 10 TOAK/IIOUEHUIO WHQPPACTPYKTYPHbIX CHUCTEeM B KaueCcTBe MCTOUHUKA COOBITHI
B [Inardopmy Pasap BaM MOKeT NpUrogUTHCS CleAyroLasi CripaBovHast MH(OpMaLUs:

o «McTOYHMKNY;

e «Hactpoiika J10r-Ko/aeKTopay.

4.8.1 Citrix ADC (Netscaler)

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHue

Ha3Banue Citrix-ADC

Howmep (ITopT) 2870

Bengop Citrix

Tun Citrix-Netscaler
ITpoduns cbopa «Monavyb tcp_input»

IIpumeuaHue: pekomeHOyemcsi HAcmpaueamb UCMOYHUK uepe3 eeb-uHmepgelic u UCno/nb308amb
YKa3aHHble napamempbl KoHpuaypayuu. [Ipu koHgueypuposaHuu yepe3 KOMAHOHYIO CPOKY UCho/b3ylime
MOuUHO makue dce napamempbl. M3meHeHue 1106020 U3 HUX MOXCem nNO8AUsiMb HA KOPPEeKMHOCMb
pabombl npasus pazbopa e Ilnamgpopme Padap.

WHdopmaruio o lapameTpax, a Takke 0 criocobe HaCTPOHKH UCTOYHHKA C TIOMOIIIbI0O KOMaH/HOW CTPOKH,
MO>KHO MOJIyYMTh B IOKYMEHTalMY Ha caliTe BeH/0pa.

7151 HACTPOWKU MCTOUHUKA BBITIOJTHUTE C/Ie/IyIOLIUe eCTBUS:

1. Boiiaure B BeO-uHTepdeiic Citrix ADC (cM. «Puc. 267»).

it [ ADC -

Puc. 267 — Bxoj B Be6-unTepdetic Citrix ADC

2. Tlepetigute B pa3gen Configuration — System — Auditing — Syslog (cm. «Puc. 268»).


https://docs.citrix.com/en-us/citrix-adc/current-release/system/audit-logging.html

cifrix. ADC VPX (Freemium)

Dashboard Configuration Reporting Documentation Downloads

Q Se System » Auditing > Syslog Auditing » Policies

Favorites

£

ISyslog Auditing

~ Policies @  Servers 1

Licenses

Select Action

Settings
Diagnostics O\

High Availability > (] NAME SERVER GLOBALLY BOUND?
NTP Servers 0O test_audit_policy log_collector v

Reports Total 1

Reporting Configs

Profiles

Partition >
Administration

User >
Administration

Authentication >

Nslog

Message
Actions

Puc. 268 — HacTpoWKH )XypHa/IMPOBaHHSA

3. Tlepeiigute Ha BKIaAKy Servers u HaxmuTe KHOMKY Add. Otkpoetcsi okHO "Create Auditing
Server" (cm. «Puc. 269»).

< Create Auditing Server

Auditing Type
SYSLOG

Name

log_collector

Server

Server Type*

IP Address”

Port

2871

Log Levels

@ ALL NONE cuUsTOM

Log Facility*
LOCALO v

Date Format*

‘ DDMMYYYY

Time Zone
oMt

(8 TCP Logging
(8 ~cL Logeing

User Configurable Log Messages
AppFlow Logging

Large Scale NAT Logging

ALG messages Logging
Subscriber Logging

DNS

SSL Interception (1)

(@ URL Fittering

Content Inspection Logging

Net Profile

Transport Type

Transport Profile

nstcp_default_tep_lan

Max Log Data Size To Hold

@

Puc. 269 — OkHo "Create Auditing Server"



4. YKaXuTe B OKHe CJIe[yIOllie HAaCTPOUKU:

B nojie Name yKa)KrTe HaMeHOBaHWe CepBepa;
B 10/1e Server Type 13 BbINajaroIIero CliMckKa BeibepuTe 3HaueHue "Server IP";
B 1iosie IP Address ykaxkute IP-afpec arenra c6opa Jior-KoJijieKTopa;

B 1iosie Port yka)kuTe 1opT, 110 KOTOPOMY areHT cbopa jior-kosiektopa OyeT pUHAMAaTh
cobbITHs1. OTIMOHA/IBHBIN TTapaMeTp;

B miosie Log Levels Bribepute 3Hauenue "ALL";
B nios1ie Log Facility Bribepute Heob6xouMbIi ypoBeHs facility;

BbIOEpHTe JKypHa/lbl KOTOpble HeoOxoauMo oTrpae/saTh B [Lnatgopmy Pajgap, yctaHOBUB
COOTBETCTBYIOLIMe (h1ary.

HaxmuTe KHOTIKY Create.

5. Co3paiiTe TIOJUTUKY >KypHanupoBaHus. [nsi aToro mepeiiaute Ha Bkaagky Policies u HakmuTe
kHoriKy Add. OTkpoeTtcsi okHO "Create Auditing Syslog Policy” (cm. «Puc. 270»).

< Create Auditing Syslog Policy

Name*

policyname

Auditing Type

SYSLOG

Expression Type

Classic Policy |6| Advanced Policy

log_collector e Add | ‘ Edit |

Puc. 270 — OkHo "Create Auditing Syslog Policy"

6. YKaxuTe B OKHe CJ/leZlyIOll{ie HAaCTPOUKHU:

B 1iosie Name yKa)KuTe HaMeHOBaHHe TTOJTUTHKH;
B niosie Expression Type BbibepuTe 3HaueHue "Advanced Policy";
B T0J1e Server 13 BbINaAOLIero CriMcka BbibepuTe cepBep, KOTOPBIM ObLT CO3/iaH paHee;

HaxmuTe KHOIKY Create.

7. Tlepetinute B BeO-uHTepdetic naThopMbl U BHITIOHUTE AelCTBHE « BKIoueHre NCTOUHUKA» [IJIst
rcrounuka Citrix-ADC.



4.8.2 Dell IDRAC

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTuKa 3HaueHHue

Ha3sanue IDRAC

Howmep (TTopT) 4529

Bengop Dell

Tun remote_access_control
[Ipodums c6opa «Mopaynab tcp_input»

,Z[J'IH HaCTPOﬁKH HNCTOYHHMKA BBITTOJIHUTE C/IeAyHolne AeﬁCTBHHI

1. Boiigute B wuHTepdeiic Chassis Management Controller u mnepeiijute B paszen Server
Overview — Properties — Status (cM. «Puc. 271»).

Deli TechCenter | Support | About | Log Out

Properties =TT Power  Troubleshooting  Update
PowerEdge M1000e
root, Administrator status | WWNMAC

Bl Chassis Overview

- 2
bt Servers Status ® C 7
Server Overview

i Siot  Name Mode Health Power State Service Ta

2] i €6 ) 0 —

=" 1

n - ai IDRAC Remote Console

— —— PowerEdge M630 g on —

|-

1 a IDRAC) (.Remote Console

L5 B omm——m—— 4 V] ) —

9

1 aunch: | IDRAC, | Remote Console

b eamreamsemrony PowerEdge M630 (V] On Em——

2 4

“ aunch: |IDRAC) |.Remote Console

“ omse—— PowerEdge M630 (V] m—

Puc. 271 — Chassis Management Controller UI. HacTpoiiku

2. BxirouuTe XypHa/MpOoBaHMe Ha HYXHBIX cepBepax. [ 3toro Haxxmute Ha KHONKY IDRAC B
CTPOKe COOTBETCTBYHOLLlero cepsepa (cM. «Puc. 272»).

Chassis Management Controller Dell TechCenter | Support | About | Log Of

Properties Setup Power Troubleshooting Update

PowerEdge M1000e

root, Administrator Status
B Chassis Overview ?
Chassis Controller Servers Status ® O
~  Server Overview
- St Name fode Health Powe g
[ 2] C——— PowerEd V] I
2]
] a iDRAC] | ,Remote Console
- e, PowerE V] ||
[ 6]
7 R Launch: IDRAC Remote Console
& o T ————— owerEd g v
9
W a IDRAC/ |,Remate Console.
" PrSSE— PowerEdge M630 “ I
2
- nch: | UDRAC/ |.Remote Console
“ — PowerEdge M63 7] —

Puc. 272 — Cniicok cepBepoB

3. Tlepetigute B pasgen Server — Logs — Settings (cM. «Puc. 273»).



Integrated Dell Remote

Enterprise Support | Dell TechCenter | About | Logout

System
PowerEdge M630
Logs Settings Lifecycle Log

B _Overview Remote Syslog Settings ® C ?
Logs
Power / Thermal
Virtual Console
Alerts
Setup
Troubleshooting
Licenses
iDRAC Settings
Haraware
Storage
Host OS

ooon

Puc. 273 — HacTpoiika napaMeTpoB )KXypHa/IMPOBaHUs

4. B pa3pesne yKakuTe Cjie[yolliyie HaCTPOUKU:
e ycraHoBute (sar Remote Syslog Settings;
o B 1oJie Syslog Server ykaxure IP-azpec areHta cbopa J1or-KoJIIeKTOpa;

e B mnosie Port Number ykaxuTe mopT, 1o KOTOPOMYy areHT cbopa jor-KoJjuieKtopa Oymer
MIPUHUMATh COOBITHS;

e HaxMmuTe KHOTIKY Apply.

5. Tlepeiiaute B pa3zen Server — Alerts (cM. «Puc. 274»).

Enterprise Support | Ded TechCenter | About

System SNMP and Email Seftings ~ Alert Rocurrence  Redfish Event seftings
PowerEdge M630
omc root | Admin

Puc. 274 — Hacrpoiika npeaynpexjaesui. Yacts 1

6. B pa3zene ykaxxuTe cjieyrolue HaCTPONKU:
e B Osioke Alerts BK/IFOUNTE TIpeyTIPEXXAeHNs U HaXMUTe KHOTIKY Apply;

e B Onoke Alert Filter BoiGepute HeoOXoquMble (UIBTPHI, YCTAHOBUB COOTBETCTBYIOII[HE
¢dnaru u HaxkmuTe KHOTIKY Apply;

o B Onoke Alerts and Remote System Log Configuration ycraHOBUTe COOTBETCTBYOILIHE
¢maru B rpade Tabmunpr "Remote System Log" u Haxmure KHONKY Apply
(cm. «Puc. 275»).



Enterprise Support | Dell TechCenter | About | L

System Alerts
PowerE dge M630
ome root , Admin

SNMP and Emad Settings Aert Recurrence Redfish Event seftngs

Apply

Alerts and Remote System Log Configuration

Thermal

Virtual Console

0C0POOOSH O
\

Puc. 275 — Hacrpoiika npeaynpexjaeHuid. Yactb 2

7. Tlepetizute B BeO-uHTepdetic 11aThopMbl U BHITIOTHUTE AeHCTBHE « BKIoueHHe NCTOUHHUKA» [IJIst
rncrounvka IDRAC.

4.8.3 Freelpa

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTuka 3HaueHUe

HasBaHnue Freelpa

Howmep (ITopT) 1600

Benpop Red-Hat

Tun LDAP

IIpodums c6opa «Mogyne udp_input»

CoOBbITHS OT UICTOUHMKA BK/TFOUEHBI 10 YMOJ/TYaHUIO U 3dIlMMCBIBAKOTCA B C/IeAYHOIIe )XKyPHaJIbI:

e /var/log/krb5kdc.log - cogepxur wuHpopMarmio o pabore ciyxk0bel Kerberos 5 Key
Distribution Center (KDC);

e /var/log/dirsrv/slapd-YOURDOMAIN-LOCAL/access - cOepXUT MH(GOPMALMIO O 3ampocax Ha
YyTeHHe JJaHHbIX M3 KaTanora LDAP;

e /var/log/dirsrv/slapd-YOURDOMAIN-LOCAL/errors - COIEP>KUT WHMOPMaLUo 00 OmmrbKax B
pabote ciy>x0b1 Katamora LDAP.

HHH HaCTpOﬁKI/I HNCTOYHHMKA BBITTOJ/JIHUTE C/IeAyHolne IAEI‘/JICTBI/ISII

1. OrkpoiiTe KOHGUTYpaMOHHBIN (aiin cryKObI rsyslog:

# nano /etc/rsyslog.conf

2. B koHwurypaioHHoM daitne /etc/rsyslog.conf yKaxuTe caeyoliye HaCTPOUKU:



module(load="imfile" PollingInterval="10")
input(type="imfile"

reopenOnTruncate="on"
File="/var/log/krb5kdc.log"
Tag="tag_freeipa_log")

input(type="imfile"
reopenOnTruncate="on"

File="/var/log/dirsrv/slapd-PGR-LOCAL/access"
Tag="tag_freeipa_log")

input(type="imfile"

reopenOnTruncate="on"

File="/var/log/dirsrv/slapd-PGR-LOCAL/errors"

Tag="tag_freeipa_log")

if $syslogtag == 'tag freeipa_ log' then @<IP-agpec areHTa c6opa nor-

Ko/nnekTopa>:port
& stop

I'pe:
e (- mepezmaya AaHHBIX 110 IpoToKoay UDP;
e <IP-agpec areHTa cbopa nor-konnexktopa> - [P-ampec areHTa cOopa JIOT-KOJIEKTOPA;

e port- TIOPT, IO KOTOPOMYy areHT cbopa Jior-Kosjuiektopa OyzeT NMpUHHUMAaTh COOBITHS.
Ilo/mkeH COBMaZiaTh CO 3HAYEHWEM, YKa3aHHBIM B HACTPOMKAaX COOTBETCTBYHOLIETO
nipodusis coopa.

3. Tlepe3samnyctute ciayx0y rsyslog:

# systemctl restart rsyslog.service

4. Tlepeligute B BeO-uHTEpdeiiC 1M1aT(HOPMBI ¥ BBITIOTHUTE JeHCTBHe « BKIFOUeHHe UCTOUHUKA» /ISt
rncrounvka Freelpa.

4.8.4 FreeRADIUS

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHue

Ha3Banue FreeRADIUS

Howmep (TTopT) 2935

Bengop FreeRADIUS

Tun RADIUS-Server
IIpoduns cbopa «Moaymb tcp _input»

HOns  otnpaBku cobbiTii ¢ cepBepa FreeRADIUS wucnonb3yeTcs ciayxk0a rsyslog. CoObITHS
3aruChIBalOTCS U 3abupatoTcst u3 daiina radius. log.

,Z[J'IH HaCTpOﬁKH HNCTOYHHMKaA BBITTOJ/JIHUTE C/IeAyHolIue AEﬁCTBHHI



4.8.5

OTKpoiiTe KOH(MUTypaLMOHHBIHN (haiia radiusd. conf:

# nano /etc/freeradius/3.0/radiusd.conf

HacTpoiite 610K 1og cieayromuymM obpa3om:

log {
destination = syslog
file = syslog
syslog_facility = local2
stripped_names = no
auth = yes
auth_badpass = no
auth_goodpass = no

# msg_goodpass = ""

# msg_badpass = ""

}

B koHdurypauyoHHoM Qaiisie HaliguTe MyHKT logdir = /var/log/freeradius/radius.log v
3aMeHuTe ero Ha logdir = syslog.

IMoaroToBbTe KOHMUTYPALIMOHHBIN (habin AJist CIy>KObI syslog Co cieyrolell HaCTPOHKOM:
local2.* @@<IP-agpec areHTa cbopa nor-konnektopa>:port

Cpe: -local2.*- HeoOXOJuUMBIA ypoBeHb facility; - @@- Tiepefjaya MJaHHBIX 10
npotokony TCP; - <IP-anpec aredta cbopa nor-konnexktopa> - [P-agpec areHTa cbopa yior-
KOJUJIEKTOpa; - port - TOPT, MO KOTOPOMY areHT cbOopa Jjor-KojieKTopa OyJeT MNpUHUMAaTh
coOpiTHs. Jlo/DKeH COBMaziaTh CO 3HAueHWeM, YKa3aHHbIM B HACTPOMKAaxX COOTBETCTBYIOIIErO
ripocusst coopa.

ITomecTHTe €T0 B AUPEKTOPHIO /etc/rsyslog.d/ v Tepe3amyCcTuTe CIyK0y rsyslog:

# systemctl restart rsyslog

[MepetiguTte B BeO-uHTepdetic m1aThopMbl U BHITIOTHUTE AeHCTBHE « BKIOueHHe UCTOUHUKA» [IIst
rncrounvka FreeRADIUS.

Gitlab

XapakTtepucTyuku uctrouHuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHue

HasBanue Gitlab-DevOps-Platform

Howmep (ITopT) 4450

Benpop Gitlab

Tun

DevOps-Platform

IIpoduns c6opa «Mogaysb udp_input»




CoOpITHSI ayTeHTU(UKALMM ¥ W3MeHeHWe KOH(QUIypaLuil coxXpaHstoTcs B »KypHan application.log o

nytu /var/log/gitlab/gitlab-rails/.

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/Ie[IyIOLUe NeUCTBUS:

1.

4.8.6

Coszparite  1mabsioH /etc/rsyslog.d/gitlab to pangeoradar.conf misg  cIy»KObI rsyslog
Y OTKPOWTe ero Ha peJlakTUPOBaHHUe:

sudo nano /etc/rsyslog.d/gitlab_to_pangeoradar.conf

Hacrpoiite otripaBky coobujenuii B Ilnargopmy Pagap:

module(load="imfile" PollingInterval="10")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/gitlab/gitlab-rails/application.log"
Tag="tag gitlab log")
if $syslogtag == 'tag _gitlab_log' then @<IP-agpec areHTa c6opa nor-
Ko/nnekTopa>:port
& stop

I'pe:
e (@ -mepesaya AaHHbIX 110 npoTokony UDP;
e <IP-ajpec areHTta c6opa sor-konnektopa> - [P-aapec arenTta cbopa /0r-KomeKTopa;

e port- TIOPT, IO KOTOPOMY areHT cbopa Jior-kos/uiekTopa OyneT NMpUHHUMAaTh COOBITHS.
Ilo/mkeH COBMaZiaTh CO 3HAYEHWEM, YKa3aHHbIM B HACTPOMKAaX COOTBETCTBYHOLIETO
nipodusis cbopa.

OTtkpoliTe KOHGUTypaLMOHHBIM (aiin /etc/rsyslog.d/rsyslog.conf U 3aKOMMEHTUPYWTe
C/leiyroiye CTPOKU:

#$FileOwner syslog
#$FileGroup adm
#$FileCreateMode 0640
#$DirCreateMode 0755
#$Umask 0022
#$PrivDropToUser git
#$PrivDropToGroup git
#$PrivDropToUser syslog
#$PrivDropToGroup syslog

CoxpaHHTe U3MeHeHHs U Tiepe3artyCcTuTe ciyx0y rsyslog:

# systemctl restart rsyslog

[TepeiiguTe B Beb-uHTepdeiic miaThopMbl U BLITIOTHUTE elCTBHe « BK/IoueHre UCTOUHUKA» IS
rcrounrka Gitlab-DevOps-Platform.

ISC Bind DNS

XapakTtepucTyiku uctouHuka B Ilnargopme Papap:



XapakTepucTHKa

HasBanue

Howmep (ITopT)

Bennop

Tun

ITpodwis cbopa

3HaueHue
BIND
2800

ISC

DNS

«Mogayab udp_input»

7151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOLIUe NeiCTBUS:

1. Hacrpoiite

)KypHa/MpoBaHUe cuctemsl Bind.

/etc/bind/named.conf mobaBbTe CleyrOL[He CTPOKU:

logging

{

channel named {

}

file "/var/log/named/named.log" versions
severity info;

print-time yes;

print-category yes;

print-severity yes;

channel security {

}

file "/var/log/named/security.log" versions
severity info;

print-time yes;

print-severity yes;

channel dnssec {

}

file "/var/log/named/dnssec.log" versions
severity info;

print-time yes;

print-severity yes;

channel resolver {

I

file "/var/log/named/resolver.log" versions
severity info;

print-time yes;

print-severity yes;

channel query_log {

Y

file "/var/log/named/query.log" versions
severity info;

print-time yes;

print-severity yes;

channel query_error {

file "/var/log/named/query_errors.log" vers
severity info;
print-time yes;

s

size

size

size

size

size

ions

3TOro

14

.
14

.
14

size

14

14

B

daiin



print-severity yes;

1

channel lame_servers {
file "/var/log/named/lame-servers.log" versions
severity info;
print-time yes;
print-severity yes;

};

channel capacity {
file "/var/log/named/capacity.log" versions
severity info;
print-time yes;
print-severity yes;

};

channel database {
file "/var/log/named/database.log" versions
severity info;
print-time yes;
print-severity yes;

}

channel update {
file "/var/log/named/update.log" versions
severity info;
print-time yes;
print-severity yes;

size ;

size ;

size ;

size ;

}

category default { default_syslog; named; };
category general { default_syslog; named; };
category security { security; };

category queries { query_log; };

category query-errors { query_error; };

category lame-servers { lame_servers; },;

category dnssec { dnssec; };

category edns-disabled { default_syslog; resolver; };
category config { default_syslog; named; };
category resolver { resolver; },;

category cname { resolver; },;

category spill { capacity; };

category rate-limit { capacity; };

category database { database; };

category client { default_syslog; named; };
category network { default_syslog; named; };
category unmatched { named; };

category delegation-only { named; };

category update { default_syslog; update; };
category update-security { default_syslog; update; };

I

2. CoxpaHWTe U3MeHeHUs U NTpoBepbTe KOH(UIypaLIO:

# sudo named-checkconf /etc/bind/named.conf.options

pa3penieHus 1 BjaAa[e/1bLEB:

3. [ns opraHu3alvu XpaHeHusi (aiijioB )KypHasa co3/jaiiTe AUPEKTOPUIO, HACTPOlTe He0OXOAUMbIe



mkdir -p /var/log/named

touch /var/log/named/named.log

touch /var/log/named/security.log
touch /var/log/named/dnssec.log

touch /var/log/named/resolver.log
touch /var/log/named/query.log

touch /var/log/named/query_errors.log
touch /var/log/named/lame-servers.log
touch /var/log/named/capacity.log
touch /var/log/named/database.log
touch /var/log/named/update.log

chown bind:bind /var/log/named

chown bind:bind /var/log/named/*.log
chmod 640 /var/log/named/*.log

ErgE g T g T

[Mepe3anycrtute cepsuc Bind9.

# service bind9 restart

Hactpoiite cmyx0y rsyslogHa cepBepe Bind. [Ins
oyt /etc/rsyslog.d/:

# sudo nano /etc/rsyslog.d/bind.conf

N ykakuTe B HeM C/ieAyOIIMe HaCTPOUKU:

module(load="imfile" PollingInterval="10")

input(type="imfile"
reopenOnTruncate="on"
File="/var/log/named/capacity.log"
Tag="tag_dns_log")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/named/dnssec.log"
Tag="tag _dns_log")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/named/named.log"
Tag="tag dns_log")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/named/query.log"
Tag="tag_dns_log")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/named/security.log"
Tag="tag dns_log")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/named/database.log"
Tag="tag dns_log")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/named/lame-servers.log"
Tag="tag_dns_log")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/named/query_errors.log"
Tag="tag_dns_log")
input(type="imfile"

3TOro

co3jaire
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4.8.7

reopenOnTruncate="on"
File="/var/log/named/resolver.log"
Tag="tag_dns_log")
input(type="imfile"
reopenOnTruncate="on"
File="/var/log/named/update.log"
Tag="tag _dns_log")
if $syslogtag == 'tag_dns_log' then @<IP-agpec areHTa c6opa nor-
KonnekTopa>:port
& stop

I'pe:
e (@ -mepenava JaHHbIX 110 TIpoToKOoay UDP;
e <IP-agpec areHTa cbopa nor-konnexktopa> - [P-ampec areHTa cOopa JIOT-KOJIEKTOPA;

e port- TIOPT, IO KOTOPOMY areHT cbopa Jior-kosjuiektopa OyzeT NMpUHHUMAaTh COOBITHS.
Io/mkeH COBMaZaTh CO 3HAYEHWEM, YyKa3aHHBIM B HACTPOMKaX COOTBETCTBYHOLETO
ripocdusisi cbopa.

[Mepe3amyctuTe Cityx0y rsyslog.

# systemctl restart rsyslog

[TepetiauTte B BeG-uHTEpdetic 11aThopMbl U BHITIOHUTE AeHCTBHE « BKIoueHHe UCTOUHUKA» [IJIst
nucrousuka BIND.

Linux NFS Server

XapakTtepuctyuku uctounuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHue

HasBanue Linux-NFS

Howmep (ITopT) 4570

Bengop Linux-NFS-Project

Tun

Storage

ITpoduns cbopa «Moayb tcp_input»

IIpuMeuaHue: 8ce HACMPOUKU, OONMCHbI OCYWeCcmsasimbCcsi C npasamu aomuHucmpamopa (root).
ITpumep koHgu2ypayuu npusedeH 04151 cepgepa noo ynpasneHuem OC Debian.

HHH HaCTpOﬁKH HNCTOYHHMKA BBITTOJ/JIHUTE C/IeAyHolne I,q(-Z‘I‘/JICTBI/ISII

1.

OTkpoiite ¢aiin /etc/default/nfs-kernel-server:

# nano /etc/default/nfs-kernel-server

YKaxkuTe B HEM CJIeIyIOIIy0 HaCTPOUKY:

RPCNFSDOPTS="--syslog"

OTkpoiiTe daiin /etc/idmapd.conf:

# nano /etc/idmapd.conf



YKakuTe B HEM CJIeYIOIIYIO HAaCTPOUKY:

Verbosity = 4

3. BrimosHUTE KOMaHAY:

# rpcdebug -m nfsd -s all

4. Tlepe3samyctute Ciyk0y nfs-kernel-server:

# systemctl restart nfs-kernel-server.service

5. OrtKpoiiTe KOHMUTYpaI[MOHHBIN (aii CTy>KOBI rsyslog:

# nano /etc/rsyslog.conf

HobGaBbTe B KOHeI] (haiiia C/ieyIOIIyI0 CTPOKY:

:msg, contains, "nfsd" @@<IP-agpec areHTa cbopa or-kKonanekTopa>:port
I'me:
e (0@ - mepesauva faHHbIX 110 TipoTokony TCP;
e <IP-agpec areHTa cbopa nor-konnexktopa> - IP-ampec areHTa cOopa JIOT-KOJIEKTOPA;

e port- TIOPT, IO KOTOpPOMY areHT cbopa Jior-kos/uiektopa OyzeT NMpUHHUMAaTh COOBITHS.
HomkeH coBMajaTth CO 3HAYeHWEM, YyKa3aHHBIM B HACTPOMKaX COOTBETCTBYIOLETO
nipoust coopa.

6. Ilepe3aryctute cayx0y rsyslog:

# systemctl restart rsyslog.service

7. Tlepefigute B BeO-uHTepdetic m1aThopMbl U BHITIOTHUTE AeHCTBHE « BKIIOueHHe NCTOUHHUKA» [IIst
rcrounuka Linux-NFS.

4.8.8 Microsoft Windows DNS

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTuka 3HaueHue

Ha3panue Microsoft-Windows-DNS
Howmep (ITopT) 1516

Benziop Microsoft

Tun DNS

Ipoduns c6opa (J10KanbHbIH c60p) «Mogayis file input»

IMpodub cbopa (yaaneHHbIi cOop) «Mogpynib smb_input»

IIpumeuaHue: 6 3a8UcCUMOCMU OM CUeHapusi pasgepmbleaHusl azeHma cbopa /n02-Koa1eKkmopd, 10KaAbHO
unu yoasneHHo, ucho/b3ylime coomgemcmayiowjuli npouab cobopa 015 HACMpoUKU OGHHO20 UCMOYHUKA.

st HACTPOMKM UCTOYHKMKA BBITIOJTHUTE C/IeyIOLUe NeUCTBUS:



1. Orkpouite cBouictBa DNS cepBepa u mepeiiiute B pasgen BejeHue >XypHasla OT/IagKH
(cm. «Puc. 276»).

WDNS - ceoiicTea ? *
WHTepdecs Cepsep nepecsinsm JenonHMTensHo KopHeBble cobinkM
Beaerue xypHana oTnaaku HypHan cobbmmi HabnioaeHwe

B LENAX 0TNAAKK Bbl MOKETE 33MWACEIEATE BX0AALLME M MCXOAAWME
naxkeTel DNS3-cepeepa B AKypHan. Mo yMONYaHMD XKYPHAN He BeASTCA.

3aNMCbIBATE NAKETEI B AYPHaEN AN 0TNaaK1

HanpaeneHue ABMKEHWA NAKETA! TpaHCNoPTHEIA NPOTOKON:

[AMcxensume 1 BoifepuTe 1. UDp 1 BoifiepiTe

B0 ALME j %oTA Bkl oaHo 2. TCP J.’ x0TA Bkl ofuH

Coaep#uMoe NakeTa: Tiun nakeToE:

3anpockl M NepeaaYH 3anpoc 1 BrIbEpUTE

OBHoBNEHMA BeifepuTe OTKAMK ¥0TA Bl ogvH
xoT# Okl 0aHD

YBeaoMneHHa i a

Apyrve napaMeTpel:

SEHOCMTE BXOOAME OTBETHLIE NaKeTel Be3 COOTBETCTEMIA B YPHAN
[InoapofHoctu

|:| IunLTp nakeTos no IP-agpecam DANBTD. .

Dalin *ypHana
MMA 1 NyTe K daliny: | C:\DM5_logs\dns_logs. txt

MakcumaneHsIi pasmep (fairt): | 500000000
OTMeHa MpHMEHUTE Cnpaska

Puc. 276 — BejeHue )xypHasia oT/1aJKH.

2. B paszene ykaxxuTte C/ieyroLie HaCTPOUKHU:
e BKJ/IFOUMTe 3aMKCh MAKeTOB B >)KypHaJI /JIsl OT/Ia/IKK, YCTAaHOBUB COOTBETCTBYIOLIUI (piar;

e HacTpoiite miapameTpel B 0Onokax HampaBsienue pBwKeHus makera, Cogepxumoe
nakera, /lpyrue napaMmerpbl, yCTaHOBUB COOTBETCTBYIOLL[ME (iary;

e B mone Uma u myth K (aiiny ykaxute ¢aiin, kyaza DNS cepep Oyner coxpaHSTb
COOBITHSI.

e HaXMHTE KHOIIKY HPI/IMEHI/ITB .

3. Tlepeiiaute B BeO-uHTepdeiic T1aTdopMbl U BBITIONHUTE JeMCTBUe « BKIroueHre NCTOUHUKA» [I7Is
rcrouHuka Microsoft-Windows-DNS.

4.8.9 Microsoft Windows RDS-GW

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHue

Ha3Banue Microsoft-Windows-RDS-GW
Howmep (ITopT) 1510

Benzop Microsoft

Tun Gateway



XapakTepucTuka 3HaueHue

Ipoduns cbopa «Moaysb eventlog input_local»

IIpumeuaHue: cobbimuss om UCMOYHUKA 6KAIOUEHbl NO YMOAYAHUIO U 3anuchl8aromcs 6 ciedynujue
acypHanbl  Windows: Microsoft-Windows-TerminalServices-Gateway/Admin u - Microsoft-Windows-
TerminalServices-Gateway/Operational. Azenm cbopa n02-Kon1ekmopa 0oax%ceH bbimb YCMaHoe/neH Ha
mowm dice cepgepe, 20e u Microsoft-Windows-RDS-GW.

[Mepetizure B BebO-wHTepdeic TUIaTGOPMBI M BBITIOJHUTE [eHCTBHe «BK/IIOUeHHWEe WMCTOUHHMKA» JIJIst
ucrounuka Microsoft-Windows-RDS-GW.

4.8.10 Simon Kelley DNSmasq

XapakTepucTuku uctouHuka B Ilnardopme Pagap:

XapakTepucTuka 3HaueHue

HasBanue DNSmasq

Howmep (ITopT) 3011

Benpop Simon-Kelley

Tun DNS

[Tpodwns cbopa «Moaynb tcp_input»

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/Ie[lyIOL1e AeUCTBUS:
1. TIpu HeOOXOAMMOCTH yCTAaHOBUTE dnsmasq:
# apt install dnsmasq resolvconf
2. Hactpotite KoHGUTYypaLMOHHBIN (aiin /etc/dnsmasq.conf:

PackommeHTHpYyWTe CieAyrolue napaMeTphl
no-resolv

server=8.8.8.8
listen-address=0.0.0.0

bind-interfaces

[ob6aBbTe B KOHel] (haiiia ciieiyroIIyii TapameTp

log-facility=/var/log/dnsmasq.log
I'ne

e no-resolv- TapameTp, OTK/TIOYAOLIMKA 3arpy3Ky HacTpoek W3 /etc/resolv.conf, C
1[e/TbI0 3arpy3KU HACTPOeK TOJILKO U3 poAiHoro KoHdwura /etc/dnsmasq.conf;

e server=8.8.8.8 - agpec nybmuHoro DNS-cepBepa, Ha KOTODBIH OyAyT OTIPAB/STECS Te
3ampockl, Kakue He cMokeT obpaboraTe Dnsmasq OyyT HaripaB/ieHbl Ha 3TOT CepBep;



e listen-address=0.0.0.0 - HaCTpoOWKa [Js1 OCYyLIeCTBAeHUs ToAkmoueHusi K DNS-
cepBepy C APyr'ux XOCTOB;

e Dbind-interfaces - OTK/ItOUaeT NIPUBA3KY K UHTepdelicam Ha DNS-cepBepe;
e log-facility=/var/log/dnsmasq.log - BK/IIOUAeT OT/e/bHbIH JioT A/ dnsmasq.

3. [Ona npefoTBpalleHUss KOHQUIMKTOB C system-resolve HaCTpOWTe  KOH(UrypaLMOHHBIM
¢aiin /etc/systemd/resolved.conf
PackoMMeHTUpyMTe JaHHBIM ITapaMeTp U yKaKUTe 3HaueHue "no'":
DNSStubListener=no
4. Tlepe3amyctute C/Ty>KOBbI:
# systemctl restart systemd-resolved.service

# systemctl start dnsmasq

5. Cospaiite mabioH /etc/rsyslog.d/10-dnsmasq.conf Aas CIy>KObI rsyslog U YKaKUTe B HEM
CJleiyroIe HaCTPOHKU:

# Input modules
module(load="imfile" mode="inotify" PollingInterval="10")

# dnsmasq log
input(type="imfile" File="/var/log/dnsmasq.log"
Tag="ubuntu_dns"

Severity="info"
Facility="local3")

local3.* @@<IP-agpec areHTa cbopa nor-konnekrtopa>:port
I'pe:
e (0@ - mepesauva faHHbIX 110 TipoTokony TCP;
e <IP-agpec aredTa cbopa nor-konnexktopa> - [P-ampec areHTa cbopa JIOT-KOJIEKTOPA;

e port- TIOPT, IO KOTOPOMY areHT cbopa Jior-kos/uiektopa OyzeT NMpUHHUMAaTh COOBITHS.
Ilo/mkeH COBMaZiaTh CO 3HAYEHWEM, YKa3aHHbIM B HACTPOMKAaX COOTBETCTBYHOIIETO
nipodusis cbopa.

6. Tlepeiiaute B BeO-uHTepdeiic T1aTGOpMbl U BBITIOJIHUTE JeMCTBUe « BKIroueHre NCTOUHUKA» [I7Is
rncrouHrka DNSmasq.

4.8.11 Unbound DNS

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHUe
Ha3sauue Unbound-Unbound_DNS
Howmep (ITopT) 3010

Benzop Unbound



XapakTepucTuka 3HaueHue

Tun

Unbound_DNS

[Ipodums c6opa «Moayib tcp_input»

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/IeIyIOLUe NeUCTBUS:

1.

OTkpoiiTe KOH(MUTypaLMOHHBIH (aiia unbound. conf:

# sudo nano /etc/unbound/unbound.conf

BxkirounTe ncronb30BaHue syslog:

server.

use-syslog: yes

CoxpaHuTe U3MeHeHHe U Tiepe3arnyCcTuTe CIyKO0y:

# sudo service unbound restart

Co3spatite mabsioH /etc/rsyslog.d/30-unbound.conf st cay»0bl rsyslog U OTKPOWTE ero Ha
pellakTUPOBaHUe:

sudo nano /etc/rsyslog.d/30-unbound.conf

Hacrpotite otrnipaBKy coo6iienuii B IInargopmy Pajap:

template (name='"radar" type='"string"
string="<%PRI%>%TIMESTAMP: ::date-rfc3339% %HOSTNAME% %syslogtag

“$.suffix”
msg:::sp-if-no- -sp%%msg%" )
:syslogtag, contains, "unbound" @@<IP-apgpec areHTa cbopa nor -

KonnekTopa>:port;radar
I'me:
e (0 - mepesaua faHHbIX 110 TipoTokony TCP;
e <IP-ajpec areHTta c6opa sor-konnexktopa> - IP-agpec arenTta cbopa /0r-KosineKkTopa;

e port - TOpT, 1O KOTOPOMY areHT cOopa Jor-kosuieKTopa OyZieT MpUHHUMATh COOBITHS.
[omkeH coOBMajaTth CO 3HAYeHWEM, YyKa3aHHBIM B HACTPOMKAaX COOTBETCTBYIOLIETO
nipodusis cbopa.

ITepe3artyctuTte ciyx0y rsyslog:
# systemctl restart rsyslog

[TepeiiguTe B Beb-uHTepdeiic miaThopMbl U BLITIOTHUTE eliCTBHe « BK/IoueHre UCTOUHUKA» IS
ucrtoudrka Unbound-Unbound_DNS.



4.9 Cucrembl BUptTyanmnsayuu

Ilpu paboTe T™O TOAK/IIOUEHHWIO CHUCTEM BHPTya/lu3aliM B KauecTBe WCTOYHWKA COOBITHI
B [Inardopmy Pasap BaM MOKeT NpUrogUTHCS CleAyroLasi CripaBovHast MH(OpMaLUs:

o «McTOYHMKNY;

e «Hactpoiika J10r-Ko/aeKTopay.

4.9.1 KVM Hypervisor. Libvirt

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHue
HasBanue KVM-Hypervisor
Howmep (ITopT) 2746

Benpop RedHat

Tun Hypervisor

«Mogaysb tcp_input»
«Mogaynas udp_input»

ITpodwis cbopa

st HACTPOMKM UCTOYHYMKA BBITTO/THUTE CJIe[lyIOLUe NeUCTBUS:
1. Hacrpoiite ciyx0y rsyslog:
e KypHan Libvirt pacnionaraeTcsi B AUPEKTOPUU:
/var/log/libvirt/libvirtd.log
e HACTPOWMTe JOCTYI K COOTBETCTBYOLLeMY (aiy:
# chmod 644 /var/log/libvirt/libvirtd.log

e TOATrOTOBbTE KOH(UIypaLMOHHbINA (pails1 /1 rsyslog U MOMECTUTe €ro B JWPEKTOPHIO
/etc/rsyslog.d/. PekomeHjyeTcsi Has3BaTb (halil B COOTBETCTBUM C CHUCTEMHBIM
mabysoHoM: [00]-<name>.conf, r7e [00] - NPUOPUTETHBI HOMED KOHPUIypaLuH B
JUPEeKTOpUHM rsyslog.d, a <name> - UMsI UCTOUHMKA. YeM MeHbllle HOMep KOH(UTypaLuy,
TEeM BBILIIe TIPUOPUTET ero 00paboTKH CUCTEMOH.

# sudo vi /etc/rsyslog.d/30-kvm.conf

e yKakuTe B KOH(UTypaliMOHHOM (haiisie ce/iyrolijie HaCTPOUKHU:

#KVM Log Forwarding Configuration
module(load="imfile" PollingInterval="10")
#KVM libvirt log

input(

type="imfile"

File="<Baw nyTb K ¢anny c noramu>"
Tag="kvm:"



Severity="info"
Facility="local3"

)
#Forward to remote server
local3.* @@<Ip-agpec areHTa cbopa for-konnektTopa>:<nopTt>
I'nme:
e imfile - MOAy/b, 0OpabaTHIBAOLIHIA XKyPHAJIBI;
e File - mosiHBIN NyTh K (paiiny >KypHasa;

e Tag- Ter, KOTOpbIA OyJeT WCIOMb30BaThCs /MJIST 3allvCel, TOydYeHHBIX U3
yKa3aHHOTO BbIIIe (aiiia >KypHasa;

e Severity - ypoBeHb KpUTUYHOCTU coOBITHS (info, debug, warning, error);
e Facility - HeoOxomuMbIM ypoBeHs facility, Harpumep local3;

e local3.* @@<IP-agpec areHTa cbopa nor -KonnekTopa>:port -
ucronb3yeMbid ipotokon (@@ - TCP, @ - UDP), IP-aapec areHTa c6opa Jior-
KOJIJIEKTOpA | TIOPT, 110 KOTOPOMY areHT cOopa Jior-KoJuieKTopa 0yZieT MpuHUMAaTh
cobbiTus. TlopT [O/DKEeH COBMajaTh CO 3HAaueHWeM, YKa3aHHbIM B HaCTPOMKax
COOTBETCTBYHOLI[ETO Mpodus coopa.

2. TIpoBepbTe KOH(pUTYpaLMIO CTY>KOBI rsyslog:
# rsyslogd -N1
# rsyslogd: version 8.2310.0-1.fc38, config validation run (level 1), master
config /etc/rsyslog.conf
# rsyslogd: End of config validation run. Bye.
3. [lnst mpoBepKu KOHKPETHOTOo (aiisia KOoHGUTypaLy UCTI0/b3yiTe CieyIoLe KOMaH/bl:
# rsyslogd -f /etc/rsyslog.d/30-kvm.conf -N1
# rsyslogd: version 8.2310.0-1.fc38, config validation run (level 1), master
config /etc/rsyslog.d/30-kvm.conf.conf
# rsyslogd: End of config validation run. Bye.
4. Tlepe3amycture ciay0y rsyslog:
# systemctl restart rsyslog
5. Tlepeiiiure B BeO-uHTepdeic miaTdhopMbl U BBITIOJHUTE AeicTBUe « BKIHoueHre NCTOUHUKA» [I7IsSt
rncrouHnka KVM- Hypervisor. Libvirt.
4.9.2 Microsoft Windows HyperV
XapakTtepucTyuku uctouHuka B Ilnargopme Papap:
XapaKkTepucTuka 3HaueHue
HasBaHnue Microsoft-Windows-HyperV
Howmep (ITopT) 1517

Benzop Microsoft



XapakTepucTuka 3HaueHue
Tun Hypervisor

IIpoduns c6opa «Mogaynb eventlog input_local»

CoOBITHS OT ICTOYHMKA BK/TFOUEHBI TT0 YMOJTUAHHIO U 3alMCBIBAIOTCS B CIeAyIOIIMe KypHaabl Windows:
e Microsoft-Windows-Hyper-V-VMMS-Admin;
e Microsoft-Windows-Hyper-V-VMMS-Operational;
e Microsoft-Windows-Hyper-V-Worker-Admin.

IIpumeuanue: Jlo2-koa1ekmop OonxceH Obimb YCmaHoeneH HA MOM dce cepeepe, 20e u Microsoft
Windows HyperV.

[Tepeiigute B BeO-uHTepdeic MmIaThoOpMbl W BBIIOJHUATE AeWCTBUe «BK/IOUEHHe HCTOUHUKA» IS
ucrounrka Microsoft-Windows-HyperV.

4.9.3 Proxmox

XapakTepucTyuku uctouHuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHue

Hassanne Proxmox

Howmep (TTopT) 4400

Bengop Proxmox

Tun Hypervisor

TIpoduns c6opa «Moavibe udp_input»

JKypHanupoBaHue cobbITH ProXmox BbITIO/IHSETCS B CUCTEMHBIN XXYpHasI syslog. 3a )KypHaIupoBaHHe
OTBeuaeT IeMOH pvedaemon.

,Z[J'IH HaCTpOﬁKI/I HNCTOYHHMKA BBITTOJ/JIHUTE C/IeAyHolne IAEI‘/JICTBI/ISII

1. Co3patite mabnoH pAnsg  cayxkObl  rsyslog mo mnytd /etc/rsyslog.d/. Hampumep,
proxmox_to_pangeoradar.conf:

# sudo nano /etc/rsyslog.d/proxmox_to_pangeoradar.conf
2. Jlob6aBbTe MyCTYIO CTPOKY B I11a0JIOH ¥ COXpaHUTe WU3MeHeHUs.

3. Tlocne co3ganus 1aboHa, >KypHaibl COOBITUM B cucTeMe Proxmox repectaHyT COXPaHSIThCS.
ITpy HeoOXOAUMOCTH HACTPOKNTe [OTOJHUTEbHOE COXPAHEHHE OTMPaB/ISIEMbIX >KYPHAIOB
B Proxmox. /[1s1 3TOrO0 B 111a0/I0HE YKa)KUTe CIeyIOIIie HaCTPOUKHU:

if $programname == 'pvedaemon'



then

/var/log/proxmox.log

action(
type="omfwd"
target="<Ip>"
port="<PORT>"
protocol="udp"
action.resumeRetryCount="100"
queue.type="linkedList"
gqueue.size="10000"

)
& stop

4. Tlepe3amyctute cy»K0y rsyslog.

# systemctl restart rsyslog

5. Ilpy HeoOXOAMMOCTH UCK/IIOUMTE HEHY)KHble J>XypPHajbl TIpU OTMpaBke. /[lns 3Toro B
byHKIMU $msg  contains qobaBbTe OTPHUIAHME NOt M YKa)KUTE CJIOBO, XapaKTepHu3yroliee
JKypHas, HaripumMep:

if ($programname == 'pvedaemon') and not ($msg contains 'worker') then @IP:PORT
I'pe:

e worker - OyAyT OTMOpaB/ieHbl BCe >XypHajibl, KpOMe TeX, B KOTOPBIX BCTpPEUaeTCs
cioBo worker;

e IP-IP-azmpec areHTa cbopa JIOT-KOJ/IEKTOPA;

e PORT - TIOPT, TI0O KOTOPOMY areHT cbopa Jior-Kosuiektopa OyJeT NMpUHHUMAaTh COOBITHS.
Ilo/mkeH COBMaZiaTh CO 3HAYEHWEM, YKa3aHHBIM B HACTPOMKAaX COOTBETCTBYHOLIETO
ripocusist coopa;

e (@ - oTmpaBkKa )XypHasos 1o rnporokosny UDP.

6. TlepeiiguTe B BeO-uHTepdeiic m1aTdOpMBI U BBITIOJHUTE JeMCTBHe « BKIFOUeHre NCTOUHUKA» ISt
UCcTOYHMUKA Proxmox.

4.9.4 vGate

XapakTtepucTuku ucrouHuka B [Inardopme Papap:

XapakTepucTHKa 3HaueHue

Ha3panue vGate

Howmep (TTopT) 2745

Bengop Security-Code

Tun Hypervisor

IIpoduns c6opa «Mogayiae udp_input»

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/IeyIOLUe NeUCTBUS:



1. Boligute B KOHCOJIb yTIpaB/eHUs] CHCTEMOU.

2. Tlepetinute B pasgen HacTpoliku —» AyAMT W HaxXmuTe Ha ccbulky HacTpoiiku coopa
coodmennii. OTKpoetcsi okHO "Hactpoiika ayguta cobbrtusi” (cM. «Puc. 277»).

(® Koncons ynpasnerna vGate for Hyper-V - O b
@ 0 pe BIf p @
SalWpLLaemble CEpEEPEI KGHdJHWpaLI,MFI o

PassepTeiparie
Cepeep aBTopH3aLMK

BupTyansHeIe MaLIMHE! HacTpoiiku coegnhennna ¢ cepsepom aeTopusauuu (127.0.0.1)

KpannanLLa 4aHHeX
O6ugan yuernan sannce

BuptyansHele cet . i _
ﬂEHHbIe 06U.|EM YHYETHOMN 33NHUCA ANA B33UMOAENCTENA C CEPEE ypEFV

2]
Ayaut *-'—

Hactpoiiku cBopa coobluernil ayanTa

BUpTyansHEIE KOMMYTaTopEl

Cetesbie aganTepel

Tpynne! ofeexros

wn B @

Hactpoiikn cBopa coobiusHnit [FK Hacrpoiika yseacmnennii o cobuimusx no npotokony Syslog
Monwnmikn BesonacHocTi
Merkn BezonackocTi Hactpoiiku apxusaumn Gassl ayana E Hacrpoiika yeeaoknenuii o cobarmum no npotokeny SMTP
YueTHble 3anucn 1
Hacrpoiikn resepaummn coBeimmin Hacrpoiika g X *

Ayant CrincoK reHepupyenkix cofimii: [aenocT™

Kog coBbitna  Coctoanne Tun & VsuenuTe

134218777 Ayawr, Syslog €3 Oumbka

134218782  AyawT, Syslog €3 Oumbira

[¥] 134219730 AyauT, Syslog €3 Owmbika

[#] 134219781 AyauT, Syslog &3 Owmbra

134215792 Ayaur, Syslog 3 Owmbra

Puc. 277 — HacTtpo¥ika ayauTa coOBbITUS

3. B okue "Hacrpoiika ayauTta coObiTHs" ycTaHOBUTe ¢iard BKIOUMTD ayAMT COOBITHA
v Ornpaeka Syslog.

4. Haxwmure kHonky OK.

5. OtmeTbTe yBeJOMJ/IeHUs], KOTOpble HeoOXoauMo oTrpae/saTh B Ilnardopmy Pajap, ycraHoBuB
cooTBeTcTBYytOLIMe (hiaru (cM. «Puc. 278»).



Aypur
Hactpoiiku cbopa coobLueHnii ayauta

Hactpoiiku copa coobuuyeHnit [g Hactpoiika ysegomnernii o cobbiruax no np

Hactpoiiku apxusaumn 6asbl ayaura g Hactpeiika ysegomnernii o cobeimuax no ng

K¥ FEHEPALNKN COBLITMI

CrMCOK reHepupyeMbix coBbiTit: CTpoKa noucKka: ':]

TEropns Onucanue cobbitns @ # Vaverto
| BbiknoueH 0 Ouwmbka LlenoctHocTe Ownbka cnyxbibi KOHTPONS Len...
134219782 BoikmoyeH €3 Owwbka LlenocTHocTh OTHEHS u3MeHeHW danna %1...
[ 134219750  Bewnrouen € Ownbika UenocTHocTb P NOACHETE KOHTPONBLHOM CY. ..
[:] 134219791 BbiknioyeH 0 Oumbka LlenocTHoCTE Mpy NPoBEpKEe LENOCTHOCTH BMP,..
D 134219792 BoiknoyeH Q Ouwmbka LenocTHocTe Ipy npoBepKe uenocTHocT! da. ..
[:] 134219796 Belkno4eH 0 Owmbka LienocTHocTh Mpy NOACHETE KOHTPONBLHOM CY...
D 134219797 BbiknoyeH 8 Owmbka UenocrHocTs Mpy NpoBEPKE LENOCTHOCTY MOC. ..
D 134219793 BoknioyeH @ Ouwmbka LienocTHocTb Py OTNOXEHHOM NPOBEPKE LEN. ..
[] 134219800 Beiknouer €D Ouwwbxa LlenocTHocTb OTKAOHEHUE U3MEHEHUI Daitna ...
D 134219806 BbiknoueH Q Qumbka LienocTHoCTE Mp1 NPoBEPKE LENOCTHOCTY Wa. ..
[] 134219807 BeknioueH €3 Ounbka UenocTHocTb Mpy NOACYETE KOHTPOMBHOM CY...
D 134219810 BbikmoYeH @ Owmbka LenocTHocTh Mpy pacyeTe KOHTPOMbHBLIX CYM. ..
[ 134222042  Boikniouen €3 Ounbca BupTyaneHeie MawHbl Onepawms beina 3abrokuposaH. ..
D 134222043 BelknoqeH 0 Owubka BupTyansHbie MalHel Onepaws Bbina 3abnokuposaH. ..
=l _—
< ]

BroyeHo: 3, BbiktoyeHo: 1540,

Inpmermbll OTMeHa

Puc. 278 — BoiGop yBegoM/IeHMii AJIsI OTIIPABKHU

6. Haxmure kHOrKy IIppMeHUTB.

7. Haxmute Ha ccbuiky HacTpoiika yBejomM/ieHu# 0 co0bITHSIX MO IPoToKoy Syslog. OTkpoeTcs
okHO "HacTtpotika otripaBku coobienuii Syslog" (cMm. «Puc. 279»).

@& Koncone ynpaenerns vGate for Hyper-V

TecTossili peknm ¥

Saumusemsie cepaepsi Kondurypauus

PassepTuisatie
@ | Cepsepasropusanun
HacTpoiiky cosanmennn  cepsspom asTopusaup (127.00.1)

BUpTyaRbHbIE MaLLIAHE!

KpaHunwa aanHeix

O6uan yuersan 3anuce
BupTyansnsie cetn . . ;
Jlanmete oBuyeii yueTHoii zanuch 4na esaumoasiicrana < cepeepann Hyper-V

BUBTYabHbIE KOMMMYTATOpbI
p —
Ceresble aganTepe! Ayanr 4@

HacTpofiu cBopa coobuyemmnii ayauta
Tpynnel o6bexton

HacTpoiiku c6opa cooBLuesiii [FZ HacTpoiika ysenomnernii o coBbmuax no npotokeny Syslog

Monummin BesonacHocT

o B

1
¥

Merkn BesonacHocTa HacTpoiik apusauimg Gaze ayauta _l% HacTpoiika ysenomnernii o coBbmuax no npotokony SMTP

H%Eiw omnpaeky coobuyenui Syslog x

¥ BrniowTs oTnpasky i

YyeTHeie 3anmcn

JlononnwTenshbie nactpoiiki
Hacrpofiku cern, 3auiiiaenterx no,

Ehx

ropuit BezonacHocTi
Ayaur MapaMETPbI f717 OTTIPEBIA YBE0MIEHM: P

Cepsep: 172.30.254.166

Tlopr: 515

Puc. 279 — OkHo "Hacrpolika oTnpaBku coodujenuii Syslog"
8. B okHe ykaxuTe cjieflyroiue HaCTPOMKHU:
e BKJ/IIOUMTe OTTIPABKY yBeJIOMJIEHUN YCTAHOBHB COOTBETCTBYHOIIUM (h/iar;

o B 1iosie CepBep yKaxuTe IP-afpec areHTa cbopa JIor-KoJiIeKTopa;



e B Tmone IlopT ykakure TMOPT, MO KOTOPOMY areHT cOopa Jjor-kosiekropa Oyger
NpUHUMaTh COOBITHS. [IO/DKEeH COBMajaTh CO 3HAUEHWEM, YKa3aHHbIM B HACTPOMKax
COOTBeTCTBYHOIIero npoduss cbopa;

e HaxmuTe KHONKY OK.

9. TIlepeiiaute B BeO-uHTepdeic 11aTdOpPMbl U BBITIOJHUTE JeMCTBUe « BKIroueHre NCTOUHUKA» ISt
rncroyHuka vGate.

4.9.5 VMware ESXi

XapakTepucTyku uctouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHUe

Ha3Banue Vmware-ESXi

Howmep (ITopT) 2740

Benpmop Vmware

Tun Hypervisor

Ipoguns cbopa «Mopayib udp_input»

st HACTPOWKM UCTOYHKMKA BBITIOJTHUTE C/Ie[lyIOL1e AeUCTBUS:
1. Boiigute B uHTepdelic cucTeMbl Mo/| yUeTHOM 3arKChI0 C TIpPaBaMU aJMUHUCTpaTOpa.
2. Tlepetigute B pa3gen Manage — System — Advanced settings.

3. OrkpoiiTe Ha peilakTrpoBaHue HacTpoiiKy Syslog.global.logHost (cM. «Puc. 280»).

o/ Edtoption | @ Refresh | ¥ Adons @) 2 5103 oo oghost
® Name © Voo v | Overidden

sysig gacacgros () Theremol s 1 ouutlge o Feset 1o Gefall ol Al hosts . uGp162 16811002740 e

iy Rese to defautt

@ Sysiog global logHost

Puc. 280 — Hactpoiika Syslog.global.logHost

4. B oTkpbiBiemMcs okHe (cM. «Puc. 281») ykaxkute [P-azipec areHTa c6opa JIor-KoJuieKTopa U MopT,
yKa3aHHbIM B HACTPOMKAX COOTBETCTBYIOILETo mpodus cbopa.



L;g* Edit option - Syslog.global.logHost

New valug udp:192.168.1.100:2740
(string)

[ Save ]]| Cancel

Puc. 281 — Hacrpoiika Syslog.global.logHost

5. Co3paiire npaBuso cayx0sl firewall ans ESXi:
e niepeligute B KoHCO/b ESXi;
e (CJleflaiiTe  pe3epBHYI0  KOmMio  KoH¢urypaiguoHHoro ¢aiila C  rpaBWiamMu
CIyXObI firewall:
# cp /etc/vmware/firewall/service.xml /etc/vmware/firewall/service.xml.bak
e BbljlaliTe pa3pellleHre Ha 3aMuch KOHGUrypaLuoHHoro ¢aiina:

# chmod 644 /etc/vmware/firewall/service.xml

e ycCTaHoBUTe sticky bit flag:

# chmod +t /etc/vmware/firewall/service.xml

e OTKpOMUTE Ha pe/lakTUPOBaHKe KOHPUTYPaAIIMOHHBIN (haiim CryKObI:

# vi /etc/vmware/firewall/service.xml

e TIepej Moc/e/iHel CTPOUKOU (paiiia yKayKuTe Ce/iyrolilee rpaBuIo:

<service id='0045"'>
<id>CustomSyslog</id>
<rule id='0000"'>
<direction>outbound</direction>
<protocol>udp</protocol>
<porttype>dst</porttype>
<port>nopT, yKas3aHHblli B npodune cbopa</port>
</rule>
<enabled>true</enabled>
<required>true</required>
</service>

e (COXpaHHWTe BHECEHHbIE N3MEHEHN,

e BepHWTe MpaBa Ha 3anuch KOH(UTypaLOHHOrO (aiisia B UCXOZAHOe COCTOSTHUE:

# chmod 444 /etc/vmware/firewall/service.xml

e 00HOBHTE COCTOSIHUE CY>KOBbI firewall:

# localcli network firewall refresh

e TIpOBepbTe COCTOsIHUE Jo0aBieHHOro npaBua (cM. «Puc. 282»).



Puc. 282 — TIpoBepka COCTOAHHSA {00aB/IEHHOTO MIPaBHIa

6. IlepefiguTe B BeO-uHTEpdelic 1m1aThOpMbI U BBITIOHUATE AeUCTBHE « BKIIOUeHHe UCTOUHUKA» [IJIst
ucrtounrka Vmware-ESXi.

4.10 Cuctembl ynpaBrieHUs1 6azaMn AaHHbIX

[Tpu paboTe 10 MOJK/TFOYEHUIO CHCTeM yTipaBieHHs 0a3aMu [aHHBIX B KaueCTBe MCTOYHHWKA COOBITHI
B IInardopmy Pasap BaM MoKeT NpUroguThCS CleAyoLasi CripaBovHast MH(OpMaLys:

o  «/ICTOUYHUKM»;

e «Hactpolika J10r-KoJI/IeKTopa».

4.10.1 Microsoft SQL Server. Event Log

XapakTtepuctuku uctouHuka B Ilnargopme Papap:

XapakTepucTuKa 3HaueHune

Hassanue Microsoft-SQL-Server

Howmep (TTopT) 1519

Benpop Microsoft

Tun SQLServer

Ipoduns c6opa «Moaynb eventlog input_local»

IIpumeuanue: azeHm cbopa n02-Koa1eKmopa 0oaxceH Obimb YCMAaHO8/AeH HA MOM dce cepgepe, 20e U
Microsoft SQL Server.

Hactpoiika ucToyHrKa BKJIFOYaeT B cebsi ciefiytoliiye 1aru:

1. Bkmrouenue aygura MS SQL Server.

2. Co3panue yueTHou 3amucu Windows.

3. TlpenocraBieHue 1Moyib30BaTe/It0 TIPaB AOCTYTIa K )KypHa/ly COOBITHH.
4. Hacrpoiika puabTparmu podusis coopa.
5

Bk/itoueHre UCTOYHUKA B 1y1aTdhopMme.



IIlar 1. Bkiarouenue aygura MS SQL Server
1. 3amycrute Microsoft SQL Server Management Studio.

2. B okHe moak/moyeHus K 0a3e JaHHBIX yKa)KUTe Ha3BaHWE SK3eMIUIIpPA U BBEJUTE YUeTHBIE
naHHble (cM. «Puc. 283»).

of
SQL Server
Server type: Database Engine b4
Server name: ‘SRV—DEMO—KSC\SOLEXPRESS v |
Authentication: SQL Server Authentication e
Login: sa v |
Eassword: -y |

[ ] Remember password

Cancel Help Options ==

Puc. 283 — IToaxk/moueHue K 0ase JaHHBIX

3. B pasgene Object explorer nepeiisute Bo Bkaagky "Security” - "Audits". BbizoBuTte
KOHTEeKCTHOe MeHr0 U Bbibepute oo New Audit... (cm. «Puc. 284»).

Object Explorer v I X

Connect~ ¥ *¥ ¢ .

= 8 SRV-DEMO-KSC\SQLEXPRESS (SQL Server 13.0.5026
Databases

= Security
Logins

&

Server Roles

&

Credentials

New Audit...

o =

1 Filter »

Se
Re Reports 4
Po Refresh
Management

[ XEvent Profiler

Start PowerShell

Puc. 284 — Co3panue aygura

4. B orkpsbiBielics Bknaake "Create Audit", B mosie Audit name ykakuTe Ha3BaHUe ay/uTa, B
riosie Audit destination BeiOepuTe 3HaueHwe "Application Log" u Haxmure KHONKY OK
(cm. «Puc. 285»).



E Audit Properties - O ¥

@ Ready
Select a page LT Script ~ | ) Help
K General ) ) —
K Filter Audit name: Audit_sql_server
Queue delay (n 1000 =
milliseconds):
On Audit Log ® Continue
Failure:
(O Fail operation
(O Shut down server
Audit
destination: File w
Path:
Audit File
Maxi Limit:
s (] Unlimited
(O Maximum files:
Number of files: |1 o
Maximum file 0 %
size:
Unlimited
[] Reserve disk space
Connection
¢¥ CTRL\SQLEXPRESS [sa]
View connection properties
Progress
Ready

Cancel Help

Puc. 285 — Hacrpoiika ayaurta

5. B pa3gene Object explorer niepeiigute Bo Bkiagky "Security” — "Server Audit Specification".
Bri3oBuTe KOHTEKCTHOE MeHio U orijrio New Server Audit Specification... (cM. «Puc. 286»).

Object Explorer >y X

Connect v ' x* Y O s

= & SRV-DEMO-KSC\SQLEXPRESS (SQL Server 13.0.5026
Databases
= ¥ Security

Logins

H B

Server Roles

[

Credentials
Audits

Server Audit Specifications

New Server Audit Specification...

O ®

Filter »

=5

S¢

Re
Pd Reports 4

Start PowerShell

H B

M Refresh
XEvent Profiler

&S]

Puc. 286 — Co3panue cierfuukanmm ayjura



6. B otkpoiBiieiics Bkiagke "Create Server Audit Specification” (cm. «Puc. 287») BbirosiHUATE
cefyrolve JerCTBUS:

e B nose Name ykakuTe Ha3BaHue crielfudrKaliy ayuTa;
e B nose Audit U3 BbINIafaoIIero Crivicka BLIOEpUTe paHee CO3/jaHHbBIN ay/IuT;
e B T1I0JIe Actions BbibepuTe TUITbI COOBITHM /I/IsT OTC/IEKUBAHUS,

e HaxmuTe KHONKY OK.

0 Ready
Select a page LT Script = @ Help
& General Name: Audit_Specification_1
Audit v
Actions:
Audit Action Type Object ...  Object ... A
p01 |SCHEMA_OBJECT_ACCESS_GR... | ¥ hd
02 | DATABASE_ROLE_MEMBER_C... |+ hd
03 |SERVER_ROLE_MEMBER_CHA... | v b
04 | BACKUP_RESTORE_GROUP b hd
05 |[AUDIT_CHANGE_GROUP b b
Connection 06 |\ DBCC_GROUP v ~
?i. SRV-DEMO-KSC\SQLEXPRESS 07 | DATABASE_OBJECT_PERMISSI.. |~ hd
[sa] 08 |SCHEMA_OBJECT_PERMISSION... v
09 |DATABASE_PRINCIPAL_IMPERS... | v b
10 |DATABASE_PRINCIPAL_CHANG... v hd
View connection properties 17 |LOGIN_CHANGE_PASSWORD_... |~ e
12 |DATABASE_OWNERSHIP_CHAN... v hd
St 13 | DATABASE_OBJECT OWNERS... |~ v
Ready 14 |SCHEMA_OBJECT_OWNERSHIP... v hd V]
L4 >

Cancel Help

Puc. 287 — Hactpoiika cnenuduKanyy ayjura

IIar 2. Co3panue yueTHoM 3anuc Windows

1. B nanenu ynpaBneHuss Windows oTkpoiiTe koHconb Computer Management (Ymnpas/ieHue
KOMIIBIOTEPOM).

2. B xoHcomu otkpoiTe pasgen System Tools (Ciayxednbie mporpammbl) — Local Users and
Groups (/IokanbHble TO/b30BaTeu U rpynnbl) — Users (Ilosb3oBarenu), BBLI3OBUTE
KOHTeKCTHOe MeHIO U BbiOepuTe ¢yHkuMi0o New User (HoBbIil mosib3oBaTesib) [l CO3ZaHMUS
HOBOTO T0/1b30BaTesst (cM. «Puc. 288»).



New User...
View »

Refresh
Export List...

Help

Puc. 288 — Co3paHue 1o1b30BaTeist

3. B otkpeiBiiemcs okHe New User (HoBbiM mnosib3oBartesb) (cM. «Puc. 289») BbInosHHTE
cefyolye JerCTBUS:

B rosie Name (MMs) yka>kuTe UMsi HOBOT'O T0JIb30BaTeJisi;

B 1o/ie Password (Ilaposib) ycTaHOBUTe Taposib U MOATBepAuTh ero B Tmosie Confirm

Password (IToaTBepuThH);

1P HeOOXOIUMOCTH YCTaHOBUTE CJleAytolue dharu:

e User cannot change password (3anpeTuTs CMeHy MapoJis [0/b30BaTesieM);

o Password never expires (Cpok /ieiiCTBUS TapOJ/isi HeOrpaHUYeH).

HaxxmuTe KHOMKY Create.

New User

User name: l'ﬁlem

Full name:

Description:

Password:

Confirm password:

1] et ~han

s&r m
er MuUst CI

w
n

[J Account is disabled

Help

SIEM event reader

l..............

]

1ge PassSWo

[J User cannot change password

mwerrd 2 nend laann
ord at next logor

Password never expires

Create

Close

Puc. 289 — Hacrpoiika napaMeTpoB No/ib30BaTeisi

Illar 3. IIpegocTaB/ieHHe M0/IH30BaTe/I0 MPAB JOCTYIA K )KyPHAILYy COOBITHI

1. B

KoHco/ii Computer

Management

(YnpaBnenue

KOMIIBIOTEPOM) TlepernTe

B

pazzen System Tools (Cnyxeonnie nmporpammbl) — Local Users and Groups (/IokajabHbIe
Mo/Ib30BaTe/ i U rpynnbl) —» Groups (I'pynnb).



2. Beibepure B criicke rpymmy Event Log Readers (UuraTenu >kypHa/ia COOBITHI), BHI30OBUTE
KOHTeKCTHOe MeHI0 U BbiOepuTe TTyHKT Add To Group (Jo6aButh B rpymnmy). OTKpOeTCsi OKHO
"Event Log Readers Properties (CBoiicTBa: UuTatem KypHasia cOObITHIA)".

3. B okHe BbITIOJIHUTE CJIe/IyIOLIYe 1eHCTBUS:
e HakMuTe KHOTIKY Add ([lo6aBUTB);

e B oTKpbiBIIeMcs okHe "Select Users (Boibop: ITonb3oBaTenn)" BeiOeprTe 13 CIMCKa paHee
CO3/]JaHHOTO TI0/Ib30BaTesisl ¥ jobaBbTe ero B rpyrmy, HakaB KHOTIKY OK.

4. Haxwmure kHomky OK.
IIIar 4. Hactpoiika ¢punbTpanuu npodusis coopa.

1. HaunuTe mpouecc HacTpoiiku mpoduis cbopa Ass ucrounuka 1519 Microsoft SQL Server u
BbIOEpHUTE MOZy/Tb mseven6_input.

2. Tlpy HeoOXOAUMOCTH HACTpoWTe (UABTP [/ HCK/IIOUEHHS JIMIIHUX HCTOYHUKOB, KOTODPBIE
HaxozsATcsi B KypHasie Application. [l 3Toro B nose @UabTP COOBITUH YKAXKUTE CIIeAYIOIUNA

bunbTp:
<QuerylList> <Query Id="o0o" Path="Application"> <Select
Path="Application">*[System[Provider [@Name="'MSSQL$SQLEXPRESS' or

@Name="MSSQL$SQLEXPRESS$AUDIT']]]</Select> </Query> </QueryList>
3. Ilpumep HaCTpOMKHU MPUBE/EH Ha PUCYHKe 8.

Moayne McTouHmk *

mseven6_input 1519 Microsoft SQL Server

CnUcoK aApecos AN NOAKMKYEHHR * WMena xypHanos ans cbopa *
+ Application x
Mone 06s3aTeNbHO AN 3aN0NHEHNA
dUneTP CobbITHIA MNepeknkouatenb coXpaHeHUA NO3ULIMK, MPU Hauane UTeHUA
<Querylist> <Query Id="0" Path="Application">  <Select Path="Application">*[Sy
McNonbaoBaTh anbTepHaTUBHbIA cNOco6 NonyyYeHns coBbITURA U3 Linux Pasmep sanpoca
E —
MHTepBan MexXay NOAKMYEHWAMK K MCTOYHMKY B CEKYHAAX OTKMOUYUTL PEHAEPUHT Noneit LevelText, OpcodeText, TaskText
5 -+ @

Puc. 290 — Hacrpoiika ¢uibTpa co0biTHii B podusie coopa

4. CoxpaHuTe U3MeHEeHHUs.

Iar 5. ITepetiguTe B Be6-UHTepdeiic raaTGopmMbl U BEIMOTHUTE JeHCTBUe « BKIoueHre UCTOUHUKA» [I7Is
ncrouHrka Microsoft-SQL-Server.

4.10.2 Microsoft SQL Server. ODBC
XapakTtepucTyiku uctouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHue

Ha3Banue Microsoft-SQL-Server



XapakTepucTuka 3HaueHue

Howmep (ITopT) 1520

Bengop Microsoft

Tun SQLServer

IIpoduns c6opa «Mopyne odbc_input»

IIpumeuaHue: aeeHm cb6opa N02-Ko/a1eKmopa 00/xceH Obimb YCMAaHO8/AeH HA MOM dce cepgepe, 20e U
Microsoft SQL Server.

Hactpoiika CTOYHMKA BKJTFOYAeT B ceOsi ciefiyroliye maru:
1. Bkmouenue aygura MS SQL Server.
2. YcranoBka ODBC gpatiBepa.
3. CeTeBble HaCTPOUWKHU CcepBepa.
4. Koudurypanwms npodust cbopa.
5. BksiroueHMe UCTOUHUKA B MyIaTQopMe.
IIlar 1. Bkarouenue aygura MS SQL Server
1. 3anyctute Microsoft SQL Server Management Studio.

2. B okHe moax/moyeHus K 0ase JaHHBIX yKa)KUTe Ha3BaHUE S5K3eMIUIIpA U BBeJUTE YUeTHBIE
JaHHble (cMm. «Puc. 291»).

=

Server type: Database Engine v

Server name: |SRV—DEM07KSC\SQLEXPRESS v |

Authentication: SQL Server Authentication v
Login: |sa ~ |

anmnnnns |

Password:

[ ] Remember password

Cancel Help Options >>

Puc. 291 — IToak/r0ueHue K 6a3e JaHHBIX

3. B pasgene Object explorer nepelizute Bo Bkaagky "Security” - "Audits". BbizoBuTte
KOHTEeKCTHOe MeHr0 U Bbibepute om0 New Audit... (cMm. «Puc. 292»).



Object Explorer v o X

Connect~ ¥ *¥ ¢ W

= 8 SRV-DEMO-KSC\SQLEXPRESS (SQL Server 13.0.5026
Databases

= Security
Logins

H ®

Server Roles

&5

Credentials

New Audit...

m

1 Filter »

Start PowerShell

&5

Se
Re Reports »

Po Refresh
Management
[E XEvent Profiler

53]

&3]

&3]

Puc. 292 — Co3ganue ayura

4. B otkpoiBiieiics Bkiagke "Create Audit", B mone Audit name ykaxuTe Ha3BaHWe ayjuTa, B
nosie Audit destination BeiGepuTe 3Hauenue "File", B mone Path ykaxure myTh K KaTajiory
xpaHeHus ¢aiina )xypHana u Haxxmurte KHONKY OK (cm. «Puc. 293»).

,_5: Create Audit — O b4
'_(_)7 Ready
Select a page LT Script ~| @ Help
; gz?ral Audit name: [Audit_sql_server _
Queue delay (in 1000 5
miliseconds):
On Audit Log
Failure: O fomrmz
() Fail operation
() Shut down server
Audit destination:  Application Log v
e 2147483647 =
7* SRV-DEMO-KSCISQLEXPRESS 0 =

[sa]

View connection properties
Progress

Ready

Cancel Help

Puc. 293 — Hacrpoiika ayauTa

5. B pa3gene Object explorer nepelisute Bo Bkiagky "Security” — "Server Audit Specification".
Bri3oBuTe KOHTeKCTHOe MeHto U oririo New Server Audit Specification... (cM. «Puc. 294»).



Object Explorer v R X

Connect~ ¥ ¥ Y &

= & SRV-DEMO-KSC\SQLEXPRESS (SQL Server 13.0.5026
Databases
= = Security

Logins

H

Server Roles

H

Credentials
Audits

Server Audit Snecifications

New Server Audit Specification...

0&E &

Filter >

&3]

Se

Re
Pd Reports 4

Start PowerShell

&3]

&3]

M Refresh
XEvent Profiler

&3]

Puc. 294 — Co3panue cerfupukanum aygura

6. B otkpoiBiuelics Bknagke "Create Server Audit Specification" (cMm. «Puc. 295») BbInonHuTe
cefyolye AeiCcTBUS:

e B nose Name ykaxuTe Ha3BaHUe crie[fudrKaliy ayJuTa;
e B osie Audit 13 BBITTaZAOIIETO CITUCKA BBIOEPUTE PaHee CO3/IaHHBIN ay/uT;
e B T1I0JIe Actions BbIOepUTe THUITbI COOBITHM /I7IsT OTC/IE)KUBAHUS;

e HaxmuTe KHOTIKY OK.

‘O; Ready
Select a page LT Script ~ @ Help
G |
e Name: Audit_Specification_1
Audit: v
Actions:
Audit Action Type Object ...  Object ... A
p01 |SCHEMA_OBJECT_ACCESS_GR... v~ bd
02 |DATABASE_ROLE_MEMBER_C... |~ =
03 |SERVER_ROLE_MEMBER_CHA... |~ b
04 |BACKUP_RESTORE_GROUP b b
05 |AUDIT_CHANGE_GROUP bd bd
Connection 06 |DBCC_GROUP M w7
'l'? SRV-DEMO-KSCISQLEXPRESS 07 |DATABASE_OBJECT_PERMISSL... |~ ~
[sa] 08 | SCHEMA_OBJECT_PERMISSION... |~ v
09 | DATABASE_PRINCIPAL _IMPERS... | v~ bd
10 | DATABASE_PRINCIPAL_CHANG...  ~ =7
View connection properties 11 |LOGIN_CHANGE_PASSWORD_... v b
12 |DATABASE_OWNERSHIP_CHAN... v~ b
[FIE ES] 13 | DATABASE_OBJECT OWNERS.. | v v
Ready 14 |SCHEMA_OBJECT_OWNERSHIP... |~ ~ v
< >

Cancel Help

Puc. 295 — Hacrpoiika cnenudukanuu ayaura

IIar 2. YcranoBka ODBC papaiiBepa



1. C odunmansHoro caiira ckauaiite ODBC Driver for SQL Server.

2. YcraHOBUTe CKauaHHbBIY JjpariBep Ha cepBep C KOJIJIEKTOPOM.

3. Y3HaiiTe TOuHOe Ha3BaHue jpaiiBepa. s 3Toro 3amyctuTe Administrative Tools - ODBC
Data Sources (64-bit) (cMm. «Puc. 296») Bo Bkiagike Drivers (riosie Name).

All Control Panel ltems > Administrative Tools v O Search

Search Administrative Tools pe
Name . Date modified Type Size A
%8 Defragment and Optimize Drives 15.09.2018 10:12 Shortcut
2= Disk Cleanup 15.09.2018 10:12 Shortcut
£4] Event Viewer 15.0 10:12 Shortcut
&% iSCS! Initiator 15.09 10:12 Shortcut
,:”g Local Security Policy 15.0 810:13 Shortcut
#2 Microsoft Azure Services 15.0 10:13 Shortcut
% ODBC Data Sources (32-bit) 15.09.2018 10:12 Shortcut
"% ODBC Data Sources (64-bit) 15.0 0:12 Shortcut

Puc. 296 — Pa3zpen " Administrative Tools"

4. OTKpoeTcsi OKHO TpocMoTpa uH(opMarmu o fgpaiiBepe. Heobxomumoe 3HaueHHe 0TOOpaXkaeTcst
Ha Bkiazke "Drivers" B mosie Name (cM. «Puc. 297»).

; ODBC Data Source Administrator (64-bit) X

User DSN  System DSN File DSN  Drivers  Tracing Connection Pooling  About

ODBC Drivers that are installed on your system:

Name Version Company File Date
(ola]: e BRSO TN 2018 181.02.01  Microsoft Corporation  MSODBCSQL18.DLL  26.10.2022
SQL Server 10.00.17763.01 Microsoft Corporation SQLSRV32.DLL 15.09.2018

An ODBC driver allows ODBC-enabled programs to get information from ODBC data sources. To install
‘ 0| new drivers, use the driver's setup program.

Cancel Apply Help
Puc. 297 — IIpocmotp nHdopManuu o gpaiiBepe
IITar 3. CeTeBble HACTPOMKHU cepBepa
1. Ortkpoiite aucrietuep KoHpurypaiuu SQL Server Configuration Manager.

2. Broibepure cnyxby SQL Server Network Configuration — Protocols for SQLEXPRESS
(cm. «Puc. 298»).



li Sql Server Configuration Manager

/
File Action View Help i
ol AR EREY /
48 sSQL Server Configuration Manager (Local) || protocol Name Status 1

B SQL Server Services '(‘

] ) || ¥ Shared Memory  Enabled
_E_ SQL Server Network Configuration (32bit : X

> 9 SQL Native Client 11.0 Co.nflgur.atlon (32t b
Vi on ‘“
|E== Protocols for SQLEXPRESS l .

> § SQL Native Client 11.0 Configuration f

. : F ,-—
VORI PTRs o SO _ fonmpren o P . T I o™ P

Puc. 298 -- IToaxkrouenue o nporoxkosay TCP/IP

3. B criucke npoTokosioB BeiOepuTe 1poToko TCP/IP, BbI30BUTE KOHTEKCTHOE MEHIO U YCTaHOBUTE
cratyc "Enabled" . 3aTeM U3 KOHTEKCTHOTO MeHIO BbiOepuTe MyHKT Properties. OTKpoeTcsi OKHO
"TCP/IP Properties" (cMm. «Puc. 299»).

(TCP/IP Properties | ? X
oo
TCP Dynamic Ports 0 A
TCP Port
E 1ps
Active Yes
Enabled No
IP Address 2001:0:9d38:6abd:38e2:183e:53e"
TCP Dynamic Ports 0
TCP Port
B ip9
Active Yes
Enabled No
IP Address feB80::38e2:183e:53e1:12e%2
TCP Dynamic Ports 0
TCP Port
E panl
TCP Dynamic Ports 52509
[ Tcprort 1433
W
Indicates whether the selected IP Address is active.
T

Puc. 299 -- IIpumep HacTPOHKH NPOTOKOJIA AJIs1 y/ja/IeHHOro jJocTyna K B]I

4. B oTKpbIBIIIeMCs OKHe Tepeiiute Ha BKIaAKy IP Adresses 1 B 6;10ke mapamerpos IPAIl ykaxkuTte
TCP nopt /151 JAHHOTO UCTOYHUKA: "1433".

5. Haxmwute kHOnKy OK.

6. Tlepesamnycture cnyxby MS SQL Server:



e 3amycTuTe yrpaByeHue ciayxbamu (cm. «Puc. 300»);

4 Cnyx6bi = m} x 1
Qaiin  [Jeiicrene Bua Cnpaeka )
e | D Ec Hm > e nwn {
<. Cnyx6bl (IIOKaIIbIY‘ Q’; C,m (nokansHble) /
SQL Server (SQLEXPRESS) ] Wma - Onucanne  CoctosHue "
P—— .::{) KtmRm.;um Ko?pnmqaropa pacnpegenenHbix TpaH... Koopauuu... /

T s G M.essaglngSevvlce_til1bf3 Cnyx6a, o... ;

.Q Microsoft App-V Client Manages A... ¢

& OpenSSH Authentication Agent Agentto h... v

~£;’; Plug and Play Moseonser... Bwinonnse ’

8:;::;::;1"1, XpaHeHue U »f,;’; PrintWorkflow_41bf3 Pabounii n... ,

06paboTky AaHHbIX, ynpaenser Q Quality Windows Audio Video Experience Quality Wi... 2

AOCTYNOM K HUM 1 oBecneunsaer G Security Code CSP Service The descri... Beinonnse {

6bICTPYIO TPaH3aKUMOHHYO i Shared PC Account Manager Manages p... {

obpaborky. o > - {

: SMP auckoerix npocrpancre (Mankpocod Cnyx6a ys... /

Y501 Server (SQLEXPRESS) ;

ZLQ;SQL Server CEIP service (SQLEXPRESS) CEIP servic... Boinonnse [
~Q; SQL Server, cnyx6bi cuHxpoHusaumn konTpons ee...  lNpegocrae... Boinonwse

{;’; Superfetch Moaaepxu... Boinonwse ,

{6 Update Orchestrator Service Ynpaenser... Boinonwse

G VMware Alias Manager and Ticket Service Alias Mana... Beinonwse /

Q VMware CAF AMQP Communication Service VMware C... 2

SJ VMware CAF Management Agent Service VMware C... 4

-S;);VMware Snapshot Provider VMware Sn... ;

&k VMware Tools Providess... Boinonnse 4

-S;*; WarpJITSvec Provides a ... v

Puc. 300 -- ITepe3anyck ciyx061 MS SQL Server

o BoiOepure cyx0y SQL Server ¢ 3anymeHHbiM 3k3emiuiipom BJ] (SQLEXPRESS) u
Ha)KMHUTe KHOTIKY Ilepe3anycTHTh C/1yXKO0Yy.

IIIar 4. HacTpoiiTe npoduib coopa J/isi JAHHOI0 HCTOYHUKA
st HacTpoiiky npodusisi cOopa BIMOIHUTE CIeAYIOIIMe JeCTBHS:

1. Haunute mpouecc HacTpoiiku mpoduisi cbopa ans ucrounuka 1520 Microsoft SQL Server
ODBC u Bribepute «Moaysb odbc_input» (cm. «Puc. 301»):

< PepakTuposaHue npodunsa c6opa

Yaanute C6pocuTh CoxpaHuts

AkTueH  Haspanwe AreHT c6opa Ha yane LogCollector
odbc_input 1520 Microsoft SQL Server ODBC Bepcun arewra cGopa: 4.2.012
Moaynb NeTouHuK *
odbc_input 1520 Microsoft SQL Server ODBC

MNone, koTopoe GyAeT UCNONb30BATLCA KaK 3aKNafKa ANA COXPAHEHWA
nosuuun *

epoch

MepekntoyaTens COXpaHeHna NO3ULWUM, NPKU Hayane YTeHus *

@

BT WHTepaan Mexay 3anyckom 3anpoca B cekyHpax *
15 -+
YpoBeHb NorMpoBaHkA

DEBUG

SQL aanpoc * (@ aowe
SELECT CAST(DATEDIFF_BIG(ns, '1970-01-01 00:00:00.0000000', event_time)

Puc. 301 -- Co3aanue npoduns cbopa. Moaysis "odbc_input”

2. B mosie SQL 3ampoc yKakuTe 3arpoc, KOTOPbIM Oy/yT 3arpaiiiBaThCsl COOBITHSI U3 CUCTEMHBIX
JKypHasioB. IIpumep 3ampoca:
sgql: >
SELECT



CAST(DATEDIFF_BIG(ns, '1970-01-01 00:00:00.0000000', event_time) AS
BIGINT) as epoch,
event_time,
action_id,
succeeded,
session_id,
class_type,
session_server_principal_name,
server_principal_name,
server_principal_sid,
database_principal_name,
target_server_principal_name,
target_server_principal_sid,
target_database_principal_name,
server_instance_name,
database_name,
schema_name,
object_name,
statement,
additional_information,
transaction_id
FROM fn_get_audit_file ('C:\Program Files\Microsoft SQL
Server\MSSQL13.SQLEXPRESS\MSSQL\DATA\*.sqglaudit', default, default)

WHERE CAST(DATEDIFF_BIG(ns, '1970-01-01 00:00:00.0000000', event_time) AS
BIGINT) > ?

I'me ('C:\Program Files\Microsoft SQL Server\MSSQL13.SQLEXPRESS\MSSQL\DATA\*.
sqlaudit', default, default) myThb K (pailiaM >KypHaia. YKa3aHHble B CTPOKe [aHHbIe,
J0JDKHBI COBMA/aTh C MyTeM (PaKTUUYeCcKOoro pa3MellieHus (haiijioB )KypHasoB.

3. B none ITose, KoTopoe OyJeT MCI0/Ib30BaThCA KAK 3aK/aJKa AJIA COXpPAaHEHHA TMO3HULIMHU
YKa)KATE 3HaueHue epoch, OHO WCIMO/Mb3YeTCs /sl COXPaHEHWs TIO3WI[UM BBIUMTKH MEXIY
3arpocamH.

4. B 6si0ke /laHHBIe /ISl TOAK/THOYEHHUS BbITIO/IHUTE CJIeAYIOIHe HACTPOUKHU:
e B osie [IpaiiBep AJ/is MOAK/IIOYeHUsI BbiOepuTe 3HaueHre MS SQL;

e OCTa/IbHBIE TT0JIA 3dIIOJIHUTE COOTBETCTBYHOILHUMH CETEBBIMU WM YUETHBIMHU OdHHBIMU [JIA
MOAK/TFOUEHMS.

5. Coxpanure npodpuss coopa.

Iar 5. ITepetiguTe B Beb6-uHTepdeiic 11aTGopmMbl U BBITTOHUTE AelCcTBUe « BK/IIoueHre UCTOUHUKA» IS
ncrouHrka Microsoft-SQL-Server.

4.10.3 Oracle Database. Audit

XapakTtepucTyuku uctouHuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHue
Ha3panue Oracle-Database
Howmep (TTopT) 2770

Benzop Oracle



XapakTepucTuka 3HaueHue

Tun Database

[Ipodums c6opa «Mogayb tcp_input»

st HACTPOWKM UCTOYHKMKA BBITIO/THUTE C/Ie[IyIOLUe NeUCTBUS:

1. Tlopkmtountech K CYB/I i0KanbHO C MpUBWIErHMAMHU sysdba:

# sglplus / as sysdba

2. BrimosHUTE KOMaHAY:

# alter session set "_ORACLE_SCRIPT"=true

3. YcraHoBuTe XypHan ayaura XML:

# ALTER SYSTEM SET audit_trail=XML SCOPE=SPFILE

4. Beikmouute v BKarounte CYB/I:
# Shutdown
# Startup

5. TIpoBepbTe mapamMeTpbl ayuTa KOMaH/OM:
# show parameter audit
Y6enurtech, uro audit trail mpuHsan 3HaueHne XML. 3anminure 3HaueHWe audit file dest,
OHO TTOHA/I00MTCS MPY HACTPOMKe OTITPABKH COOOITieHHi B Tipodusie coopa st mapamerpa Dain
(File).

6. BrimosHUTE KOMaHAY:

# ALTER SYSTEM SET audit_sys_operations=true SCOPE=SPFILE

7. YCTaHOBWTE BaKHOCTb COOBITHM KOMaH/[OM:

# alter system set audit_syslog_level='local5.info' scope=spfile sid='*"

8. BrinosiHUTe TIOC/IEA0BAaTEIEHO KOMAaH/bI:
# Shutdown
# Startup

# Show parameter audit

Ha BbIX0O/Ie O/DKHBI TIOSIBUTHLCS CO00IIeHus (CM. «Puc. 302»).

audit_file_dest string /opt/oracle/admin/ORCLCDB/adum
p_xml
audit_sys_operations boolean TRUE

audit_syslog_level string LOCAL5.INFO
audit_trail string XML
unified_audit_common_systemlog string
unified_audit_sga_queue_size integer 1048576
unified audit_svystemlog string

Puc. 302 — BeiBoj Co00IIeHHIH



9.

10.

11.

12.

Hacrporite napametpsl ayaura:

AUDIT ALTER SYSTEM BY ACCESS;

AUDIT DELETE ON SYS.AUDS BY ACCESS;

AUDIT DELETE ON SYS.FGA LOGS BY ACCESS;
AUDIT EXECUTE ON SYS.DBMS FGA BY ACCESS;
AUDIT INSERT ON SYS.AUDS$ BY ACCESS;

AUDIT INSERT ON SYS.FGA LOGS BY ACCESS;
AUDIT SELECT ON SYS.DBA USERS BY ACCESS;
AUDIT SELECT ON SYS.LINKS$ BY ACCESS;

AUDIT SELECT ON SYS.USER DB LINKS BY ACCESS;
AUDIT SELECT ON SYS.USER HISTORYS BY ACCESS;
AUDIT SYSTEM AUDIT BY ACCESS;

AUDIT TABLE BY ACCESS;

AUDIT UPDATE ON SYS.AUDS BY ACCESS;

AUDIT UPDATE ON SYS.FGA LOGS BY ACCESS;

B karanore /etc/rsyslog.d/ co3paiiTe KOHGUIypaUMOHHbIM (¢ain oracle audit.confu
yKakUTe B HeM CJie[yIolliie HaCTPOUKHU:

module (load="imfile")

input (
type="imfile"
File="<3Haueume m3 audit file dest m3 m.5>/*.xml"
Tag="oracle audit"
Facility="local7"
Severity="info"
PersistStateInterval="100"
endmsg.regex="</AuditRecord>S"

)

local7.* /var/log/oracle audit.log
local7.* Q@<IP-ampec areHTa cOopa JOT-KOJIJIekTopa>:<rIopT>

I'pe:
e local7 - HeobxomuMoe 3HaueHue facility;
e (0 - mepesava faHHbIX 110 TipoToKony TCP;

e <IP-agpec arenta cbopa nor-konnektopa> - IP-azpec, HAa KOTOPOM pa3BepHYT areHT
cbopa JIoT-KOJITIEKTOPa;

e <MopT> - MOPT, IO KOTOPOMY areHT cOopa Jor-Kosjiekropa OyzeT MpUHUMaTh COOBITHS.
HomkeH CcOBMafaTh CO 3HAYeHWEM, yKa3aHHbIM B HACTPOMKaxX COOTBETCTBYIOILIETO
nipodusist coopa.

CoxpaHuTe U3MeHeHHs U Tiepe3artyCcTuTe ciyx0y rsyslog:
# systemctl restart rsyslog.service

[TepeiiguTe B Beb-uHTepdeiic miaThopMbl U BLITIOTHUTE eliCTBHe « BK/IoueHre NCTOUHUKA» IS
rncrouHuka Oracle-Database.



4.10.4 Oracle Database. NetListener

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapaKkTepucTuka 3HaueHue

HasBanue Oracle-MySQL

Howmep (TTopT) 4005

Bengop Oracle

Tun MySQL

[Ipodums c6opa «Moayb tcp_input»

,Z[J'IH HaCTPOﬁKH HNCTOYHHMKA BBITTOJIHUTE C/IeAyHolne AeﬁCTBHHI

1. 3anycrute LSNRCTL xomaHzoi:

# LSNRCTL

OnpezenuTte 3K3eMIUISP UCTOB3yeMou cy>x0bl Oracle NetListener KomaH/10i:

# show current_listener
[Tocne BbIMOTHEHUST KOMaHABI 0TOOpasuTcst uMst K3emruisipa CYB/I.

,Z[J'ISI CMEHBI UCITI0J/Ib3YEeMOI'0 3K3eMIL/IsApA UCITI0JIb3YETCSd KOMadH/a:

# set current_listener

[IpoBeprbTe cTaTycC KypHaIUpOBaHUS:

# show log_status

Ecnu anis napametpa log_status ykazaHo OFF, To BK/itounTe XypHaaupoBaHUe:

# set log_status on save_config reload

B karanore /etc/rsyslog.d/ co3faiiTe KOHGUTYpPaLMOHHBIA daiin oracle netlistener.conf
Y YK@)KUTe B HEM CJIeJyIOLe HaCTPOUKU:

module(load="imfile" mode="inotify") #PollingInterval="10") #mode="inotify")
input(type="imfile"

File="/<napameTp File n3 n.4 >/log.xml"

PersistStateInterval="100"

Tag="oracle_netlistener:"

Severity="info"

Facility="local3"

readMode="2"

)local3.* @@<IP-agpec areHTa cbopa snor-konnekTopa>:port

I'me:
e local3 - HeobxomuMoe 3HaueHue facility;

e (0 - mepesaua faHHbIX 110 TipoTokony TCP;



e <IP-ajpec areHTa cbopa for-konnekTopa> - IP-afpec arenTta cbopa /0r-KosieKTopa;

e port - TOpPT, 1O KOTOPOMY areHT cOopa Jior-KosuieKTopa OyZieT MpUHUMATh COOBITHS.
[omkeH coBMaZaTth CO 3HAaYeHUEM, YyKa3aHHbIM B HACTPOMKaX COOTBETCTBYIOLETO
ripocusisi cbopa.

CoxpaHuTe U3MeHeHHs U Tepe3artyCcTuTe ciyx0y rsyslog:
# systemctl restart rsyslog.service

[TepetiauTte B BeG-uHTepdetic 1aThopMbl U BHITIOHUTE AeHCTBHE « BKIOueHre UCTOUHUKA» [IJIst
ucrounuka Oracle-Database-NetListener.

4.10.5 Oracle MySQL

XapakTepucTuku uctouHuka B Ilnardopme Pagap:

XapakTepucTHKa 3HaueHue

HasBanue Oracle-MySQL

Howmep (ITopT) 4005

Benpop Oracle

Tun MySQL

ITpoduns cbopa «Moavnn tcp _input»

7151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/Ie/1yIOIIUe eiCTBUS:

1. ¥YcranoBute Mozysb ayaura MariaDB, mociemoBaTeibHO BBITTOJTHAB KOMaH/IbI:

# wget http://mirror.mephi.ru/mariadb/mariadb-10.1.45/bintar-1linux-
x86_64/mariadb-10.1.45-1inux-x86_64.tar.gz

# sudo tar -xzf mariadb-10.5.5-1inux-x86_64.tar.gz

# sudo install mariadb-10.1.45-1inux-x86_64/1ib/plugin/server_audit.so
/usr/1lib/mysql/plugin

# sudo install mariadb-10.5.5-1inux-x86_64/1ib/plugin/server_audit.so
/usr/1lib/mysql/plugin

# Sudo mysql

# INSTALL PLUGIN server_audit SONAME 'server_audit.so'

# SHOW PLUGINS

# Set Global server_audit_logging=on

# EXIT

B koHdurypaiuonHom aiisie /etc/mysql/mysqgl.conf.d/mysqld.cnf yKaKuTe Caeayroliye
HaCTPOMKH:

plugin-load=server_audit=server_audit.so

server_audit_logging=on
server_audit_events=connect, query, table, query_ddl, query_dml, query_dcl
server_audit_output_type = SYSLOG

server_audit_syslog_facility = LOG_SYSLOG

server_audit_file_path = /var/log/mysql/audit.log



3. Ilepesamnycrtute cepsuc MySQL.:

service mysql restart

4. B karanore /etc/rsyslog.d/ co3gaiite KoHpuUrypauoHHelid ¢aiin 20-mysql.conf u ykaxure B
HeM C/ie/iytollie HaCTPOMKU:

template (name='"radar" type='"string"
string="<%PRI%>%TIMESTAMP: : :date-rfc3339% %HOSTNAME%
%syslogtag%%$.suffix%%msg: ::sp-if-no-1st-sp%%¥msg%")
:syslogtag, contains, "mysql" @@<IP-agpec areHTa c6opa nor-
KonnekTopa>:port;radar
I'me:

e (0@ - mepesauva faHHbIX 110 TipoTokony TCP;

e <IP-ajpec aredTa cbopa for-konnektopa> - IP-agpec areHta cbopa J0r-KoJIeKTOpa;

e port- TIOPT, IO KOTOPOMY areHT cbopa Jior-kos/uiektopa OyzeT NMpUHHUMAaTh COOBITHS.
HomkeH coBMajaTth CO 3HAYeHWEM, YyKa3aHHBIM B HACTPOMKaX COOTBETCTBYIOLETO
nipodust coopa.

5. CoxpaHuTe U3MeHeHUs U Mepe3aryCcTuTe CayxO0y rsyslog:

# systemctl restart rsyslog.service

6. Ilepeiigute B BeO-mHTepdeiic n1aThOopMbI U BBITIONHUTE [eliCTBUe « BKIoueHre NCTOYHUKA» IS
ncroyHrka Oracle-MySQL.

4.10.6 PostgreSQL

XapakTepucTuky uctouHuka B Ilnardopme Papap:

XapakTepucTuka 3HaueHuUe

Ha3panue PostgreSQL

Howmep (ITopT) 4000

Benpnop PostgreSQL

Tun PostgreSQL

Ipoguns cbopa «Moayab udp_input»

HHH HaCTpOﬁKH HNCTOYHHMKA BBITTOJ/JIHUTE C/IeAyHolne I,q(-Z‘I‘/JICTBI/ISII

1. ¥Y3HaliTe pacrnosio)xeHHe KOH(UIypalMoHHOro aiisia postgresqgl.conf Ha cepBepe:
# psql -U <username> -c 'SHOW config_file'
IIpumep otBera:

/var/app/data/postgresql.conf

2. B koHburypaiuoHHbii ¢aiia postgresql.conf yKaxuTe cefyroliye HaCTPONKU:



log_destination = 'syslog'
logging_collector = off
syslog_facility = 'LOCALO'
syslog_ident = 'postgres'
syslog_sequence_numbers = on
syslog_split_messages = off
client_min_messages = log
log_min_messages = info
log_min_error_statement = info
log_checkpoints = off
log_connections = on
log_disconnections = on
log_duration = off
log_error_verbosity = default
log_hostname = on

log_line_prefix = 'pgmessage: %m %a %u %d %r %i %e '
log_statement = 'mod'
lc_messages = 'en_US.UTF-8'

3. Tlepe3amyctute cnyx0y postgresql.

4. B xatanore /etc/rsyslog.d/ co3paiTe KOHQUTYypaLUMOHHBIN (aiin 10-pgsql.conf U YyKaKUTe B
HeM CJie[yIollie HaCTPOUKHU:

if $programname == 'postgres' then @<IP-agpec areHTa cbopa nor-kKosnekTopa>:port
I'pe:

e (@ - mepezmaya faHHBIX 110 rpoTokoay UDP;

e <IP-ajpec aredTta cbopa for-konnekrtopa> - IP-agpec areHta cbopa J0r-KoJIeKTopa;

e port- TIOPT, IO KOTOPOMYy areHT cbopa Jior-Kosjuiektopa OyzeT MpUHHUMAaTh COOBITHS.
Ilo/mkeH COBMaZiaTh CO 3HAYEHWEM, YKa3aHHBIM B HACTPOMKAaX COOTBETCTBYHOLIETO
nipodusis coopa.

5. CoxpaHuTe U3MeHeHUs 1 Mepe3aryCcTuTe Cayxo0y rsyslog:

# systemctl restart rsyslog.service

6. Ilepeiigure B BeO-mHTep(etiC 11aThOPMbI U BBITIONHUTE [eliCTBUe « BKIoueHre NCTOYHUKA» ISt
rncroyHuka PostgreSQL.

4.11 WEB-cepBepbl

[lpu  pabore mo moakmodyeHnro  WEB-cepBepoB B KayecTBe  MCTOYHMKA  COOBITHI
B Ilnardopmy Pagap BaM MOXXeT NPUTOAUTHLCS CJle/lytolliasi CripaBoyHasi UH(OpMaLUs:

o «HcTOUHUKUY;

e «HacTtpolika JIor-Ko/IIeKTopa».

4.11.1 Apache HTTP Server
XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HaueHue



XapakTepucTHKa 3HaueHue

Ha3zBanwue Apache-Http-Server

Howmep (ITopT) 2830

Bengop Apache-Software-Foundation
Tun Http-Server

ITpoduns cbopa «Monavyab tcp_input»

KondurypairoHHsIi (aiii ccTeMbl pacro/iaraeTcsi 1o CaeyroiieMy myTu:
e 115 cucTeM Ha Oase "Debian" -- /etc/apache2/apache2.conf;
e 1s cucteM Ha 6aze "RHEL" -- /etc/httpd/conf/httpd.conf.
7151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOLIUe NeCTBUS:

1. B KoHdurypaioHHOM (aiisie CUCTeMbI YKa)KUTe YPOBEHb )KypHaTUPOBaHUS:

LogLevel info

2. OO6HOBUTE CepBHUC apache:

# systemctl reload apache2.service

3. IIpoBepbTe cocTOsIHME CepBUCa:

# systemctl status apache2.service

4. B kartasnore /etc/rsyslog.d/ co3paiTe KOHQUIYypaLMOHHBIN (ain apache2.conf U yKaxure B
HeM C/ie[lyolye HaCTPOUKHU:

# Apache2 logs

input(type="imfile"
File="/var/log/apache2/access.log"
Tag="apache2-accesslog"
Severity="warn"
Facility="1local2")

input(type="imfile"
File="/var/log/apache2/error.log"
Tag="apache2-errorlog"

Severity="warn"
Facility="1local3")

local2,local3.* @@<IP-agpec areHTa cbopa nor-kosiekTopa>:port
I'ne:
e local2,local3 - 3HaueHwue facility ans >xypHanoB Access.log u Error.log;
e (0 - mepesaua faHHbIX 110 TipoTokony TCP;

e <IP-agpec areHTta cbopa for-konnekrtopa> - IP-ampec areHTta cbopa J0r-KoJIeKTopa;



e port - TIOPT, 1O KOTOPOMY areHT cOopa JIOr-Ko/ijieKTopa OyzZeTr NMpPUHWMATh COOBITHS.
IomkeH COBMaZaTh CO 3HAYEHWEM, YKa3aHHBIM B HACTPOMKaX COOTBETCTBYIOLETO
nipodust coopa.

5. CoxpaHuTe U3MeHeHUsI U Tiepe3amnyCcTuTe CIy»x0y rsyslog:

# systemctl restart rsyslog.service

6. Ilepefinute B BeO-uHTepdelic 1m1aThOpMbl U BBITIOHUATE AeUCTBHE « BKIIOUeHHe UCTOUHUKA» [IJIst
ncroyHrka Apache-Http-Server.

4.11.2 Apache HTTP Server. Windows

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapakTepucTHKa 3HayeHHe

HasBanue Apache-Http-Server

Howmep (ITopT) 2830

Benpop Apache-Software-Foundation

Tun Http-Server

IIpoduns c6opa (cueHapuii 1) «Mopyns http_collector_input»
IMpodub cbopa (cueHaputi 2) «Moaynb smb_input»

C60p cOOBITHI MOXET BBITTOJIHSATBCS 110 C/IEYIOLIUM CLI€HAPHUSIM:
e cueHapwuii 1 - areHT cOopa JIOr-KoJIeKTopa pa3BEPHYT Ha TOM Ke XOcCTe, rje v cam DNS cepsep;
e CIleHapHH 2 - areHT cOopa jor-KosyiekTopa 3abupaet cobwitusi ¢ DNS cepBepa mo SMB.

[1711 HaCTPOWKM MCTOUYHWKA BBITIOJTHUTE CIeAYIOLIHe AeiCTBUS:

1. B koH¢urypauyoHHoMm (aiine cucreMmsl <myTb A0 KaTajgora Apache>/conf/httpd.conf ykaxure
C/lefyrolye HaCTPOUKU:

ErrorLog "logs/error.log"
<IfModule log_config_module>
LogFormat "%h %1 %u %t \"%r\" %\>s %b \"%{Referer}i\" \"%{User-Agent}i\""
combined
LogFormat "%h %1 %u %t \"%r\'" %>s %b'" common
CustomLog "logs/access.log" common
</IfModule>

2. B OC Windows repe3amnycture ciyx0y apache.

3. Tlepetigute B BeO-uHTep(detic M1aThopMbl U BBITIOHUTE AeUCTBHE « BKIIOUeHNe UCTOUHUKA» [IJIst
uctoyHrka Apache-Http-Server.



4.11.3 Apache Tomcat

Apache Tomcat - 310 cy»0a, KOTOpasi MOKET MUCII0/Ib30BATHCS B C/IEYIOLIUX CLIEHAPHSX:

B KaueCTBe CAMOCTOSITE/ILHOTO BeO-cepBepa;
B KaueCTBe KOHTeliHepa cepByeToB BMecTe ¢ Glassfish, JBoss;

B KaueCcTBe cepBepa KOHTeHTa, BMecTe ¢ Apache HTTP Server.

XapakTepucTyku uctouHuka B Ilnargopme Papap:

XapakTepucTuka 3HaueHuUe

HaszBanmue Apache-Tomcat-Web-Server
Howmep (ITopT) 2911

Benzop Apache-Software-Foundation
Tun Web-Server

Ipoguns cbopa «Moay/b tcp _input»

CoOBbITHS OT UICTOYHMKA BK/IFOUEHBI 10 YMOJIYaHHWIO U 3dIIMCBIBAIOTCA B C/IeAYHOLHE )KYDPHAJIbI:

catalina.out m catalina.$(date).log - )KypHan KOHTeliHepa CepBJIETOB, OCHOBHbIE COOBITHS],
npousouesmue ¢ sapom Tomcat;

localhost.$(date).log - )XypHa/ COOBITHI JIOKa/JILHOTO 3K3eMIisipa Tomcat, B KOTOPBIH, Kak
MIPaBUJI0, COXPAHSIIOTCSI OCHOBHBIE BHYTPEHHHE OILITUOKH;

localhost_access _log.$(date).txt - >KypHan 3anpocoB (access log), 5KBUBa/eHTHbIN
JKypHamy CI1y>KOBI httpd (mapameTpsl JocTtyna OTpe/iesIstoTCs B (atine
/opt/tomcat/conf/server.xml);

JKypHasTel manager . $(date).log W host-manager.$(date).log- >XypHanbl paboTel Beb-
MIPUIOXKEeHWH, (YHKLIMOHUPYIOLMX B cocTaBe Tomcat.

HHH HaCTpOﬁKH HNCTOYHMKA BBITTOJ/JIHUTE C/IeAyroliue IAEI‘/JICTBI/ISII

1. B karanore /etc/rsyslog.d/ co3gaiTe KOHGUrypalMOHHbIN (aiin tomcat.conf U yKaKuTe B

HeM CJIe/lyFoLiie HaCTPOMKH:

# Apache Tomcat logs
input(type="imfile"
File="/opt/tomcat/logs/localhost_access_log*.txt"
Tag="catalina-access"
Severity="info"
Facility="locall")
input(type="imfile"
File="/opt/tomcat/logs/catalina.out"
Tag="catalina-out"
Severity="info"
Facility="local2")

locall,local2.* @@<IP-agpec areHTa cbopa nor-konnektopa>:port



I'pe:
e locall, local2 - 3Hauenwue facility ans >xypHamor Access.log u Catalina.out;
e (0@ - mepenauva JaHHbIX 110 TipoTokony TCP;
e <IP-ajpec areHTa cbopa for-konnekrtopa> - IP-ampec areHTta cbopa J0r-KOJIeKTOPa;

e port - TOpPT, 10O KOTOPOMY areHT cOopa Jor-KosuieKTopa OyZieT MpUHUMATh COOBITHS.
[omKeH coBMajaTb CO 3HaueHHWeM, yKa3aHHbIM B HACTPOMKAaX COOTBETCTBYIOILIETO
ripocusisi cbopa.

Buumanue! B ciyuae, ecau Tomcat 3anyujeH u3-nod 8bi0eneHHOU yuemHol 3anucu, Heob6Xooumo
npedocmasumb CcoOomgemcmeaylowjue npaga Ha umeHue 045 Kamasnoz2a ¢ xcypHatamu. Takdice, 8
KoHgueypayuu Tomcat 041 patinoe JKicypHano8 00AHCHO ObiMb 3a0AHO KOppeKmHoe 3HaueHue
UMASK (0022).

2. OTkpoiiTe KOHOUTYPALMOHHBIN (aii CyKObI rsyslog:

# nano /etc/rsyslog.conf

3. B koHdurypauuroHHoMm ¢atine /etc/rsyslog.conf yKakuTe cjie[yroliye HaCTPOUKU:

module(load="imfile" PollingInterval="10")

4. Tlepe3amycture ciay0y rsyslog:

# systemctl restart rsyslog.service

5. Tlepeiinute B BeO-uHTepdetic T1aThopMbl U BHITIONHUTE AelCTBHe « BKIoueHre NCTOUHHUKA» [IJIst
rncrounruka Apache-Tomcat-Web-Server.

4.11.4 Mantis Bug Tracker

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapaKkTepucTuka 3HaueHuUe

Ha3Banue MantisBT-System
Howmep (ITopT) 2962

Benpmop MantisBT Team

Tun Bug Tracking System
Ipoguns cbopa «Moayib tcp_input»

st HACTPOWKM UCTOYHHWKA BBITIOJTHUTE C/Ie[lytOol1e AeUCTBUS:
1. B KoHburypaiuoHHoM (¢aiine Mantis /etc/apache2/sites-enabled/ yKaKuTe MNyTH K
(haiisiaM >KypHasoB:
ErrorLog "/var/log/apache2/mantisbt-error_log"
TransferLog "/var/log/apache2/mantisbt-access_log"

2. B katanore /etc/rsyslog.d/ co3maiTe KOHGUTYPALMOHHBIM (aiin 70-mantis.conf U yKaKuTte
B HEM CJIelyHOI1e HaCTPOWKHU:



module(load="imfile" PollingInterval="1")
input(type="imfile"
File="/var/log/nginx/access.log"
Tag='""nginx-access"
Severity="info"
Facility="local0")
input(type="imfile"
File="/var/log/nginx/error.log"
Tag="nginx-error"
Severity="warn"
Facility="locall")
locale, locall.* @@<IP-agpec areHTa cb6opa nor-kKojnsekTopa>:port

I'me:
e localo, locall - 3HaueHwue facility ans >xypHanoB Access.log u Error.log;
e (0@ - mepesaua faHHbIX 110 TipoTokony TCP;
e <IP-ajpec areHTa cbopa for-konnektopa> - IP-ampec arenrta cbopa j0r-KosieKTopa;

e port- TIOPT, TI0O KOTOpPOMY areHT cbopa Jior-kos/uiektopa OyzeT NMpUHHUMAaTh COOBITHS.
[o/mkeH COBMajiaTh CO 3HaueHWeM, YKa3aHHbIM B HACTpPOMKaX COOTBETCTBYIOL[ETO
nipodust coopa.

CoxpaHuTe U3MeHeHUs U Tiepe3arnyCcTuTe CayKO0y rsyslog:
# systemctl restart rsyslog.service

[MepetiauTte B BeO-uHTepdetic m1aThopMbl U BHITIOTHUTE AeHCTBHE « BKIOueHHe UCTOUHUKA» [IJIst
rcToyHrka MantisBT-System.

4.11.5 Microsoft Sharepoint

XapakTtepuctyuku uctounuka B Ilnargopme Papap:

XapakTepucTHKa 3HaueHHe

Ha3zBanue Microsoft-Sharepoint
Howmep (ITopT) 1529

Bengop Groupware

Tun Sharepoint

IIpoduns c6opa «Mopyne odbc_input»

HacTpoiika UCTOUHMKA BK/TFOUAeT B ce0sl CIeyroIye [aru:

1.
2.
3.
4.

Hactpotiika ayguta B Microsoft Sharepoint.
Co3pganre MSSQL nosib3oBaresis C OrpaHUYE€HHBIMUA MIPaBaMU.
BxktoueHre MCTOYHUKA B 1y1aTdhopMme.

Tonkast HacTpoiika SQL-3ampoca jist u3BaeueHUs: UHpOpMaIuKU U3 BCeX CalTOB CUCTEMBI.

ITar 1. Hactpoiika ayaura B Microsoft Sharepoint



BkiiroueHue ayauTa NpOUCXOAUT AJIsl KAXKJOTO caiiTa OT/e/TbHO.
7151 BK/TIOUeHHs ay/IiTa caTa BLITIOJTHUTeE Ce/IyIolue eHCTBUS:
1. BoiiguTe Ha caiiT, ayTUT KOTOPOT0 HEOOXOAUMO BK/TFOUHTE.
2. Ortkpoiite HacTpoiiku caidTa u BbiOepuTe myHKT CBefieHus1 0 caiite (cM. «Puc. 303»).

&
1

SharePoint settings

CucTemMHas y4eTHas 3anuck

Mg odbopmaeHa & Mogenwteca

[oGaeneHne CTpaHKLLb
[obaenTb NpUAOXKeHMe

KoHTenT carita nvkoeaHa 27.02.208

CBefeHWA O calnTe

PazpeweHws ans cata

M3meHnTs odopMneHne

Puc. 303 — Microsoft Sharepoint. HacTpoiiku caiita

3. B oTkpbiBIIeMcst oKHe BbiOepuTe yHKT IIpocMoTpeTs Bce mapameTpsbl caiita (cM. «Puc. 304»).

18 cal
W3menuTts
opmMAne
Wima cadta *
pangeo

Dnwcadue canTa

[MpoCMOTPETE BCE MApaMETPLI CaATa

Puc. 304 — Microsoft Sharepoint. IIpocMoTpeTs Bce mapamMeTpbI caiTa

4. B OTKpbIBIIIEMCS OKHe repeinTe K 610Ky AAMUHHCTPUPOBAHHE CeMeNCTB CAalTOB U BbIOepUTe
nyHKT Bo3Mo)xHOCTH cemelicTBa caToB (CM. «Puc. 305»).

A
\ RAMHIACTOANO RIS Capie [f AT
AJMHAHUCTDWMPOBaHME CEMENCTEBA CalTo

KopavHa

ACTOUHMKW Pe3YNLTATOR MOKWCKE
TUNEl PE3YALTATOR NOWCKS
Mpaewna 3aNpocoB NOMCKa
Cxema nowncka

MapamMeTphl NOKCKE

MMMNOPT KOHQUIrypawrm noMcka
[MOWCK IKCNopPTa KOHQUrypaUuM
EO3MOXKHOCTH CeMefcTEa CAATOR
epapxvs calitos

MapamMeTprl 2yAMTa CEM2IiCTES CAMTOE

Puc. 305 — AxMHUHUCTPHPOBaHUe ceMeiicTB caiiToB. Bo3moxHOCTH ceMelicTBa caiilToB



5. Tlepefigure K 060Ky OTUeThI U aKTUBUPYWTE CO3[jaHHME OTUYETOB C aHa/JM30M HH(OPMaLUH,
cojiepskattieiicst B Microsoft Sharepoint (cm. «Puc. 306»).

O LALTI VWL P

|— OBpazel NPeinoKeHnA
2

AKTHEMPOBaTh
OB6pazel, pabouero npolecca AnA Project Server
—— OTKpbIEaTE AOKYMEHTE! B KNMEHTCKNX NPUCHKEHNAX MO YMONYZHND
| 9 . AKTMEMPOBATE
HacTpolika OTKPBITUA MO YMONYaHUKD CCBINOK HA OKYMEHTBl B KIMEHTCKUX NPWACXKEHWAX, 3 He B BeB-NpUNOXKEHURAX.
—— OT4etwl ~
| 1 . . [leakTHBUpPOBaTL AKTHEHBIH
Co32HME OTUETOE C aHANWI0M MHOOPMaLWK, cogepxalelica B Microsoft SharePoint Foundation.
-~ TDapameTpsl Project Web App
! L AKTMEWPOBaTh

Manamnatnu nTaans unnaosavue rnnastacs Droiact Weh Ann

Puc. 306 — Microsoft Sharepoint. AKTUBaIMs CO3JaHHS 0TUETOB

6. BepHutech B A/MUHHCTPHPOBaHNe CeMeHCTB CalToB U BbibepuTe TyHKT [IlapameTpsl ayauTa
cemencTBa canToB (cM. «Puc. 307»).

AAMWUHUCTDUPOBaHME CEMERCTBE CaMTOs
Kop3nHa

WMCTOYHWKY pe3yNETATOR NOWCKS
THNBI PE3YNETATOR NMOKWCKS

Mpaewna 3anpocoB NoOWCKa

Cxema nowcka

MapamMeTpel NoWCKa

MMnopT KOHQUIypawwy Noucka
MoWCK 2KCNOPTa KOHQUIYpaumm
BOZMOMHOCTH CEMERCTER CAATOE
Mepapxua caldToe

MapameTpbl 3YAMTa CEMEACTES CANTOR

Puc. 307 — AxMuUHUCTPUPOBaHNe ceMeiicTB caiiToB. Ilapamerpsl ayjura ceMeiicTBa cCaiToB

7. B orkpeBiemcs okHe HacTpoliKa mapamMeTpoB ayAMTa YKaKWTe COOBITHS, TIO//IeXKallye
ayJUTy, yCTaHOBUB COOTBETCTBYOIIMe duiaru U HaxkmuTe KHOMKY OK (cm. «Puc. 308»).

& VIZMEHWI b LLBUIKK | lowck Ha 3TOM CadTe M

Hactpoiika napameTpoB ayamra

YceueHMe KypHana ayanTa

o YeeKaTh XYPHaN ayAuTa AR 3TOMO CaATa ABTOMATHUECcKW?
FKARMTE NPOACIKUTENEHOCTE XPaHEHWA Xy pHana aya9Ta 4o

obpeskn n Npu HEOBXOAMMOCTH COXPaHWTE BCE TeKyLME [@Fit:]

AamHbie ayavTa 8 BubnnoTeke gokymentos. Pacnucanne
PE3KN XYPHANE 3YANTa HACTPAMEAETCA afMVHWCTPATOPOM
cepeepa. floncnHWTenkbHbIE CEEAEHMA 08 yoedeHMn wypHana
BYLMTA,

YKEKNTE NPOACMKMTENEHOCTE XPEHERNR J3HHEIX XYPHANa 3yAMTa B HAX. MEKCUMANEHEIA CPOK XPaHEHUA B Baze
JEHHBIX 3YANTa COCT3ENRET 90 gHeii.

Ecam Bwl XOTHTE XPaHWTbL AaHHble aYanTa A0NbLUE, YKaXTE §I'1511VC'EK‘J." ACKYMEHTOEB, KYAa A0/MXHbl OTNPAENATLCA
oT4eTH 06 ayauTe nepej yceueHem:

0630p...

JLOKYMEHTBI 11 3EMEHTHI o
———

YianuTe coBRITUA, KOTOPLIE CAEAYET OTCNEXMESTE ANA
AOKYMEHTOE M INEMEHTOE B 3TOM cemeficTee 5e0-CaliTos. [AzmMeHeH e 3NeMEHTOR

YrakuTe coBbITHR, nognexaline ayanTy.

AzeneueHue U EOZBPAET 3NEMEHTOE

NepeMelleHne ¥ KONWPOBEHWE 31eMEHTOB B ApYToe MecTo cailita

YaaneHwe ¥ BOCCTAHOBNEHWE 3NEMEHTOB

Crmckw, SubanoTeku U CaiTL °

- - YkaxuTe coBbITHS, NoAneXalme ayauTy:
FKARMTE CODBITUR, KOTOPLIE CNEYET OTCAEXMEBATL ANA CNWCKOE,
BUBAMOTEK M CARTOE B 3TOM cemelcTee sel-caiTos. zmMererne CToNBLOE W TUTMOE KOHTEHTA
Mouck B KOHTEHTE caiTa

13MeHeHMe aTpuGyToR Nonb2oEaTeneil W pazpallernii e

I OK I Otmena

Puc. 308 — Okno "HacTpoiika napaMmeTpoB ayauTa'". Bbi0op coOBITHI, MO/Ie)Kalux ay AUTy



[Tocne 3TOro B AAMHHHUCTPUPOBaHHE CeMeNCTB CAaUTOB IOSBUTCSI HOBBIM MYHKT OT4YeThI N0 )KypHAIy
ayAuTa, KOTOPbIM M03BOJISIeT BDYUYHYO BbITPY’>KaTb OTUETHI II0 HY>KHBIM KpUTepusaM (cM. «Puc. 309»).

A N A T P
ASAMUHWUCTDHUROBSHY WCTBa CauTo

i
o
i}

CEM
KopzauHa

MCTOUHHMKK Pe3ybTaTOE NOWCKE

TNl Pe3yLTaTOE NOWCKE

Mpaenna 3anNpocoe NoMCKa

Cxema nowcka

MapameTpsl NOMCKa

MMNopT KOHGUIypauw« noncka

MoucK 3KCNopTa KoHUrypaumm
BozmosHOCTM ceMelicTBa CafToR
Wepapxva caiiToe

MapameTpel ayAnTa ceMeiicTBa canTos
OTYeTsl N0 XYPHANY 3YauTa
MNogKnadeHmne K caiTy noprana
PazpellieHA ANA NPUIOKEHNA cemelicTea

Puc. 309 — AAMHUHUCTPHPOBaHHUe ceMelicTB caiiToB. OTUeThl 110 JXypHa/Iy ayAuTa

IIar 2. Co3panue MSSQL nosib30Baresisi C 0rpaHMYeHHBIMY NIPaBaMHU

Ha pgaHHOM Imare BBITIO/IHSIETCSI CO3ZaHUWe Tosb3oBatens "AuditReader", KOTOpbIi OyZeT vMeTb TipaBa
TOJIbKO Ha BbIMosiHeHWe SQL-3aripoca B 6a3e WSS_Content. ITogpobHee o SQL-3ampoce omucaHo Ha
YyeTBEPTOM Lllare HACTPOMKH UCTOUHUKA.

1. Co3gaére noruH "AuditReader"” v yKa)kuTe NapoJib:
USE [master];
GO
CREATE LOGIN AuditReader WITH PASSWORD = 'Password';
2. Co3spaiite nosib3oBarens AuditReader B 06aze WSS_Content u TIPUCBOKTE emy
noruH "AuditReader™:
USE [WSS_Content];
GO
CREATE USER AuditReader FOR LOGIN AuditReader;
3. Bbigaiite  mosb3oBarento AuditReader mpaBo  BbINOMHATE  TOAbKO onepauuio SELECT B
C/lefiyroIuX Tabuiax:
USE [WSS_Content];
GO
GRANT SELECT ON dbo.AuditData TO AuditReader;
GRANT SELECT ON dbo.UserInfo TO AuditReader;
GRANT SELECT ON dbo.WebsPlus TO AuditReader;

4. OrpanuubTe Aoctymn ronb3oBaresisi AuditReader k 6a3e WSS_Content:

USE [master];

GO

DENY VIEW ANY DATABASE TO AuditReader;
GO

USE [WSS_Content];

GO

DENY VIEW DEFINITION TO AuditReader;
GO



IITar 3. HacTpoiika /10r-K0//IeKTOpa U BK/IOYeHHe HCTOYHUKA B I1aTgopme

[Mepetizutre B BebO-wHTepdeic TUIaTGOPMBI M BBHITIOJHUTE [eHCTBHe «BK/IIOUeHHWEe WMCTOUHHMKA» JIJIst
rcrouHruka Microsoft-Sharepoint.

Ilar 4. Toukasa HacTpoiika SQL-3anpoca j/isa u3Bjiedenusi ”HGopMaLuM U3 Bcex CAalTOB CHCTeMbI

SQL-3amnpoc u3B/eKaeT HH(OpMaI[Hio 0 COOBITUSAX ayauTa K3 Tabuiel AuditData, KoTopasi XpaHUTCS B
0a3e nanHeix WSS_Content.

ITpumep 3aripoca:

SELECT

ad
u.
u.
ad
ad
ad
ad
ad
ad

wp .

ad
ad
ad

.Occurred AS [Date],

tp_Title AS [User],

tp_Login AS [UserLogin],
.Event AS [EventID],
.ItemType AS [ItemTypeID],
.DocLocation AS [DoclLocationID],
.EventData AS [EventData],
.MachineName,

.MachinelIP,

TitleResource AS [SiteName],
.UserId AS [UserID],

.SiteId AS [SiteId],

.ItemId AS [ItemId],

CAST(DATEDIFF_BIG(ns, '1970-01-01 00:00:00.0000000', ad.Occurred) AS BIGINT) AS epoch

FROM
[WSS_Content].[dbo].[AuditData] ad
LEFT JOIN
[WSS_Content].[dbo].[UserInfo] u ON ad.UserId = u.tp_ID
LEFT JOIN
[WSS_Content].[dbo].[WebsPlus] wp ON ad.SiteId = wp.SiteId
WHERE
CAST(DATEDIFF_BIG(ns, '1970-01-01 00:00:00.0000000', ad.Occurred) AS BIGINT) > ?
ORDER BY
ad.Occurred DESC;

'pe:

Occurred - COIEPXKUT JaTy U BpeMsi, KOT/ja IPOU30ILIIO0 COOBITHE ay/nTa;
tp_Title - COZEPXXUT Ha3BaHUe I10JIb30BaTeJIs, CBA3aHHOTO C COOBITHEM ay/IUTa;
tp_Login - COJEPKUT JIOTUH TI0/Ib30BaTesIsl, CBSI3aHHOTO C COObITHEM ayAUTa;
Event - COAep>KUT UMCTIOBOU UAEHTU(PUKATOD COOBITHS ayANTa;

ItemType - BO3BpalljaeT TUI 00BbeKTa, K KOTOPOMY OTHOCHTCS COOBbITHE ayANTa;

DoclLocation - rMoKa3biBaeT MeCTOIIO/I0KeHHe JOKYMEHTa W O6’B€KTa, KOTOpoe ObIJI0O U3MEHEHO
WJIK Ha KOTOpOoe Ob1/I0 COBepIIEHO ,ELEIZCTBHE;

EventData - COZEpPXXUT MAOTOJHUTEIbHbIE [JaHHbIe, CBs3aHHbIE C COOBITHEM, KOTOpOe ObLIOo
3a(hMKCUPOBaHO;

MachineName U MachineIP - TIOKa3bIBAalOT WMsS KOMIbiOTepa W IP-ampec, C KOTOpBIX ObLIO
COBEepIIEHO JIeliCTBUE;

UserID - uaeHTU(UKATOp MOIb30BaTesisl, COBEPLIMBILETO /1eHCTBUE;



e Siteld - uaeHTU(HUKATOP CaiiTa, HA KOTOPOM TPOM3OIILI0 COOLITHE;

e ItemId - uAeHTUDHUKATOP /I€EMEHTa, HA KOTOPOM OBbLIO COBEPIIIEHO IeHCTBUE.
3a npucoeguHenre Tabuibpl WebsPlus k Tabiuije AuditData /151 rosryueHus UMeHHU CaiTa, CBSI3aHHOTO
c cobbITHEM, OTBeuaeT CTPOKa:

wp.TitleResource AS [SiteName],
I'me, SiteName - UM caliTa, Ha KOTOPOM ITPOU30IIUIO COOBITHE.

3a npeobpa3oBaHue JaThl U BpeMeHH BO3HUKHOBeHUsI COObITUS B (hopMmaT epoch, 3HaueHHe KOTOPOTO
OyZeT MCMOMb30BaThCSl B KaueCTBe YHHUKAJbHOTO HJeHTH(UKaTopa COObITHs, TI0O KOTOpoMy Oyzer
paboTaTk JIOr-KO/IJIEKTOP, OTBeYaeT CTPOKa:

CAST(DATEDIFF_BIG(ns, '1970-01-01 00:00:00.0000000', ad.Occurred) AS BIGINT) AS epoch

3a o06weauHenne Tabmi AuditData, UserInfo 1 WebsPlus oTBeuaroT gBa oniepatopa LEFT JOIN:
FROM
[WSS_Content].[dbo].[AuditData] ad
LEFT JOIN
[WSS_Content].[dbo].[UserInfo] u ON ad.UserId = u.tp_ID
LEFT JOIN
[WSS_Content].[dbo].[WebsPlus] wp ON ad.SiteId = wp.SiteId

B nepBom omepaTtope LEFT JOIN BbINo/HsIeTcs: pucoeanHenue tabmuipl UserInfo, koTopas copep>xut
rH(dopMaLio 0 nosb3oBaTessix SharePoint.

Bo BTOpOoM omepaTope LEFT  JOIN BBITIOJHSETCS TpucoequHeHue Tabsuisl WebsPlus, kotopast
coJiep>KuT uHdopmMaruto o caiitax SharePoint.

Ob6a omepaTopa LEFT JOIN HUCMO/B3YIOTCS, YTOOBI COXPaHUTh BCe CTPOKHU u3 Tabimiel AuditData, gaxe
ec/i HeT CooTBeTCTByHOIuX 3ammceli B Tabsmijax UserInfo i1 WebsPlus. Eciu cooTBercTByrOMas
3anmich He HaljleHa, 3Ha4yeHUs1 B CTO/0I[aX, KOTOpble COOTBETCTBYIOT OTCYTCTBYIOIUM 3allMCsIM,
OyayT NULL.

1711 KOppeKTHOW paboThI JIOT-KOJI/IEKTOpa He0OX0AUMO 100aBUTh yC/IOBUE B 3arpocC [ijist BBIOOPA TOTBKO
TeX CTPOK, y KOTOPbIX pasHUIla Mexay pgatoii B cronbue Occurred u  pgatoii "1970-01-01
00:00:00.0000000" 6ombl1Ie, UeM 3HAUEHHE, KOTOPOe OyZeT 3aMeHeHO Ha MeCTO 3HaKa BOIIPOCa B MOMEHT
BBITIO/THEHUs 3arpoca:

WHERE
CAST(DATEDIFF_BIG(ns, '1970-01-01 00:00:00.0000000', ad.Occurred) AS BIGINT) > ?

3a COPTUPOBKY COOBITUH OT IIoC/IeJHero K MepBoMy OTBEUAET CTPOKaA:
ORDER BY
ad.Occurred DESC

4.11.6 Nginx

XapakTtepucTyiku uctouHuka B Ilnargopme Papap:



XapakTepHCTHKA

HasBanue

3HaueHue

Nginx-Web-server

Howmep (ITopT) 2960

Bennop Nginx

Tun Web-Server

ITpoduns cbopa «Monavyab tcp_input»

7151 HACTPOMKU MCTOUHUKA BBITIOJTHUTE C/IeIyIOLIUe NeiCTBUS:

1. B

KOH(UTyparjMOHHbIX daitnax

/opt/pangeoradar/configs/nginx.conf B 0OJIOKe #

pervcTpauuu cobeithii Access.log u Error.log:

H##

# Logging Settings

Hit

access_log /var/log/nginx/access.log;

error_log /var/log/nginx/error.log;

/etc/nginx/nginx.conf 51
Logging Setting YKaXuTe INyTH /g

2. B koHbwurypaimonHoM ¢aiisie /etc/rsyslog.conf qobaBbTe cieayroliee 3HaUeHUE:

# Include all config files in /etc/rsyslog.d/

$IncludeConfig /etc/rsyslog.d/*.conf

3. Co3spaiire daiin /etc/rsyslog.d/nginx.conf U yKaXKuTe B HEM CJieyIOL1ie HACTPOUKMU:

input(type="imfile"
File="/var/log/nginx/access.log"
Tag="nginx-access"
Severity="info"
Facility="local0")

input(type="imfile"
File="/var/log/nginx/error.log"
Tag="nginx-error"
Severity="warn"
Facility="locall")

localo, locall.* @@<IP-agpec areHTa cb6opa nor-konaektopa>:port

I'ne:

e localo, locall - 3HaueHue facility gns xxypHanoB Access.log v Error.log;

e (0 - mepefava AaHHbIX N0 rpoTokosy TCP;

e <IP-agpec areHTa cbopa for-konnekrtopa> - IP-aspec areHrta cbopa j0r-KoJIeKTopa;

e port- TIOPT, IO KOTOPOMY areHT cbopa Jior-Kos/uieKTopa Oy/eT NMpUHUMAaTh COOBITHS.
[omkeH coBMajaTh CO 3HAUEHWEM, YKa3aHHBIM B HACTPOMKaxX COOTBETCTBYIOIIErO
nipocusisi cbopa.



4.12

CoxpaHuTe U3MeHeHUs U Tiepe3arnyCcTuTe Cayk0y rsyslog:

# systemctl restart rsyslog.service

[Tepeiigute B BeO-uHTep(detic miaTdopmMbl U BBITIOTHUTE [eMCTBHe « BKIFOueHre NCTOUHUKA» ISt
rcroyHrka Nginx-Web-server.

CucTeMbl KOHTPO/ISi NPUBU/IETMPOBAHHOIO A0CTYyNa

[Tpu paboTe 110 OAK/TFOUEHUIO CUCTeM KOHTPOJISI TIPUBU/IErMPOBAHHOTO AOCTYTIa B KaueCTBe UCTOYHHUKA
cobeiTrii B Ilnardgopmy Pagap BaM MoXKeT IPUTOAUTLCS CleAytoliiasi ClipaBouHasi “HGopMarus:

«ICTOUYHMKI»;

«HacTtpoiika 10r-KoaIeKkTopar».

4.12.1 Solar Dozor

XapakTepucTuku uctouHuka B Ilnardopme Pagap:

XapakTepucTHKa 3HaueHue

HasBanue Solar-Dozor

Howmep (ITopT) 2593

Benpop Rostelecom-Solar

Tun DLP

ITpoduns cbopa «Moavns tcp _input»

7151 HACTPOWKU MCTOUHUKA BBITIOJTHUTE C/Ie1yIOIIUe eCTBUS:

1.

[ BKTFOUEHHsT 3aTTMCH )KYPHAJIOB BoWuTe B BeO-uHTepdetic cuctembl Solar-Dozor v nepeiiuTe
B paszgen Cucrema — Kondurypanusa — PacimiupeHHble
HacTpoiiku — VHTepdeiic » BedcepBep (webserver.conf).

YcraHoBute ¢nar 3anuch )xypHanoB AelicTBuil B syslog B gopmarte CEF (cm. «Puc. 310»).

B 3anuck XypHanos peRcTeui B syslog B qhopmate CEF  action-cef

Puc. 310 — Bk/1ro4yeHHe 3aNMCH B )KypHa/Ibl

CoxpaHuTe U TIPUMEHUTe HaCTPOWKHU. By/leT BK/IIOUeHa 3amuich IeWCTBUM T0/Ib30BaTesieil B Beb-
rHTepdelice cvucTeMbl B CUCTeMHbIM >XypHan /var/log/messages B dopmare CEF.

B koH¢urypaiuoHHoMm aiine /etc/rsyslog.conf, macrep-cepeepa DLP-cuctemsl, ykaxurte
C/elyrollyie HaCTPOUKU:

$ActionQueueFileName SIEMForwarder
$ActionQueueMaxDiskSpace
$ActionQueueSaveOnShutdown on
$ActionQueueType LinkedList



7.

8.

$ActionResumeRetryCount -
if $msg contains 'CEF' then @@<IP-agpec areHTa c6opa nor-kosjiekTopa>:port

I'me:
e (0@ - mepenayva AaHHbIX 110 rportokosy TCP;
e <IP-ajpec areHTta cbopa for-konnekrtopa> - IP-ampec areHta cbopa J0r-KoJIeKTopa;

e port - TIOPT, 1O KOTOPOMY areHT cOopa JIor-Ko/ijieKTopa OyZer NMpPUHUMATh COOBITHS.
HomkeH coBMajaTh CO 3HAYeHWEM, YyKa3aHHBIM B HACTPOMKaX COOTBETCTBYIOLETO
nipodusst coopa.

[l BK/IIOUEHWsI perucTpanud CoObITHMH BobauTe B BebO-uHTepdeiice cuctembl Solar-Dozor
nepeliaute B pazgen Cucrema — Kondurypanusa — PaciuMpeHHble HACTPOMKU — CoObITHA
U UHOUJEeHTbI » CepBHC XpaHeHUs] M HHAEKCAMM COOBITHH W  HWHLH/IEHTOB
(settings.json)) (cm. «Puc. 311»).

v/  JypHanupoBaTb B SySlOg PerucTpaumio cobbituit =~ s fig @ BbiKNOYEHO © BrnoyeHo

JKypHanupoBaThb B SysLOg U3MEHEHUE CTaTyca COBbITUIA U MHLMAEHTOB

J¥ypHanupoBaThb B Syslog B (hbopmaTte CEF

Puc. 311 — Bk/iroueHue perucTpanuy coObITHI

YKakuTe B pa3ziesie Cieyrolre HaCTPOUKHU:
e  BKJIIOUMTE )XyPHa/MpoBaHue B syslog perucrpauuio cobeituii (syslog-events-config);

e ycraHoBute (nar JKypHanupoBare B syslog u3MeHeHue crTaTyca COOBITHH H
uHIMIeHTOB (syslog-events-change);

e ycraHoBute (ar JKypHaupoBaTth B syslog B hopmate CEF (syslog-events-cef);
e COXpaHUTe U MPUMEHUTe HaCTPOUKHU.

i BKITFOUEHWSI >KypHa/IMPOBaHWsI /€HCTBUUM Haj cooOIleHWssMd B BeO-MHTepdeiice CUCTEMBI
Solar-Dozor nepeinre B paszen Cucrema — Kondurypanus — PacmmpeHHble
HacTpouku — OOpadoTKa coo0menuii » CepBuc bunbTpanuu CO00IIeHHI
(mailfilter.edn) (cMm. «Puc. 312»).

YXypHanupoBaTh Onepauuy Haj coobuieHusamu B ainn?

WUcnonb3osath hopmat CEF npw XXypHanupoBaHUs onepauuii Haj coobLLeHnsIMU?

Puc. 312 — BK/loueHHe )KypHa/IMPOBaHUsI Haj COOOIeHUsAMH
YKaxute B pa3zgesie cieayroijue HaCTpOﬁKﬂi

e ycraHoBuTe ¢uiar JKypHa/iMpoBaTh omepanuu Haj coodmeHusiMu B (aiin (message-
log-file);

e ycraHoBute ¢uiar Mcnonb3oBark popmar CEF npu )KypHa/MpoBaHHU onepanuil Haj
COOOIIeHUAMM;

e COXpaHuTe U NPUMEHUTe HaCTPOUKHU.



9.

10.

11.

12.

13.

B c1yuae akTuBalLMM [AHHBIX HAaCTPOeK Ha BCeX y3/ax C po/bl “OUibTp MOUYTOBOrO MOTOKA”
(mailfilter) Oyzer co3maH daiin, cofepXKallMii 3amMcU  JeHCTBUM Haj, COOOIIeHUsAMHU -
/opt/dozor/var/log/message-stat.log.

HOnsi  orripaBku XypHasioB B Ilnardopmy Pagap B Karasnore /etc/rsyslog.d/ co3gaiTe
KOH(UrypalMuoHHbId  ¢alin 04-send dozor mail.conf M  yKaKUTe B HeM CAeAyHoIiue
HaCTPOMKU:

module(load="imfile" PollingInterval="10")
input(type="imfile"
reopenOnTruncate="on"
File="/opt/dozor/var/log/message-stat.log"
Tag="solar-dozor-mail"

$template rawSmap, "<%PRI%>%TIMESTAMP% %HOSTNAME% %syslogtag%%msg%\n"
if $msg contains 'CEF' then @@<IP-agpec areHta c6opa sor-
Ko/nnekTopa>:port; rawSmap

I'pe:
e (0 - mepesaua faHHbIX 110 nipoTokony TCP;
e <IP-agpec areHTa cbopa for-konnektopa> - IP-agpec areHta cbopa J0r-KoJIeKTopa;

e port- TIOPT, IO KOTOPOMYy areHT cbopa Jior-KoJjuiektopa OyzeT NMpUHHUMAaTh COOBITHS.
Ilo/mkeH COBMaZiaTh CO 3HAYEHWEM, YKa3aHHbIM B HACTPOMKAaX COOTBETCTBYHOLIETO
nipodusis coopa.

CoxpaHHTe U3MEHeHHs U Tiepe3artyCcTuTe cyx0y rsyslog:

# systemctl restart rsyslog.service

Ha Bcex y3nax cuctemsl Solar Dozor ¢ posnbio “@uabTp MOUYTOBOr0 MOTOKA” HACTPOMTE POTALUI0
)KypHasia AeWCTBUM Haj coobujeHussMu. [l 3Toro cosgaiite (aiin /etc/logrotate.d/smap-
maillog co ciegyroniUuM COJepPXXUMbIM:

/opt/dozor/var/log/message-stat.log {
weekly
rotate
missingok
notifempty
nomail
compress
create dozor dozor
minsize

}
BrinonHuTe NpoBepKy yc/a0BuUs logrotate C TOMOILLbI0 KOMaH/bI:

# logrotate -df /etc/logrotate.d/smap-maillog

3arnycK poTaly BPYYHYIO BBITIOJHSIETCs C/lefiytolieid KoMaH/oM:

# logrotate -f /etc/logrotate.d/smap-maillog

[TepetiauTte B BeG-uHTepdetic 1aThOpMbl U BHITIOHUATE AeHCTBHE « BKIIOueHre UCTOUHUKA» [IJIst
ucrounuka Solar-Dozor.



4.12.2 Staffcop Enterprise

XapakTepucTuku uctouHuka B Ilnardopme Papap:

XapaKkTepucTuka 3HaueHue

Ha3zBanwue Staffcop-Enterprise
Howmep (TTopT) 2512

Bennop Atom_security

Tun DLP

[Ipodums c6opa «Mopaynab tcp_input»

,Z[J'IH HaCTPOﬁKH HNCTOYHHMKA BBITTOJIHUTE C/IeAyHolne AeﬁCTBHHI

1. Borigure B BeO-uHTEepdeiic CUCTEMBI Staffcop-Enterprise u nepennre B
pasgen ®unbTphl — IlomTkn — CHcTeMHBbIe NOJIUTHKH (cM. «Puc. 313»).

MNMouck - uMst unu cogep>xmmoe un

OhhekTUBHOCTL

BesonacHocTb
AQMUHUCTPUpOBaHUue
Monutnkn
MonutrkM NpoayKTUBHOCTH
MonuTtukm 6e3onacHocTH

CucTeMHble NONUTUKK

®
L B

=

E Pacno3HaBaHue Tekcta

Puc. 313 — CucreMHbIe MOJTMTHKHA

2. Beibepure mommTHKy Syslog-KOHHEKTOP 1 OTKPOWTe ee Ha PelakTUPOBaHUe.

3. Tlepefizure Ha BkmaAKy "®uabTp" U 3az7aliTe HeOOXOAWMBIE TIMapaMeTpbl /sl COOBITHIN
(cMm. «Puc. 314»).



Syslog koHHekTOp

"v CeoiicTea DunsTp

A KoHcTpyKTOp @,‘ CnoxHbli 3anpoc # Koa dpunstpa

@ v MNouck - Kniouesoe cnoso [ ] B [ovck - AreHT: KomnbloTep ® + CpaGotaBiume nonutrkn: Kateropus: incident

Tun coBbits LR

AreHt

MNonsaceatens
MNpunoxexve

Canir

Ceresan akTMBHOCTb
Paiin

YcTpoiicTeo

Puc. 314 — TTapameTpbI JiA COOBITHI

4. Tlepeligute Ha Bkiagky "CBoiicTBa" U ycraHoBuTe ¢ary IlosmmTHKa akTHBHA, @opMar /10roB:
CEF.

5. HPI/IMeHI/ITe HaCTpOﬁKy TOJIBKO K HOBBIM W/IM KO BCeM IIpeAblAyILUM COOBITHSAM U COXPAHUTE

nu3meHeHus (cM. «Puc. 315»).

Syslog koHHekTOp

’Q CaoiicTea Dunsrp
Ha3spanue Syslog KOHHeKTop

OnucaHne

¥ MonuTuka aKTMBHa

© MponomxuTs BEINOMHEHWE
® [NpHMEHWTE K HOBbIM COBLITUAM

@ MNpuMmeHnTL KO BCeM COBLITMAM (MOXET 3aHATb ANUTENbHOE BPEMA)

®opmart noros: CEF

CoxpaHuTs OTmeHa

Puc. 315 — CoxpaHeHHe H3MeHEHHH.

6. BriOpaHHbIe cOOBITHS pa3 B 5 MUHYT OyAyT MOMeIIaThCs B )KypHas /var/log/syslog.
7. Ilepeiinute Ha cepBep cucTteMbl StaffCop u BbInosHUTE C/leAyrOIie HAaCTPOMKU:

e TPOBEpbTEe HaIMUKe U aKTUBHOCTh CJTY>KOBI rsyslog:
# service rsyslog status

e TIO YMOJIUaHHUIO C/Tyk0a /10/pKHA OBITH yCTaHOB/IEHA U 3amyieHa (cM. «Puc. 316»);



root@enterprise:~# service rsyslog status
® rsyslog.service - System Logging Service
Loaded: loaded (/lib/systemd/system/rsyslog.service; enabled; vendor preset: enabled)
Active: active (running) since Fri 2023-03-03 09:39:13 MSK; 1 weeks 3 days ago
Docs: man:rsyslogd(8)

http://www.rsyslog.com/doc/
Main PID: 14748 (rsyslogd)
Tasks: 4 (limit: 4659)
CGroup: /system.slice/rsyslog.service
L14748 /usr/sbin/rsyslogd -n

Puc. 316 — Coctosinue c1yX0bI rsyslog

e CO3/ailiTe U OTKPOUTe AJis peAaKTHPOBaHUsl KOH(PUTypaLiMOHHbIN (aiia 50-siem. conf
# nano /etc/rsyslog.d/50-siem.conf

e yKaxure B daiiie mpoTokos nepeaaun gaHHbix TCP (@@), IP-agpec arenra cbopa Jyior-
KOJUIeKTOpa W TIOPT ([O/DKeH COBMafaTh CO 3HAaueHHeM, YKa3aHHbIM B HaCTPOMKax

COOTBETCTBYIOLIero npodussi coopa), M0 KOTOPOMY areHT cOopa JIor-KoJuiekrtopa Oymer
MIPUHUMATL COOBITHS OT JAaHHOTO UCTOUHHKA:

If $programname=="staffcop’ then @@<IP-agpec areHTa cbopa nor-
KonnekTopa>:port

e COXpaHHWTe M3MEeHEeHUs U Mepe3amnyCcTuTe CayX0y rsyslog:

# systemctl restart rsyslog.service

I[TepeiiauTe B BeO-uHTEepdelic miaThopMbl U BIMOJIHUTE eHCTBUe « BK/IoueHre NCTOUHUKA» ISt
rcrounuka Staffcop-Enterprise.
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